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Introduction to Interaction Director

Interaction Director is a client/server solution that enhances CIC servers to route calls, emails, and faxes to the location that can
handle them the best. This content describes how to set up a dedicated Interaction Director server and how to configure existing
CIC servers so that Director can monitor them. Interaction Director is compatible with CIC 3.0, CIC 4.0, and subsequent servers (for
example, CIC 2015 R1 or later) only. It is not compatible with older CIC versions, or with any version of EIC.

The Interaction Director Installation and configuration Guide is for Genesys partners, PureConnect administrators, and anyone who
wants to install and configure Interaction Director and monitored CIC servers. Before installing the software, see the /nteraction
Director Concepts Technical Reference at
https://help.genesys.com/cic/mergedProjects/wh_tr/desktop/pdfs/interaction_director_concepts_tr.pdf. It provides essential
background information about Interaction Director.

Terms to know

o Interaction Director Server: A dedicated server that monitors CIC servers to route calls based on pre-defined configurations
and rules. To implement switchover, set up primary and secondary Director servers instead of a single Director server with no
redundancy.

e Monitored CIC Server: Any CIC server that an Interaction Director server monitors.

e Interaction Director: Interaction Director product, which includes one active Director server and one or more monitored CIC
servers.

Pre-installation requirements

Complete the following before installing Interaction Director:
e Establish a Windows Server administrator account for the Director server.
e Copy the Director license file.
e Review the Director Server Installation Checklist.
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Director Server Installation Checklist

Use this checklist to install and configure the Director server.
1. Before proceeding, verify that your hardware server meets the server requ1rements For more |nformat|on about hardware reqmrements see

You also need a Dlrector Server license file, which is similar to a CIC license except that it requires the Number of Director Monitored Servers
to be greater than or equal to 1.

2. Download Interaction Director .iso file (which contains Director.msi, DirectorAdmin.msi, and DirectorDatabaseLogging.msi) from the Interaction
Director section of the Downloads site at https://help.genesys.com/pureconnect/secure/Downloads.aspx. Save these files together on a local
or USB drive. The Director.msi copies DirectorAdmin.msi to a share on the Director server. Do not save these files on a network share.

3. Onthe Director server, Set up Interaction Director Database Logging.

4. Install Director server with or without switchover.

Need Switchover? | Director Server Install Procedure

No Install Director Server Without Switchover

Later, if you want to reconfigure your Director server for switchover, follow these procedures:
a. Reconfigure Director Server as Primary in a Switchover Pair
b. Reconfigure Director Server as Secondary in a Switchover Pair

Yes a. Install Primary Director Server in a Switchover Pair.
b. Install Secondary Director Server in a Switchover Pair.

Configure Director Server.

Define Monitored Servers to specify which CIC servers for Director to monitor.

Define connections between Monitored Servers so that interactions can route between them.

Define Queue Objects on the Interaction Director server that correspond to site and queue combinations at each monitored site.
Define Enterprise Groups (including skills and routing criterion) and assign queues to them.

(Optional) Install Director Administration Tools on Desktop Computers. This install is for system administrators and handler developers. The
programs it installs are on the Director server already.

11. Proceed to the Monitored Server Installation Checklist.

© 0V ® N o O;

Set up Interaction Director Database Logging

Use the Interaction Director Database Logging Setup wizard to configure Director server to store Director data in a single centralized
database, regardless of the number or location of Monitored Servers. Use this procedure to configure PMQ logging and the database tables. You can
run this wizard before or after the Interaction Director server install.
To set up Interaction Director Logging

1. On the computer dedicated as the Director server, run DirectorDatabaseLogging.msi.

2. Click Run. The Welcome page of the Interaction Director Database Logging Setup wizard appears.

Welcome to the Interaction Director
Database Logging Setup Wizard for
Interaction Director SO0

The Setup Winard wil retal interachon Dwector Database
o for Interaction Drector 01 o Compater .
Ol Paent 1 contrue o Cancel 15 et B Setup Wizard.

2 GENESYS

3. Click Next. The Database Configuration page appears.
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1 Interaction Director Database Logging for Interaction... | = | 2| X |

Database Configuration
Flease choose the database that will be used to store Drechor generated

Please choose the exdsting IC databass type currently in place to configure for
Directer Reparting data,

) Merosoft SOL Server Express

() Mycrosnft SO Server

() Orade

4. Click the database type that CIC uses and then click Next.
5. If you selected SQL Server, do the following:

The IC server requires the name of the database server and its administrativg
acopunt and password.

S0L Server: l "l
SQL Admintrator: |

Password: I l
DB Driver: Jose the defaids ODBC driver

a. Inthe SQL Server list box, click the database server that CIC uses.

b. Inthe SQL Administrator and Password boxes, type the administrative credentials to use to access that server with administrative
permissions.

6. If you selected Oracle, do the following:

Select the Orade Service

The IC server requires the name of the database server and its adminestr
account and password.

Pick the database server from the kst and enter the database administrator account
infirmation.

Orade Service: | |

Orade Administrator: I

CIOBC Driver: Juze the default QDB driver

[Thax [ Het | [ canee |

a. Inthe Oracle Service list box, click the name of the Oracle service that you configured previously.
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b. Inthe Oracle Administrator and Password boxes, type the administrative credentials to use to access that server with administrative
permissions.

7. Click Test. The system verifies the information.
8. If the test succeeds, click Next; otherwise, correct the information and test again.

9. If you selected SQL Server, do the following:

Update the IC Database for Director
The I Databese i where al Drector-generated data wil be stored.

Eniter the name of an exdsting IC Server | or later database: |
o update. This wil be the schema name if the tarpet databas...

Enter the credentials for the IC Dotabase Adminsstrator:
Accounk Name:

a. Indatabase name box, type the name of the database to update.

b. Inthe Account Name, Password, and Confirm boxes, type the CIC database administrator credentials to use to access that server with
administrative permissions and then click Next. This account needs full database permissions on the server.

10. If you selected Oracle, do the following:

Update the IC Database for Director
The IC Database i where all Drector penerated data will be stored.

Enter the name of an existing IC Server| o later database 3 IC_DF|
b5 update. This wil be the schema name if the target databas...

Enfter the name of the Tablespace that will be used for the DATA: I—'

[Enter the name of the Tablespace that will be used for the INDEX: I—

Enter the credenitials for the IC Database Adminisirator:

a. Inthe schema name box, type the name of the Oracle database schema.
b. Inthe Tablespace boxes, type the names of the tablespaces used for data and indexing.

c. Inthe Password and Confirm boxes, type the Database Administrator Schema account password and then click Next. The system uses
the schema name as the account name, so you don't have to provide it.

The system validates the information and determines whether the database specified is a CIC 4.0 or later database. The minimum CIC
version for a Director 4.0 database is 4.0. The Ready to Install Interaction Director Server page appears.




1% Interaction Director Database Logging for Interaction .. | = [ 9 [ X |

Ready to install Interaction Director Database Logging ﬂ

Click Irrstall to begin the instalaton, Cids Bacdk to review ar change any of your
installation settings. Cick Cancel to exit the wizard.

11. Click Install. The wizard displays a progress bar as it installs Interaction Director Database Logging.

12. When installation completes, click Finish.
13. |If asked to restart the server, click Yes.

Install Director Server Without Switchover

Use the Interaction Director Server Setup wizard to install Director server as a stand-alone server without switchover redundance. The
installation includes Director components, Interaction Administrator, and Interaction Designer. It creates a share on the Director server that contains
an install for Interaction Administrator and Interaction Designer. This share makes it easy for handler designers and system administrators to install

those programs on client computers. If you require switchover, see Install Primary Director Server in a Switchover Pair and Install Secondary
Director Server in a Switchover Pair.

To install Director Server without switchover:
1. RunDirector.msi. The Welcome page of the Interaction Director Server Setup wizard appears.

£ Interaction Director Server for Interaction Director 201 = [ 9] % |

Welcome to the Interaction Director
Server Setup Wizard for Interaction
Director

Please wait while the Setup Wizard prepares to guide you
through the nstallation.

s . _ | This product generates certificaties signed
SGENESYS — wmgsiai Gredinsboxtomnert

E"‘ = I“:\:

2. Click Next. The Custom Setup page appears.




Custom Setup

Selact the way you want features to be irstalled.

(Clck: thee icons in the tree below io dhangs the wy features wil be nstaled,
[rstale the Intersction
Directer Server,
This feature requires
STBME on your hard drive.
Location: D=NICY
[ meset | [Dokussge | | ek || met | [ comed |

3. Click Next. The Select License File page appears. It displays the ID of the Director server.

o Interaction Director Server | Setwp |=|2] % |

Salact License File
Please speaify the location of your Enteraction Drector License Fle.

The D aif this machine i: 315 ELO00 710

Flease contact your vendor with the: 1D shown above. Your vendor will provide you a
cense fle (with the extension .i3k), which you should copy to a Folder on this machine.
Once the file is present, spedfy its location in the Bield below.

4. Click Browse. The Open dialog box appears.
5. Click the Director license file and then click Open.

Select License Fike
Plesse spedfy the location of your Interaction Drector Licerse File,

The ID of this machine &: d315500007 10

[Plesse contact your vendor with She ID shown sbove. Your vendor will provide you a
license fle (with the extension Jilic), which you should copy to a folder on Bhis machine.
Onice the file is present, spedfy its location in the field below.

30\ 280 L. inindab. com. T e

6. Verify that the correct license file appears and then click Next. The Domain User Validation page appears.




Domain User Validation

Enter the user name, password and doman name.

Pleage enter the credentials for a user with ad tve privileges on this
Fystem, This sccount will register components and senvices to run in the conbext of
account specified.

o fortand_yser]

Deprviin: hem
[Clcisplay Password in Clear Text

7. Do the following:
a. Inthe User box, type the ID of the Director administrator.

b. Inthe Password box, type the numeric password for the Director administrator. If you are in a secure location where no unauthorized
people can see your screen, select the Display Password in Clear Text check box so that you can see what you're typing.

c. Inthe Domain box, type the name of the domain for Director to work in and then click Next. The CIC Site Name page appears.

IC Site Mame

Creates this Director server with the sibe rame and ID that you enter.

Ender the site name and ste identfer for this Drector installation, The site name
and identifier are used o identify this Director instalation

Shehle:l

sitemn: [ "

* Pleage enter & value between 0 and 959,

8. Do the following:
a. Inthe Site Name box, type a name for your Director server. This name is whatever you choose.
b. Inthe Site ID box, type a unique number (between 0 and 999) not assigned to any other Director or CIC server in your organization.

Note:
Assign a unique Site ID to the Director server and ensure that every CIC server in the environment has a unique Site ID.

c. Click Next. The Switchover Information page appears. This page prompts for optional switchover details. In this installation scenario,
switchover is not a requirement.
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Switchover Information

Please provide Switchaver system information

[ This server is part of & Switchover Par
This machine is acting as a2
8 Active Swatchower Server

Badap Switchowsr Server
Ertter the hestname of the other Dvector Server in the parr. |

5 G Certif Path Impart Certificates

|
Server Groug Private Key Path
I

9. Click Next. The Director User Account Creation page appears.

Director User Account Creation
Creates an IC account for Direcior to use.

This is 2 user account that you will need fo nun adminisirative applications such as
Desigrer and Administrator against the Director server.

Ascount Mame; I—
— —
e I e—

[ Display Password in Clear Text

[ sk || det | | cocd |
I EEEEEEEE————
10. Do the following to establish a user ID and password for accessing the Director server later when using Interaction Designer or Interaction
Administrator:
a. Inthe Account Name box, type the user ID for administrative applications (such as Interaction Designer and Interaction Administrator) to
use on the Director server. The commonly used name is IDIR, but you can use any name that you want.
b. Inthe Password box, type the password for administrative applications to use. If you are in a secure location, select the Display
Password in Clear Text check box so that you can see what you are typing.
c. Inthe Confirm Password box, retype the password.
d. Click Next. The Ready to Install Interaction Director Server page appears.

11



Ready to install Interaction Director Server for Interaction

Director I

Chck Install to begin the installation, Cick Back ko review or change any of your
nstalation settings. Chdk Cancel to el the wizard,

11. Click Install. The wizard displays a progress bar as it installs Director.

Wmmfurmm
Director

Flease wait whik the Setup Wizard installs Inberacton Dinecior Server for
Interaction Director L

Stats:  Vabdatng rstal
| |

12. When installation completes, click Finish. The Interaction Director Server Setup dialog box appears.

You must restart your system for the configuration
changes made to Interaction Director Server ! o
take effect. Click Yes to restart now or Mo if you plan to
manually restart later.

= [

13. Click Yes. The Director server is not ready for use until after it restarts.
14. After the server restarts, log on using the specified domain credentials. Interaction Director server is ready for use.

Installation does not add icons to the desktop, but the following shortcuts appear under Start > All Programs > Interactive Intelligence:

e Interaction Administrator | e Switchover Control Panel
o Interaction Designer o Log Viewer
e Trace Configuration Utility | e Online Documentation

Note:

When Interaction Administrator runs against a Director server, it displays Interaction Director containers only, and not the full set of containers
for configuring CIC. For more information about Director containers in Interaction Administrator, see Interaction Director Containers.

Reconfigure Director Server as Primary in a Switchover Pair

12



Use the Interaction Director Server Setup wizard to reconfigure a stand-alone Director server to a primary server in a switchover pair. After
configuring the primary server, follow the instructions to Reconfigure Director Server as Secondary in a Switchover Pair.

To reconfigure Director Server as primary in a switchover pair
1. Onthe Director server, click Start > Control Panel > Add/Remove Programs.

C(-:l L |B' » Contrel Panel » Programs » Programs and Festures 'v C-| | Search Programs and Festures 2

Control Panel H :
anirel Fanel Home Uninstall or change a program
View installed updates T uninstall a program, select it from the kst and then click Uninstall, Change, or Repair.
E Tumn Windaws features on o
ciff

Qrganize =
Irstall frarm the
:m:kpmg"m rorn Mame - Publisher Instafled On  Size |~

9 7-Zip 16,04 (154 edition) Igor Paviay 1/26:207
u.ﬂ.dobl Reader X1{11.0.10) Adobe Systems Incorporated 511372016
{87 Appilication Insights Toals for Visual Studia 2015 Microsaft Corparation B1as2006
() autorothey 1.1.24.04 Lexikos LT
l@l.‘u:m‘l.lci':llnzlr Software Senvices - Cornmunity Edition PreEmptive Solutions 172372005
ﬂiﬁlﬂy Framewsork £.1.3 Toels for Visual Studio 2015 UL, Micresaft Corparation BHar206
4 Fiddier Telesikc 3207
Google, Inc. W262MT

Currently installed programs Totsl size: 285 GB
126 programs installed

2. Click Interaction Director Server and then click Change. The Welcome page of the Interaction Director Server Setup wizard appears.

1 Interaction Director Server for Interaction Director 201..| = [ 2] % |

Welcome to the Interaction Director
Server Setup Wizard for Interaction
Director 70

Plesse wait whiks the Setup Wizard prepares to guide you
through the instalation.

o _[] This product generates certificaties signed
S GENESYS certihcates signed wsing SHA-296.

Bad [ met | [cancdl ]

3. Click Next. The Change, repair or remove installation page appears.
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Change, repair, or remove installation
Select the operabion you wish to perfiorm.

[gpenge ]

Lets you changs the way featunes are ingtalied,

Riepairs efrors in the mest recent instalation by Bxing missing and commupt
fes, shortouts, and registry entriss.

Removes Interaction Director Server for Inberaction Dwector 000 from
Your compuiter.

[ | we | [cma ]

4. Click Change. The Domain User Validation page appears.

Domain User Validation
Enter the user name, password and domain name.

Pleass enter the credentials for & user socount with administrative privileges on this
system. This account wil register components and sarices ba runin the context of
aceount specfied,

Wsers fortanda_ysed]

Password: ] srnanns

Domain: fpevanon
[Ccsplay Password in Clear Text
Bock || mea | | cencdd |

5. Click Next. The Switchover Information page appears.

Switchover Information

Pleass provide Switchaver system information

[ This server is part of & Switchover Parr
This machine i acting &s a:

%) Active Swiftchover Server

Bsdiap Switchower Sarver

Erter the hostname of the other Deector Server in the parr. [

. G Cortificate Path Tmport Certificates

|
Server Group Private Key Path

6. Do the following:
a. Select This server is part of a Switchover Pair.
b. Click Active Switchover Server.
c. Inthe Enter the hostname of the other Director Server in the pair box, type the host name (Windows machine or Netbios name) of
the secondary (backup) server.

14



7. Click Next. The Ready to change Interaction Director Server page appears.

Ready to change Interaction Director Server for
Interaction Director,

(Clkle Change bo begin the installabion. Chck Back to review of change amy of your
instalybon settings. Chok Cancel to e:xit the wizand,

8. Click Change. During installation, the system updates certificates, private keys, and registry settings so that Switchover can identify the backup
server.

9. When installation completes, click Finish. The Interaction Director Server Setup dialog box appears.

i -' Interacton irector Server Setup ﬂ

You must restart your system for the configuration
changes made to Interaction Director Server io take
effect. Oick Yes to reatart now or Mo if you plan o
marualy restart later.

== ==

10. Click Yes. The switchover settings aren't in effect until after the Director server restarts.

11. After the server restarts, log on using the same domain credentials. This Interaction Director server is now the primary server in a switchover
pair.

12. Click Start > All Programs > Interactive Intelligence > Switchover Control Panel.

13. The Switchover Control Panel appears. If the name of the primary (active) Director server appears, the primary Switchover Server
implemented correctly. There isn't a secondary (backup) server listed since you haven't configured it yet.

Surteky Diwzansct

1143109 - You are o longes connected 1o an IC serves

14. Click Exit.
15. Complete the steps to Reconfigure Director Server as Secondary in a Switchover Pair.

Reconfigure Director Server as Secondary in a Switchover Pair

Use the Interaction Director Server Setup wizard to reconfigure a stand-alone Director server to a secondary (backup) server in a switchover
pair. Before configuring the secondary server, complete the steps to Reconfigure Director Server as Primary in a Switchover Pair.
To reconfigure Director Server as secondary in a switchover pair

1. Copy ServerGroupCertificate.cer and ServerGroupPrivateKey.binfrom the \i3\Director\Certificates\ServerGroup directory to a USB drive,
CD, or other media that this computer can access. Do not copy files to a network path as it can cause issues when importing files.

2. On the secondary Director server in the switchover pair, click Start > Control Panel > Add/Remove Programs.

15



L |E » Contrel Panel » Programs » Programs and Festures w C-| | Search Programs and Festures 2

Caontrol Fand H E
e e Uninstall or change a program
View installed updstes Te urinstall 8 program, select it from the st and then chick Uninstall, Change, ef Repair,
' Tum Windaows festures on or
off

Qrganize =
Install frorn the
e Mame Publisher

BT 7-Zip 16,04 (164 edition) Igor Paviaw 1/26/2N7
BB Adcbe Reader X1 {11.0.10) Adobe Systems Incorporated 5/13/2016
[ Application Insights Tesls for Visual Studie 2015 Microsaft Corparation B1as2006
() AutoHothey 112404 Lesikos naem?
Eﬂm:ﬂwmluwcu = Commanity Edition PreEmptive Solutions 172372005
ﬂ[ﬂﬁty’ Framework £.1.3 Toals for Visual Studio 2015 UL, Microsaft Cerparation Bnas2me
A Fiddier Telesik ERET
Google, Inc. 1262007

-

<| [

i Currently installed programs Totalsize: 28.5G8
h 126 programs installed

3. Click Interaction Director Server and then click Change. The Welcome page of the Interaction Director Server Setup wizard appears.

1 Interaction Director Server for Interaction Director 201..| = [ 9] X |

Welcome to the Interaction Director
Server Setup Wizard for Interaction
Director &0

Please wait whie the Setup Wizard prepanes to guide you
through the installasion,

] This product certificaties signed

gGENES\r‘S mm—xmmum

certificabes signed using SHA-256.

4. Click Next. The Change, repair or remove installation page appears.

Change, repair, or remove installation
Select the operation you wish to perform.

e ]

Lt you changs the way featunes are ingtalisd,

Repairs effors in the most recent installation by Sxing mizsing and commupt.
fles, shortouts, and registry entriss.

Removes Interaction Director Server for Inberaction Dwector 000 from
YOUr Compuiter.

[k | e | [cma ]

5. Click Change. The Domain User Validation page appears.
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Domain User Validation
Enter the user name, password and domain name.

Pleass enter the credentials for & user socount with administrative privileges on this
system. This sccount vl register components and senvices to run in the context of
mecount specfied,

User: | Fp—|
Pavswvord: ]-ssiidi
Domain: fpevanon
[ cisplay Password in Clear Text
Boc || et | | Cencdl |

6. Click Next. The Switchover Information page appears.

Switchover Information

Planse pronide Switchaver system information

] Thiss server is part of & Swatchaver Pair
This machine is acting as a2

%) Active Swiftchover Server

Badap Switchawsr Server
Ervber the: hostname of the other Drector Server in the par. |

. G Cortificate Path Import Certificates

|
Server Group Private Key Path
|

7. Do the following:
a. Select This server is part of a Switchover Pair.

b. Click Backup Switchover Server.
c. Inthe Enter the hostname of the other Director Server in the pair box, type the host name (Windows machine or Netbios name) of

the primary server.

Note:
Before completing the next step, ensure that you copied the "ServerGroupCertificate.cer" and "ServerGroupPrivateKey.bin" files
from the "\i3\Director\Certificates\ServerGroup" directory to a USB drive, CD, or other media that this computer can access.

8. Do the following:
a. Click Import Certificates. The Import Certificates page appears.

17



Import Certificates
Pleage selact the Server Group Certficate, Private Key, and their type below,
Fotn |
Tye:  [usoz =
Fomsts e |

Privste Ky
Pat: | .
Format: [pen =

™ This private key s passeord protectsd,

Pasword: [~

L

[ text ] _ conce |

b. Inthe Certificate section, click the ellipsis (...) next to the Path box. The Open dialog box appears.

(I [0 = Locainek € « 13 - Dwvectar + w |23 [ Search Drector

Crganize = Hew foider =-0@
o Favardes il IM“‘ I"I!
I Desidop L Certficates 10/11/2012 10:24 A Fie folder
48 Dovriaade k. THIN Trace Initiskration 10/11/2012 10:20 84 ik folder
- k& Tnstal 10/11/2012 10:19 &M Fle fiolder
&5 braries ki Logs 10/10/2012 10125 AM Pl folder
¥ Documents i Savver IOfLL/013 10021 AM  Filke folder
o Music & work WLL2012 10:19 AW Fle folder
i Prctures __ Currentl xenseAdmin. [ Lic TRI2011 1k 13AM  [RICFie
B e
‘% Computer
g Hewwork

c. Click the ServerGroupCertificate.cer file and then click Open. Don't change the values in the Type and Format list boxes.

Import Certificates
Pleage sslact the Server Group Certificate, Private Key, and therr tyoe below,

Certificate:
Pl [CGerveGrupCartifcats. oo =
Lo T (=)
Privabe Key
Path:
Format: [ren =
I~ This private key is password protected.

d. Inthe Private Key section, click the ellipsis (...) next to the Path box.
e. Inthe Open dialog box, click the ServerGroupPrivateKey.bin file and then click Open.

18



f. To establish a password for the private key, select This private key is password protected and in the Password box, type a numeric
password.

Note:

Verify that the paths to the .cer and .bin files are not network paths. If network paths display, copy the files to a local folder and
reselect the paths.

g. Click Next. The Ready to change Interaction Director Server page appears.

Ready to change Interaction Director Server for
Interaction Director

Clicke Chamge ko bagin the irstallation. Chck Back to review or change ary of your
instalybon settings. Chok Cancel to exit the wizard,

9. Click Change. During installation, the system updates certificates, private keys, and registry settings so that Switchover can identify the primary
server.

10. When installation completes, click Finish. The Interaction Director Server Setup dialog box appears.

i -' Interacton irector Server Setup _ﬁl

You must restart your system for the configurat

changes made to Interaction Director Server o take
effect. Oick Yes to reatart now or Mo if you plan o
marualy restart later,

=] =

11. Click Yes. The switchover settings aren't in effect until after the Director server restarts.
12. After the server restarts, log on using the same domain credentials.
13. Click Start > All Programs > Interactive Intelligence > Switchover Control Panel.

14. The Switchover Control Panel appears. If the names of the primary (active) and secondary (backup) Director servers appear, the Switchover
Server implemented correctly.

Connect

illl

(T3 10:44:36 - Backup server vession: 4051 4 J

15. Click Exit.

Install Primary Director Server in a Switchover Pair

Use the Interaction Director Server Setup wizard to install Director server as the primary server in a switchover pair. After installing the primary
Director server, complete the steps to Install Secondary Director Server in a Switchover Pair. If you don't require switchover, see Install Director
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Server Without Switchover.

To install a primary Director server in a switchover pair

1. Onthe primary Director server in the switchover pair, run Director.msi. The Welcome page of the Interaction Director Server Setup wizard
appears.

2. Click Next. The Custom Setup page appears.

Custom Setup

Selact the way you want features to be irstalled.

(Clck: thee icons in the tree below io dhangs the wy features wil be nstaled,

. [rstale the Intersction

Director Server.
This feature requires
STBME on your hard drive.

Location: D:NIRCY

[ meset | [oskussge | [ mak || Mt | [ comcel |

3. Click Next. The Select License File page appears. It displays the ID of the Director server.

Salect Licensa Fike
Plesse spedfy the location of your Interaction Drector Licerse File,

The ID of this machine &: d315500007 10

[Plesse contact your vendor with She ID shown sbove. Your vendor will provide you a
license e (with the extension (), which you should copy to & folder on this machine.
Onice the file is present, spedffy its location in the field below.

I0: 30\ a0 1. inindasb com. T3

4. Click Browse. The Open dialog box appears.
5. Click the Director license file and then click Open.

Select License File
Plesse spedfy the location of your Interaction Drector Licerse File,

Thee ID of Ehis sachine is: A3 155000070

Plesese contact your vendor with the ID shown sbove. Your vendor will provide you s
license e (with the extension (), which you should copy to & folder on this machine.
Once the file is present, spedify its location in the field below.

10 I 50 1. ininiab. com. [ R ic

6. Verify that the correct license file appears and then click Next. The Domain User Validation page appears.
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Domain User Validation

Enter the user name, password and domain name.

Please enter the oredentials for & user acoount with adminisirative privileges on this
Fystem, This scoount will register components and senvices to run in the conbext of
acoounit specified.

F fortanda_user|
|

Deprviin: mw
[Clcesplay Password in Clear Text

7. Do the following:
a. Inthe User box, type the ID of the Director administrator.

b. Inthe Password box, type the numeric password for the Director administrator. If you are in a secure location where no unauthorized
people can see your screen, select the Display Password in Clear Text check box so that you can see what you're typing.

c. Inthe Domain box, type the name of the domain for Director to work in.

d. Click Next. The CIC Site Name page appears.

IC Site Name

Creates this Director server with the sibe rame and ID that you eniter.

Enter the site name and ste identfier for this Drector netalation, The site name
andd identfier are used to identify this Directer netallaton

Slaehlxl

sitelD: [ "

= Please enter & value betwesn 0 and 999.

8. Do the following:
a. Inthe Site Name box, type a name for your Director server. This name is whatever you choose.
b. In the Site ID box, type a unique number (between 0 and 999) not assigned to any other Director or CIC server in your organization.

Note:
Assign a unique Site ID to the Director server and ensure that every CIC server in the environment has a unique Site ID.

c. Click Next. The Switchover Information page appears.
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Switchover Information

Planse pronide Switchaver system information

[ This server is part of & Switchaver Pair
This machine i acting &5 a:

%) Active Switchover Server

Badap Switdhowsr Server
Entter the hestname of the other Dinector Server in the par. |

Server Group Certificate Path | gt Certficates
|
Sarver Group Private Key Path
|

9. Do the following:

a.
b.
c.

Select This server is part of a Switchover Pair .
Click Active Switchover Server.

In the Enter the hostname of the other Director Server in the pair box, type the host name (Windows machine name) of the
secondary (backup) server and then click Next.

The Director User Account Creation page appears.

Director User Account Creation
Creates an IC account for Direcior touse.

This is & user account that you will need fo run adminisirative applications such as
Designier and Administrabor against the Director server.

Aorount Name; I—
— —
e I S—

[ Displary Password in Clear Text

10. Do the following to establish a user ID and password for accessing the Director server later when using Interaction Designer or Interaction
Administrator:

a.

In the Account Name box, type the user ID for administrative applications (such as Interaction Designer and Interaction Administrator) to
use on the Director server. The commonly used name is IDIR, but you can use any name that you want.

In the Password box, type the password for administrative applications to use. If you are in a secure location, select the Display
Password in Clear Text check box so that you can see what you are typing.

In the Confirm Password box, retype the password and then click Next. The Ready to Install Interaction Director Server page
appears.
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Ready to install Interaction Director Server for Interaction

Director N

Chck Install to begin the installation. Cick Back ko review or change any of your
nstalation settings. Chdk Cancel to et the wizard,

11. Click Install. The wizard displays a progress bar as it installs Director.

Wmmmmm
Director

Please wait while the Sefup Wizard installs Interaction Director Server for
Interacton Direchor L

Stats:  Vabdatryg rstal
| |

12. When installation completes, click Finish. The Interaction Director Server Setup dialog box appears.

You must restart your system for the configuration
changes made to Interaction Director Server o
take effect. Cick Yes to restart now or No if you plan to
manually restart later.

= ]

13. Click Yes. The Director server is not ready for use until after it restarts.
14. After the server restarts, log on using the same domain credentials. Interaction Director server is ready for use.
Installation does not add icons to the desktop, but the following shortcuts appear under Start > All Programs > PureConnect:

e Interaction Administrator e Switchover Control Panel
e Interaction Designer e Log Viewer
e Trace Configuration Utility | e Online Documentation

Note:

When Interaction Administrator runs against a Director server, it displays Interaction Director containers only, and not the full set of

containers for configuring CIC. For more information about Director containers in Interaction Administrator, see Interaction Director
Containers.

15. Click Start > All Programs > PureConnect > Switchover Control Panel.

16. The Switchover Control Panel appears. If the name of the primary (active) Director server appears, the primary Switchover Server
implemented correctly. There isn't a secondary (backup) server listed since you haven't configured it yet.
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Stk Dot

1143109 - You are o longes connected 1o an IC serves

17. Click Exit.
18. Complete the steps to Install Secondary Director Server in a Switchover Pair.

Install Secondary Director Server in a Switchover Pair

Use the Interaction Director Server Setup wizard to install Director server as the secondary (backup) server in a switchover pair. Before
installing the secondary Director server, complete the steps to Install Primary Director Server in a Switchover Pair. If you don't require switchover,
see Install Director Server Without Switchover.

To install a secondary Director server in a switchover pair

1. Copy "ServerGroupCertificate.cer" and "ServerGroupPrivateKey.bin" from the "\i3\Director\Certificates\ServerGroup" directory to a USB
drive, CD, or other media that this computer can access. Do not copy files to a network path as it can cause issues when importing files.

2. On the secondary Director server in the switchover pair, run Director.msi. The Welcome page of the Interaction Director Server Setup
wizard appears.

3. Click Next. The Custom Setup page appears.

Custom Setup

Selact the way you want features to be irstalled.

Clcl: thee icons in the e below io dhanges the way features wil be nstaled,

Em [rstale the Intersction

Director Server.
This feature requires
STBME on your hard drive.

Location: D:M3NCY

[ meset | [Deusage | [ e || memt | | conce |

4. Click Next. The Select License File page appears. It displays the ID of the Director server.
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Select License Fike
Fesse spedfy the location of your Interaction Drector Licerse Fils,

The ID of this machine &: d3 1550000710

[Please contact your vendor with She 1D shown sbove. Your vendor will provide you a
license file (with the extension 3], which you should copy to & folder on this machine.
Onice the fle is present, spedfy its location in the field below.

J0: 3N 20 L inniab. com. [ Ric

5. Click Browse. The Open dialog box appears.
6. Click the Director license file and then click Open.

Select License Fike

Plesse spedfy the location of your Interaction Drector Licerse File,

The ID of this machine &: d315500007 10

[Plesse contact your vendor with She ID shown sbove. Your vendor will provide you a
license e (with the extension (), which you should copy to & folder on this machine.
Onice the fle is present, specfy its location in the fieid below.

10 I 50 L. ininiab. com. [ R ic

[me [ mewt | | conc |

7. Verify that the correct license file appears and then click Next. The Domain User Validation page appears.

Domain User Validation

Enter the user name, password and doman name.

Pleage enter the credentials for a user with ad privileges on this
Fystem, This sccount will register components and senvices to run in the conbext of
account specified.

8. Do the following:
a. Inthe User box, type the ID of the Director administrator.

b. Inthe Password box, type the numeric password for the Director administrator. If you are in a secure location where no unauthorized
people can see your screen, select the Display Password in Clear Text check box so that you can see what you're typing.
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c. Inthe Domain box, type the name of the domain for Director to work in.
d. Click Next. The CIC Site Name page appears.

IC Site Name
Creates this Director server with the sibe rame and ID that you enter.

Enter the sibe name and ste denSfer for this Directer instalation, The site nams
o identifier are used to identify this Director instalation

Smeml

sitemn: [ "

= Plesse enter & value between 0 and 959,

9. Do the following:
a. Inthe Site Name box, type a name for your Director server. This name is whatever you choose.

b. Inthe Site ID box, type a unique number (between 0 and 999) not assigned to any other Director or CIC server in your organization.

Note:
Assign a unique Site ID to the Director server and ensure that every CIC server in the environment has a unique Site ID.

c. Click Next. The Switchover Information page appears.

Switchover Information

Pleass provide Switchaver system information

Dﬂi&-mhp&tb‘ahﬂﬂ‘mﬁi'
This machine i acting &s a:
%) Active Swiftchover Server

Badap Switchowsr Server
Ertter the hestname of the other Dvector Server in the par. |

Impart Certificates

Server Group Certificate Path
|
‘Server Group Private Key Path
I

10. Do the following:
a. Select This server is part of a Switchover Pair.

b. Click Backup Switchover Server.

c. Inthe Enter the hostname of the other Director Server in the pair box, type the host name (Windows machine name) of the primary

server.

Note:
Before completing the next step, ensure that you copied the ServerGroupCertificate.cer and ServerGroupPrivateKey.bin

files from the \i3\Director\Certificates\ServerGroup directory to a USB drive, CD, or other media that this computer can access.

11. Click Import Certificates. The Import Certificates page appears.
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Import Certificates
Please sslect the Server Group Ceriificate, Private Key, and their type below,

Polln |
Tye:  [usoz =
Private Ky
Path: | &J
Fornsts [ B
™ This private key is password protectsd,

[ text ] _ conce |

12. Inthe Certificate section, click the ellipsis (...) next to the Path box. The Open dialog box appears.

- E]mmm

|1 = Local sk (C:) = 13+ Director »

Crganize »  Hew Foider =18
I Favartes e IM“‘ I"I!
I Desidop L Certficates 10/11/2012 10:24 A Fie folder
4% Dovriaads ki THIN Trace Initiskration 0/14/2012 10:20 84 ik folder
- & Tnstal 10/11/2012 10:19 MM Fike folder
i Libraries i Logs 10/10/2012 10:25 AM  File folder
3 Documents i Sanver W12012 10:21 AW Fle folder
o Music & work WLL2012 10:19 AW Fle folder
i Prctures | Cusrentlicense Admin, ILic TRI011 Ak1IAM  TAIC Fie
B ote
18 Computer
g Hemwork

13. Click the ServerGroupCertificate.cer file and then click Open. The Import Certificates page appears. Don't change the values in the Type
and Format list boxes.

Import Certificates
Please sslect the Server Group Certificate, Private Kay, and their type below,

Pollt [ ServeGrousertifcate o ‘:J
Privabe Key
Path: |
Format:: [pes =]
I This private key is password protected.
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14. Inthe Private Key section, click the ellipsis (...) next to the Path box. The Open dialog box appears.

15. Click the ServerGroupPrivateKey.bin file and then click Open.

16. To establish a password for the private key, select This private key is password protected and in the Password box, type a numeric
password.

Note:
Verify that the paths to the .cer and .bin files are not network paths. If network paths display, copy the files to a local folder and reselect
the paths.

17. Click Next. The Director User Account Creation page appears.

Director User Account Creation
Creates an IC account for Dinector bo use.

This is & user account that you will need o run administrative applications such as
Designer and Administrator against the Director server.

Aotount Name; I—
— —
e I e—

[C] Display Password in Clear Text

18. Do the following to establish a user ID and password for accessing the Director server later when using Interaction Designer or Interaction
Administrator:

a.

b.

c.
d.

In the Account Name box, type the user ID for administrative applications (such as Interaction Designer and Interaction Administrator) to
use on the Director server. The commonly used name is IDIR, but you can use any name that you want.

In the Password box, type the password for administrative applications to use. If you are in a secure location, select the Display
Password in Clear Text check box so that you can see what you are typing.

In the Confirm Password box, retype the password.

Click Next. The Ready to Install Interaction Director Server page appears.

Ready to install Interaction Director Server for Interaction

Director IR

Check Instal to begin the installation, Chok Back o review or change sy of your
nstalation settings. Chdk Cancel to et the wizand,

19. Click Install. The wizard displays a progress bar as it installs Director.
20. When installation completes, click Finish. The Interaction Director Server Setup dialog box appears.
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changes made to Interaction Director Server o
take effect. Click Yes to restart now or Mo if you plan to
manually restart later.

@I You must restart your system for the configuration

=] [ ]

21. Click Yes. The Director server is not ready for use until after it restarts.
22. After the server restarts, log on using the same domain credentials. Interaction Director server is ready for use.

Installation does not add icons to the desktop, but the following shortcuts appear under Start > All Programs > Interactive Intelligence.

o Interaction Administrator e Switchover Control Panel
o Interaction Designer e Log Viewer
e Trace Configuration Utility | e Online Documentation

Note:

When Interaction Administrator runs against a Director server, it displays Interaction Director containers only, and not the full set of
containers for configuring CIC. For more information about Director containers in Interaction Administrator, see Interaction Director
Containers.

23. Click Start > All Programs > Interactive Intelligence > Switchover Control Panel.

24. The Switchover Control Panel appears. If the names of the primary (active) and secondary (backup) Director servers appear, the Switchover
Server implemented correctly.

Connect

Bl

(101004436 - Backup server version: 4050 4 g

25. Click Exit.
26. Complete the steps to Install Secondary Director Server in a Switchover Pair.

Define Monitored Servers

Use the Monitored Server Configuration dialog box in Interaction Administrator to define the Monitored Servers. The first step is to define the
CIC sites to which Interaction Director can connect to receive routing requests and monitor destination queues.

Note:

An ACD queue without Director enabled has priority over an ACD queue with Director enabled. For example, suppose that an agent is a member
of two ACD queues, one with Director enabled and the other without it. When the agent is in ACD Available status, then IC assigns ACD Wait
calls in the non-Director queue before it assigns Director Wait calls in the Director queue.

To define Monitored Servers
1. On the Director server, click Start > Programs > Interactive Intelligence > Director Admin.
2. Inthe tree view, click the Monitored Servers container.
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& Interaction Adminkstrator

Fle Edt View Context Help
& L[| [ B | s

=l E Manitored Server /| active | Sarver Mame
1 i Production EExam:le moritored sarver Mo CIC17
¥ ) o5-DIRECTORZ - 4.0 SU3 Other Mol

H o System Configuration
= BA Inkeraction Diector
B Users
£ Irverfaces
B Monkored Servers
J Queues
8 Enterprise Groups

Thems: 2 Selected: 1 [ -

Status icon: Status of Director's network link to the site. Director polls the sites every two minutes and updates this status accordingly.

Ilcon Description

ﬁ Site is available.

Site is not available.

ﬂ Undetermined link status.

Monitored Server: CIC server to which Director can route calls.

Active: Indicates whether the server is eligible to receive calls that Director routes to it. Only active servers can receive calls.

Server Name: IP address or host name of the monitored CIC server.
3. Right-click in the list view and then click New. The Entry Name dialog box appears.

Enktry Name E |

Enter new object name.,

My Mew Monitored Server

Cancel Help

4. In the box, type the name of the CIC server for Director to monitor and then click OK. The New Monitored Server Configuration dialog box

appears.

Hew Honitored Server Configuration - Test B

o — —
Server's Software Verson: [ =

Uy Mt I
Password: I
™ Active
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Hostname: Name or IP address of the Monitored Server.

Server's Software Version: Version of CIC running on the Monitored Server. The "Site version" server parameter contains the list of
known supported versions.

User Name: CIC user ID that you used to run Setup Assistant during installation of the Monitored Server.
Password: Password associated to the CIC user ID.

Active: If selected, this server is active and available for monitoring.

Note:
Director uses these credentials to access data from this CIC server.

5. Complete the information and then click Next. The next page of the wizard appears.

New Monitored Server Configuration - Test

Specify other servers that this monitored server can route to.
Server Mame | CaladA... | Caling... | LineG... | Interacton ID Via Add...

Edit...
Delete

<Back [ hext> cancel | mep |

6. Do the following:
a. Click Add. The Routing Map Destination Configuration dialog box appears.

Routing Map Destination Configuration

Server Meme:  [Ecample moritoead sarver 7|

Called Address: | Rt 4|

Caling Address: |

wegrmp: | -]

Send Interaction [dentifier as:
™ Callad Address OTHFE Cads
" DT

DTHF Gode: a1

¥ Caling Addrass Iﬂ—
Help

raf: time

o | cacel | |

Server Name: Name of the Monitored Server to route this Monitored Server to when routing interactions between servers.

Called Address: Called number of the T1/E1 or ISDN tie line for the Monitored Server specified in the Server Name box. This
phone number connects the servers.

Calling Address: Calling number of the ISDN tie line that connects this Monitored Server and the server specified in the Server
Name box. The system places the interaction ID information in the origination information of the extended place call tool. If the tie
line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers. For a T1/E1 line, leave this box blank.

Line Group: Line group for Director to use when routing calls from this Monitored Server to the server specified in the Server
Name box. For a T1/E1 line, leave this box blank.

Send Interaction Identifier as: These options configure signaling attributes that identify the interaction when it routes to the
server.

Called Address: If selected, places the called number of the tie line in the dial string of the extended place call tool. If the tie line is
not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF: (Dual-Tone Multi-Frequency) If selected, plays digits to navigate an IVR. The interaction ID information plays as tones after
the call connects, the wait time passes, and the DTMF code plays. Select this option when you have a dedicated T1/E1 tie line
between servers.

31



® 20U

Calling Address: If selected, places the calling number of the tie line in the dial string of the extended place call tool. If the tie line
is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF Code: Code to play when sending an interaction ID between servers connected by a T1/IE tie line.

Wait time: Number of seconds to wait to play in interaction ID as tones.

Important!

If you selected the DTMF option for servers connected by a T1/IE tie line, change the handler on each Monitored Server. For
more information, see Handler Change for T1 Tie Lines.

Complete the information and then click OK.

Add more routing maps as necessary.

To rearrange the routing order, click a server and then click Up or Down.
Click Next. The next page of the wizard appears.

Hew Honitored Server Confaguration - Test

Spedfy the cost of routing bo other servers

0

7. Do the following:

a.

® Q0 u

f.

Click Add. The Add Routing Cost dialog box appears.

Note:

If all defined Monitored Servers have assigned routing costs, a notification dialog box appears, indicating that all available
servers have routing costs assigned. Click OK.

Select are oF more available sarvers bo assion a
cosk associated batwesan this server and the
selecked servers,

Bvalshle Servers
Examplie monkored sarvar
Oither Montored Server

RostngCost:  [50 =]
[ o ] cocnl

Available Servers: Available servers to which to assign a routing cost.
Routing Cost: Numeric value (from 1 to 100) used to weight the relative cost of routing to other Monitored Servers. The default
value is 50 for any server not assigned a specific value. Higher numbers signify more costly routing.

Click a server and then type or select the routing cost.

Click OK.

Assign costs to other servers as necessary.

To delete a routing cost, click the server and then click Delete. The system doesn't ask you to confirm this operation so use caution when
deleting a cost.

Click Finish.

8. Return to the Director Server Installation Checklist, and proceed to the next step.
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Define Connections Between Monitored Servers

After you define the Monitored Servers for the Director server to manage, define connections between Monitored Servers so that interactions route
between them. For more information about routing combinations and their effect, see Routing Combinations.

To define connections between Monitored Servers
1. On the Director server, start Interaction Administrator and then click the Monitored Servers container.

‘r Interaction Administrator
Fie Edt Wiew Context Help

+ 4 x| WP s

=l E Manitored Server /| metive | Sarver Name
e Production EExam:le mwanitorad sarvar Mo CIc17
+ !] Q5-DIRECTORZ - 4.0 3U3 Cther Mo o

H ® System Configuration
= B8 Inberaction Diector

B Users

£ Interfaces

B Monkored Servers

J Queues
W Enterprise Groups

Thems: 2 Selected: 1 [ i

2. In the list view, double-click a Monitored Server. The Monitored Server Configuration dialog box appears.

Manitored Server Configuraticn - Dir-MS-Fum- 068

Mordtored Server | Routing Map | Reuting Cost | Hstery |

Hosstraame: Dir-M5-Russ-Did

Soreers Softwace Version: 0 =
Uer B IDIR

Password: L

I~ Agtren

ﬂ_iﬁguﬁmm-ﬂma . gty | e

3. Click the Routing Map tab.

Manibored Server Configuration - Dir-+S-Rum-064

Morored Stever Routing Map | meusting Cost | Hstery |
Specily othar servers that this mondtorad sarver can noute o,

Sewver baare | Called A, | Coling ... | Lk G, | nbecaction [0

U | Down

ﬂ_jﬁ@ﬁmw o -

4. Click Add. The Routing Map Destination Configuration dialog box appears.
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Routing Map Destination Configuration

Server Name: IE:q,amplemul'itl:l’ed sarvar ﬂ

Called Address: |555mq|

Caling Address: I

Lire Group: I _l

Send Interaction [dentifier as:
I Callod Address S
" DT

DTHF Gode: a1

¥ Caling Addrass Iﬂ—
Help

raf: tima

o] co |

Server Name: Name of the Monitored Server to route this Monitored Server to when routing interactions between servers.

Called Address: Called number of the T1/E1 or ISDN tie line for the Monitored Server specified in the Server Name box. This phone
number connects the servers.

Calling Address: Calling number of the ISDN tie line that connects this Monitored Server and the server specified in the Server Name
box. The system places the interaction ID information in the origination information of the extended place call tool. If the tie line is not ISDN,
specify the ANI/DNIS configuration for the interface on both CIC servers. For a T1/E1 line, leave this box blank.

Line Group: Line group for Director to use when routing calls from this Monitored Server to the server specified in the Server Name box.
For a T1/E1 line, leave this box blank.

Send Interaction Identifier as: These options configure signaling attributes that identify the interaction when it routes to the server.

Called Address: If selected, places the called number of the tie line in the dial string of the extended place call tool. If the tie line is
not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF: (Dual-Tone Multi-Frequency) If selected, plays digits to navigate an IVR. The interaction ID information plays as tones after
the call connects, the wait time passes, and the DTMF code plays. Select this option when you have a dedicated T1/E1 tie line
between servers.

Calling Address: If selected, places the calling number of the tie line in the dial string of the extended place call tool. If the tie line
is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF Code: Code to play when sending an interaction ID between servers connected by a T1/IE tie line.

Wait time: Number of seconds to wait to play in interaction ID as tones.

5. If you selected the DTMF option for servers connected by a T1/IE tie line, change the handler on each Monitored Server. For more information,
see Handler Change for T1 Tie Lines.

6. Complete the information in the dialog box.

7. Define other routing map connections between this Monitored Server and other Monitored Servers as necessary.
8. Click OK.

Routing Combinations

The following table describes various routing combinations between servers and what to expect for each combination.

Called [Calling |Lin|ID |Comments
Address | Address [e |Me
Gr |tho
ou |d
p
blank blank or | bla | any | Invalid—you cannot have a blank called address and a blank line group at the same time.
string nk
blank or | string bla | Call | Invalid—you cannot indicate to place the ID information in the calling address field and specify a calling address
string nk |ing [ atthe same time.
or |Add
stri | res
ng |s
blank blank or | stri [ RLT [ Invalid—you cannot RLT a call when placing the inter-server call over a tie line.
string ng




string blank or | bla | Call | Invalid—you cannot indicate to place the ID information in the called address field and specify a called address
string nk |ed |[atthe same time.
ztrri ':;dsd Note: In 2.3+, this method is valid if the called address as entered or after going through the Dial Plan
ng |s (depending on whether the line group is supplied) is a SIP address. In that case, the Interaction ID information is
placed in the attribute information of the extended place call tool.
blank blank or | stri [ Call [ Only use when you have a dedicated T1/E1 or ISDN tie line between servers. The Interaction ID information is
string ng |ed | placed directly in the dial string of the extended place call tool. If the tie line is not ISDN, you must have the
Add | ANI/DNIS configuration set correctly for the interface on both IC servers.
res
s
blank blank stri | Call | Only use when you have a dedicated T1/E1 or ISDN tie line between servers. The Interaction ID information is
ng |ing | placed in the origination information of the extended place call tool. If the tie line is not ISDN, you must have the
Add | ANI/DNIS configuration set correctly for the interface on both IC servers.
res
s
blank blank stri | DT [ Only use when you have a dedicated T1/E1 or ISDN tie line between servers. The Interaction ID information plays
ng | MF | as tones after all the following happen:
e Call connects
e Two seconds pass
e "91" digits play
Customize the IVR on the remote IC server to call the subroutine DirectorMs_ReceiveDtmfSubr upon receiving
"91." For more information, see Handler Change Required for T1 Tie Lines.
blank string stri | DT | Only use when you have a dedicated T1/E1 or ISDN tie line between servers. The Interaction ID information plays
ng | MF | as tones after all the following happen:
e Call connects
e Two seconds pass
No digits play to navigate the IVR. Customize the IVR on the remote IC server to call the subroutine
DirectorMs_ReceiveDtmfSubr based receiving the value in the calling information as the ANI. If the tie line is not
ISDN, configure the ANI/DNIS correctly for the interface on both IC servers.
string blank bla | Call | The dial plan determines the actual dial string and line group on which to place the outgoing call. The Interaction
nk |ing | ID information is placed in the origination information of the extended place call tool.
Add
res
s
string blank or | bla | RLT | This combination is only valid for 2.3+ IC servers using SIP. The dial plan determines the actual dial string and
string nk line group on which to place the outgoing call.
The RLT specification is only a request to RLT. The call is Release Link Transferred if possible, meaning that if it
is not possible (because of the carrier or other factors on the IC server) and it is otherwise successful, the call
is tromboned. The Interaction ID information is placed in the attribute information of the extended place call
tool.
string blank bla | DT [ The dial plan determines the actual dial string and line group on which to place the outgoing call. The Interaction
nk | MF | ID information is played as tones after all the following happen:
e (Call connects
e Two seconds pass
e "91" digits play
Customize the IVR on the remote IC server to call the subroutine DirectorMs_ReceiveDtmfSubr upon receiving
"91." For more information, see Handler Change Required for T1 Tie Lines.
string blank stri | Call | The call goes out on the specified line group and doesn't use the dial plan. The string in the called address field
ng |ing | passes unaltered to the extended place call tool. The Interaction ID information is placed in the origination
Add | information of the extended place call tool.
res
s
string blank or | stri | RLT | This combination is only valid for 2.3+ IC servers using SIP. The call goes out on the specified line group and
string ng doesn't use the dial plan. The string in the called address field passes unaltered to the extended place call tool.

The RLT specification is only a request to RLT. The call is Release Link Transferred if possible, meaning that if it
is not possible (because of the carrier or other factors on the IC server) and it is otherwise successful, the call
is tromboned. The Interaction ID information is placed in the attribute information of the extended place call
tool.
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string blank stri | DT [ The call goes out on the specified line group and doesn't use the dial plan. The string in the called address field
ng | MF | passes unaltered to the extended place call tool.
The Interaction ID information plays as tones after all the following happen:
e Call connects
e Two seconds pass
e "971" digits play
Customize the IVR on the remote IC server to call the subroutine DirectorMs_ReceiveDtmfSubr upon receiving
"91." For more information, see Handler Change Required for T1 Tie Lines.
string string bla | DT [ The dial plan determines the actual dial string and line group on which to place the outgoing call. The Interaction
nk | MF | ID information plays as tones after all the following happen:
e Call connects
e Two seconds pass
No digits play to navigate the IVR. Customize the IVR on the remote IC server to call the subroutine
DirectorMs_ReceiveDtmfSubr based on receiving the value in the calling information as the ANI.
string string stri | DT [ The call goes out on the specified line group and doesn't use the dial plan. The string in the called address field
ng | MF | passes unaltered to the extended place call tool. The Interaction ID information plays as tones after all the
following happen:
e Call connects
e Two seconds pass
No digits play to navigate the IVR. Customize the IVR on the remote IC server to call the subroutine
DirectorMs_ReceiveDtmfSubr based on receiving the value in the calling information as the ANI.

Non-reuse of Fatal Inter-server Routes

Director monitors all routes that transfer calls between monitored CIC servers. If Direct detects certain errors and suspects they are fatal (for
example, "no answer" can indicate configuration of a wrong number), Director blocks that route from further use until an authorized administrator
intervenes. Intervention in this situation can include editing the route definition or solving a network issue and resetting the route.

The following table describes scenarios that result in the immediate non-usability of an inter-server call route. In cases that don't involve editing and
saving the route specification, you can send a reset command from the Supervisor view to reset the route. This view shows the state of the route

specifications.

Scenario

Recovery

The DialplanEx subroutine returns an error.

Determine source of error in subroutine.

Invalid combinations of settings in the route specification. For
more information, see Routing Combinations.

Correct the route specification. For more information, see Define
Connections Between Monitored Servers.

No answer from the destination server.

Determine why the destination server is not answering or whether the route
specification has incorrect settings that can cause the call to go somewhere
other than the expected server. Also, check whether the lines used are
operational all the way through the PSTN, if applicable.

Machine, Not Reached, Fax, or Intercept.

The ExtendedPlaceCall tool takes one of the following exit paths:

Determine why the call attempt resulted in one of these exit paths.

The ExtendedPlaceCall tool takes either the Canceled or Failure
exit paths NOT as a result of the original caller disconnecting. If
taking one of these two paths and the original call is still
connected, then it is a fatal error for the route used.

Determine why the call attempt resulted in one of these exit paths.

DTMF is the method to identify the call and the handshake with
the destination server fails.

Determine why the DTMF handshake failed. For example, incorrect
configuration for the destination server, incorrect signaling attribute, or
incorrect route specification. For more information, see Define Connections
Between Monitored Servers.
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Handler Change for T1 Tie Lines

When using DTMF to send an Interaction ID between servers connected by a T1 tie line, it is necessary to make a handler change on each monitored
server. Customize the IVR on the remote CIC to call the subroutine DirectorMs_ReceiveDtmfSubr upon receiving 91.

To change the handler for T1 lines
1. In Interaction Designer, open the SystemlvrCustomizations handler.
2. Locate the DialString selection step.
3. Add a selection statement to the step that reads "91=DialString".
4

Place the DirectorMs_ReceiveDtmfSubr subroutine in the handler, and connect the output of the selection statement that you just added to
the subroutine.

5. Save and publish the handler.

Handler Customization Points

Director server configuration controls pre-call settings and routing options, unless you create custom handlers to apply other routing logic. Director
server also controls post-call routing. You can use handler customization points to enhance post-call routing options.

Handler Customization Point

DirectorMs_CustomInQueueTimeout Defines the behavior when the in-queue timeout expires. The output flag specifies whether the
interaction continues to wait. The handler can modify interaction parameters and let the interaction
continue to wait or remove the interaction from processing. An index passes into the handler that
indicates how many times Director called it.

DirectorMs_CustomEscape Defines the behavior when a caller escapes from hold while waiting for the interaction to route.

DirectorMs_CustomSelectAudio Defines the audio to play to a waiting caller. The inputs are a Call ID and an Index. The system
increments the index for each invocation of the handler, but you can set it to any value within the
handler. A flag indicates to the calling handler whether to stop the audio. If you don't set this flag to
true upon exit, it is the handler's responsibility to queue an audio item (music or prompt) to play
next.

DirectorMs_CustomRoutedAttributes Provides the opportunity for customers to examine the interaction; adjust attributes; or package up
lists of attribute names and values, and send them to the remote CIC server with the routed
interaction. These attributes remain associated to the interaction when a remote server receives the
interaction. Statistics and report groups related to each interaction also route as attributes.

Director calls this handler just before transferring a routed call to the destination workgroup.

DirectorMs_CustomSetupRoutedInteraction | Provides the opportunity to examine or alter the remote end of a remotely routed interaction just
before enqueuing it on the chosen destination workgroup’s queue. The only input is the Interaction
ID and there are no outputs.

DirectorMs_UpdatelnteractionParmsSubr Instructs Director to alter the skills, priority, or both of a waiting interaction. You can call this
handler anytime an interaction is waiting, subject to other events in the system that affected the
state of the interaction before or at the same time as the invocation. The inputs are parallel lists of
the values that make up a skill requirement definition (name, proficiency range, desire to use range)
and an integer to specify priority.

The new priority value replaces the existing one. The skill values override existing values on the
waiting interaction in the following manner:

o If the skill name is the same as an existing skill, it replaces the existing one.
e If you set all ranges for the skill to 0, the handler removes the skill requirement.
o |[f the skill does not exist on the waiting interaction, the handler adds it.

Define Queue Objects

Use the Queue Configuration dialog box in Interaction Administrator to define the remote queues to which Interaction Director can route. To
define more than one queue object at once, see Create Multiple Queue Objects.

To define queue objects
1. On the Director server, start Interaction Administrator and then click the Queues container.
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" File Edit View Context Help 1= =]
2% 0B P s
= @ 41 QUele £ | Ackive | Monitored Server | Quele | Line Group
\k Production L Qs-MacLay Yes QE-MICLAY Support:
= B Interaction Director 5-MSRLIM Yes Q5-MSRLIM Suppart | |

Users
#4 Interfaces
B Monitored Servers

_j_ QUELES
@ Enterprise Groups

1| | i

| [Trems: 2 |Selected: 1 | |a dir

Status icon: Status of the queue. Director polls the links every two minutes and updates this status accordingly.

Ilcon | Description

H-a The link is operational. Director can route calls to this monitored server.
-

@ The link is not operational. Director cannot route calls to this monitored server.

? Director has not determined the status of the link.
-

Queue: Name of the Queue object as defined in Director.

Active: Indicates whether the queue is ready to receive route requests. Only active queues can receive requests.
Monitored Server: CIC server to which Director can route calls.

Queue: Name of the remote queue as defined on the Monitored Server.

Line Group: Name of the line group associated to the remote queue.
2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Enktry Name E |

Enter new object name.

I Cueue Marme|

O I Zancel Help

3. In the box, type a unique and descriptive name for the queue and then click OK. The New Queue Configuration dialog box appears.

Note:

Genesys recommends that you establish a naming convention for queues that combines the location with the name of the site queue
so that it's easier to group queues to form Enterprise Groups. For example, queues located in San Francisco begin with SF_ and queues
located in Los Angeles begin with LA_.
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Honitored Server: ||

Qi |

Lires Group: |

™ Actve

Monitored Server: Name of the Monitored Server. If the server you want isn't in the list, create one using the Monitored Servers Container.

Queue: Site queue on the remote CIC server that Director can use for routing and monitoring purposes. If you select the Active check box,
click Browse... and then select a queue from the Browse Remote Server dialog box. If you clear the Active check box, you can save your
changes without specifying a queue.

Line Group: Name of the line group to associate to the queue. Click Browse... and then select a queue from the Browse Remote Server

dialog box.

Active: If selected, the Queue is ready to receive route requests. Ensure that you specify a site queue. If cleared, you can save your changes

without specifying a queue.

4. Complete the information and then click Finish.

5. Define other queues as necessary.

Define Enterprise Groups

Use the New Enterprise Group Configuration wizard in Interaction Administrator to define enterprise groups. For more information about

enterprise groups, see Enterprise Groups Container.

To define enterprise groups

1. On the Director server, start Interaction Administrator and then click the Enterprise Groups container.

'f-l Interaction Administrator - [41]

7 File Edit View Corkesxt

Help
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%ﬂ Users
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Enterprise Group £ | Active |

Suppart Yes

[Ttems: 1 |Selected: O

|y din 2

2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Name

Enter new object name.

] I Cancel

Help
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3. Inthe box, type a descriptive name for the enterprise group and then click OK. The New Enterprise Group Configuration wizard appears.

Note:
Genesys recommends that you establish a naming convention for enterprise groups. For example, "Corporate Sales EG."

New Enterprise Group Configuration - Test

oo 1-veoriogroup
Brittyn 1 -workgroup 1
Add ==
e R
I hetive a1 ¥
.|| ll Lig Wlnl

o] _ome | _wo |

Available Queues: Queues that you can associate to this enterprise group.
Enterprise Group Queues: Queues associated to this enterprise group.

Active: If selected, the enterprise group is active. If cleared, the enterprise group is inactive and Interaction Director ignores the group.
4. Do the following:

a. To add a queue to the group, click the queue in the Available Queues list box and then click Add-->. The queue moves to the Enterprise
Group Queues list box.

b. To remove a queue from the group, click the queue in the Enterprise Group Queues list box and then click <--Remove. The queue moves
to the Available Queues list box.

c. Select the Active check box.

d. To change the order of an enterprise group, in the Enterprise Group Queues list box, click the group and then click Up or Down. Director
evaluates groups in the order they appear in the list box.

5. Click Next. The next page of the wizard appears.

Rew Enterprise Growp Configuration - Test

Thoose one of the: following opSons that defines how S enterprise group wil be used,
1% Multigerver ACD (post-call)

1™ inteligent Routing fre-call)

<ok [ mext> e |

Multi-server ACD (post-call): If selected, Director uses post-call routing for the enterprise group. For more information, see Post-call
Routing.

Intelligent Routing (pre-call): If selected, Director uses pre-call routing for the enterprise group. For more information, see Pre-call
Routing.
6. Select an option and then click Next. The next page of the wizard appears.
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Monitored Value: Values that Director monitors to make routing decisions. Unavailable items display in gray to indicate that you
configured Director to ignore the value when scoring. To change availability, double-click the value and then, in the Routing Criterion
Definition dialog box, select Enable this criterion for scoring. For more information about monitored values, see Monitored Values.

Bias: Monitored value's positive or negative bias. A plus indicates that higher values are more desirable from a scoring point of view. A
minus indicates that lower values are more desirable.

Importance: Number between 1 and 100 that weights the criteria's influence on the routing calculation. Assign more important criteria a
higher weight. Importance works with the bias setting to indicate whether a higher number is more desirable or less desirable. For example,
whether a higher number means that the agent can receive the call or a higher number means that the agent cannot receive the call. Higher
weight makes a specific factor affect the score more in whatever direction the bias specifies. A value of "Not used" indicates that Director
doesn't use the value when Director scores this Enterprise Group.

Interval in seconds over which any time-based scores increase by 1: Number of seconds (from 1 to 600) over which any time-
based scores increase by 1. The default is 30 seconds.

Disqualify queue, if no free lines: If selected, Director does not evaluate enterprise group queues when no lines are available.

Disqualify queue, if no agents logged on: If selected, Director does not evaluate enterprise group queues when no agents are logged
on. This option is available for pre-call only.

Disqualify queue, if no available agents: If selected, Director does not evaluate enterprise group queues when no agents are
available. This option is available for pre-call only.

7. Complete the information and then click Next. The next page of the wizard appears.

New Enterprisne Groap Configuration - Test
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8. Click Add. The Enterprise Group Skill Specification dialog box appears.
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Skill Name: Name of the skill to assign to the workgroup.

Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.
Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100.

For example, if the skill is Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents whose
language proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of the proficiency's influence
on the routing calculation.

Desire to Use section:
Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.

Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight of importance.
9. Complete the information and then click OK.

10. Define other enterprise groups as necessary and then click OK.

Monitored Values

Director uses post-call and pre-call monitored values to make routing decisions.

Post-call monitored values

The following table describes the post-call monitored values.
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Monitored | Description

Value

Interaction | Interaction priority weight (-10 to 10 inclusive).The default value is 1. Lower numbers mean less important, negative numbers mean

Priority that a higher number lowers the score.

Interaction | Interaction time in queue weight (-10 to 10 inclusive, default 1). Lower numbers mean less important, negative numbers mean that a

Time in higher number lowers the score.

Queue

Interaction | Interaction time in system weight (-10 to 10 inclusive, default 1). Lower numbers mean less important, negative numbers mean that a

Time in higher number lowers the score.

System

Agent Agent skills weight, which is the overall weight assigned to the overall skills score, not the weight per skill. The range is -10 to 10

Skills inclusive. The default is 1. Lower numbers mean less important, negative numbers mean that a higher number lowers the score.

Agent Cost | Agent cost weight (-10 to 10 inclusive, default -1). Lower numbers mean less important, negative numbers mean that a higher number
lowers the score.

Agent Agent available time weight (-10 to 10 inclusive, default 1). Lower numbers mean less important, negative numbers mean that a

Available higher number lowers the score.

Time

Agent Amount of time that an agent is busy with ACD calls and After Call Work, relative to the amount of ACD logon time for that day. The

Occupied | formulais: ACD Talk + ACW / ACD Logged In, where ACD Talk is total time that the agent is on ACD calls (that day), added to the

Percentage | total time that the agent is in ACW status (that day), divided by the total amount of time that the agent is logged on and available to
accept ACD calls (that day).

Ratio of Ratio of free lines to active lines weight (-10 to 10 inclusive, default 1). Lower numbers mean less important, negative numbers mean

Free to that a higher number lowers the score.

Active

Lines

Queue Queue member order weight (-10 to 10 inclusive, default 0). Lower numbers mean less important, negative numbers mean that a

Member higher number lowers the score).

Order

Weight

Routing Routing cost weight (-10 to 10 inclusive, default -1). Lower numbers mean less important, negative numbers mean that a higher

Cost number lowers the score.

Specific Scoring factor weight for a specific Agent. The default bias is positive. The default weight is 1.

Agent

Specific Scoring factor weight for a specific Workgroup. The default bias is positive. The default weight is 1.

Workgroup

Specific Scoring factor weight for a specific Server. The default bias is positive. The default weight is 1.

Server

Pre-call monitored values

The following table describes the pre-call monitored values.
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Monitored |Description

Value

Number of Number of logged-on agents weight (-10 to 10 inclusive, default 1). When the bias is positive, lower numbers mean less important.
Logged in When the bias is negative, a higher number lowers the score.

Agents

Longest Longest amount of time a call waited for an available agent to pick up.

Wait

Average Average amount of time a call waited for an available agent to pick up.

Wait

Number of Number of waiting calls weight (-10 to 10 inclusive, default -1). Lower numbers mean less important, negative numbers mean that a
Waiting higher number lowers the score.

Calls

Number of | Number of connected calls weight (-10 to 10 inclusive, default -1). Lower numbers mean less important, negative numbers mean
Connected | that a higher number lowers the score.

Calls

Ratio of Free

Ratio of free lines to active lines weight (-10 to 10 inclusive, default 1). Lower numbers mean less important, negative numbers

to Active mean that a higher number lowers the score.

Lines

Number of Number of active lines weight (-10 to 10 inclusive, default -1). Lower numbers mean less important, negative numbers mean that a

Active Lines | higher number lowers the score.

Number of Number of wrap-up agents weight (-10 to 10 inclusive, default 0). Lower numbers mean less important, negative numbers mean that

Wrapup a higher number lowers the score.

Agents

Average Average wrap-up time weight (-10 to 10 inclusive, default 0). Lower numbers mean less important, negative numbers mean that a

Wrapup higher number lowers the score.

Time

Agent Skills | Logged-on agent skills weight, which is the overall weight assigned to the overall skills score, not the weight per skill. The range is
-10 to 10 inclusive. The default is 1. Lower numbers mean less important, negative numbers mean that a higher number lowers the
score.

Queue Queue member order weight (-10 to 10 inclusive, default 0). Lower numbers mean less important, negative numbers mean that a

Member higher number lowers the score.

Order Weight

Install Director Administration Tools on Desktop Computers

Use the Director Administration Tools Setup wizard to install Interaction Administrator and Interaction Designer applications on desktop
computers. This optional install is for system administrators and handler developers. Interaction Designer provides tools for creating Director
handlers. Interaction Administrator provides tools for managing Director Server. These programs installed on the Director server when you installed

Director server.

To install Director Administration tools on desktop computers:
1. On the desktop computer, run DirectorAdmin.msi from the DirectorAdmin share on the Interaction Director server.
The physical path is D:\I3\Director\Instal\DirectorAdmin. To network users, this path is \\servername\DirectorAdmin. Replace servername with the
name of the Director server. The Welcome page of the Director Administration Tools Setup wizard appears.




1% Director Administration Tools for Interaction Director . | = 12| % |

Welcome to the Director Administration
Tools Setup Wizard for Interaction
Director

The Setup Wizard will nstal Drector ml:umfwhfur
Interacton Dwector 0 on your computer. ok Mext
conbnue or Cancel to exit the Sebup Wizard.

S GENESYS

Custom Setup

Select the way you vwant features to be instaled,

Chcke the icong in the ree below to change the way features will be installed.
Trestalls the Director
Admirisiration Tools.
This feature requires
5338 on your hard drive.

Locaton: C:\Program Fles (x85) riberactve Intelipence |,

[ Reset | | Dekyeage | Bock || et | | Comcd |

3. Select the programs and components to install and then click Next. By default, the wizard selects all components of Interaction Administrator
and Interaction Designer for installation. The Director Server Name page appears.

Director Server Name
[Plesse eriter the name of the Director Server to whech a connection is

4. Inthe Director Server Name box, type the name (or IP address) of your Director server and then click Next.

If setup detects that the named server is not an Interaction Director server, a confirmation dialog box appears. Check for an incorrect or
misspelled server name. Click No to correct the server name, or click Yes to continue (not recommended).
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The Ready to Install Director Administration page appears.

Ready to install Director Administration Tools for
Interaction Director —

Chck Install ko begin the instalation. Chok Back b neview or change any of your
nstalation settings. Chok Cancel to exit the wizard,
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5. Click Install. The Installing Director Administrator Tools page appears, which displays the progress of the installation.

Installing Director Administration Tools for Interaction
Director

Plesse weait while the Setup Wizard installs Director Administration Tools for
Irterachon Director

Stabus: Valdating instal
I

6. Click Next. The last page of the wizard appears.

Completed the Director Administration
Tools Setup Wizard for Interaction
Director

Chek: the Firish button o eaxdt the Satup Wizsed,

S GENESYS
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7. Click Finish. The install places shortcuts for Interaction Designer and Interaction Administrator on the desktop and in the Start menu under All
Programs > PureConnect.
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Monitored Server Installation Checklist

Complete this checklist to configure each Monitored Server in your organization so that Director can monitor it for call routing
purposes.

1. Check for updates or patches relevant to your site. For more information, see Latest Releases.

The latest releases are available on the Downloads page of the Product Information Site at

https://help.genesys.com/pureconnect/secure/Downloads.aspx. This page requires you to log on to the site. The

Interaction Director section contains .iso files for each release. Beside each release, you can find the Readme and
Summary files that explain the changes in each release.

2. If workgroups, dial plan, and line groups related to Director routing don't exist on the Monitored Server, set them up.
3. Do one of the following to enable Director on your Monitored Server:

e Fora CIC 4.0 or newer (for example, CIC 2015 R1 or later) server, do the steps to Configure Monitored Server for CIC 4.0 or
Later.

e For a CIC 3.0 server, do the steps to Configure Monitored Server for CIC 3.0.

Note:

Interaction Director can monitor any CIC 3.0, 4.0, or later (for example, CIC 2015 R1 or later) servers once you enable
the Director Monitored Server feature and create a CIC user account for Interaction Director to use.

Configure ACD Workgroups.

(Optional) Add a Workgroup Skill.
(Optional) Configure Workgroup Overflow.
(Optional) Configure Workgroup Errors.

Complete this checklist for other ACD Workgroups that you want Director to evaluate for routing purposes. You don't have to
configure workgroups that are only destinations for Director-handled interactions.

9. Complete this checklist for other Monitored Servers in your organization.

© N o ok
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Configure Monitored Server for CIC 3.0

Use the IC Setup Assistant wizard to configure the Monitored Server for CIC 3.0.Rerunning Setup Assistant to add options
requires a restart of the CIC subsystems and possibly a restart of the CIC server itself. Plan this update so as not to disrupt
important business operations.
To configure Monitored Server for CIC 3.0

1. Open IC Setup Assistant from the CIC server. The Welcome page of the IC Setup Assistant wizard appears.

2. Open the Select IC Optional Components page and then select Monitored Server. For more information about IC Setup
Assistant, see the /C Setup Assistant Help at htips://help.genesys.com/cic/mergedProjects/wh_sa/desktop/introduction.htm.

'l IT Setbig Asskeh and IIE
Seleet B Optianal Companents B g
Theria s cptional eomproranty el for yea Lo Sebup o Lhis forver, 5 1)

Selesct arwy rumbar of optionall comporennts o iretal on thes server,

o

3. Open Interaction Administrator.

4. Create a CIC Notifier account with the user name "IDIR" and any password you choose. Interaction Director server uses this
account to access data about the Monitored Server.

Note:

If the "IDIR" account exists because you used the CIC server as a Monitored Server previously, don't recreate the account.

Configure Monitored Server for CIC 4.0 or Later

Use the IC Setup Assistant wizard to configure the Monitored Server for CIC 4.0 or later (for example, CIC 2015 R1 or later).
Rerunning Setup Assistant to add options requires a restart of the CIC subsystems and possibly a restart of the CIC server itself.
Plan this update so as not to disrupt important business operations.

To configure Monitored Server for CIC 4.0 or later
1. Open IC Setup Assistant from the CIC server. The Welcome page of the IC Setup Assistant wizard appears.
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_Eh Certificates
Note:

Since IC Setup Assistant runs on the initial CIC server configuration, it starts in rerun mode to allow you to add or
change certain CIC server configuration options.

2. Click Options and then click Proceed. The IC Restart Warning page appears.

E IC Setugs Assiet ant ﬂ m

IC Restart Wasning =y
I Setiup Aokt ic sbout bo rectmt 10, |

WARKIMNG: 1C Sabup Acckcbank has dateched that 1 i running on thes server.
B 10 Sebup Assistant is sheut bo shot down and then restart 1€,

o chauld mesks curs that this will not impact your busness apersbions.

Press the "Restart 107 button bo procesd.

Restert IC |

| e | (o]

3. Click Restart CIC. IC Setup Assistant restarts the CIC server to apply changes. After the restart, the Select IC Optional
Components page appears.
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4. Select Director Monitored Server and then click Next. The Director User Account page appears.

E IC Sebup Assistant

Director Lser account =1}
Specily a0 10 Lkar stoount For Dirackor. -5 |
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Plams: [

Pagavord: [u--n-.

Confirm passecrd: | mmesses|

Record these cradertiabs to use when configuring the indeddual site connections
on ke Interackion Director server,

<back [ mex> | coce |

I have already set up a User: If selected, allows you to specify an existing CIC user account for Interaction Director to
use to monitor CIC servers.

Create a new User with these credentials: If selected, allows you to create a CIC user account for Interaction Director
to use to monitor CIC servers.

Name: CIC user name.
Password: CIC user password.

Confirm password: CIC user password, retyped for verification you typed it correctly in the Password box.
5. Complete the information and then click Next. The Commit your Choices page appears.
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6. Click Commit. IC Setup Assistant saves your changes for this Director-monitored server and restarts the following
services.

1§ 1C Setup Assistant HE
Saving Configuration =
Pleass walt whils configuration sethings are commited, L0
Stabe | Task

: Upate addtionsl [C optionsl companerts

Elapsed Time: 10
Stoppang I Services ...

7. Click Next. The Completion page appears.
8. Click Finish.IC Setup Assistant restarts the CIC server and completes the configuration for this Director-monitored server.

52



Interaction Director Containers

The Interaction Director containers in Interaction Administrator allows you to manage configuration information for the Director
server. For more information about non-Director settings, see the /nteraction Administrator Help at
https://help.genesys.com/cic/desktop/interaction_administrator.htm.

Note:

The list view does not refresh the list each time you insert, delete, or modify data. The list view does refresh automatically
when you sort columns or click a new branch in the tree view.

To refresh the list view, press the F5 key.

'51 Interaction Administrator !El E
File Edit Wiew Context Help
gt

4}-5«:3(| Lﬂ:’“|3

8 |
= @B
H_:&' Production
= E® Interaction Director
Uzers
$3 Interfaces
£ Monitored Servers

B Queues
i Enterprise Groups

| | I | 4

Interaction Director node: Allows you to manage Director server configurations. The system requires and supports one Director
server configuration only. For more information, see Configure Director Server.

Users container: Allows you to manage user information for authentication purposes when users log on to the Director server.
For more information, see Users Container.

Interfaces container: Allows you to define boards and devices that interface with MCI or SIP. You can manage adapter, carrier,
and protocol configurations. For more information, see Interfaces Container.

Monitored Servers container: Allows you to manage details about the CIC servers that are available for Director to monitor to
make intelligent routing decisions. For more information, see Monitored Servers Container.

Queues container: Allows you to associate a Monitored Server, queue, and line group within a site, so that Director can collect
statistics about the object to make routing decisions. Director handlers route interactions based on statistics collected for queues.
For more information, see Queues Container.

Enterprise Groups container: Allows you to manage enterprise groups, which are collections of queues that represent the target
destination of a routed interaction. For more information, see Enterprise Groups Container.

Server Parameters container: While not an Interaction Director container, it allows you to manage global variables, settings, and
paths that Director uses. For more information, see Server Parameters Container.

Configure Director Server

The Configuration tab in the Director Server Configuration dialog box allows you to manage Director server configuration
settings. The system requires and supports one Director server configuration only. You cannot add or delete the Director server
configuration. You can only change the settings.

For more information, see the /Interaction Administrator Help at
https://help.genesys.com/cic/mergedProjects/wh_i i

To configure Director server
1. On the Monitored Server, start Interaction Administrator and then click Interaction Director.

53


https://help.genesys.com/cic/desktop/interaction_administrator.htm
https://help.genesys.com/cic/mergedProjects/wh_ia/desktop/interaction_administrator_help.htm

F: Interacton Adminktrator - [oupklSwitchower]

| R Edt Wew Coffest Help =l®] =]
+ & X .f-" ll

= @ opsdswitthener Drector Server /|
= i Producton Corfguration
= W) cuemn
Servpr Barsmaters
B Envter action Drector
Usbry
Interfaces
A Horitred Servers
I Queues
R Ervterprise Groups
[Ey 1 Data Sources

Reregister boerae mitfin: 2days  Thema: 1 [Selected: 0 [ r

2. Inthe list view, double-click Configuration. The Configuration tab in the Director Server Configuration dialog box
appears.

Director Server Configuration - Configuration

Configuratian |Hstw|

Site TD - Timeouts
StemD: |2 Call Roiiting Trveout (seck | 25

E-mail Riouting Timeout (min); | 3

Redundancy
‘Currank State: Active

;I ;I F carfirm auto-cayve K J Cancel I Apply =l I

Site ID: Unique number that identifies this Director server. This ID cannot be the same as the site ID of a redundant
Director server or any CIC server.

Call Routing Timeout (sec): Number of seconds that Director waits to route a call before timing out.
E-mail Routing Timeout (min): Number of minutes that Director waits to route an email message before timing out.
Refresh: Redisplays the redundancy state of this Director server.

Switch: Switches between redundancy states with the other Director server in the switchover pair.
Click OK.

4. To dump a trace log for Director server, in the list view, right-click Configuration and then click Dump Server Trace. A
confirmation dialog box appears.

5. Click Yes. A notification dialog box appears.

6. Click OK. The system writes all current configuration information (such as sites, queues, users, skills, enterprise workgroups)
to the trace log file.

w

Users Container

The Users container in Interaction Administrator allows you to manage the users who can log into this Director server to change
its configuration. Users must have an NT Domain user account and password. For more information, see the /Interaction
Administrator Help at https://help.genesys.com/cic/mergedProjects/wh_ia/desktop/interaction_administrator_help.htm.
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View Interaction Director Users

To view Interaction Director users

e Inthe tree view, click the Users container. The users display in the Users list view.

& Interaction Administrator
Fie Edt Wiew Corzs Help
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Ttems: 2 Selected: 0 s

User: Name of the Interaction Director user.
NT Domain Name: Domain-qualified logon name for this user (for example, CorpDomain\waldowatson). CIC uses this
name to authenticate that the CIC user has a valid NT account in the network domain.

Add a User

To add a user
1. Inthe Users list view right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Mame E |

Enter new object name.

Ewample_lzer

] Cancel Help

In the box, type the NT domain and user name (for example, mydomain\username) and then click OK. The New User
Configuration dialog box appears.

2.
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Name: Name of the Interaction Director user. You can specify any name that you want for identification purposes. There is
no validation on this name.

NT Domain User: Domain-qualified logon name for this user (for example, CorpDomain\waldowatson). There is no
validation on this name or browse capability to find a list of NT users. CIC uses this name to authenticate that the CIC user
has a valid NT account in the network domain. When this CIC user logs on to the domain, the user can start any
PureConnect program and CIC authenticates this user as a form of security. This feature prevents non-CIC users from
starting a PureConnect program (such as Interaction Client) and running it on the network.

Password: NT domain password for the NT domain user.

Confirm Password: NT domain password for the NT domain user to confirm that you typed the password correctly in the
Password box.

3. Complete the information and then click Finish.
Modify a User

To modify a user
1. Inthe Users list view, right-click the user and then click Properties. The User Configuration dialog box appears.

User Configuration - Administrator

{Inkeraction Dinector Us=r || Hstory |

MName: | Adrinistrator
MT Comain User: | MyDiomsin| &dmiristrator
Password: | —

Carfirm Passwond: | LTI TTT
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Name: Name of the user. You cannot change this name.

NT Domain User: Domain-qualified logon name for this user (for example, CorpDomain\waldowatson). There is no
validation on this name or browse capability to find a list of NT users. CIC uses this name to authenticate that the CIC user
has a valid NT account in the network domain. When this CIC user logs on to the domain, the user can start any
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PureConnect program and CIC authenticates this user as a form of security. This feature prevents non-CIC users from
starting a PureConnect program (such as Interaction Client) and running it on the network.

Password: NT domain password for the NT domain user.

Confirm Password: NT domain password for the NT domain user to confirm that you typed the password correctly in the
Password box.
Confirm auto-save: If selected, allows you to modify multiple users.
2. Modify the information and then click Apply.
3. To modify the next user in the list view, do the following:
a. Select Confirm auto-save.
b. Click >>. The next user in the list appears.
4. When finished modifying users, click OK.

Delete a User

To delete a user
1. Inthe Users list view, right-click the user and then click Delete.

2. Inthe confirmation dialog box, click Yes.

Interfaces Container

The Interfaces container in Interaction Administrator allows you to manage boards and devices that interface with SIP. You can
specify adapter, carrier, and protocol configurations. For more information, see the /nteraction Administrator Help at
https://help.genesys.com/cic/mergedProjects/wh_ia/desktop/interaction_administrator_help.htm.

Related topics:
e View Interaction Director Interfaces
e Add an Interface
e Modify an Interface
e Delete an Interface
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View Interaction Director Interfaces

The Interfaces list view in Interaction Administrator allows you to view Interaction Director interfaces.

To view Interaction Director interfaces
1. Inthe tree view, click the Interfaces container. The interfaces display in the Interfaces list view.

& Interaction Administrator
Fie Edit Wiew Context Help

FAPARIRNSIL DA

B Z
? o Praduction

= Mj Q5-DIRECTORZ - 4.0 9U3
[ o System Configuration

= B Interaction Director
B Users
£ Ineerfaces
B Moniored Servers
J queues
W Enterprise Groups

E:cample nterface

Thems: 1 Selected: 1 | -

Status icon: Represents the status of the interface. Director polls the interface, Monitored Server, and queues every two
minutes; and the software services and network links every 60 seconds. Director updates this status accordingly.

Description

Inactive. Interface, Monitored Server, or queue is inactive.

Not Running. Interface, Monitored Server, or queue is active but not running.

Running. Interface plug-in is running.

Initialized. Service is connected to the carrier network.

Traffic. Data and requests are exchanging between the server and the carrier network.

o
o
=

Interface: User-defined name of the interface.

Board: Code that identifies the board. For Natural Microsystems boards, this number is between 1 and 16 and identifies the
board to the NMS API.

Active: Indicates whether the interface is active.
2. Inthe list view, right-click an interface and then do the following:

To activate or deactivate an interface, click Set Active and then click Yes or No.

To indicate to the network that the interface can receive traffic, click Set in Service.

To indicate to the network that the interface cannot receive traffic, click Set out of Service.

To send a request to the Director server to turn off the interface, click Shut Down. Use this option to prevent the loader
from restarting the plug-in until you reactivate it using the Set Active option.

To send a request to the Director server to turn off and restart the interface, click Restart.

e To send a notification to the Director server to write to a trace log the parameters that Interaction Director is using, click
Dump Parameters and then, in the confirmation dialog box, click Yes. You define the location of the trace log in
Interaction Administrator.

Add an Interface

the New Interface Configuration wizard in Interaction Administrator allows you to add a SIP interface that defines hardware and
protocols that Director uses to communicate with a SIP carrier.

To add an interface
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1. Inthe tree view, click the Interfaces container. The interfaces display in the Interfaces list view.
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2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Name Ed |

Enter new abjeck name.

Example Interface

Cancel Help

3. Inthe box, type a descriptive name for the interface and then click OK. The Adapter page of the New Interface
Configuration wizard appears.

Mew Interface Configuration - My SIP Interface

Adapter Type: Metwark Inberface Card

[ ekive

< Back Next = Cancel Hep |

Adapter Type: Type of network interface card that the SIP interface uses. You cannot change this value.

Active: If selected, the interface is active.
4. Select Active and then click Next. The SIP Protocol page of the New Interface Configuration wizard appears.
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Protocol: Name of the carrier. You cannot change this value.
SIP Protocol: Type of SIP protocol.

UDP (User Datagram Protocol): Communications protocol that sends datagram messages from one computer
to a program running on another computer. Since UDP is connectionless, the protocol does not guarantee error-free
delivery. Programs that use UDP process any errors and check for reliable delivery. This option is best suited for a
local network.

TCP (Transmission Control Protocol): Communications protocol that sends a sequenced delivery of bytes to
a remote or local user. Since TCP establishes a connection, it is less error prone than UDP, but has greater
overhead. This option is best suited when using a WAN.

Address to Use: Network interface for SIP communications.
Domain: SIP protocol domain.
Receive Port: Port that sends and receives SIP messages. The default value is "5060."

Maximum Packet Retry: Maximum number of attempted SIP requests when using UDP as the transport protocol. The
default value is "10." This option is an advance UDP setting. Do not change the value except under the direction of
PureConnect Customer Care.

Maximum Invite Retry: Maximum number of attempted SIP invite requests that PureConnect Customer Care instructs
you to do when using UDP as the transport protocol. The default value is "6." This option is an advance UDP setting. Do not
change the value except under the direction of PureConnect Customer Care.

T1 Timer (ms): Initial incremental delay between SIP packet retransmissions when using UDP as the transfer protocol.
The default value is "500." This option is an advance UDP setting. Do not change the value except under the direction of
PureConnect Customer Care.

T2 Timer (ms): Maximum incremental delay between SIP packet retransmissions, when using UDP as the transfer
protocol. The default value is "4000." This option is an advance UDP setting. Do not change the value except under the
direction of PureConnect Customer Care.

5. Complete the information and then click Next. The Carrier page of the New Interface Configuration wizard appears.
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New Interface Configuration - My SIF Interface

Carrier: E
Local Transaction Tmeout (ms): |=II

<Back [ West> concel | heb |

Carrier: Carrier for the interface. You cannot change this value.

Local Transaction Timeout (ms): Amount of time (in milliseconds) that Director server waits for a routing handler to
respond before sending the default response to the carrier. A default response is a valid routing response, but it is not
based on the real-time data. Define a default response in Interaction Director for each provisioned number. The default
timeout value is 400 milliseconds.
6. Complete the information and then click Next. The SIP Provisioned Numbers page of the New Interface Configuration
wizard appears.

Mew Interface Configuration - My SIP Interface

Phone Murber | Enterprise Groups | Routing ddtion | Coda
add... |
A Marny...
Modty.. |
__Deee |
1 | »

Phone Number: Telephone number to which Interaction Director responds. These telephone numbers are the ones that
customers use to contact your company, not the telephone numbers where calls route.

Enterprise Groups: Enterprise Group to which to route calls for a number.

Routing Action: Default routing action for the telephone number. Valid actions are:

Destination: Termination destination for the call is a phone number.

Use Default: Uses the SIP interface's default action to disposition the call.

DNS Override: Allows override of the call's termination destination using digits that override the actual DNS.
Domestic DDD (Direct Distance Dialing): Digits dialed to end the call.

International DDD (Direct Distance Dialing): International digits dialed to end the international call.

Code: Default code to use for the routing action. This value is a string of 1-10 digits that are numeric (0-9), ‘#, or ¥
7. Do the following:
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e To add a SIP provisioned phone number, routing action, and default code, do the steps to Add a SIP Provisioned Number.

e To add multiple SIP carrier numbers, do the steps to Add Multiple SIP Carrier Numbers.
e To modify a SIP provisioned phone number, routing action, or default code, do the steps to Modify a SIP Provisioned

Number.
e To delete a SIP provisioned number, do the steps to Delete a SIP Provisioned Number.

8. Complete the information and then click Finish.

Modify an Interface

The Interface Configuration dialog box in Interaction Administrator allows you to modify a SIP interface that defines hardware
and protocols that Director uses to communicate with a SIP carrier.

To modify an interface
1. Inthe tree view, click the Interfaces container. The interfaces display in the Interfaces list view.
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2. Right-click the interface and then click Properties. The Interface Configuration dialog box appears.

| Interface Configuration - Test

Adapter | protocol | Carmier - SIP | Carrier umbers | History |

Adagter Type: Network Interface Card
 Actve

_[ _I F Corfirm suto-sve I [+ 3 I Cancel | Apiy Help I

3. To change the adapter to inactive, on the Adapter tab, clear the Active check box and the click Apply.
4. To change the protocol settings, do the following:
a. Click the Protocol tab.
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Interface Configuration - Test

Protocol: sP

SIP Protocak: Fue TP

Address to use: |Local Area Cannection =
Microsoft Hyper-¥ Network Adapter

Dorman: | pevaneo

Rceive Port: [sa™

Maximum Packet Retry: | 10 TiTmer (na): [0

IMacdmum Imvite Retry: Iﬁ— T2 Tuner (ms): |m—

ililp':"."l‘r.'l'h&u'.-‘:.-ﬂ-'.-'ﬁ& (s 4 I Cancel | Agghy I Heb I

Protocol: Name of the carrier. You cannot change this value.
SIP Protocol: Type of SIP protocol.

UDP (User Datagram Protocol): Communications protocol that sends datagram messages from one
computer to a program running on another computer. Since UDP is connectionless, the protocol does not
guarantee error-free delivery. Programs that use UDP process any errors and check for reliable delivery. This
option is best suited for a local network.

TCP (Transmission Control Protocol): Communications protocol that sends a sequenced delivery of
bytes to a remote or local user. Since TCP establishes a connection, it is less error prone than UDP, but has
greater overhead. This option is best suited when using a WAN.

Address to Use: Network interface for SIP communications.
Domain: SIP protocol domain.
Receive Port: Port that sends and receives SIP messages. The default value is "5060."

Maximum Packet Retry: Maximum number of attempted SIP requests when using UDP as the transport protocol.
The default value is "10." This option is an advance UDP setting. Do not change the value except under the direction
of PureConnect Customer Care.

Maximum Invite Retry: Maximum number of attempted SIP invite requests that PureConnect Customer Care
instructs you to do when using UDP as the transport protocol. The default value is "6." This option is an advance
UDP setting. Do not change the value except under the direction of PureConnect Customer Care.

T1 Timer (ms): Initial incremental delay between SIP packet retransmissions when using UDP as the transfer
protocol. The default value is "500." This option is an advance UDP setting. Do not change the value except under
the direction of PureConnect Customer Care.

T2 Timer (ms): Maximum incremental delay between SIP packet retransmissions, when using UDP as the transfer
protocol. The default value is "4000." This option is an advance UDP setting. Do not change the value except under
the direction of PureConnect Customer Care.

b. Modify the information and then click Apply.

5. To change the carrier settings, do the following:
a. Click the Carrier - SIP tab.
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Carrier: Carrier for the interface. You cannot change this value.

Local Transaction Timeout (ms): Amount of time (in milliseconds) that Director server waits for a routing
handler to respond before sending the default response to the carrier. A default response is a valid routing
response, but it is not based on the real-time data. Define a default response in Interaction Director for each
provisioned number. The default timeout value is 400 milliseconds.

b. Modify the information and then click Apply.

6. To change the carrier numbers, do the following:
a. Click the Carrier Numbers tab.

Interface Configuration - Test
Adspter | Protocl | Carrier -5Ip  Carmier Numbers | Hstory |
SIP Provisoned Humbers
Phone Mumber | Enterprise Groups | Routing Acton | Code
Al Many...
_ Dkt |
a |
_I _l W Confirm automsmre [+ 4 | Cancel | Apply | Helps [
b. To add a SIP provisioned phone number, routing action, and default code, do the steps to Add a SIP Provisioned Number.
c. To add multiple SIP carrier numbers, do the steps to Add Multiple SIP Carrier Numbers.
d. To modify a SIP provisioned phone number, routing action, or default code, do the steps to Modify a SIP Provisioned Number.
e. To delete a SIP provisioned number, do the steps to Delete a SIP Provisioned Number.
7. When finished, click OK.




Delete an Interface

The Interfaces list viewin Interaction Administrator allows you to delete an interface.

To delete an interface
1. Inthe tree view, click the Interfaces container. The interfaces display in the Interfaces list view.
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2. Inthe list view, do one of the following:

e Click the interface and then press the Delete key.
e Right-click the interface and then click Delete.
e Click the interface and then, from the Edit menu, click Delete.

3. Inthe confirmation dialog box, click Yes.

Add a SIP Provisioned Number

Use the SIP Call Number and Default Routing dialog box to add default SIP routing options, such as phone number, destination,
and default code.

To add a SIP Provisioned Number
1. Do one of the following:

o If you are adding an interface, open the SIP Provisioned Numbers page of the New Interface Configuration wizard.
For more information, see Add an Interface.

Mew Interface Configuration - My SIP Interface

Phone Nurber | Enterprise Groups | Routing Adion | Code
Add... |
Pd:lh'lmr...l
Madify, . |
_ Deeie |
1 |
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¢ If you are modifying an interface, open the Carrier Numbers tab in the Interface Configuration dialog box. For more
information, see Modify an Interface.

Interface Configuration - Test
Adspter | Protocl | Carrier -5Ip  Carmier Numbers | Hstory |
SIP Provisoned Humbers
Phone Mumber | Enterprise Groups | Routing Acton | Code
Add... |
Add Mary... |
_ Dkt |
| |
_I _l FF Confirn auto-sae [+74 | Camosl | Apply | Fan

2. Click Add. The SIP Call Number and Default Routing dialog box appears.

SIP Call Mumber and Default Rowb i

Defailt Code (1-256 Characters):
Diestination: |

|
;

Phone Number: Phone number for which to define a default routing action.

Destination: Termination destination for the call. Usually, this value is a phone number in the SIP format
"sip:user@host:port," although it is possible that the originator of the request requires some other value or format. This
value sends directly in the routing response as the redirect number. If the destination is a Director-connected CIC server
(Monitored Server), the format is "sip:I3DIRlworkgroupname@ipaddress"where "workgroupname" is the name of a
workgroup on the destination CIC server and "IP address" is the address of the destination CIC server.

3. To add an enterprise group, do the following:
a. Click Add. The Browse Enterprise Groups dialog box appears.
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Enterprise Group: Name of the enterprise group to which to route calls.

Enterprise Groups: Available enterprise groups defined using the Enterprise Groups container.
b. Type or click the name of the enterprise group and then click OK.

4. To modify an enterprise group that you added manually or to select another enterprise group, do the following:

a. Click Edit. The Browse Enterprise Groups dialog box appears.

Browee Enlerprite Groups
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Enterprise Group: Name of the enterprise group to which to route calls.

Enterprise Groups: Available enterprise groups defined using the Enterprise Groups container.
b. Type or click the name of the enterprise group and then click OK.

5. To remove an enterprise group from the list, do the following:
a. Inthe Enterprise Groups box, click the enterprise group and then click Delete. A confirmation dialog box appears.

b. Click Yes. The system removes the enterprise group from the list. The system doesn't remove the enterprise group from
the Enterprise Groups container.

6. To rearrange the order of the enterprise groups, click an enterprise group and then click Up or Down. Director evaluates the
groups in top-down order when routing calls.

7. Inthe SIP Call Number and Default Routing dialog box, click OK.
8. Do one of the following:
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o Inthe New Interface Configuration wizard, click Finish.
e Inthe Interface Configuration dialog box, click OK.

Modify a SIP Provisioned Number

Use the SIP Call Number and Default Routing dialog box to modify default SIP routing options, such as phone number,
destination, and default code.

To modify a SIP Provisioned Number

1. Do one of the following:

o If you are adding an interface, open the SIP Provisioned Numbers page of the New Interface Configuration wizard.
For more information, see Add an Interface.

Mew Interface Configuration - My SIP Interface

Phone Nurber | Enterpriss Groups | Routing Action | Code
add.. |
Aedd Marry..
madfy... |
Delete |
. | »

-{MIFI'ﬁIlICnmd

o If you are modifying an interface, open the Carrier Numbers tab in the Interface Configuration dialog box. For more
information, see Modify an Interface.

Heb |

Interface Configuration - Test
Adagter | Protocl | Carrier -5 Carmier Numbers | ristary |
SIF Provisoned Humbers
Add... |
Add Many...
Modify... |
__Doete |
| | &
_I_lF oK | Cancel | Apply | Help

2. Click Modify. The SIP Call Number and Default Routing dialog box appears.
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SIP Call Mumber and Default Routing

Phare Number: |
Daf sl Fouting Ackion

Default Code (1-256 Characters)

|
;

Phone Number: Phone number for which to define a default routing action.

Destination: Termination destination for the call. Usually, this value is a phone number in the SIP format
"sip:user@host:port," although it is possible that the originator of the request requires some other value or format. This
value sends directly in the routing response as the redirect number. If the destination is a Director-connected CIC server
(Monitored Server), the format is "sip:I3DIR!workgroupname@ipaddress"where "workgroupname" is the name of a
workgroup on the destination CIC server and "IP address" is the address of the destination CIC server.

Enterprise Groups: Name of the enterprise groups to which to route calls.
3. To add an enterprise group, do the following:
a. Click Add. The Browse Enterprise Groups dialog box appears.

Browee Enlerprite Groups

Enterprise Group: |

| Enberprise Groups
EumnsEntenpise
Caes EG
Cdes EG2

4] | o
Reesh |[ ok ] Concn |

Enterprise Group: Name of the enterprise group to which to route calls.

Enterprise Groups: Available enterprise groups that you can route calls to.
b. Type or click the name of the enterprise group and then click OK.

4. To modify an enterprise group that you added manually or to select another enterprise group, do the following:

a. Click Edit. The Browse Enterprise Groups dialog box appears.
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Browee Enlerprite Groups

Enterprise Group: |
| Enberprze Gioups

EumnsEntenpise
Sdes EG
Cdes EG2

« | o
Reesh |[ ok ] Concn |

Enterprise Group: Name of the enterprise group to route calls to.

Enterprise Groups: Available enterprise groups you can select to route calls to.
b. Type or click the name of the enterprise group and then click OK.

To remove an enterprise group from the list, do the following:
a. Inthe Enterprise Groups box, click the enterprise group and then click Delete. A confirmation dialog box appears.

b. Click Yes. The system removes the enterprise group from the list. The system doesn't remove the enterprise group from
the Enterprise Groups container.

To rearrange the order of the enterprise groups, click an enterprise group and then click Up or Down. Director evaluates the
groups in top-down order when routing calls.

In the SIP Call Number and Default Routing dialog box, click OK.
Do one of the following:

In the New Interface Configuration wizard, click Finish.
In the Interface Configuration dialog box, click OK.
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Delete a SIP Provisioned Number

Use the SIP Provisioned Numbers page of the New Interface Configuration wizard or the Carrier Numbers tab in the
Interface Configuration dialog box to delete a SIP provisioned number.

To delete a SIP Provisioned Number

1. Do one of the following:

o If you are adding an interface, open the SIP Provisioned Numbers page of the New Interface Configuration wizard.
For more information, see Add an Interface.

Mew Interface Configuration - My SIP Interface

Phone Nurber | Enterpriss Groups | Routing Action | Code
add.. |
Add Many... |
Modfy... |
_beee |
J | ¥

-{MIFI'ﬁIlICnmd

o If you are modifying an interface, open the Carrier Numbers tab in the Interface Configuration dialog box. For more
information, see Modify an Interface.

Heb |

Interface Configuration - Test
Adagter | Protocl | Carrier -5 Carmier Numbers | ristary |
SIF Provisoned Humbers
Add... |
Add Many... |
Modify... |
oo |
| | &
_I_lF oK | Cancel | Apply | Help

2. Click the provisioned number and then click Delete. A confirmation dialog box appears.
3. Click Yes.

Add Multiple SIP Carrier Numbers

Use the SIP Add Many Carrier Numbers dialog box to specify a line-delimited list of SIP carrier numbers, or import a list of SIP
carrier numbers from a file.

To add multiple SIP carrier numbers
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1. Do one of the following:

e If you are adding an interface, open the SIP Provisioned Numbers page of the New Interface Configuration wizard.
For more information, see Add an Interface.

New Interface Configuration - My SIP Interface

Phone Humber | Enterprisa Groups | Rousng Action | Cods
Add Many...
_beee |
‘| | »

¢ If you are modifying an interface, open the Carrier Numbers tab in the Interface Configuration dialog box. For more
information, see Modify an Interface.

Interface Configuration - Test

a |

_I _l W Confirm automsmre [+ 4 | Cancel | Apply | Helps

2. Click Add Many. The Results tab of the SIP - Add Many Carrier Numbers dialog box appears. This tab displays the data
items parsed from each line of input data.
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i | |

4

#: Number of the line in the file that contains the parsed data.

Phone Number: Phone number to which Interaction Director responds. This number is the one that customers use to
contact your company, not the phone number where calls route.

Enterprise Groups: Enterprise group to which to route calls for the phone number.

Routing Action: Default routing action for the phone number. Valid actions are:

Destination: Termination destination for the call is a phone number.

Use Default: Uses the SIP interface's default action to disposition the call.

DNS Override: Allows override of the call's termination destination using digits that override the DNS.
Domestic DDD (Direct Distance Dialing): Digits dialed to end the call.

International DDD (Direct Distance Dialing): International digits dialed to end the call.

Code: Default code to use for the routing action. This value is a string of 1-10 digits that are numeric (0-9), ‘#, or **.
. To add a list of SIP carrier numbers, do the following:
a. Click Add. The SIP - Add Number Entries dialog box appears.

SIP - Add Number Enbries B

Eriter the SIF carrier numbers. One entry per line.

<Phore>, <Eas», <Code,...

18631123,1,9999, 1123, SalesEG =]
19631423, 1,2424, 1143, SalesE G

o] |

Examples
17005555,3,1AlphaBravo,123456789012345,SalesEG

17007777,5,
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17006666,4,1234567890
18887776, 1, 2
b. To type the values in the box, on a single line, type the following, separating each with a comma:

e Phone number.
e Routing action code. Valid values are:

Routing Action Code | Description
1 Destination. The termination destination for the call is a phone number.
2 Use Default. Uses SIP's default action to disposition the call.
3 DNIS Override. Overrides the call's termination destination.
4 Domestic Digits. Digits dialed to end the call.
5 International Digits. Digits dialed to end the international call.

e Default code for the routing action.

Routing Action Code is... | Description
1 Specify up to a 256-character code.
2 Leave blank.
8 Specify up to a 256-character code.
4 Specify a 10-digit code.
5 Specify a 2- to 14-digit code.

e DNIS override digits. If the routing action is 3, specify up to a 15-digit DNIS override code.
o Enterprise group.

c. To add another entry, press Return and then type the values in the box.
d. To copy and paste the values into the box, copy the values, click in the box, and then paste the values.

Note:
For blank values, use a comma as a placeholder.

e. Click OK.

4. To import a list of SIP carrier numbers, do the following:
a. Click Import. The Open dialog box appears.

Open EE
Lack if | ‘= Drector =] « @ k-

] Diesignes I PrQ
handers H_l Aepoits
IDirector SOL Seipt ) wodk

Logs E mporthile b
MonkoredSeryerdd

M onioreds erves 23

File name: | l Open |
Filaz of type | Test Fies [* oo bav” bet] =] Cancel |
&

b. Click the name of the file to import and then click Open.
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5. To view rejected records that didn't parse successfully, click the Errors tab.
6. If the import file contains errors, click Cancel, edit the file, and then import the edited file.
7. Click OK.

Monitored Servers Container

The Monitored Servers container in Interaction Administrator allows you to manage Monitored Servers. A Monitored Server is a
CIC site to which Director routes calls. For more information, see the Interaction Administrator Help at
https://help.genesys.com/cic/mergedProjects/wh_ia/desktop/interaction_administrator_help.htm.

Related topics:
e View Interaction Director Monitored Servers
Add a Monitored Server
Modify a Monitored Server
Delete a Monitored Server
Configure SIP Lines to Support Release Link Transfer

Multi-server Email Routing Using Director
Specific Target Routing
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View Interaction Director Monitored Servers

The Monitored Servers list viewin Interaction Administrator allows you to view Interaction Director's Monitored Servers.

To view Interaction Director's Monitored Servers
1. Inthe tree view, click the Monitored Servers container. The Monitored Servers display in the Monitored Servers list view.

& Interaction Administrator
Fie Edit Wiew Context Help

FYFIrIENSIE Yy

=l E Manitored Server [ active | Sarver hame
El 9 Praduction JE:-ample maritored sarver Mo CIC17
H m. QE'D]REETCF.E- 4.0 513 Other Mordtorsd Sesves
o System Configuration
= B Interaction Director
B Users
£ rerfaces
& Moniored Servers
J dusues
8 Enterprise Groups

Thems: 2 Selected: 1 | -

Status icon: Status of Director's network link to the CIC site. Director polls the sites every two minutes and updates this
status accordingly.

Icon | Description

ﬁ Site is not available.

ﬂ Undetermined link status.

Monitored Server: CIC server to which Director can route calls.

Site is available.

Active: Indicates whether the server can receive calls that Director routes to it. Only active servers can receive calls.

Server Name: IP address or host name of the monitored CIC server.
2. To activate or deactivate an enterprise group, in the list view, right-click the enterprise group, click Set Active, and then click
Yes or No. Only active enterprise groups can receive calls.

Add a Monitored Server

The Monitored Servers list viewin Interaction Administrator allows you to add a Monitored Server.

To add a Monitored Server
1. Inthe tree view, click the Monitored Servers container. The Monitored Servers display in the Monitored Servers list view.
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& Interaction Administrator
Fie Edit Wiew Context Help

+ 4 x| [ B > s

o Manitored Server /| adtive | Server Hame
E -ﬁ; Praduction EExam:le monitorad sarvar Mo CIc17
+ !] QE'D]PEETGF.E- 4.0 23 Okhar Manitoeed A
5 i System Configuration
= B Interaction Director
Liseis
£ rerfaces
& Moniored Servers

J Queues
8 Enterprise Groups

Thems: 2 Selected: 1 | -

2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Name E |

Enter new object name,

My Mew Monitored Server

Cancel Help

3. In the box, type a descriptive name to identify the Monitored Server and then click OK. The New Monitored Server
Configuration wizard appears.

New Monitored Server Configuration - My New Monitored Server

Hostriae: [ CIC Chicago
Server's Software Version: | 4.0 _ﬂ
Llsar Mane: [al:.h'in
Password: | ssee
™ Actval

Host Name: Name or IP address of the Monitored Server.

Server's Software Version: Version of CIC running on the monitored server. The "Site version" server parameter contains
the list of known supported versions.

User Name: CIC user name to log on to the site’s server. You define the CIC user name at the CIC site that you are
configuring.

Password: CIC password for the user name.
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4. Complete the information and then click Next. The next page of the wizard appears.

Mew Monitored Server Configuration - Test

Spedfy other servers that this monitored server can route to.

| Server Mame | Called A...  Caling ... | LineG.. | Inberscton 1D Via Add....

Edit...
Diete

< Back Mext > c.-mll H!i:rl

5. Do the following:
a. Click Add. The Routing Map Destination Configuration dialog box appears.

Roultimg Map Destinatbon Comnfiguration

Server Nanma: |E:q,am|:ie-mril:l:red Sarvar ﬂ

Caled Address: |555¢m|
Calling Address: |

Liree Sroup: | _l

Send Interaction [dentifier as:
T Callad Address
" DT
% Callirg Addrass

DTMF Cadle

DTHF Gode:

al
raf: time 2
Help

o ]_cne |

Server Name: Name of the Monitored Server to route this Monitored Server to when routing interactions between
servers.

Called Address: Called number of the T1/E1 or ISDN tie line for the Monitored Server specified in the Server
Name box. This phone number connects the servers.

Calling Address: Calling number of the ISDN tie line that connects this Monitored Server and the server specified
in the Server Name box. The system places the interaction ID information in the origination information of the
extended place call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC
servers. For a T1/E1 line, leave this box blank.

Line Group: Line group for Director to use when routing calls from this Monitored Server to the server specified in
the Server Name box. For a T1/E1 line, leave this box blank.

Send Interaction Identifier as: These options configure signaling attributes that identify the interaction when it
routes to the server.

Called Address: If selected, places the called number of the tie line in the dial string of the extended place
call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF: (Dual-Tone Multi-Frequency) If selected, plays digits to navigate an IVR. The interaction ID
information plays as tones after the call connects, the wait time passes, and the DTMF code plays. Select
this option when you have a dedicated T1/E1 tie line between servers.

Calling Address: If selected, places the calling number of the tie line in the dial string of the extended
place call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC
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servers.
DTMF Code: Code to play when sending an interaction ID between servers connected by a T1/IE tie line.

Wait time: Number of seconds to wait to play in interaction ID as tones.

Important!

If you selected the DTMF option for servers connected by a T1/IE tie line, change the handler on each
Monitored Server. For more information, see Handler Change for T1 Tie Lines.

Complete the information.

Add more routing maps as necessary.

To rearrange the routing order, click a server and then click Up or Down.
Click OK.

o0 T o

6. Click Next. The next page of the wizard appears.

Hew Homitored Server Coaliguration - Test

Spexify Bhe oost of routing b other servers

Server Hare [ comt |

i

7. Do the following:
a. Click Add. The Add Routing Cost dialog box appears.

Note:

If all defined Monitored Servers have assigned routing costs, a notification dialog box appears, indicating that
all available servers have routing costs assigned. Click OK.

Select ane or more &valable servers bo assion a
oot associated batwesn this sarser and the
sedected sarvers,

Bvalable Servers
Example monkored serwar
Cithier Monibored Server

RothgCost: |50 =
[ ok ] conce |

Available Servers: Available servers to which to assign a routing cost.

Routing Cost: Numeric value (from 1 to 100) used to weight the relative cost of routing to other Monitored
Servers. The default value is 50 for any server not assigned a specific value. Higher numbers signify more costly
routing.
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b. Click a server and then type or select the routing cost.
c. Click OK.

8. Assign costs to other servers as necessary.

9. To delete a routing cost, click the server and then click Delete. The system doesn't ask you to confirm this operation so use
caution when deleting a cost.

10. Click Finish.

Modify a Monitored Server

The Monitored Servers list viewin Interaction Administrator allows you to modify a Monitored Server.

To modify a Monitored Server
1. Inthe tree view, click the Monitored Servers container. The Monitored Servers display in the Monitored Servers list view.

&% Interaction Administrator
Fie Edit Wiew Context Help

+ 4lxlD0]B P e

=1 F Manitored Server /| active | Sarver Name
B 4 Production EExam:le maritored sarver Mo C1c17
+ !] Q‘S'D]PEET{-’HE- 40913 Cither Fonitoresd Sesver
H @ System Configuration
= B Interaction Director
Users
£ Inherfaces
B Monkored Servers
S Queues
8 Enterprise Groups

Tems: 2 Selectad: 1 | i

2. Right-click the server and then click Properties. The Monitored Server Configuration dialog box appears.

i Monitored Server Configuration - Brittyn2

Monitored Server | Routing Map | Routing Cost | History |

Fe truamas | Brittynd
Server's Software Verson: [ 4.0 =
User Name: [h’lln'rr_-:iuc'h:r
Password: [eene
W active

il >> | ¥ Confirm auto-save O I Cancel Apply I Help I

3. Modify the information and then click Apply.
4. Click the Routing Map tab.
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e |
Moritored Server  Routing Map | Routing Cost | HMstory |
Specify other servers that this monitored server can route o,

Acuziol S55558.... Caling Address

Aounod S55554... Calln) Address Edit.... I
_ Deete |

<<| >>| ¥ confirm suto-save o | cace | amy | nee |

5. Do the following:

a. To add a routing map, click Add or to modify a routing tab, click a server and then click Edit. The Routing Map
Destination Configuration dialog box appears.

Roultimg Map Destinatbon Comnfiguration

Server Nanma: |E:q,am|:ie-mril:l:red Sarvar ﬂ

Called Address: |5554-'|ﬂ|

Caling Address: |

Liree Sroup: | _l

Send [nteraction [dentifer as:
" Called address OTH= Crads
" o DTHF Corde; Al
% Callirg Addrass

Ii
raf: time 2
Help

[ o | conn | |

Server Name: Name of the Monitored Server to route this Monitored Server to when routing interactions between
servers.

Called Address: Called number of the T1/E1 or ISDN tie line for the Monitored Server specified in the Server
Name box. This phone number connects the servers.

Calling Address: Calling number of the ISDN tie line that connects this Monitored Server and the server specified
in the Server Name box. The system places the interaction ID information in the origination information of the
extended place call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC
servers. For a T1/E1 line, leave this box blank.

Line Group: Line group for Director to use when routing calls from this Monitored Server to the server specified in
the Server Name box. For a T1/E1 line, leave this box blank.

Send Interaction Identifier as: These options configure signaling attributes that identify the interaction when it
routes to the server.

Called Address: If selected, places the called number of the tie line in the dial string of the extended place
call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC servers.

DTMF: (Dual-Tone Multi-Frequency) If selected, plays digits to navigate an IVR. The interaction ID
information plays as tones after the call connects, the wait time passes, and the DTMF code plays. Select
this option when you have a dedicated T1/E1 tie line between servers.

Calling Address: If selected, places the calling number of the tie line in the dial string of the extended
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place call tool. If the tie line is not ISDN, specify the ANI/DNIS configuration for the interface on both CIC
servers.

DTMF Code: Code to play when sending an interaction ID between servers connected by a T1/IE tie line.

Wait time: Number of seconds to wait to play in interaction ID as tones.

handler on each Monitored Server. For more information, see Handler Change for T1 Tie Lines.

l Important: If you selected the DTMF option for servers connected by a T1/IE tie line, change the

b. Complete the information and then click OK.

6. Click the Routing Cost tab.

i Maonitored Server Configiaration - Brttyn2

Moriteed Server | Reuting Map  Routing Cost | History |
Specify the cost af routing bo ather seroers

Server bame | ozt |

ﬂ}:ﬁ&nhm [+ 4 | Cancel | Apply I Help I

7. To add a routing cost, do the following:
a. Onthe Routing Cost tab, click Add. The Add Routing Cost dialog box appears.

Add Routing Cost

I Select one of more avaiable servers to assign a
| cost associated between this server and the

. selected servers,
Avalable Servers
Aoumo 1
Mouzo?
Brittyn1
Tt
Routing Cost: £ e |

:

cancel |

Available Servers: Available Monitored Servers.

Routing Cost: Numeric value (from 1 to 100) used to weight the relative cost of routing to other Monitored
Servers. The default value is 50 for any server not assigned a specific value. Higher numbers signify more costly
routing.

b. Inthe Available Servers box, click the available server.
c. Inthe Add Routing Cost dialog box, type or select the routing cost.
d. Click OK.

8. To modify a routing cost, do the following:
a. Onthe Routing Cost tab, click a server and then click Edit. The Edit Routing Cost dialog box appears.
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Edit Routing Cost |

Server ||:||: Chicago

Routing Cost: Al 5

Qk. Cancel

b. Inthe Routing Cost box, type or select a routing cost and then click OK.

9. To delete a routing cost, on the Routing Cost tab, click the server and then click Delete. The system doesn't ask you to
confirm this operation so use caution when deleting a cost.

10. To rearrange the routing order, click a row and then click Up or Down.
11. To modify the next Monitored Server in the list view, do the following:
a. Select Confirm auto-save.
b. Click >>. The next queue object in the list appears.

12. When finished modifying Monitored Servers, click OK.

Delete a Monitored Server

The Monitored Servers list viewin Interaction Administrator allows you to delete a Monitored Server.

To delete a Monitored Server
1. Inthe tree view, click the Monitored Servers container. The Monitored Servers display in the Monitored Servers list view.

& Interaction Administrator
Fie Edit Wiew Context Help

+ 4 x| [ B > s

=l E IManitored Server /| acive | sarver Mame
= ,ﬂ; Froduction EExam:le mioritorad sarvar Mo CIC17
+ !] QE'D]PEETGF.E- 4.0 513 Othar Mordtorsd Sesver

5 i System Configuration
= B Interaction Director

B Users

£ rerfaces

& Moniored Servers

J Queues
8 Enterprise Groups

Ttems: 2 Seleched: 1 -

2. Inthe list view, right-click the interface and then click Delete.

3. Inthe confirmation dialog box, click Yes.
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Configure SIP Lines to Support Release Link Transfer

Director transfers calls using Release Link Transfer (RLT) whenever possible. RLT is sometimes called Release-link trunking. RLT is
a form of traditional PSTN signaling that starts call transfer over a trunk. In CIC 2.3.1 and later releases, the Telephony Services
subsystem can perform RLT on SIP calls. When using SIP to call between CIC servers, Director tells Telephony Services to perform
a Release Link Transfer. If RLT is possible and it succeeds, the caller and the agent connect while dropping the resources that the
audio path required on the CIC server where the call enqueued originally.

Line Configuration - SIP1 E]

SIP Line Configuration Call Putbeck | Custom atrbutes | Hestory |

i[nﬁcw&mm-mu ok | cecel | sopk Hb |

To allow RLT (also called Putback Transfer), enable "Putback Transfer" on the SIP line in Interaction Administrator (using the
Monitored Server, Lines container). This action allows removal of the transferred call from the system, forcing both the SIP call
control and the RTP out of the CIC server. With Putback Transfer activated, a REFER message sends to the gateway and an INVITE

message sends to the SIP-enabled destination. If the gateway doesn't support REFER messages, the call passes through the
original CIC server and consumes its IP resources.




Multi-server Email Routing Using Director

Director queues and transfers email messages to agents on remote servers as a result of Director scoring and under Director's
control. The handling and tracking of email messages that Director routes matches what is available for calls (as

appropriate). Director can route email messages to any email message platform that CIC supports. For more information about
supported email message platforms, see the PureConnect Installation and Configuration Guide at
https://help.genesys.com/cic/mergedprojects/wh_iandc/desktop/ic_installation_and_configuration_guide.htm.

Note:

Email message routing requires each monitored server to have at least one monitored mailbox. Each workgroup that allows email
messages to route to it needs a monitored mailbox—a different one for each.

Each site needs a unique email address. For example, for Site1 and Site2, Site1 has the address "Site1@domain.com" while Site2
has the address "Site2@domain.com.”

Director's email message routing functionality is similar to call routing. For example, an email message arrives on server A. If
Director determines that an agent on server B can receive it, Director routes the message to the agent on server B and ensures that
the agent picks up the message. If the agent doesn't pick up the message, Director reassigns it somewhere else until an agent
picks it up. If no agents are available, Director holds the email message until an external source acts on it (for example, a
customized handler or person who picks it up or disconnects it).

Some characteristics of email message routing are:
e Email messages require 100% use of an agent.

e The original email message remains intact on the originating CIC server (on the server where it arrived first) until Director
deletes it.

e Director examines and changes the contents of an email message at two points in the process: at creation and when CIC
receives it, but before any user sees it or before generating reporting data.

e Multiple CIC queues cannot monitor the same mailbox.

e Director does not check to see if a queue monitors more than one mailbox. It is the customer's responsibility to ensure that a
gueue monitors one mailbox.

o Director preserves custom attributes attached to an email object when the email message transfers to another server.

e Email messages take longer to route remotely than calls because of the Exchange polling interval set in the registry. Director
doesn't send email message to a remote server unless an agent is available to receive the message. For email messages with
long delays, if the agent is no longer available when the email message arrives, Director reroutes the email message the same
as it does calls. Since changes can occur while routing is in progress, Director handles any case where the item does not get to
its intended destination.

Specific Target Routing

You can configure Director to route calls or email messages to a single preferred agent. For example, a customer can use IVR to
ask for a support ticket number and then look up the agent to route to. If this agent is not available, the system routes to another
member of the group.

Set one or more pairs of the following attributes on the interaction before you transfer it to the Director-enabled queue:

e Name of the queue configured in Director (which uniquely identifies a queue and server pair), not just the name on the intended
destination CIC server.
e Server name configured in Director.

e Wait times are in seconds and all times start at the beginning of the first wait, so that each time is longer than the one before it
in terms of specificity.

To work properly, the server time is longer than the queue time, which is longer than the agent time. Once specified, these values
cannot update while waiting in a particular queue but, if the interaction transfers to another queue while waiting, whatever values are
in these attributes (existing or new) take effect in the new queue.

e "Dir_SpecificAgentName" and "Dir_SpecificAgentWait"

e "Dir_SpecificQueueName" and "Dir_SpecificQueueWait"

o "Dir_SpecificServerName" and "Dir_SpecificServerWait"

For an interaction, specify (using a handler) an agent, queue, server, and a timeout for each. Director attempts to route to the most
specific item. It waits for that agent to become available, disregarding any other matches for the time period specified. Then, Direct
holds the interaction for any agent in the specified queue subject to other scoring criteria. When the time expires, Director holds the
interaction for any agent on the specified server.
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Queues Container

The Queues container in Interaction Administrator allows you to manage queue objects. Queue objects represent a Monitored
Server, queue, and line group within a site. Director collects statistics for queue objects so that its handlers can make routing
deC|S|ons For more mformatlon see the Interact/on Adm/n/strator Help at

Related topics:
e View Interaction Director Queues
View Queue Statistics
View Queue Users
Add a Queue Object
Modify a Queue Object

Delete a Queue Object

Create Multiple Queue Objects
Statistic Codes
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View Interaction Director Queues
The Users list view in Interaction Administrator allows you to view remote queues to which Interaction Director can route
interactions.

To view Interaction Director queues
1. Inthe tree view, click the Queues container. The queues display in the Queues list view.

'E Interaction Administrator - [41]

" File Edit Wiew Context Help =12 x|
+2x|D0OBP| s
= @ 41 Queue £ I Active | Monitored Server | Queue | Line Group
\;ir Production I e Yes Q5-MICLAY Support
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J Queues
8 Enterprise Groups
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Status icon: Represents the status of the queue. Director polls the links every two minutes and updates this status
accordingly.

Icon |Description

H.- Link to the site is operational. Director can route calls to this Monitored Server.
-

Link to the site is not operational. Director cannot route calls to this Monitored Server.

? Link to the site is unknown.
-

Queue: Name of the Queue object as defined in Director.

Active: Indicates whether the Queue is ready to receive route requests. Calls route to active queues only.

Monitored Server: Name of the CIC server, as defined using the Monitored Servers Container.

Queue: Name of the remote Queue, as defined on the Monitored Server.

Line Group: Name of the line group associated to the remote queue.
2. Right-click a queue and then do the following:

e To activate or deactivate a queue, click Set Active and then click Yes or No.

e To monitor queue statistics, click Display Current Statistics. The Queue Statistics dialog box appears. For more
information, see View Queue Statistics.

e To monitor agent statistics, click Display Current Users. The User Status dialog box appears. For more information,
see View Queue Users.

e To create multiple queues for one site, click Create Multiple Queues. The Create Multiple Queues wizard appears. For
more information, see Create Multiple Queue Objects.

View Queue Statistics
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The Queue Statistics dialog box in Interaction Administrator allows you to view point and period statistics for any Queue object
in the Queues container.

To view queue statistics
1. Inthe tree view, click the Queues container. The queues display in the Queues list view.

iq Interaction Administrator - [41]

 File Edit Wiew Context Help -|=2] x|
+ 2 x|00OBP| s
= a 41 Qele Fi | Active | Maonitored Server | Quele | Line Group
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2. Right-click the queue and then click Display Current Statistics. The Queue Statistics dialog box appears.

Queue Statistics - QS-MSRUM E |
Im 53 Poll Mo
St atistic | wvalue | Delta =
Longest &vailable 1]
Langest YWait 0
Average Waik 3
fverage Abandoned 1]
Average Call Length 78
Average dgent ACW 0
Ayeraging Period
Svverage Wait Sample 39
Average Ahandon Sam. .. 1]
fverage Length Sample 39
Average ACW Sample
Tokal Active Lines

Total Free Lines
Logged In Agents
Available Agents
Assigned Agents

< | Ll_l
Help |

Polling: Polling switch. If recessed, statistics update once each minute. If raised, polling doesn't occur.

N e I o T o R s Y s B

[Polling Number]: Number of seconds until the next poll.
Statistic: Name of the statistic. For more information, see Statistic Codes.
Value: Current value of the statistic.

Delta: Difference between a statistic's current value and its last polled value. Delta values show the change between the
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current set of statistics and the last set of statistics. For example, if the number of Available Agents changed from 24 to 22,
the delta value is -2.
3. Do one of the following:

e To update statistics once each minute, ensure that Polling is recessed (as in the example).
e To disable polling, ensure that Polling is raised.

4. To update queue statistics immediately, click Poll Now. A progress meter in the lower left corner of the dialog displays the
status of the polling operation.
5. Click the X to close the dialog box.

View Queue Users

The Queue Users dialog box in Interaction Administrator allows you to view the status of agents in a Queue.

To view queue users
1. Inthe tree view, click the Queues container. The queues display in the Queues list view.

ij Interaction Administrator - [41]
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2. Right-click the queue and then click Display Current Users. The Queue Users dialog box appears.
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Queue Users - QS-MSCLAY | X] |

I Palling 119 Poll Mo
_urrent Lsers in Queue | Skatus .
Dir3imidser 1 Available
DirSimUser 10 Assigned
Dir3imiJser 12 Available
Dir&imlser13 A ailable
Dir3irniJser 14 Available
DirSimiJser 16 Available
Dir3irmidser 13 Available
DirSimiJser19 Available
DirSimlserZ Available i
DirSimiJserz0 Available
DirSimidser21 Ayvailable
Dir3imi)serzz Available
it Simidser23 Ayvailable
DirsimUser24 Assigned
DirSimidser25 Ayvailable
Dir3irmi)ser 27 Available .

Help |

Polling: Polling switch. If recessed, the list updates once each minute. If raised, polling doesn't occur.
[Polling Number]: Number of seconds until the next poll.
Current Users in Queue: Name of the user associated to the selected site queue.

Status: Client status of the user (for example, available or at lunch).
3. Do one of the following:

e To update the list once each minute, ensure that Polling is recessed (as in the example).
e To disable polling, ensure that Polling is raised.

4. To update the list immediately, click Poll Now. A progress meter in the lower left corner of the dialog displays the status of
the polling operation.

5. Click the X to close the dialog box.

Add a Queue Object

The Queues list view in Interaction Administrator allows you to add a queue object. To create multiple queue objects, see Create
Multiple Queue Objects.

To add a queue object
1. Inthe tree view, click the Queues container. The queues display in the Queues list view.
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2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Name E |

Enter new object name,

Cueus Marme|

0] Cancel Help

3. Inthe box, type a descriptive name for the queue object (it's good practice to include the server name) and then click OK. The
Queue Configuration dialog box appears.

Haribaned Server: || ﬂ

Queue: | rowse .|
Line Group: | Browese ... I

™ Active

Monitored Server: Name of the Monitored Server to assign to the queue. If the server isn't in the list, use the Monitored
Servers container to add it.

Queue: Site queue on the remote CIC server that Director can use for routing and monitoring purposes. If you select the
Active check box, you must specify a queue. If you clear the Active check box, you can leave this box blank.

Line Group: Line group to assign to the queue.

Active: If selected, the queue can receive routing requests. Specify a queue in the Queue box. If cleared, the queue cannot
receive routing requests. Leave the Queue box blank.
4. Inthe Monitored Server list box, click the server to assign.

5. Do the following:
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a. Next to the Queue box, click Browse... The Browse Remote Server dialog box appears.

Browse Remobe Server

Monitored Seryer: |m1

Administration
CompanyOpearater
Markatrg
Suppart
workgroup 1
workgroup2
workgroup3
workgroup
workgroupS

| |
[ x| mefesn | b |

b. Click the queue to assign and then click OK.
6. Do the following:

a. Next to the Line Group box, click Browse... The Browse Remote Server dialog box appears.

Browse HRemote Server

b. Click the line group to assign and then click OK.

7. Select Active and then click Finish.

Modify a Queue Object

The Queues list view in Interaction Administrator allows you to modify a queue object.

To modify a queue object
1. In the tree view, click the Queues container. The queues display in the Queues list view.
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2. Right-click the queue object and then click Properties. The Queue Configuration dialog box appears.

Duewe Configuration - Q5-MSRLUM

Quee | wistory |

Monkored Server: | gs-rasrum =]

Quave: ISLIppDrI: Browse .
Line Graug: | Browse: ...

F active

ﬂ J ¥ Corfirm suko-save o, I Cancel I Aapky Help |

Monitored Server: Name of the Monitored Server. If the server isn't in the list, use the Monitored Servers container to
add it.

Queue: Site queue on the remote CIC server that Director can use for routing and monitoring purposes. If you select the
Active check box, you must specify a queue. If you clear the Active check box, you can leave this box blank.

Line Group: Line group to associate to the queue.
Active: If selected, the queue can receive routing requests. Specify a queue in the Queue box. If cleared, the queue cannot
receive routing requests. Leave the Queue box blank.
3. To modify the monitored server assignment, in the Monitored Server list box, click the server to assign.
4. To modify the queue assignment, do the following:
a. Next to the Queue box, click Browse... The Browse Remote Server dialog box appears.
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N o
[ ox | memesn | e |

b. Click the queue to assign and then click OK.
5. To modify the line group assignment, do the following:

a. Next to the Line Group box, click Browse... The Browse Remote Server dialog box appears.

Browse Remate Server

b. Click the line group to assign and then click OK.

6. Select or clear the Active check box and then click Apply.
7. To modify the next queue object in the list view, do the following:

a. Select Confirm auto-save.
b. Click >>. The next queue object in the list appears.

8. When finished modifying queue objects, click OK.




Delete a Queue Object

The Queues list view in Interaction Administrator allows you to delete a queue object.

To delete a queue object

1. Inthe tree view, click the Queues container. The queues display in the Queues list view.
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2. Right-click the user and then click Delete.

3. Inthe confirmation dialog box, click Yes.

Create Multiple Queue Objects

The Create Multiple Queues wizard in Interaction Administrator allows you to create multiple queue objects for a single

monitored site.

To create multiple queue objects

1. Inthe tree view, click the Queues container. The queues display in the Queues list view.
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2. Right-click the queue object and then click Create Multiple Queues. The Create Multiple Queues wizard appears.
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Creale Mulliple [ usuess

3. Click a Monitored Server from which to create queues and then click Next. The Line Group page appears.

Cieale Mulliple [)usues

4. Click Browse. The Browse Remote Server dialog appears.
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Biowse Hemole Serven

Monkored S erves: Im': Dreifield Eeach

Lne Groups

1] | il |

Monitored Server: Name of the Monitored Server.

Line Groups: Line groups defined on the remote server.
5. Click aline group and then click OK.
6. Click Next. The Queues page appears.

Cieale Mulliple Dueusas

Ritzsh I

cBack [ Heat> Concel | Hep |

7. Do one of the following:

e To select a single queue, in the list box, click the queue.
e To select multiple queues, click the queue, press and hold the Ctrl key, and then click other queues.

8. To update the list of sites queues, click Refresh.
9. Click Next. The Queue Name Prefix page appears.
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10.

11.

Creale Mulliple [ usuess

CIC Deeshield Beach-CompanyDperator
CIC Deetlisld Beach-Maikebng

To define a queue name prefix to pre-pend to the site queue name to form a unique queue object name, in the Define a queue
name prefix box, type a new prefix or accept the default value. The default prefix is the name of the Monitored Server that you
specified earlier.

Click Finish.
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Statistic Codes

The following table describes the queue statistic codes.

Statistic

Description

Longest Available

Longest amount of time an agent waited for a call.

Longest Wait

Longest amount of time a call waited for an available agent to pick up.

Average Wait

Average amount of time a call waited for an available agent to pick up.

Average Average number of abandoned calls for this queue. Abandoned calls entered the queue, but disconnected
Abandoned remotely before an agent could answer them.

Average Call Average length of all calls that this queue processed.

Length

Average Agent Average time that agents spend in "After Call Work" status.

ACW

Averaging Period

Period for calculating averages. Other averaging statistics are based on the amount of time shown here.

Average Wait
Sample

Number of calls in the wait sample used to calculate "Average Wait." Basically, the number of calls waiting
during the "Averaging Period."

Average Abandon
Sample

Number of calls in the "Abandon Sample" used to calculate "Average Abandon." Basically, the number of calls
abandoned during the "Averaging Period."

Average Length
Sample

Length of calls in the length sample used to calculate "Average Call Length." Basically, the length of calls
during the "Averaging Period."

Average ACW Number of calls in the After Call Work (ACW) sample used to calculate "Average Agent ACW. Basically, the
Sample length of calls during the "Averaging Period."

Total Active Number of lines in use currently.

Lines

Total Free Lines

Number of lines not in use currently.

Logged in Agents

Number of agents logged on to the workgroup associated to this queue.

Available Agents

Number of agents available to receive calls.

Assigned Agents

Number of agents processing calls.

ACW Agents

Number of agents in an "After Call Work" status.

Calls Waiting

Number of calls waiting for an available agent.

Calls Connected

Number of calls connected to agents currently.
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Enterprise Groups Container

The Enterprise Groups container in Interaction Administrator allows you to manage enterprise groups, queue assignments, post-
call weights, and skill requirements. An Enterprise Group is the target destination of a routed call. It is a collection of CIC queues at
the various sites where calls can route. For example, an enterprise group named "Corporate Sales EG" can include a sales queue on
server CIC_Chicago and a sales queue on server CIC_Atlanta. Director associates routing rules that determine where to send calls
in an enterprise group.

In a configuration with two sites, enterprise groups can have only two queues. The queues are the queue at the local site that
receives the external call and is making the routing requests, and the queue at the remote site to which a call can route. In a
configuration with more than two sites, you can have multiple queues in the enterprise group. You can even have multiple queues
from a single site in the enterprise group.

You cannot route to a queue on the originating site that is different from the one that the external call is waiting in when the site
makes the route request. To have correct ACD statistics for the external call when viewed solely from the viewpoint of the original
queue, the call must remain in the original queue no matter what site answers it.

For more information, see the Interaction Adm/n/strator Help at

Related topics:

e View Interaction Director Enterprise Groups
Add an Enterprise Group

Modify an Enterprise Group
Delete an Enterprise Group
Monitored Values

Pre-call Routing

Post-call Routing
Enterprise Group Skills

View Interaction Director Enterprise Groups

The Enterprise Groups list viewin Interaction Administrator allows you to view Interaction Director enterprise groups.

To view Interaction Director enterprise groups
1. Inthe tree view, click the Enterprise Groups container. The enterprise groups display in the Enterprise Groups list view.
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Enterprise Group: Name of the enterprise group.

Active: Indicates whether the Enterprise Group is active, meaning that Director evaluates it using Director's call routing
algorithm.

2. To activate or deactivate an enterprise group, in the list view, right-click the server, click Active, and then click Yes or No.

Add an Enterprise Group
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The New Enterprise Group Configuration wizard in Interaction Administrator allows you to create enterprise groups.

To add an enterprise group
1. Inthe tree view, click the Enterprise Groups container. The enterprise groups display in the Enterprise Groups list view.
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2. Right-click in the list view and then click New. The Entry Name dialog box appears.

Entry Hame Ed |

Enter iew object name.

] Cancel Help

3. Inthe box, type a descriptive name for the enterprise group and then click OK. The New Enterprise Group Configuration
wizard appears.

Note:

Genesys recommends that you establish a naming convention for enterprise groups. For example, "Corporate Sales
EG."

New Enterprine Group Configuration - Test

Bvalsbie Queuss Enterprioe Group Queues
oo Lvorkgroup
Bty L workgroup 1




Available Queues: Queues that you can associate to this enterprise group.
Enterprise Group Queues: Queues associated to this enterprise group.
Active: If selected, the enterprise group is active. If cleared, the enterprise group is inactive and Interaction Director ignores
the group.
4. Do the following:

a. To add a queue to the group, click the queue in the Available Queues list box and then click Add-->. The queue moves to
the Enterprise Group Queues list box.

b. To remove a queue from the group, click the queue in the Enterprise Group Queues list box and then click <--Remove.
The queue moves to the Available Queues list box.

c. Select the Active check box.

d. To change the order of an enterprise group, in the Enterprise Group Queues list box, click the group and then click Up or
Down. Director evaluates groups in the order they appear in the list box.

5. Click Next. The next page of the wizard appears.

Rew Enterprise Group Configaration - Test

Choose pne of the following cptions: that defines Fow Sis arvberprise: group will b used,
% Multigerver ACD (pogt-call)

™ Inteligent Routing {re-cal)
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Multi-server ACD (post-call): If selected, Director uses post-call routing for the enterprise group. For more information,
see Post-call Routing.

Intelligent Routing (pre-call): If selected, Director uses pre-call routing for the enterprise group. For more information,
see Pre-call Routing.
6. Select an option and then click Next. The next page of the wizard appears.
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W Dbty gueue if no free ines

[ Dy quesue if no sgents logged in

™ Dimqualfy queue if no svalable agerts

<ok [ etz | cace | beb |

Monitored Value: Values that Director monitors to make routing decisions. Unavailable items display in gray to indicate
that you configured Director to ignore the value when scoring. To change availability, double-click the value and then, in the
Routing Criterion Definition dialog box, select Enable this criterion for scoring. For more information about
monitored values, see Monitored Values.
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Bias: Monitored value's positive or negative bias. A plus indicates that higher values are more desirable from a scoring
point of view. A minus indicates that lower values are more desirable.

Importance: Number between 1 and 100 that weights the criteria's influence on the routing calculation. Assign more
important criteria a higher weight. Importance works with the bias setting to indicate whether a higher number is more
desirable or less desirable. For example, whether a higher number means that the agent can receive the call or a higher
number means that the agent cannot receive the call. Higher weight makes a specific factor affect the score more in
whatever direction the bias specifies. A value of "Not used" indicates that Director doesn't use the value when Director
scores this Enterprise Group.

Interval in seconds over which any time-based scores increase by 1: Number of seconds (from 1 to 600) over
which any time-based scores increase by 1. The default is 30 seconds.

Disqualify queue, if no free lines: If selected, Director does not evaluate enterprise group queues when no lines are
available.

Disqualify queue, if no agents logged on: If selected, Director does not evaluate enterprise group queues when no
agents are logged on. This option is available for pre-call only.

Disqualify queue, if no available agents: If selected, Director does not evaluate enterprise group queues when no
agents are available. This option is available for pre-call only.

7. Complete the information and then click Next. The next page of the wizard appears.

Rew Enterprrmse Gerouap Confguraison - Test

Specy sy shills Bl are neguned:
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8. Click Add. The Enterprise Group Skill Specification dialog box appears.
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Enterprise Group Skill Specification

Skill Marnme: I | J

— Proficiency Yalues
Minirarn: | 1 _:l Mairnar: |1IIIIII _l?

Proficiency Weight:

|Bias: + Importance: 1 Edit... |

—Desire ko Use Yalues

Miniruarn: | 1 _:l Maximurm: | 100 _:l

Desire ko Use YWeight:
|Bias: + Importance: 1 Edit. .. |
K Cancel | Help

Skill Name: Name of the skill to assign to the workgroup.
Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.

Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100. For example, if the
skill is Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents
whose language proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of
the proficiency's influence on the routing calculation.

Desire to Use section:
Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.

Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight
of importance.

9. Complete the information and then click OK.
10. Define other enterprise groups as necessary and then click Finish.

Modify an Enterprise Group

The Enterprise Group Configuration dialog box in Interaction Administrator allows you to modify an enterprise group.

To modify an enterprise group
1. Inthe tree view, click the Enterprise Groups container. The enterprise groups display in the Enterprise Groups list view.
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2. Right-click the enterprise group and then click Properties. The Enterprise Group Configuration dialog box appears.

Enterprise Group Configuration - Support E |

Enterprise Group |F'|:|st-CaII Routing Criteria | Skills I History I

Available Queues Enterprise Group QUELES
5-M3RLUM
5-MSCLAY
Add --=
<-- Remave
v active 4 | | _rl

| ] Up | Down

::::l == | ¥ Confirm auta-save ok, Cancel Apply | Help

Available Queues: Queues that you can associate to this enterprise group.
Enterprise Group Queues: Queues associated to this enterprise group.

Active: If selected, the enterprise group is active. If cleared, the enterprise group is inactive and Interaction Director ignores
the group.
3. Do the following as necessary:

a. To add a queue to the group, click the queue in the Available Queues list box and then click Add-->. The queue moves to
the Enterprise Group Queues list box.

b. To remove a queue from the group, click the queue in the Enterprise Group Queues list box and then click <--Remove.
The queue moves to the Available Queues list box.

c. Select or clear the Active check box.

d. To change the order of an enterprise group, in the Enterprise Group Queues list box, click the group and then click Up or
Down. Director evaluates groups in the order they appear in the list box.

4. Click Apply.
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5. To modify pre- or post-call routing criteria, click the Pre- or Post-Call Routing Criteria tab, depending on which type of
routing you defined for the enterprise group. The following example shows the Pre-Call Routing Criteria tab.

Enterprise Group  Pre-Call Rowting Criteria | sidls | History |

Inseligent Rzutng (pre-cal)
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Interval in seconds over which any time-based scores increase by 1: Number of seconds (from 1 to 600) over
which any time-based scores increase by 1. The default is 30 seconds.

Disqualify queue, if no free lines: If selected, Director does not evaluate enterprise group queues when no lines are
available.

Disqualify queue, if no agents logged on: If selected, Director does not evaluate enterprise group queues when no
agents are logged on. This option is available for pre-call only.

Disqualify queue, if no available agents: If selected, Director does not evaluate enterprise group queues when no
agents are available. This option is available for pre-call only.
6. Modify the options as necessary and then click Apply.

7. To modify a monitored value, click the monitored value and then click Edit... The Routing Criterion Definition dialog box
appears.

Routing Criterion Definition

Monitored Walue:  Inkeraction priority

¥ Enable this criterion For scoring

Monitored Yalue Eias:

* + Plus (higher monitored walues are more desirable)

= - Minus (lower monitored values are more desirable)

Imporkance: I 1 _I? (Walues are 1 through 1000

(4 Cancel Help

Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the proficiency weight. If cleared,
"Not used" appears in the Routing Criteria list.

+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.

- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends to
increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing calculation. Assign more
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important criteria a higher weight. Importance works with the bias setting to indicate whether a higher number is more
desirable or less desirable. For example, whether a higher number means that the agent can receive the call or a higher
number means that the agent cannot receive the call. Higher weight makes a specific factor affect the score more in
whatever direction the bias specifies.

8. Modify the information and then click OK.

9. Click the Skills tab.

Enberpemse Broup |H'|||rl|||r.hlu:-|.1 Test

Enterprise Group | Pre-Call Rouling Criteria. S5 | History |
Specify arvy shils that are required:

Sl Harme Proficency Destirn b Lise
b e/ Bl Impsortancd fin /Mo / Blss / Importanc

Test Shdll 110G #f 1 T TETEE Ext... I
Do |

55| 2| P confrmauto-save o - I ™ |

10. Do one of the following:
a. To add a skill, do the steps to Add a Skill.
b. To modify a skill, do the steps to Modify a Skill.
c. To delete a skill, do the steps to Delete a Skill.

11. To modify the next enterprise group in the list view, do the following:
a. Select Confirm auto-save.
b. Click >>. The next enterprise group in the list appears.

12. When finished modifying enterprise groups, click OK.
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Delete an Enterprise Group

The Enterprise Groups list viewin Interaction Administrator allows you to delete an enterprise group.

To delete an enterprise group
1. Inthe tree view, click the Enterprise Groups container. The enterprise groups display in the Enterprise Groups list view.

'E-J Interaction Administrator - [41]

" File Edit View Context Help oy =1 |
+ o x| 1O Pl
= a 41 Enterprise Group £ I Active I
*Jiv Production Support s
= Eg Inkeraction Directar
Ilsers

&% Interfaces

2 Monitored Servers
j_ ueues
ju oBEMEErpri

s Graups

| Trems: 1 |Selected: 0 | |a dir

2. Right-click the enterprise group and then click Delete.

3. Inthe confirmation dialog box, click Yes.
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Pre-call Routing

Pre-call routing is the process of routing a call before the call connects to a location. In pre-call mode, Interaction Director receives
a call event from a SIP network interface, usually a telecommunications carrier. Interaction Director analyzes statistical data
collected from managed CIC servers, then "directs" the carrier to send the call to a specific destination point.

Hetwork
lﬁfl? A

You can think of pre-call routing as "carrier-based routing" since routing decisions occur before the call connects and are based on
signaling information from the carrier network.

A signaling link from a network carrier sends advance notifications of incoming calls to Director. It receives this information, views
the current state of all call centers, and then sends a notification back to the PSTN indicating where to route the call. Thus, the call
routes before answering it.

Pre-call routing can reduce toll charges, since Director makes intelligent routing decisions before the call connects, rather than
using post-call routing to transfer the call after sending it to a call center site.
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Post-call Routing

Post-call routing is the process of routing a call after it connects to a specific location. In post-call mode, Interaction Director acts
as a multi-server ACD.

Carrier \ :
Metwork

r,.n'

CIC Server 2

In this configuration, Director uses scoring to decide which CIC server and agent can best handle the call. Upon receiving this
information, the starting CIC server works with Interaction Director to connect the call to that server and agent. Director verifies
that the call reached the intended recipient and if not, reassigns it. In post-call routing scenarios, the CIC servers perform static
routing when Interaction Director can't provide on-demand routing.

Post-call routing occurs when Director cannot redirect a call until after the call connects at a specific location. For example, a
customer calls a local number in New York. The communications system at the New York contact center that answers the call
uses interactive voice response (IVR) to ask questions and obtain information. Based on that information, or based on other
factors such as the New York center's load level, Director transfers the call to another site.

Post-call routing occurs when a call connected to a CIC server routes to another CIC server over a tie line or other channel. Director
uses post-call routing based on the scoring factors defined in the Enterprise Group configuration on the Director server.

Interaction Director supports post-call routing using SIP or circuit-based TDM tie lines. Specifically, Interaction Director supports
T1/E1/PRI connections, PSTN connections, and SIP-based IP telephony as the tie lines between CIC servers. Post-call routing does
not require a network interface connection with the carrier, only a Director server connected to the IP network, which is the same
LAN/WAN that contains the CIC servers.

Enterprise Group Skills

The Skills page of the New Enterprise Group Configuration wizard or the Skills tab in the Enterprise Group Configuration
dialog box allows you to configure skills for the enterprise group. Director evaluates skills to score and influence routing of calls to
queues in an enterprise group. All interactions coming into the system using this enterprise group require the listed skills.

Related topics:
e Add a Skill
e Modify a Skill
e Delete a Skill

Add a Skill

The Skills page of the New Enterprise Group Configuration wizard or the Skills tab in the Enterprise Group Configuration
dialog box allows you to add a skill for the enterprise group.

To add a skill
1. Do one of the following:
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o If you are adding an enterprise group, open the Skills page of the New Enterprise Group Configuration wizard. For
more information, see Add an Enterprise Group.

e If you are modifying an enterprise group, open the Skills tab in the Enterprise Group Configuration dialog box. For more
information, see Modify an Enterprise Group.

2. Click Add... The Enterprise Group Skill Specification dialog box appears.

Enterprise Group Skill Specification Ed |
hill Mame: I | J

— Proficiency Yalues
Miniruarn: | 1 =i Mazxirmurn: |1':":' _lg

Proficiency Weight:

|Bias: + Importance: 1 Edit. ..

—Desire ko Use Yalues
Miriruarn: | 1 =i Mlasinnr: IIDD _I;

Desire ko Lse Weight:

|Bias: + Importance: 1 Edit. .. |

(o] 4 Cancel | Help

Skill Name: Name of the skill to assign to the workgroup.
Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.

Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100. For example, if the skill is
Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents whose language
proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of the
proficiency's influence on the routing calculation.

Desire to Use section:
Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.
Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight of
importance.

3. Inthe Skill Name box, type the name of the skill or, to select a queue skill, do the following:
a. Click the ellipsis (...). The Browse for Queue Skills dialog box appears.

Note:

This dialog box displays the skills associated to queues in the enterprise group. Only skills that you defined
previously (using the Skills container) and assigned at the workgroup or agent level appear in this list box.
Selecting a skill from this dialog box ensures that the skill name is valid. If you type a skill name, no validation
occurs to verify that the skill name is valid.
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Browsze for Queue Skillz |

Bueue: Iﬂm_l,l Clueue in Enterprize Group

¥ Expand list to show queus and skil

Queue Name | Skill Mame
Bulldog Queue

Leda Queue

<] | 2]

oK Refiesh | Help |

Queue: Displays "Any Queue in Enterprise Group" to indicate that the skills can derive from more than one queue.
You cannot change this value.

Expand list to show queue and skill: If selected, displays the Queue Name and the Skill Name columns. If
cleared, displays the Skill Name column only.

Queue Name: Name of the queue to which Interaction Director can route interactions.

Skill Name: Name of the skill to associate to the workgroup.
b. Select or clear the Expand list to show queue and skill check box.
c. Click the skill name to associate to the workgroup and then click OK. The Browse for Queue Skills dialog box closes.

4. Inthe Proficiency Values section, do the following:

a. Type or select the agent's minimum and maximum proficiency levels for this skill.
b. Click Edit. The Routing Criterion Definition dialog box appears.

Routing Criterion Definition

Maonitored Malue:  Interaction priority

¥ Enable this criterion For scoring

Monitored Yalue Bias:

% + Plus (higher monitored walues are more desirable)

™ - Minus {lower monitored values are more desirable)

Imporkance: I 1 _% {(%alues are 1 through 100}

K Cancel Help

Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the proficiency weight. If
cleared, "Not used" appears in the Routing Criteria list.

+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.
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5.

6.

- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select Enable this criterion for scoring.
Click an option in the Monitored Value Bias section.

In the Importance box, type or select the weight of importance and then click OK. The Routing Criterion Definition
dialog box closes.

In the Desire to Use Values section, do the following:

a. Type or select the agent's minimum and maximum "desire to use" levels for this skill.
b. Click Edit. The Routing Criterion Definition dialog box appears.

Routing Criterion Definition

Monitored Malue:  Interaction priority

W Enable this criterion For scaring
Monitored Malue Bias:

% + Plus {higher monitored walues are more desirable)

™ - Minus {lower monitored walues are more desirable)

Importance: I 1 _l; {Walues are 1 through 1000

(8] 4 Cancel Help

Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the "desire to use”
weight. If cleared, "Not used" appears in the Routing Criteria list.

+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.

- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select Enable this criterion for scoring.
Click an option in the Monitored Value Bias section.

In the Importance box, type or select the weight of importance and then click OK. The Routing Criterion Definition
dialog box closes.

In the Enterprise Group Skills Specification dialog box, click OK.

7. Do one of the following:

In the New Enterprise Group Configuration wizard, click Finish.
In the Enterprise Group Configuration dialog box, click OK.
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Modify a Skill

The Skills page of the New Enterprise Group Configuration wizard or the Skills tab in the Enterprise Group Configuration
dialog box allows you to modify a skill for the enterprise group.

To modify a skill
1. Do one of the following:

e If you are adding an enterprise group, open the Skills page of the New Enterprise Group Configuration wizard. For
more information, see Add an Enterprise Group.

o If you are modifying an enterprise group, open the Skills tab in the Enterprise Group Configuration dialog box. For more
information, see Modify an Enterprise Group.

2. Click a skill and then click Edit... The Enterprise Group Skill Specification dialog box appears.

Enterprise Group Skill Specification

Sl Mame: [ Test =
~ Profidency Vales
Proficency Wieight:
[ﬁu;+ Importance: 1 Edit... I
- Desre to Use Values

Desire: to Lse Weight:

|uu=+lnwhnn:= Hr.l
[ | _ o | _ we |

Skill Name: Name of the skill to assign to the workgroup.
Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.

Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100. For example, if the skill is
Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents whose language
proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of the
proficiency's influence on the routing calculation.

Desire to Use section:
Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.

Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight of
importance.

Modify the information and then click OK.

4. Do one of the following:

w

In the New Enterprise Group Configuration wizard, click Finish.
In the Enterprise Group Configuration dialog box, click OK.
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Delete a Skill

The Skills page of the New Enterprise Group Configuration wizard or the Skills tab in the Enterprise Group Configuration
dialog box allows you to delete a skill from the enterprise group.
To delete a skill

1. Do one of the following:

e If you are adding an enterprise group, open the Skills page of the New Enterprise Group Configuration wizard. For
more information, see Add an Enterprise Group.

o If you are modifying an enterprise group, open the Skills tab in the Enterprise Group Configuration dialog box. For more
information, see Modify an Enterprise Group.

2. Click a skill and then click Delete...
3. Click OK.

The system removes the skill from the enterprise group.

Server Parameters Container

The Server Parameters container in Interaction Administrator allows you to view the server parameters that the Interaction
Director install created. Handlers and other CIC server modules use these parameters. For more information about maintaining
server parameters see the /nteract/on Adm/n/strator Help at

| Pramarine hipeg | Vel =
= i Production AdretserverMon it S{SER IR} Par armetars A ther
- W cueitn Antalyper Mamsus Kepwerd Count 50
% dttendant duda Bath £ ¥ Brectr Resounces s
E Rty e D egtor Aftenedant Fax Pam C: I wect Fesoroes Ind |
Lisers Calfteooer pemsage C N ector Resouroes | Re
Irverfaces Cobecve Support :
Bl Montored Servers Epmari Jur rher S d At bn tes ALD Agent Gresting
I Gueses CustombinmoeDr +C\ Trecioe Fesources; +
B Eriterprise Groups
[y & Bata Sources DD Womcermad Worograup
Director M5 Prg Tmeout 2000
Drectordbandonedier e Thnesokd b0, 20, 55,40, 50,60
Direct SrerweredSersce Threshad 10, 20, 30,40, 50,60
DrectorDaafumsarimrghennd L0
£FAQ Support o
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Re-vegeter boerose witin: O days  Tems: 47 Selected: 0 1) "
Parameter Name Value

DirectorAbandonedServiceThreshold | The QueryAbnServiceThresholdValues handler uses this parameter to summarize
reporting data. Its default value is "5,10,15,20,25,30."

DirectorAnsweredServiceThreshold | The QueryAnsServiceThresholdValues handler uses this parameter to summarize

reporting data. Its default value is "10,20,30,40,50,60."

DirectorDataSummarizingPeriod The SummarizeDirectorData handler uses this parameter to summarize reporting

data. The default value is "1800."

Handler Path Path to Director handlers.

I3Tables Path Path to the table data that Director handlers use.

License File The path to, and file name of, the CIC server license file. Do not change this value unless

PureConnect Customer Care instructs you to do so.

License Host ID Unique code that identifies the CIC server and locks a license to the CIC server. If you
replace the network card on your CIC server, contact PureConnect Customer Care to get a
new license file. Do not change this value unless PureConnect Customer Care instructs

you to do so.
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Monitored Server Versions

List of CIC version numbers, delimited by vertical bars.

Server Path

Directory that contains Director components.

ServerReportLogDataDestination

Path to the report logs on the CIC server.

Switchover Monitoring

Allows monitoring of Interaction Processor in Interaction Director configurations, instead
of Telephony Services. The default value is "IP." For use in Interaction Director switchover
systems.

SwitchoverServer A

Active server in the switchover pair. It remains active until a switchover event.

SwitchoverServer B

Backup server in the switchover pair. It remains the backup server until a switchover event.

Switch Type Type of switch control used between the two Switchover servers. For Interaction Director,
set the value to "None."

Temp Path Path to the temporary files that the operating system uses.

Work Path Path to the work files that Interaction Director uses.

Switchover NetTest A (Optional)

Name or IP address of a computer on the same network segment as SwitchoverServer
B. The Switchover process on SwitchoverServer A uses it when SwitchoverServer A is
the backup server.

When the system detects a failure condition, Switchover on the backup server attempts to
ping (ICMP echo) the IP endpoint found on the same network segment as the active server.
If Switchover cannot ping this endpoint, it assumes that the active server is still operable
and not switch because there was a WAN failure.

For use with Switchover in WAN environments.

Switchover NetTest B (Optional)

Name or IP address of a computer on the same network segment as SwitchoverServer
A. The Switchover process on SwitchoverServer B uses it when SwitchoverServer B is
the backup server. Same functionality as SwitchoverNetTestA, except that Switchover
B is running as the backup server.

Genesys recommends that you set the value for Switchover NetTest B to the closest
—pingable (ICMP echo) IP address to SwitchoverServer A from SwitchoverServer B.

For use with Switchover in WAN environments.

Switchover NetTest Timeout
(Optional)

Amount of time (in seconds) for Switchover to wait for the ICMP echo to return. The
default value is 1 second. Used with Switchover NetTestA and SwitchoverNetTestB in
WAN environments.

Workgroup Configuration

The Director tab in the Workgroup Configuration dialog box allows you to configure workgroups. On both CIC 3.0 and 4.0 or
newer servers, installation of Director adds a Director tab to the Workgroup Configuration dialog box in Interaction
Administrator. This tab allows you to manage settings that apply exclusively to post-call routing. For more information about other
tabs in the Workgroup Conflguratlon dlalog box, see the Interact/on Adm/n/strator Help at

d

Related topics:
e Configure ACD Workgroups
e Configure Workgroup Errors

e Configure Workgroup Overflow
e Workgroup Skills Configuration
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Configure ACD Workgroups

The Director tab in the Workgroup Configuration dialog box allows you to configure ACD workgroups for Interaction Director.

To configure ACD workgroups

1.
2.
3.

© N o oM

On the Monitored Server, open Interaction Administrator and then click the Workgroups container.
In the list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.

Click the Director tab and then click Configuration. The following example shows the dialog box in CIC 4.0 or later versions.
This dialog box looks similar on CIC 3.0 servers and the configuration options are identical.

workgroup Configuration - Support

Configuration I Files I Members I Foles/supervisors | Wrap-up Codes I ach
Phonetic Spelings I Secure Input Forms I Options | Security Director | Cuskom Attributes I Hisktory

I Configuration ¥ Enable Director Processing on this workgroup
i Support |
Skills Enterprise I pp

rverflow

Interactions
Errors

Pricriky |

In queue kmeouk: I o _I? seconds

«l }}l IV Confirm auto-save O, Cancel Apply

Enable Director Processing on this workgroup: If selected, Director processes all calls that the workgroup receives.
If cleared, the local ACD processes all calls that the workgroup receives.

Enterprise Group: Enterprise Group for the workgroup to query. The workgroup does not have to be a member of the
enterprise group on the Director server.

Priority: Interaction priority that all interactions in this queue inherit initially. Values can range from 1 to 100. The default
priority is 50; higher numbers indicate higher priority.

In queue timeout: Number of seconds for Director to wait for an Agent to pick up the call before running in-queue timeout
actions (running a handler). Director notifies CIC when this time limit passes. CIC can do any action (using a customized
handler) such as playing a prompt or transferring a call.

Select Enable Director Processing on this workgroup.

Next to the Enterprise Group box, click the ellipsis (...).

Click the enterprise group (previously defined on the Interaction Director server) to which this workgroup belongs.
Set the priority and timeout.

Complete these steps for other ACD workgroups that you want Director to evaluate to make a routing decision and then click
OK. You do not have to configure workgroups that are merely destinations for Director-handled interactions.
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Configure Workgroup Errors

The Errors tab in the Workgroup Configuration dialog box allows you to specify the flow of control when losing connectivity
between Director and a CIC server while calls are waiting. When the CIC server cannot reach Director, it acts in accordance with the
options specified in this dialog box. The possible actions are: wait indefinitely, wait a while and then transfer the call to the
specified target, or wait a while and let local ACD handle it in place.
To configure workgroup errors
1. Onthe Monitored Server, open Interaction Administrator and then click the Workgroups container.
2. Inthe list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.
3. Click the Director tab and then click Errors.

Workgroup Configuration - Support

Configuration Fles | Members | RolesfSupervisces | WrapupCodes | ACD
Phanetic Spelings | Secure Input Forms | Options | Secury  Director | Custom attrbutes | Histary

Configuratian I ¥ Enable error handing
O esvor dooone of the Fallowing:
LI * Leave in quaus, letting local AC0 handis the intesactian
Crverflowe I ™ Transfer bo the following berget I
i Wit Hime hefare Eaking ary action:

[0 =] (Seconds - set to to dsabie)

illlptwfnnm-ﬂw [ ok ] came | appr

Enable error handling: If selected, allows error processing.

Leave in queue, letting local ACD handle the interaction: If selected, the CIC server transfers calls to local ACD
when there's an error instead of passing them to Director or post-call routing. The calls remain in the queue until the local
ACD dispatches them.

Transfer to the following target: If selected, transfers the calls to a handler, which transfers them to the specified
target.

[Target]: Workgroup, user name, phone extension, or external phone number (or any other transfer type that the Extended
Blind Transfer (XBT) tool supports) to which to transfer the calls. For a workgroup or user name, the handler passes the
calls to the Extended Blind Transfer tool. For all other targets, the handler passes the calls through the dial plan to XBT. If
the transfer succeeds, no other processing occurs. If the transfer fails, calls transfer to the System queue, where the caller
hears Main Menu prompts again.

Wait time before taking any action: Time (in seconds) to wait before attempting error recovery. If zero (0), attempts
error recovery immediately. If the situation rectifies itself before reaching the specified wait time threshold, routing
resumes where it left off. This feature can result in less churn in the waiting interaction if a short network glitch occurs. In
releases before Director 2.3.1, this option wasn't available. Instead, Director attempted error recovery immediately.

4. Click OK.

Configure Workgroup Overflow

The Overflow tab in the Workgroup Configuration dialog box allows you to edit and reorder (prioritize) the overflow rules
(conditions) to evaluate when receiving an interaction using this queue. Overflow conditions specify when to queue an interaction.
For example, when too many interactions are waiting, when wait time is too high, when an interaction is available to service
immediately, and when there is no viable destination within an enterprise group. Director evaluates these post-call routing rules in
top-down order. Director invokes a transfer for the first condition that fails.
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These conditions within the Director system result in some action other than queuing the interaction. Director evaluates the
conditions on this tab for a newly arrived interaction before accepting them (for example, enqueued). There are five conditions:
Calls Waiting, Average Wait Time, Longest Wait Time, Immediate Assignment, and No Viable Destination. Director can evaluate the
first three conditions at any rollup level (Queue, Enterprise Group, Server, System) yielding a great deal of flexibility. For each
condition, you can specify a transfer target. It indicates where the interaction routes when that condition triggers.
To configure workgroup overflow

1. On the Monitored Server, open Interaction Administrator and then click the Workgroups container.

2. Inthe list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.

3. Click the Director tab and then click Overflow.

wWorkgroup Confliguration - Suppet

Configuration Fles | Members | Roesfsupervsoes | WeapupCodes | AD
Phanetic Spelings | Secure Input Forms | Options | Securty  Drector | Custom attrbutes | Histary

Configuration Candton | Summary |
Calls \Waking Mok Usad

Byverage Wait Mot Usad
Time
Longest Waik Time Mok Used

U

Immadate  Plok Le=d
Assigriment:

Mo Viabie Mok Used
Destinatian

| »|F confim uo-save [ ok ]| cace | pmty |

Condition: Conditions to evaluate when receiving an interaction into the system using this queue.
Summary: Summary of the configured condition. If the summary value is "Not Used," Director ignores the condition when
evaluating interactions.
4. To edit the Call Waiting condition, do the following:
a. Click the condition and then click Edit... The Overflow on the Number of Calls Waiting dialog box appears.

Dwerlow on the Mumber of Calls Waiting

[v Enable owesflow on the number of calls waking

Transfer ko the Falosing banget [queue of extension
|Dir5_l1.l.l'G

IF the: rumber of cals waiting exceeds this thrashold:
o 3
For the
& Queus
" Enterprics Group
i Sepwer
 System

o |

Enable overflow on the number of calls waiting: If selected, transfers calls to the specified queue or phone
extension when the number of calls waiting in the queue, enterprise group, server, or system exceeds the specified
threshold.
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Transfer to the following target (queue or extension): Queue or phone extension to which to transfer the
calls.

If the number of calls waiting exceeds this threshold: Maximum number of calls that can wait in the queue,
enterprise group, server, or system before transferring the calls to the specified target.

Queue: If selected, the condition applies to calls waiting in the queue.
Enterprise Group: If selected, the condition applies to calls waiting in the enterprise group.
Server: If selected, the condition applies to calls waiting in the server.
System: If selected, the condition applies to calls waiting in the system.
b. Complete the information and then click OK.

5. To edit the Average Wait Time condition, do the following:

a. Click the condition and then click Edit... The Overflow on Average Wait Time dialog box appears.

Dverflow on Average Wait Tinne

¥ Enable overficw on averags wal dme
Tranafier ko the Falosing banget [qUesue oF exbensin

TF the: arverage vl bime exoeeds the Following thresheld:

u 3 {Seconds]
the

For
* Qusus
" Enterprise Group
™ Server
 System

o] o |

Enable overflow on average wait time: If selected, transfers calls to the specified queue or phone extension
when the average wait time for the queue, enterprise group, server, or system exceeds the specified number of
seconds.

Transfer to the following target (queue or extension): Queue or phone extension to which to transfer the
calls.

If the average wait time exceeds the following threshold: Average time (in seconds) that calls can wait in
the queue, enterprise group, server, or system before transferring the calls to the specified target.

Queue: If selected, the condition applies to calls waiting in the queue.
Enterprise Group: If selected, the condition applies to calls waiting in the enterprise group.
Server: If selected, the condition applies to calls waiting in the server.
System: If selected, the condition applies to calls waiting in the system.
b. Complete the information and then click OK.

6. To edit the Longest Wait Time condition, do the following:

a. Click the condition and then click Edit... The Overflow on Longest Wait Time dialog box appears.
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Enable overflow on longest wait time: If selected, transfers calls to the specified queue or phone extension
when the longest wait time for the queue, enterprise group, server, or system exceeds the specified number of
seconds.

Transfer to the following target (queue or extension): Queue or phone extension to which to transfer the
calls.

If the longest wait time exceeds the following threshold: Longest time (in seconds) that calls can wait in
the queue, enterprise group, server, or system before transferring the calls to the specified target.

Queue: If selected, the condition applies to calls waiting in the queue.
Enterprise Group: If selected, the condition applies to calls waiting in the enterprise group.
Server: If selected, the condition applies to calls waiting in the server.
System: If selected, the condition applies to calls waiting in the system.
b. Complete the information and then click OK.

7. To edit the Immediate Assignment condition, do the following:

a. Click the condition and then click Edit... The Overflow on no Immediate Assignment Possible dialog box appears.

Dwerflow on no Innmediabe Assignment Possible

¥ Enable crvesfices on o immediate assignment possible
Transfer to the Following target (gueus or extension

Enable overflow on no immediate assignment possible: If selected, transfers calls to the specified queue or
phone extension when Director cannot assign the calls to a Monitored Server immediately because there are no
candidate destinations.

Transfer to the following target (queue or extension): Queue or phone extension to which to transfer the
calls.

b. Complete the information and then click OK.
8. To edit the No Viable Destination condition, do the following:

a. Click the condition and then click Edit... The Overflow on No Viable Destination dialog box appears.
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Enable overflow on no viable destination: If selected, transfers calls to the specified queue or phone
extension when there are no viable destinations within an enterprise group. In this situation, there are candidate
destinations; however, all agents are busy, no agents meet the criteria for receiving the call, the enterprise group has
no members, or all the member queues are down because of connection loss.

Transfer to the following target (queue or extension): Queue or phone extension to which to transfer the
calls.
b. Complete the information and then click OK.

9. To change the evaluation order, in the Workgroup Configuration dialog box, click Up or Down. Director evaluates the
conditions in top-down order.

10. Inthe Workgroup Configuration dialog box, click OK.

Workgroup Skills Configuration

The Skills tab in the Workgroup Configuration dialog box allows you to configure workgroup skills for Interaction Director.
Director evaluates skills to score and influence routing of calls to queues in an enterprise group. All interactions coming into the
system using this workgroup require the listed skills.

Related topics:

e Add a Workgroup Skill
e Modify a Workgroup Skill

e Delete a Workgroup Skill

Add a Workgroup Skill

The Skills tab in the Workgroup Configuration dialog box allows you to add a workgroup skill for Interaction Director. Director
scores required skills against the skills of logged on agents when Director determines an interaction's target destination.
To add a workgroup skill
1. Onthe Monitored Server, open Interaction Administrator and then click the Workgroups container.
2. Inthe list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.
3. Click the Director tab and then click Skills.
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4. Click Add... The Enterprise Group Skill Specification dialog box appears.
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Skill Name: Name of the skill to assign to the workgroup.
Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.

Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100. For example, if the skill is
Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents whose language
proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of the
proficiency's influence on the routing calculation.

Desire to Use section:

Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
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Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.

Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight of
importance.
5. Inthe Skill Name box, type the name of the skill or, to select a queue skill, do the following:

a. Click the ellipsis (...). The Browse for Queue Skills dialog box appears.

Note:

This dialog box displays the skills associated to queues. Only skills that you defined previously (using the
Skills container) and assigned at the workgroup or agent level appear in this list box. Selecting a skill from this

dialog box ensures that the skill name is valid. If you type a skill name, no validation occurs to verify that the
skill name is valid.

Browse for Queue Skills |
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Queue: Displays "Any Queue in Enterprise Group" to indicate that the skills can derive from more than one queue.
You cannot change this value.

Expand list to show queue and skill: If selected, displays the Queue Name and the Skill Name columns. If
cleared, displays the Skill Name column only.

Queue Name: Name of the queue to which Interaction Director can route interactions.

Skill Name: Name of the skill to associate to the workgroup.
b. Select or clear the Expand list to show queue and skill check box.
c. Click the skill name to associate to the workgroup and then click OK. The Browse for Queue Skills dialog box closes.
In the Enterprise Group Skill Specification dialog box, in the Proficiency Values section, type or select the agent's
minimum and maximum proficiency levels for this skill.
In the Proficiency Values section, do the following:

a. Click Edit. The Routing Criterion Definition dialog box appears.
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Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the proficiency weight. If
cleared, "Not used" appears in the Routing Criteria list.

+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.

- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select Enable this criterion for scoring.

Click an option in the Monitored Value Bias section.

d. Inthe Importance box, type or select the weight of importance and then click OK. The Routing Criterion Definition

dialog box closes.

In the Enterprise Group Skills Specification dialog box, in the Desire to Use Values section, type or select the agent's

minimum and maximum "desire to use" levels for this skill.

In the Desire to Use Values section, do the following:

a. Click Edit. The Routing Criterion Definition dialog box appears.

Routing Criterion Definition

Monitored Malue:  Interaction priority

¥ Enable this criterion For scoring

Monitored Yalue Bias:

% + Plus (higher monitored walues are more desirable)

™ - Minus {lower monitored values are more desirable)
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(0]4

Cancel

Help

Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the "desire to use"
weight. If cleared, "Not used" appears in the Routing Criteria list.
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+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.
- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select Enable this criterion for scoring.
Click an option in the Monitored Value Bias section.

d. Inthe Importance box, type or select the weight of importance and then click OK. The Routing Criterion Definition
dialog box closes.

10. Inthe Enterprise Group Skills Specification dialog box, click OK.
11. Inthe Workgroup Configuration dialog box, click OK.

Modify a Workgroup Skill

The Skills tab in the Workgroup Configuration dialog box allows you to modify a workgroup skill for Interaction Director.
Director scores required skills against the skills of logged on agents when Director determines an interaction's target destination.

To modify a workgroup skill
1. On the Monitored Server, open Interaction Administrator and then click the Workgroups container.

2. Inthe list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.
3. Click the Director tab and then click Skills.
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4. Click the skill to modify and then click Edit... The Enterprise Group Skill Specification dialog box appears.
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Skill Name: Name of the skill to assign to the workgroup.
Proficiency Values section:
Minimum: Agent's minimum proficiency level for this skill, in a range from 1 to 100.

Maximum: Agent's maximum proficiency level for this skill, in a range from 1 to 100. For example, if the skill is
Spanish and the minimum proficiency is 70 and the maximum is 100, Director looks for agents whose language
proficiency is 70 out of a possible 100-point range.

Proficiency Weight: Indicates whether the proficiency has a negative or positive bias and the weight of the
proficiency's influence on the routing calculation.

Desire to Use section:
Minimum: Agent's minimum desire to use this skill, in a range from 1 to 100.
Maximum: Agent's maximum desire to use this skill, in a range from 1 to 100.

Desire to Use Weight: Indicates whether the "desire to use" has a positive or negative bias and its weight of
importance.
5. To change the skill, in the Skill Name box, type the name of the skill or, to select a queue skill, do the following:
a. Click the ellipsis (...). The Browse for Queue Skills dialog box appears.

Note:

This dialog box displays the skills associated to queues. Only skills that you defined previously (using the
Skills container) and assigned at the workgroup or agent level appear in this list box. Selecting a skill from this
dialog box ensures that the skill name is valid. If you type a skill name, no validation occurs to verify that the
skill name is valid.
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Queue: Displays "Any Queue in Enterprise Group" to indicate that the skills can derive from more than one queue.
You cannot change this value.

Expand list to show queue and skill: If selected, displays the Queue Name and the Skill Name columns. If
cleared, displays the Skill Name column only.

Queue Name: Name of the queue to which Interaction Director can route interactions.

Skill Name: Name of the skill to associate to the workgroup.
b. Select or clear the Expand list to show queue and skill check box.
c. Click the skill name to associate to the workgroup and then click OK. The Browse for Queue Skills dialog box closes.

To modify the proficiency levels, in the Enterprise Group Skill Specification dialog box, in the Proficiency Values
section, type or select the agent's minimum and maximum proficiency levels for this skill.

To modify the proficiency weight, in the Proficiency Values section, do the following:

a. Click Edit. The Routing Criterion Definition dialog box appears.

Routing Criterion Definition

Maonitored Malue:  Interaction priority

¥ Enable this criterion For scoring
Monitored Value Bias:
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Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the proficiency weight. If
cleared, "Not used" appears in the Routing Criteria list.
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+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.
- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select or clear the Enable this criterion for scoring check box.
To change the bias, click an option in the Monitored Value Bias section.

d. To change the importance, in the Importance box, type or select the weight of importance and then click OK. The Routing
Criterion Definition dialog box closes.

8. To change the "desire to use" level, in the Enterprise Group Skills Specification dialog box, in the Desire to Use Values
section, type or select the agent's minimum and maximum "desire to use" levels for this skill.

9. To change the "desire to use" weight, in the Desire to Use Values section, do the following:

a. Click Edit. The Routing Criterion Definition dialog box appears.

Routing Criterion Definition
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Enable this criterion for scoring: If selected, Director's scoring algorithm evaluates the "desire to use"
weight. If cleared, "Not used" appears in the Routing Criteria list.

+ Plus (higher monitored values are more desirable): If selected, higher scoring values are more desirable.
- Minus (lower monitored values are more desirable): If selected, lower scoring values are more desirable.

Note:

Interactions go to the agent (in post-call) or queue (in pre-call) with the highest score. A positive (+) bias tends
to increase the score; a negative (-) bias decreases the score.

Importance: Numeric value between 1 and 100 that weights the criteria's influence on the routing

calculation. Assign more important criteria a higher weight. Importance works with the bias setting to indicate
whether a higher number is more desirable or less desirable. For example, whether a higher number means that the
agent can receive the call or a higher number means that the agent cannot receive the call. Higher weight makes a
specific factor affect the score more in whatever direction the bias specifies.

Select or clear the Enable this criterion for scoring check box.
To change the bias, click an option in the Monitored Value Bias section.

d. To change the importance, in the Importance box, type or select the weight of importance and then click OK. The Routing
Criterion Definition dialog box closes.

10. Inthe Enterprise Group Skills Specification dialog box, click OK.
11. Inthe Workgroup Configuration dialog box, click OK.
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Delete a Workgroup Skill

The Skills tab in the Workgroup Configuration dialog box allows you to delete a workgroup skill.

To delete a workgroup skill
1. On the Monitored Server, open Interaction Administrator and then click the Workgroups container.
2. Inthe list view, double-click the ACD workgroup for Director to monitor. The Workgroup Configuration dialog box appears.

3. Click the Director tab and then click Skills.
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4. Click the skill to remove and then click Delete. Interaction Administrator removes the workgroup skill.
5. Click OK.

Add Notes to History

The History tab allows you to add notes about changes to a configuration item. Not all configuration dialog boxes have a History
tab. The History tab is available when you edit configuration items. It isn't available when you add configuration times in wizard

mode.

To add notes to history
1. In Interaction Administrator, click the Interaction Director node or click an Interaction Director container.
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2. Inthe list view, double-click an option. The associateddialog box appears.
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3. Click the History tab.
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Last Modified: Date you last updated the notes.

Date Created: Date you saved the configuration item initially. If a setup program created the configuration item initially,
this date could be blank.

Notes: Notes regarding your changes to the configuration.
4. Inthe Notes box, type a note regarding your changes to the configuration and the date you added the note.

Tip:
To insert a blank line in the Notes box, click where you want to insert the line, press and hold the Ctrl key, and then
press the Enter key. Interaction Administrator inserts a blank line.

5. Do one of the following:

e To save your changes and keep the dialog box open, click Apply. Interaction Administrator saves your changes, updates the
Last Modified date, and keeps the dialog box open.

e To save your changes and close the dialog box, click OK. Interaction Administrator saves your changes, updates the Last
Modified date, and closes the dialog box.

e To close the dialog box without saving your changes, click Cancel. Interaction Administrator closes the dialog box without
saving your changes and without updating the Last Modified date.

Note:
Interaction Administrator updates the Last Modified date each time you click Apply or OK. To avoid updating this
date when you didn't modify the notes, click Cancel.
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Change Log

The following table lists the changes to the /Interaction Director Installation and Configuration Guide since its initial release.

Date Change
19-May- Added a note about assigning a unique Site ID to all IC servers. See the following topics:
2017 o Install Director Server without Switchover

e Install Primary Director Server in a Switchover Pair
e Install Secondary Director Server in a Switchover Pair

10-January- | Rebranded to Genesys.

2018

20-March- | Updated document format.

2018

04-June- Reorganized the content only, which included combining some topics and deleting others that just had an
2019 introductory sentence such as, "In this section...".

;g-zl\élay- Replaced links to inin.com with links to genesys.com.
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