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Technical Reference

Abstract

This technical reference discusses installing, configuring, and using
Interaction Recorder, the software solution for multichannel recording,
quality assessment control, compliance safeguards, and storage
management. The Interaction Recorder and Interaction Quality Manager
features include the ability to record and assess calls, emails, and web
chats. This document also includes information for screen recording,
configuring Interaction Recorder policies, and using the Interaction
Recorder Client for searching and playing back recordings. And this
document provides information on using Interaction Quality Manager to
retrieve recordings with associated Questionnaire Scorecards that need
to be scored.

For the latest version of this document, see the PureConnect
Documentation Library at: http://help.genesys.com/pureconnect.

For copyright and trademark information, see
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About this information

The installation and configuration information in this guide is for CIC System administrators, Genesys Business partners, and
anyone who is interested in learning how to install and configure Interaction Recorder.




Interaction Recorder

Interaction Recorder® is a Customer Interaction Center® (CIC) all-software solution for multichannel recording, quality assessment
control, compliance safeguards, and storage management. Interaction Recorder includes the following features for recording and
file management.

Multichannel media recording for phone calls, IVR, web text chats, emails, and social media interactions.
Policy-based recordings and user-initiated Snippet recordings

Synchronized playback of screen and audio recordings

Simple user interface to easily configure rules-based recording policies

Ability to store and playback recordings locally

Intuitive categorization and retrieval features for recording file management

Tags to quickly retrieve recording files

Security and PCI compliance through the use of encryption

Interaction Recorder is included in CIC’s core platform technology and its recording capabilities are enabled through simple
licensing. Interaction Recorder is easily configured in Interaction Administrator.

The Interaction Recorder Policy Editor is a simple user interface for creating policies for recorded interactions, which include
policies for where recordings are stored and archived, how long recordings are retained, and who can access, play, score, export,
and archive recordings.

Adding Interaction Recorder’s screen recording feature provides the ability to record and evaluate text-based interactions. Screen
recording also provides more complete assessment of calls by providing the ability to observe agent navigation and use of systems
during call handling.




Interaction Quality Manager

Interaction Quality Manager provides quality monitoring features that provide users with the ability to search and playback all
recorded interactions, manage the quality monitoring process, and perform quality monitoring activities. With Interaction Quality
Manager you can create evaluation forms and score recordings. Interaction Quality Manager’s scoring features simplify quality and
compliance assessment processes, while out-of-the-box reports facilitate measuring team and individual scoring results.
Interaction Quality Manager provides integrated scoring and analytics for agent coaching and quality measurement.

This document includes:
e An Overview of Interaction Recorder
e How Interaction Recorder works
e Planning for your Interaction Recorder installation
¢ Installing and Configuring Interaction Recorder
Installing Interaction Recorder Client for IC Business Manager
Installing Interaction Screen Recorder Capture Client
e Using Interaction Recorder Client for IC Business Manager
e Using Interaction Recorder Policy Editor
e Using Interaction Quality Manager




Additional information

Because Interaction Recorder is integrated with CIC, there are additional technical references and guides that might be of interest to
you. Documents are available in the PureConnect Documentation Library on your CIC server.

The latest version of these documents can also be accessed from the PureConnect Documentation Library on the Genesys Web
site at: http://help.genesys.com.

The following technical references and Help systems can provide additional information for Interaction Recorder.
e PureConnect Installation and Configuration Guide
e PureConnect Licensing Technical Reference
e Interaction Recorder Remote Content Service Installation and Configuration Guide
e Interaction Media Server Technical Reference

Interaction Recorder Policy Editor Help

Interaction Recorder Extreme Query Installation and Configuration Guide

Interaction Recorder Extreme Query Help

Interaction Recorder Client for IC Business Manager Help

IC Business Manager User Interface Help Getting Started

Interaction Administrator Help

PureConnect Reporter Help

PureConnect Data Dictionary

Interaction Quality Management Data Dictionary Technical Reference

Introduction to IcelLib Technical Reference

Interaction Analyzer Technical Reference

CIC Migration Guide

Interaction Desktop Client Help

Interaction Quality Manager Help

Social Media Technical Reference



http://help.genesys.com/cic

Overview

Interaction Recorder is integrated with CIC and provides: multichannel recording, screen recording, storage, and file management.
Interaction Recorder provides the ability to search and playback media recordings and to manage quality assessment control.
Interaction Recorder also provides security and PCI compliance, including encryption.

This overview section introduces the components of the Interaction Recorder solution. The components are documented in detail
later in this documentation.

Interaction Recorder Server Subsystem

The Interaction Recorder Server subsystem components are installed as part of the CIC server installation process. These
components, including configuration modules in Interaction Administrator, are accessible when the CIC server license includes
Interaction Recorder Server and Interaction Recorder client workstation licenses. The Interaction Recorder Server subsystem
basically controls all aspects of Interaction Recorder functionality, including recording chats, emails, and Social Media interactions.
The Interaction Media Server records call interactions, including snippet recordings, and it compresses and encrypts call
recordings. Interaction Recorder Server subsystem tasks include: reading Interaction Recorder Policies and determining which
policies apply to interactions and recordings; performing sorting, searching, and filtering requests sent from the Interaction
Recorder client; decrypting and streaming recordings to the Interaction Recorder client; and processing Interaction Recorder client
requests to store and retrieve questionnaires.

Interaction Recorder Configuration Container

The Interaction Recorder configuration container is available in the Interaction Administrator navigation tree.

& Interaction Administrator - [Cust
| File Edt Wiew Context Help

raras A ENEll e

Recogrition |-
Media Servers
SIF Proxies
MRCP Servers
Session Managers
SME

Response Managemenkt
= Interaction Tracker

3 Individual Types
ﬂ Drganizaktion Types
itddress Types
ibddress Subbypes
% Tracker Attribute Types
Tracker sddress Types
p Titles
EE Read-onky Dala Souwoes
= B Interaction Recorder
ﬁ Policty Editar
gﬁ Screen Recording
ﬁ Remate Content Server
=l E—ﬂ Interaction Optirmizer
Configuration

= Faorerasts and Schedules

Use the Interaction Recorder Configuration dialog to configure the settings for Recording Processing, Email, Recording Generation,
and Key Generation. Other components configured under Interaction Recorder are: Policy Editor, Screen Recording, and Remote
Content Server.
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Interaction Recorder Policy Editor

Policy Editor is a single, simple, user interface for creating Interaction Recorder policies that manage recordings. Policy settings for
recordings include: What are the interactions to be recorded; Where recordings are stored and archived, and how long they are
retained; and Who can access, play, score, export, and archive recordings. Policy Editor is used to create Initiation, Retention, and
Security policies. To learn more about creating policies, see Using Policy Editor. When creating and configuring a policy in
Interaction Recorder Policy Editor, press F1 for specific Help on Policy Steps.

Interaction Screen Recorder

Interaction Screen Recorder, an Interaction Recorder feature, adds the screen recording capability to Customer Interaction Center
(CIC). Interaction Screen Recorder requires a separate license and is installed as part of the CIC server installation process.
Interaction Screen Recorder also includes the Interaction Screen Recorder Capture Client workstation service, which records the
agent’s screen. Screen recordings are synchronized with agent audio recordings during playback.

Interaction Media Server

Interaction Media Server records call interactions for CIC. Interaction Media Server compresses the recording, and then it encrypts
the recording based on Policy Editor Security Policies. For more information about the Interaction Media Server, see the Interaction
Media Server Technical Reference in the PureConnect Documentation Library.

Remote Content Service Server

The Interaction Recorder Remote Content Service server is highly recommended, especially in a distributed environment. In this
environment, the Remote Content Service server copies recording files to the directory set by the Retention Policies. This service
reduces the amount of data that is transmitted between locations over a WAN. Basically, the Remote Content Service offloads the
network bandwidth needed to process, play, and export recordings. The Remote Content Service decrypts and streams recordings to
the Interaction Recorder Client for playback. If Handset is selected for audio playback, the Remote Content Service server decrypts
the recording and Media Server decompresses the recording and plays it to the handset. The Remote Content Service sends the
recording information to Interaction Recorder on the CIC server, where the CIC Database will be updated. For more information
about the Remote Content Service server, see the /Interaction Recorder Remote Content Service Installation and Configuration Guide
in the PureConnect Documentation Library.

Interaction Recorder

The following are the Interaction Recorder Built-ln Workspaces and New View.
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Built-In Workspaces

‘ Interaction F.ecordear

@ Inkeraction Quality Manager

o Inkeraction Process autoration Monibor

Interaction Recorder Workspace, an add-on module for IC Business Manager, is used to search and playback media recordings
such as phone calls, web chats, emails, social media interactions, and screen recordings. And you can monitor live call recordings
that are in progress. Interaction Recorder can also be used to score recordings and search and view scorecards.

Interaction Quality Manager Workspace is used to create questionnaires.

New View
¥ Create New Yiew
Group by: |Categories ¥ Wiews: I - | Search -
M views ;
@ Agents and Workgroups Ei Recordings to Score
=] Historical Reports Interaction Quality view to score recordings based on a a:m:ﬁ: date/time
W) Interaction Feedback Status range, the scoring user or a list of scoring users that have been
|7 Interaction Qualty Manager associated with the questionnaire scorecards and the status of those
corecards,

& Interaction Tracker :
iy System Status i
{44 Workforce Management i

Interaction Quality Manager Recordings to Score New View is used to retrieve recordings with associated Questionnaire
Scorecards that need to be scored. The view also displays the scorecard status.
For more information, see Using Interaction Recorder Client.

11



Interaction Recorder Extreme Query

Interaction Recorder Extreme Query works with Interaction Recorder to make the search for call recordings quicker. Interaction
Recorder Extreme Query is an optional solution, with its powerful query engine and interface working with a cache of information
developed exclusively for recording file searches. There are two components for Extreme Query: the Interaction Recorder Extreme
Query Server, and the Interaction Recorder Extreme Query Client. The Extreme Query Server is software that is installed on a
standard Microsoft Windows 64-bit server. The Interaction Recorder Extreme Query Client, an add-on module for IC Business
Manager, is an ultra-fast solution for running searches and retrieving stored call recordings for playback and scoring. With Extreme
Query you can search for recorded calls, view and sort Search Results, view Graph Data of search results, playback and score
recorded calls, and Export search results to a file. The Interaction Recorder Extreme Query Engine caches a subset of the recording
data stored in the Interaction Recorder database in memory. The Extreme Query Engine pulls this information directly from the
Interaction Recorder database and checks for new recordings every ten minutes. The Extreme Query Engine also performs the
queries against the cached recording data.

If your organization requires managing large volumes of recordings, you might be interested in Extreme Query handling the high-
capacity recording load you manage. For more information, see the /nteraction Recorder Extreme Query Installation and
Configuration Guide in the PureConnect Documentation Library.

12



How Interaction Recorder Works

Interaction Recorder is integrated with the Customer Interaction Center. Interaction Recorder records interactions, manages and
stores the recording files, and provides search and playback of media recordings.

Multimedia Recordings

Databaze Index
@
=
Recordable
Media
IP Network
Media Remaote Content
Server Server
(eptional)

sl Interaction Recorder®
Installed on the Customer

Interaction Center Server
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Policy-based Recordings

Interaction Recorder starts the recording process based on an Initiation Policy, instructing the Media Server to record the
interaction if it is a call. When Media Server is instructed to record a call, it compresses the recording file, and if the Initiation Policy
has the action to encrypt the recording, Media Server encrypts the file.

At the time the recording is started, Interaction Recorder writes the call information to the CIC Database, allowing the call to be
available for immediate searching. Call information includes media details, such as: Recording Date and Time, Recording ID,
Expiration Date, Initiation Policy, Interaction ID Key, Direction, Archived indicator, Encrypted indicator, Recording Length, (Recording
Type, Call Line, and Call Type).

When Media Server completes the call recording processing, the recording file is copied to the directory specified in the Retention
Policy for the call.If the recording is another type of interaction such as a chat or an email message, when it is complete,
Interaction Recorder copies the file to the directory specified in the Retention Policy for the interaction. Interaction Recorder
updates the CIC Database with current recording information, including the recording length and the file location.

Note

If the Media Server is not able to copy the recording to the directory specified in the Retention Policy, the recording data is kept
for these calls in the CIC Database.

A high volume of call recordings being transmitted over a network might significantly impact the performance of the network.
Adding a Remote Content Service server helps to reduce network traffic. It offloads the network bandwidth needed to process,
play, and export recordings. The Remote Content Service decrypts and streams recordings to the Interaction Recorder Client for
playback. For more information about the Remote Content Service server, see the /nteraction Recorder Remote Content Service
Installation and Configuration Guide in the PureConnect Documentation Library.

Snippet Recordings

Snippet recordings are recordings of calls and chat interactions, created by users and agents in Interaction Desktop and Interaction
Connect, and by supervisors in Interaction Supervisor. Using the Snip button, users, with the appropriate security rights, manually
initiate and stop Snippet recordings.

Proactive Recording

Proactive Recording can be used to start the recording process as soon as audio begins on a call and continue that recording until
the call disconnects. Proactive Recording is configured in Interaction Administrator, and can include Hold Music and Early Audio
(IVR and ACD Wait). Because Proactive Recording records every call on the line, it uses more resources on the Media Server, and it
might not be appropriate for all deployments.

Playing Back Interactions

Recorded interactions are played back using Interaction Recorder Client for IC Business Manager. The Interaction Recorder Server
subsystem services the requests of Interaction Recorder clients to search and playback recordings. Use Interaction Recorder client
to build a Recording Search to retrieve recordings. Interaction Recorder executes the search and returns the results to the
Interaction Recorder client. The results, including the recording details, are displayed in the Interaction Recorder client workspace.
When a user requests to playback a recording, the Interaction Recorder client sends the request to the Interaction Recorder Server
subsystem. If a Security Policy allows the user access to the recording, Interaction Recorder Server, or Remote Content Service
server, decrypts and streams the recordings to the Interaction Recorder client. The Interaction Recorder client decompresses the
recording and plays back the recording. If Handset is selected for audio playback, the Interaction Recorder Server subsystem, or the
Remote Content Service server, decrypts the recording and Media Server decompresses the recording and plays it to the handset.
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Archive Recordings

You can archive recordings to manage your organizations recorded interactions such as calls, chats, emails, social media
interactions, and screen recordings. When you archive, the original recordings are copied in a playable format to an archive volume
folder. The archive volume folder contains the archived recordings, information about the recordings, and an index in HTML format.
Your existing recording information is maintained in the database and is flagged as being archived.

There are two ways to archive recordings: you can automatically archive recordings by creating an Interaction Recorder Policy
Editor Retention Policy, and you can manually archive recordings from Interaction Recorder client in the search results grid.

For more information on archiving recordings, see Appendix D: Archive Recordings and Appendix E: Archive Log Resource
Templates.

Screen Recording

The two processes that comprise Interaction Screen Recorder are: Interaction Recorder Server process and the Interaction Screen
Recorder Capture Client workstation service.

Screen Recording Server-side Process

Interaction Recorder Server initiates a screen recording by sending a message to the appropriate Interaction Screen Recorder
Capture Client. When the screen recording is finished, Interaction Recorder Server sends a message to the Capture Client to send
the recording to the storage location specified in the Retention Policy. This location could either be on a Remote Content Service
server or the Interaction Recorder Server.

Screen Recordings without an Interaction

Screen recordings can also be initiated without an active interaction, using an IceLib API. The API allows you to start a recording
with a timeframe for how long to record. This prevents run away screen recordings. Refer to the /ntroduction to IceLib Technical
Reference for more information.

Secure Screen Recording Pause

Screen recordings can be paused to allow the entering of confidential information such as credit card information or social security
numbers. The Agent can manually initiate a recording pause through the Interaction Desktop interface. In addition, there is a public

API to pause and resume screen recording, providing the ability to control the screen recording with a 3’d-party desktop application.
The screen recording pause of audio and screen recordings is synchronized both manually in Interaction Desktop, or
programmatically using an API pause method. Refer to the /ceLib Technical Reference for more information.

Client-side Process

The Interaction Screen Recorder Capture Client is installed on the agent workstation and records the agent’s screen. Screen
recordings can be associated with phone call and web chat interactions. Screen Recorder captures the full-screen desktop on the
Interaction Screen Recorder Capture Client machine. The Capture Client service is installed on all Interaction Screen Recorder
Capture Client machines and is responsible for recording the screen, compressing the recording, and encrypting the screen
recording-if the Initiation Policy is configured to encrypt the screen recording. The Capture Client also sends the screen recording to
the storage location, either on a Remote Content Service server or the Interaction Recorder Server.

Regional Locations

A Regional location is a group of Capture Clients that are connected using a high-speed link such as a LAN. When Regional
locations are configured, Capture Client sessions are routed within a common location, whenever possible, allowing for a level of
regionalization. Regional Locations are defined in Interaction Administrator.
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Recorder Database

The CIC Database Configuration program configures the Interaction Recorder database tables along with other CIC tables as part of
the overall CIC database installation and configuration. Recording metadata is written to the database when Interaction Recorder
starts the recording process. Interaction Recorder extracts call attributes, for example: recording length, date and time, recording
type, interaction ID Key, media type, recording ID, queue, and tags and attributes set by Initiation Policies and Snippet Recordings.
Interaction Recorder writes this information as recording details in the Interaction Recorder database. For more information on
Interaction Recorder database tables, see the PureConnect Data Dictionary in the PureConnect Documentation Library.

Interaction Recorder Server and Remote Content Service Server Health
Check

The following information helps you to identify problems with recording transfers and to understand why recording transfers are
failing.

IC Business Manager Content Servers View

Use IC Business Manager Content Servers view to display statistics for configured Interaction Recorder servers and Remote
Content Service servers. The Content Server view allows system administrators to see the status of each server in real time and
take action if any server is experiencing problems or exhausting its resources.

The Content Servers view lists each Interaction Recorder server and RCS server, and it includes statistical information for:
e Failed transfers last hour

Total CPU usage

Memory usage

Recordings successfully processed last hour

Recordings played back last hour

Available local disk pace

Available HTTP client connections

Available log disk space

Configured for Amazon S3

Available shared disk space

For more information, see the Help topic Content Servers view, in the Interaction Supervisor Help.

Interaction Recorder SNMP Statistics

In addition to Interaction Recorder statistics, multiple traps are exposed through SNMP on the CIC Server. With the SNMP feature,
you can see when minor problems with the moving or playback of recordings occur.
The SNMP trap scenarios include:

e Any recording transfer failures

e When there is No Remote Content Server able to access a shared location configured in an Interaction Recorder Policy Editor
retention policy
e Any RCS server in a region that has less than 5 GB of storage space

For more information on Interaction Recorder SNMP statistics and traps, see Interaction Recorder under "Customer Interaction
Center Management Information Base files" in the C/C and SNMP Technical Reference.

Interaction Recorder PMQ Statistics

Interaction Recorder subsystem PMQ statistics are available in the IC Business Manager System Statistics view. Use these
statistics to monitor the health of your Interaction Recorder subsystem.

For more details, from IC Business Manager, in Interaction Supervisor, see System Statistics > PMQ view.
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Installing and Configuring Interaction Recorder

This section includes information on planning for your Interaction Recorder installation, and it also includes the steps for installing and
configuring your Interaction Recorder subsystem.

Planning for Installation

Planning for your Interaction Recorder installation includes determining software and hardware requirements, acquiring appropriate licenses,
and evaluating disk space requirements. Make sure you have fulfilled the prerequisites described in the C/C Installation and Configuration Guide
for other servers on the network, such as Media Server.

Software and Hardware Requirements

Interaction Recorder is installed with the Customer Interaction Center (CIC) components on the CIC server.Interaction Recorder has the same
minimum software and hardware requirements as the CIC servers. Software and hardware requirements for CIC servers are described in the C/C
Installation and Configuration Guide. This document is located in the PureConnect Documentation Library, and the latest version can also be
accessed from the PureConnect Documentation Library at http://help.genesys.com

NoteCIC supports virtualization of the CIC environment. For the latest information, see the C/C Virtualization Technical Reference in the
PureConnect Documentation Library.

Hardware requirements

Hardware requirements and sizing are available in the PureConnect Documentation Library at
https://help.genesys.com/cic/mergedProjects/wh_tr/mergedProjects/wh_tr_installation_and_configuration/desktop/hardware_requirements.htm.

Licensing

Interaction Recorder is licensed separately from CIC, requiring: an Interaction Recorder Server Add-on license, an Interaction Recorder Access
license for each user or station to be recorded, and an Interaction Recorder Client for ICBusiness Manager Access License to view and playback
recordings. A separate feature license is required for Screen Recorder.

Be sure you have purchased all required Interaction Recorder licenses prior to your CIC server installation.

The following table describes the Interaction Recorder licenses.

License Feature License Name Description

Recorder Server I3_FEATURE_RECORDER_BASE Recorder Server Add-on

When the Recorder Server license is included in the CIC server
license, the Interaction Recorder components are accessible in
Interaction Administrator.

InteractionRecorder | I3_ACCESS_RECORDER Access Recorder

Access This license allows a user or station to be recorded.
Interaction I3_ACCESS_RECORDER_CLIENT Access Recorder Client

Recorder Client

This license allows user access to the Interaction Recorder

Access Client for IC Business Manager. It allows a user to create and
execute Searches in Interaction Recorder Client for IC Business
Manager.

Interaction I3_FEATURE_RECORDER_MASTER_KEY_PASSWORD | Recorder Service Add-on

Recorder Master

Key Password When the Master Key Password license is included in the CIC

server license, the Master Key Password function is available on
the Interaction Recorder Key Generation page. To create or
change a Master Key password, the administrator must have
Master Key Password Administrator security rights assigned.

Interaction Quality | I3_ACCESS_RECORDER_QUALITYMONITORING Access Recorder Quality Monitoring

Manager S . . A A n
9 This license allows Questionnaires and Scoring functionality for

a user in the Interaction Recorder Client for IC Business Manager.
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Interaction I3_ACCESS_RECORDER_EXTREMEQUERY_CLIENT [ Interaction Recorder Extreme Query Client
Recorder Extreme

Query This license allows user access to the Interaction Recorder

Extreme Query Client. It allows the user access to Searching,
Playback, and Graph Data.

Extreme Query also requires an I3_ACCESS_RECORDER_CLIENT
user license.

Screen Recorder I3_LICENSE_SCREEN_RECORDER_SESSION Interaction Screen Recorder Session

Session . . .
This is a port-based license required to record agent desktop

screen activity. Interaction Screen Recorder also requires
Interaction Recorder Server product and must be added to an
Interaction Recorder Add-on license.

This is the Interaction Recorder Screen Recorder license for
Server and Capture Clients.

A Screen Recorder Port License is needed for each agent’s
interaction or activity that needs to be recorded simultaneously,
this is regardless of the number of physical monitors or display
screens the user has on a Capture Client machine. In other
words, if you need to record 20 interactions or agents at the
same time, 20 port licenses are required.

Note:The number of Screen Recording licenses currently in use
can be viewed in IC Business Manager. To view the number of
I3_LICENSE_SCREEN_RECORDER_SESSION licenses in use, from
an IC Business Manager Default Workspace, under Create New,
click View. In the right pane, click License Statistics.

Screen Recorder I3_FEATURE_RECORDER_ADVANCED Interaction Screen Recorder Server Product

Server . . . .
A single global license for the server that is required for screen

recording.

Interaction I3_FEATURE_RECORDER_SYSTEM_RECORDING IVR Recording
Recorder IVR

Recording When using the Pro-active recording feature, this license permits

recording and playback of IVR calls.

This license does not apply to calls that connect to an agent. If a
call connects to an agent, the agent's Recorder Access license is
used to determine if the entire recording (including IVR) is
licensed. If the agent has the Recorder Access license, the
Agent's Recorded Access license permits recording of the entire
call, including the IVR segment (if Pro-active recording is used.)
Similarly, if the agent does not have the Recorder Access license,
the IVR Recording license does not permit even the IVR segment
of the call to be recorded.

Interaction Recorder licenses are incorporated into the License Managementsystem on the CIC server. Licenses can be viewed in the Licenses
Allocation container in Interaction Administrator. You can also view the licenses on your system in Interaction Administrator by clicking the File
menu, and then click License Management. And you can view license allocations in IC Business Manager License Statistics view.

Note

The number of Screen Recording licenses currently in use can only be viewed in IC Business Manager. To view the number of
I3_LICENSE_SCREEN_RECORDER_SESSION licenses in use, from an IC Business Manager Default Workspace, under Create New, click
View. In the right pane, click License Statistics.

Be sure to purchase your Interaction Recorder licenses ahead of the time you plan to install and test a new installation. For more information
on licenses, see the PureConnect Licensing Technical Reference in the PureConnect Documentation Library.

Hardware Sizing

The most current hardware requirements are available in the PureConnect Documentation Library at
https://help.genesys.com/cic/mergedProjects/wh_tr/mergedProjects/wh_tr_installation_and_configuration/desktop/hardware_requirements.htm.

The following section discusses the specific Interaction Recorder hardware sizing requirements and recommendations beyond the CIC server
disk space requirements.
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Hardware Sizing Overview

To properly size hardware for an Interaction Recorder installation, it is important to have a good estimate of the recorded call volume. The
average number of recorded calls per day in seconds is required to properly size an Interaction Recorder installation.

The recorded call volume-in seconds-dictates exact/y how much disk spaceis required to store compressedrecordings. The recorded call
volume, compression level, and the storage policy dictates exact/y how much disk space is needed to store compressed recordings. The
compression level determines approximately how much CPU capacityis required to keep up with the recording compression load on the Media
Server. The recorded call volume determines how much network bandwidth is required to support Interaction Recorder. These three factors,
disk space, CPU capacity, and network bandwidth, comprise the hardware requirements necessary for Interaction Recorder.

Generally, the sizing information is based in per-day units. This is because most customers exhibit a daily call cycle for recording: calls that
need to be recorded are more frequent during certain periods of the day than at others. The instantaneous recorded call volume for any period
of a day will tend to average out to a constant value. Weekends usually have a lower recorded call volume than weekdays, so weekday recording
load estimates are used.

To size the hardware correctly for Interaction Recorder, make sure that Interaction Recorder and the Media Server have all the hardware needed
to fulfill at least one day's worth of recording and compression in one day's time. The Media Server compresses audio recordings as they are
made. If it is overloaded, the Media Server rejects additional recording requests, and recordings will not be made. Additional Media Servers
might be needed to handle your recording requirements. If there is insufficient network bandwidth to handle the load of moving recordings,
Interaction Recorder, or the Remote Content Service server, can get behind moving recordings from the Media Server to the storage location.
Interaction Recorder will not work to your satisfaction if it cannot keep up with a day’s worth of recordings.

Note

The example in this section is for a large recording operation. The more Media Servers in the mix, the more network traffic that will be
generated. Your recorded call volume might be considerably smaller. If so, you can get by with moderate amounts of disk spaceand CPU
capacity.

The example was chosen to underscore the considerations necessary for large recorded call volume sites. Such deployments require
careful planning to estimate both hardware and network requirements.
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Disk Space Requirements

The disk spacerequired for Interaction Recorder is dependent on:
e Call recording volume-recorded seconds per day
e The compression algorithm used
e How often compressed recordingsare moved and stored at another location, or purged

It is recommended that an Interaction Recorder installation have, at a minimum, enough disk spaceto store N days’ worth of compressed
recordings, where N is the number of days that an average recording will stay in the Interaction Recorder system without being moved to
another location, or purged.

To determine the total disk spacerequired for N days’ worth of compressed recordings, multiply the estimated number of recorded seconds of
audio in one day by 8192 (bytes per second). And multiply this number by one of the following compression factors:

Compression Method Compression Factor
GSM 6.1 0.203

True Speech 0.133

Opus (Mono) 0.25

Opus (Dual-channel) 0.50

The number is the amount of disk space required for one day’s worth of compressed recordings.

Note

Enabling the Opus (Mono) and Opus (Dual-channel) compression formats requires additional resources on the Media Servers. See the
Interaction Media Server Technical Reference and the Interaction Media Server Sizing Calculator for details, specifically when using
Dual-channel, as it requires 1 additional point on the Media Servers. Enabling the Opus (Dual-channel) compression format requires
additional disk space storage.

Multiply this by N, the number of days to keep the recording before moving it to another location or purged. We recommend that this figure be
multiplied by an additional 1.5 to allow for greater than normal call volumes, other media types, and other unexpected events. Obviously, for
sites with an extremely large volume of recorded calls, this might add significantly to the storage required, so use with discretion.

For example, an enterprise has 100 agents working 8 hours per day, and they are recording 50 minutes of calls per hour. That is, 100 agents,
times (x) 50 minutes per hour, times eight hours equals 40,000 minutes per day. Converting to seconds, 40,000 minutes times 60 seconds per
minute equals 2,400,000 seconds of recordings per day. Multiplying this number by the number of bytes per second (8192, before compression)
and then multiplying the result by the compression factor used (for this example, 0.203), and converting to Gigabytes, equals 3.72 GB for one
day’s worth of compressed recordings. Multiplying by 30, for the number of days before recordings are moved or purged, equals 111.6 GB for 30
days’ worth of compressed recordings. Multiplying this number by 1.5 for additional call volume makes a total disk space requirement of 167.4
GB for 30 days’ worth of recordings.

Planning for Interaction Screen Recorder

Interaction Screen Recorder adds the screen recording capability to Customer Interaction Center (CIC). Synchronizing the audio recording of an
agent with the workstation activity, screen recording provides a complete management tool for contact center supervisors, creating an
additional level to quality monitoring in contact centers.

Interaction Screen Recorder is installed with Interaction Recorder during CIC installation, and it is configured in the Interaction Screen Recorder
configuration dialog. If your CIC license includes the license for Interaction Screen Recorder, the Screen Recording node is displayed under
Interaction Recorder in Interaction Administrator.

Careful sizing and planning for screen recording helps you to ensure success with Interaction Screen Recorder.

Licensing for Screen Recorder

Interaction Screen Recorder server requires two licenses: an Advanced Screen Recorder license (I3_FEATURE_RECORDER_ADVANCED), and an
Interaction Recorder Session license (I3_LICENSE_SCREEN_RECORDER_SESSION). Interaction Screen Recorder Capture Client workstations
also require the I3_LICENSE_SCREEN_RECORDER_SESSION license. Be sure you have purchased your Interaction Screen Recorder licenses
prior to your CIC server installation, and that it is part of your CIC server license.
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Software requirements

The following required software is installed on the CIC server during CIC installation.
e PureConnect Customer Interaction Center (CIC)
e Interaction Recorder Subsystem
e Maximum Supported Screen Recorder resolution is 1080p.

For exporting screen recordings, additional operating system software is required. For more information, see "Exporting a Screen Recording".

Interaction Screen Recorder Capture Client requirements

The hardware and software prerequisites for Interaction Screen Recorder Capture Client are the same as for all CIC Workstation Applications.
Each agent’s workstation requires the Interaction Screen Recorder Capture Client installed from the PureConnect Customer Interaction Center
(CIC) .iso file. The CIC User Applications install is located in \Installs\ServerComponents. See the C/C Installation and Configuration Guide for
details.

Installing Interaction Recorder

The Interaction Recorder Server subsystem components are installed on the CIC server as part of the CIC server installation process.

The Interaction Recorder components, including configuration modules in Interaction Administrator, are accessible when the CIC server license
includes the Interaction Recorder Server Add-on license.

The Interaction Screen Recording node is accessible in the Interaction Recorder container in Interaction Administrator when the CIC server
license includes the Advanced Screen Recorder license.
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Interaction Recorder Installation Procedures

The Interaction Recorder installation consists of the following procedures:
e Installing CIC on the CIC server

Running IC Setup Assistant

Verifying the Media Server

Validating Interaction Recorder configuration

Installing Interaction Recorder Client for IC Business Manager

e o o o

Install CIC on the CIC server

The Interaction Recorder Server subsystem components are installed on the CIC server as part of the CIC server installation process. To install
CIC on the CIC server, see the C/C Installation and Configuration Guide for complete instructions.
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Run IC Setup Assistant

You can configure Interaction Recorder when IC Setup Assistant is run on the CIC server, or you can configure Interaction Recorder later from
Interaction Administrator.

If you use IC Setup Assistant to configure Interaction Recorder Compressed Files Location, the directory you specify is used to create an
Interaction Recorder Retention Policy and determines where Interaction Recorder stores processed recordings by default. This default retention
policy can be modified in Interaction Recorder Policy Editor. For more information, see "Creating a Retention Policy".

If IC Setup Assistant detects that the Interaction Recorder feature is included in your license, the Interaction Recorder configuration dialog is
displayed during IC Setup Assistant configuration.

ﬁ IC Setup Assistant El

Interaction Recorder Compressed Files Location ';?I
‘Whers should the compressed Files be stored? L

¥ Configure Interaction Recorder
Defauk Recording Storage Location: | ]

Thea Default Recording Storage Location i the default location For compressad
| and processed recordngs. We highly recommend that this dractory be on &
machine other than this 1C Server, Click on Help For mare information.

T e

Configure Interaction Recorder

Select this check box to configure Interaction Recorder in IC Setup Assistant. You can choose to skip the Interaction Recorder configuration in
Setup Assistant and instead perform the configuration post-installation, using the Interaction Recorder Policy Editor in Interaction
Administrator.

Important Note If you do not perform the Interaction Recorder configuration in either IC Setup Assistant or Interaction Administrator,
Interaction Recorder might not function properly.

Default Recording Storage Location

This directory is the default location where compressed and processed recordings are stored for Interaction Recorder.

We highly recommend that the compressed and processed recordings directory be:

e On a machine other than the CIC server. This is particularly important if the site generates a large number of recordings, or if there are
multiple CIC servers generating recordings. In these cases, this directory must be on a non-IC Server machine to reduce potential
performance and reliability problems with the CIC server. For customer sites with large Interaction Recorder installations, the directory size
could be hundreds of gigabytes.

e A valid UNC path. This is necessary because there may be multiple CIC servers with Interaction Recorder enabled that will be storing
recordings and accessing recordings in this location. The share for the UNC path should provide both read and write permissions to the CIC
administrator account. If the site is using Recorder Remote Content Servers, then a local path can be used to cause the recordings to be
stored on the Recorder Remote Content Server itself.

Note: If IC Setup Assistant cannot validate the specified path, a message might prompt you to ensure that the selected path exists and is
shared before CIC is started.

For more information on configuring Interaction Recorder using IC Setup Assistant, see the C/C Installation and Configuration Guide.
Verify Media Server installation

After the CIC Sever is installed and configured, verify that the Media Server is installed and configured to communicate with the CIC server. For
complete instructions, see the /nteraction Media Server Technical Reference in the PureConnect Documentation Library.
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Configure Interaction Recorder Settings

Validate Interaction Recorder settings in Interaction Administrator. For information on configuring Interaction Recorder, see Configuring
Interaction Recorder in Interaction Administrator.

Configure Interaction Screen Recorder

Configure the Interaction Screen Recorder settings in Interaction Administrator. For information on configuring Interaction Screen Recorder, see
Configuring Interaction Screen Recorder.

Install Interaction Recorder Client

After the Interaction Recorder installation and configuration process is complete, Install Interaction Recorder Client for IC Business Manager on
workstations. For details, see Installing Interaction Recorder Client.

Configure Interaction Desktop

Configure Interaction Desktop to add the Snip button to create Interaction Recorder Snippet Recordings. For details, see the Interaction Desktop
(client) Help.

Configuring Interaction Recorder in Interaction Administrator

It is important that Interaction Recorder be configured properly in order for it to work correctly. After you have verified that the CIC server and
Media Server are installed and configured, if you did not configure Interaction Recorder in IC Setup Assistant, you can configure it in the
Interaction Recorder container in Interaction Administrator. It is also important to verify the Interaction Recorder configuration settings in
Interaction Administrator. For example, the Enable Recording check box on the Recording Generation page must be selected for interactions
to be recorded.

Interaction Recorder Configuration

Configure Interaction Recorder in Interaction Administrator in the Interaction Recorder Configuration dialog.

From the Interaction Administrator tree view, select the Interaction Recorder container, and in the right pane, double-click Configuration.
The Interaction Recorder Configuration dialog is displayed.

Interaction Recorder Configuration

Eincordeg Processig | Emal | Recordng Senerstion | Key Generation | Cloud Services Corfiguration |

The Interaction Recorder Configuration dialog includes pages for Recording Processing, Email, Recording Generation, Key Generation, and Cloud
Services Configuration.

Recording Processing

Use this page to configure recording processing.
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Interaction Recorder Configuration

Reccrdng Froczssng | Enad | Recording Generation | Key Seneration | Cloud Services Configuration |

Compression Format

Select the compression format for recordings from the drop-down list. If you do not want recording compression, select p-law (Mono), and
your recordings will remain in uncompressed p-law format.

The available compression formats are:
e p-law (Mono)
e True Speech (Mono)

GSM 6.1 (Mono)

Opus (Mono)

Opus (Dual-channel)

e o o

Opus compression formats

When Opus Mono is configured, Interaction Recorder will request Telephony Services (TS) and the Media Servers generate a mono (1 channel)
recording containing Opus audio data that will be wrapped in the SASF file container, similar to the other recording compression formats.

Dual-channel format will have separated 2-channels of audio data stored within the recording files, commonly referred to as stereo audio. When
Opus Dual-channel is configured, Interaction Recorder will request Telephony Services (TS) and the Media Servers generate a dual-channel
(stereo, 2-channel) recording with Opus audio data. The Opus audio data will be wrapped in the SASF file container, similar to the other
recording compression formats.

When the Opus mono or Opus dual-channel compression formats are configured, if any pre-2017 R1 Media servers are also configured with the
system, the recording compression format will be deprecated back to GSM 6.1, and errors will be logged stating that a non-supported Media
server was found.

Opus recordings are not supported on Media servers before 2017 R1.

Important Note

Support for Opus recordings within Interaction Recorder and CIC requires version 2017 R2 or later client and server-side components.
Earlier versions of the Interaction Recorder Remote Content Servers also do not support Opus recordings and will result in errors when
archiving or exporting Opus recordings. Opus recordings can be generated within CIC and Interaction Recorder starting with 2017 R1 or later
Media Servers.

Database Processing

Use this utility to initiate the recovery of failed database transactions. Clicking the Recover Errors button makes Interaction Recorder process
the PMQ error files. This function can be used when your database has been unavailable and you want to get the data that has been logged into
the PMQ error files into the database.

Secure Recording Pause Duration (seconds)

Enter the number of seconds to pause the audio and screen recording when an agent presses the Secure Pause button on the queue toolbar in
the CIC clients. The default setting is 20 seconds.

Email

Use this page to configure the Reply To email address that Interaction Recorder Server uses when sending a recording from an Interaction
Recorder Client.

24



Interaction Recorder Configuration

Recording Frocessng Enal | Reconing Gerveraion | Eey Generation | Choud Servioss Configuration |

Sysher Erval Addrmss: | o]

 Reply To Address For Recordings Emaled From Recorder Chent
" Use Syshern Emadl Address
% s Emad fddress of Uiser Logged in bo Reconder et

o | canes | meow |

System Email Address

Enter the email address to be used as the Reply To (from) email address when a recording is emailed from Interaction Recorder Client.
e Select Use System Email Address to use the email addressed specified in the System Email Address box.
e Select Use Email Address of User logged on to Recorder Client to use the Recorder Client’s user’'s email address.

Recording Generation

Use this page to configure Interaction Recorder’s recording generation options.

Enteraction Reconder Conliguration

Pusooedng Processing | Emsd  Reconding Generstion | key Generstion | Cloud Services Confrguration |

F—
F Enatle Recordieg  (IF this i ok cheschasd, recondinegs rillnot be gerersted |
I Shop Interaction Reecorndar indisted recordings o bransfers
¥ Dafait saxdin playhack dereics of recordings bobhe handus:
I™ Ensbls Snippst Recondings
5

¥ Enable HTTFS Exchanges for Playbads, Archiving, and Exporting Recordngs

Uinlicersed Rscordings

Recordings neade without an awalsble kosree e ancunbensd and cannot be: played .
Enter a il uniock code ek b unenonber such recondings on this sener,

Recording box
Select the options in the Recording box to configure how Interaction Recorder server initiates recordings.
Enable Recording

Select the Enable Recording check box to record all interactions that qualify for recording based on Interaction Recorder Initiation Policies.

' Note If this box is not selected, recordings will not be generated.

Stop Interaction Recorder initiated recordings at transfers

Select this check box to stop recording a call when it is transferred. If this box is selected, each transferred segment of a call will be its own
recording and database entry.
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If this box is clear (not selected), recording continues after the transfer. This applies only to calls that were defined to be recorded by the
Initiation Policy. Also, if this box is not selected, it is not possible to play only a segment of the call or skip to a specific segment.

Default Audio playback device of recordings to the handset

Select this check box to set the handset as the default audio playback device for a recording. When listening to a recording, the audio playback
device can be changed on the Audio menu in the Interaction Recorder Audio Playback window, in IC Business Manager.

Enable Snippet Recordings

Select this check box to allow Interaction Recorder Snippet Recordings in Interaction Desktop and Interaction Connect.
To encrypt these recordings, select Encrypt Snippet Recordings.

Enable HTTPS Exchanges for Playback, Archiving, and Exporting Recordings

Select this check box to use HTTPs for: communication and traffic for playback, archiving; and exporting of call, chat, email, and social media
recordings.
Note The S3 Bucket name cannot contain periods as Amazon's SSL wildcard certificate only matches buckets that do not contain periods.

Unlicensed Recordings box

Encumbered recordings cannot be played back. Recordings are encumbered if the user or station was not properly licensed for Interaction
Recorder when the recording was made. When the Recording is Encumbered search attribute is used, Encumbered recordings are listed in
the search results in the Interaction Recorder client search results view. The user or station that is not properly licensed is displayed in the
Local Party Name column.

To unencumber a recording, first fix the licensing for the user or station that has encumbered recordings. Next, contact PureConnect Customer
Care to get an unencumber key to unlock the encumbered recording that needs to be played back. Then in the Unlicensed Recordings field, enter
a valid unlock code to unencumber the encumbered recordings on the server.

Key Generation

Use this page to generate a Master Key for Recording Encryption. A Master Key securely protects Recording Keys (media keys), which are
generated every time a media file is recorded.

Interaction Recorder Configuration

Recording Frocessing | Enall | Reconfing Senersbon Eey Senersbon | cloud Servioss Configuration |
Ky Ganeration Configuration

Master by ks ||

Generate new hey | Izt by Fle. .

Master Ky Password

Recorder i nok usng a master kery file,

Key Generation Configuration box

The first step in generating a Master Key is to specify the location of the Master Key file. Master Keys are stored in the Master Key file and the
Master Key file is encrypted using the Master Key Password.

Master Key File

In the Master Key File box, specify a location and file name for the Master Key File. When configuring this field, press F1 for specific Help on Key
Generation configuration. For more information on recording encryption, see Appendix A: Recording Encryption.

Generate New Key

Click Generate New Key to manually generate a new Master Key. When you click OK or Apply for the first time, an initial Master Key is
created and appended to the Master Key file. You can also use this button to manually create a new key and append it to the Master Key file. For
additional information on administering the Master Key File, see Appendix A: Recording Encryption.

Import Key File
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Click Import key file to import a key file and merge it with the existing Master Key File. An Open dialog is displayed to specify the location of
the file to be imported. When the key file is successfully imported, a confirmation message is displayed. If the key file import fails, an error
message is displayed. When the Master key file is password protected, you will be prompted to enter the Master Key Password.

Import key file can be used to import a 3.0 Recorder key file to 2015 R1 and later. It can also be used to import a 2015 R1 or later key file to a
2015 R1 or later server, to replace a bad key file. For example, if a switchover pair did not share a key file location.
Master Key Password box

Use the Master Key Password box to password protect the Master Key File and securely encrypt master key data. To create, change, or
deactivate a Master Key Password, the user must be assigned the Security Right Master Key Password Administrator.

Important Note
PureConnect Customer Care cannot recover encrypted recordings if a Master Key Password is lost.

Change Password
Click Change password to create a new Master key password or to change the current password.
Deactivate/Activate Password

When you create a new Master key password or change the password, the password is Activated, and the Deactivate password button is
displayed. To deactivate the password, click Deactive password. To activate the password, click Activate Password, and on the Activate
Password dialog, type the password and click Activate.

Recurring Key Generation box
Use the Recurring Key Generation box to configure parameters to automatically generate a new Master Key on a recurring basis.

Generate New Key Recurrently
e To automatically generate a new Master Key, select the Generate new key recurrently check box.

e To schedule an automatic key generation: in the Recur every box, type the number for the weekly recurrence; in the drop down-list, select
the day of the week to generate the key; and in the time field, select the time of day to run the key generation.

For more information on recording encryption and key generation, see Appendix A: Recording Encryption.

Cloud Services Configuration

Use this page to configure Interaction Recorder’s Cloud Service options.

Interaction Recorder Configuration

Recording Processing | Emal | Recording Generation | Key Generation Cloud Services Configuration |
Amazon 53 Bucket Keys Configuration

Bucket | Account ID | secret key |

MWI

¥ Enable HTTPS exchanges

Using Amazon Simple Storage Service

To use the Amazon Simple Storage Service (Amazon S3) to store your recordings, you will need an Amazon Web Services (AWS) account. You
will be downloading your AWS security access key to use when creating a New Bucket in Interaction Recorder’'s Cloud Services Configuration.
For information on Amazon Simple Storage Service, see Amazon Web Services at http://aws.amazon.com/s3

Here are the steps to create your AWS security access key.
1. Open an AWS account.

2. Under your AWS account, go to Security Credentials. Create your security access key, and download the key. The download is a .csv file
that contains the AWSAccessKeylD (20 characters) and the AWSSecretKey (40 characters). Be sure to download this file as these are the
keys you will be using to create a New Bucket in Interaction Recorder Configuration.

Next, create an AWS S3 bucket to store your recordings.
1. Go to the AWS Services tab and select S3.
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2. Create an S3 Bucket.
3. If you choose, you can create a folder within the S3 bucket for recordings.

Now, using the AWS Policy Generator, grant permissions for the following AWS S3 Object Operations, from the Actions drop-down list.
e GetObject
e PutObject
e DeleteObject

Amazon S3 Bucket Keys Configuration Box

To use Amazon S3 when creating storage and archive Retention Polices in Policy Editor, first configure your bucket keys in Interaction Recorder
Configuration in Interaction Administrator.

Meodify Bucket | Delete Bucket I

New Bucket

Follow these steps to configure a new bucket in Cloud Services Configuration.
1. Click New Bucket. The S3 Keys Editing dialog is displayed.
2. On the S3 Keys Editing dialog, type a Bucket name.

3. Type the Account ID and Secret Key from your AWS account downloaded key file. The Account ID is the AWSAccessKeyID, and the
Secret Key is the AWSSecretKey.

4. Select the Region Endpoint.
5. Click Test to validate the proper access level for the specified account credentials.
Modify Bucket

To modify an existing bucket, select the bucket and click Modify Bucket. The S3 Keys Editing dialog is displayed. You can modify the
Account ID and the Secret Key.

Delete Bucket

To delete an existing bucket, select the bucket and click Delete Bucket.

Note
You can also create a new bucket when creating a Retention Policy in Policy Editor.

Enable HTTPS exchanges

All Amazon S3 communication uses HTTPS or HTTP protocol. Select the Enable HTTPS exchanges check box for HTTPS protocol.
Note The S3 Bucket name cannot contain periods as Amazon's SSL wildcard certificate only matches buckets that do not contain periods.

Configuring Interaction Screen Recorder

Use the Screen Recording Configuration dialog to set the capture settings for Interaction Screen Recorder.

From the Interaction Administrator tree view, in the Interaction Recorder container, select Screen Recording. In the right pane, double-click
Configuration. The Screen Recording Configuration dialog is displayed.
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Note

Maximum Supported Screen Recorder Resolution is 1080p.

Screen Recording Configurstion

Settings |
[ General
Defauk Fegional Location: [ <mefsit Location» =]
: Caphure Settings
Capture Rate (Fpe: — - |
Mouse Capburs Rate: 4 *| (tmes par frama)
Compression; 9 =
Stop Recording When Agent Becomas Avalable:  [no i
Lag Tima [seck 120 =
Color Depth (bpp): Matre ¥
Max simukaneous scresn recordings per agent: m

Use the Settings page to configure Screen Recording.
General box

Use the General box to set the Default Regional Location.
Default Regional Location

From the drop-down list, select the location for which region screen recordings will use if Interaction Recorder cannot determine the region
based on the interaction or station.

Capture Settings box
Use the Capture Settings box to configure the settings for Screen Recording.
Capture Rate (fps)

Use the drop-down list to select the capture rate in frames per second (fps). The default is 1 fps. The available values are: 0.25, 0.5, 1, 2, 4, or 8
fps. Refer to the following chart for Capture Rate Settings.

Capture Rate Settings

Setting | Equals

0.25 1 frame every 4 seconds
0.5 1 frame every 2 seconds
1 1 frame per second

2 2 frames per second

4 4 frames per second

8 8 frames per second

The higher the setting the more storage used.

Mouse Capture Rate

Use the drop-down list to select the mouse capture rate in times per frame. The default is 4. The available values are: 1, 2, 4, 8, or 16.
Compression

Use the drop-down list to select the compression rate. The default is set to 9. The available options are any integer from 0-no compression, to
9-maximum compression.

Stop Recording When Agent Becomes Available
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Configure this setting to control the recording of an agent’s screen. Set the value to Yes to stop the recording when the agent becomes
available. When the value is set to Yes the recording stops even if the agent is in lag time.

If the value is set to No, the recording continues when the agent becomes available; the number of seconds the recording continues is set by
Lag Time.

Lag Time (sec)

Use this box to set the lag time, in seconds, at the end of an interaction for screen recording. The Interaction Recorder Server terminates a
screen recording when the lag time expires. The default is 120 seconds (2 minutes). The available options are any integer from 0 to 3600
seconds (60 minutes).

Note
As a result of internal batch processing, your agents might experience up to an additional 10 seconds of lag time during screen recordings.

For example, if you set the lag time to be 15 seconds your agents might experience a lag time from between 15 seconds to 25 seconds
during screen recordings.

Color Depth (bpp)

Use the drop-down list to set the color depth in bits per pixel (bpp). The default is set to Native. The available options are: Native, 8, 16, and 24
bit.

Max simultaneous screen recordings per agent

Use the drop-down list to set the value for the maximum number of simultaneous screen recordings per Interaction Screen Recorder Capture
Client. When the maximum limit is reached, every new screen recording stops the oldest one in progress.
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Installing Interaction Recorder Client

Interaction Recorder, an add-on module for IC Business Manager, is used to search and play back media recordings such as phone
calls, web chats, emails, Social Media interactions, and screen recordings. Interaction Recorder is also used to Score recordings
and search and view scorecards. Interaction Quality Manager is used to create questionnaires. Interaction Quality Manager is a
content group of Interaction Recorder, and both workspaces are installed as part of the installation.

Planning for Installation
The Interaction Recorder Client is installed on client workstations using the IC Business Manager Applications Workstation
install from the PureConnect Customer Interaction Center (CIC) .iso file. The install is located in \Installs\ServerComponents. The

install creates an IC Business Manager shortcut in the PureConnect folder of the Start Menu and also creates a shortcut on the
Windows desktop.

Licenses

The following licenses are required for Interaction Recorder Client and Interaction Quality Management.

License License Name Description

Feature

Interaction I3_ACCESS_RECORDER_CLIENT Access Recorder Client
Recorder

This license allows user access to the Interaction Recorder
Client for IC Business Manager. It allows a user to create and
execute Searches and playback recordings in Interaction
Recorder Client.

Client Access

Interaction I3_LACCESS_RECORDER_QUALITYMONITORING | Access Recorder Quality Monitoring
Quality - . . . . .
Manager This license is required for quality evaluation of recordings.
This license allows Questionnaires and Scoring functionality

for a user in Interaction Quality Manager.

The Interaction Recorder Client Access license must be available to view the Interaction Recorder Client in IC Business Manager.

You can view the licenses on your system in Interaction Administrator by clicking the File menu, and then click License
Management. Confirm that you have the necessary Interaction Recorder Client licenses on the Licenses page.

Install Interaction Recorder Client

Interaction Recorder Client is installed on client workstations using the IC Business Manager Applications Workstation install.

After the CIC installation, run the IC Business Manager Applications install on administrator or manager workstations to install IC
Business Manager Applications. Interaction Recorder Client module is available in IC Business Manager when the Interaction
Recorder Client Access license is assigned.

The install creates two IC Business Manager shortcuts: one in the PureConnect folder of the Start Menu and one on the Windows
desktop.

To run the Interaction Recorder Client install on a workstation, follow these steps.
1. If you have not done so already:
a. Download the CIC 2015 R1 or later .iso file from the Product Downloads page at

https://help.genesys.com/pureconnect/secure/Downloads.aspx
b. Copy the .iso file to a file server (non-IC server) with a high-bandwidth connection to the workstation(s) on which you will
be running the CIC 2015 R1 or later installs.
c. Mount the .iso file and share the contents to make them accessible to the workstation(s) on which you will be running the
CIC 2015 R1 or later installs.
2. Navigate to the \Installs\ServerComponents directory on the file server.
3. Copy the IC Business Manager Applications .msi file, for example, ICBusinessManagerApps_2018_R1.msi, to the
workstation on which you plan to run this install and double-click to launch it.
The IC Business Manager Application Setup wizard starts.
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Welcome to the IC Business Manager
Applications Setup Wizard for CIC 2018
R1

The Setup Wizard wil install IC Business Manager
Appications for CIC 2018 R.1 on your computer, Click Next to
contireee or Cancel to ext the Setup Wizard.

Custom Setup
Sedect the way you want features to be installed,

Click: the icons in the tree below to change the way features wil be instaled,

Interacton Fax Cover Page Editor

22 IC Business Manager Appicabors

5. On the Custom Setup screen, select the way you want features to be installed. To accept the default features to be installed,
click Next. The IC Server Name screen is displayed.
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IC Sarver Hama
Please enter the name of the IC Server to which a connecbion is desired.

6. On the IC Server Name screen, type the name of the CIC server in the IC Server Name box, and click Next. The Ready to
install IC Business Manager Applications screen is displayed.

Ready to install IC Business Manager Applications for CIC
2018 R1

Instal to the irectallation, Click Back to review or change any of your
installaticn settings, Click Cancel to exit the wizard,

7. On the Ready to install IC Business Manager Applications screen, click Install. The Installing IC Business Manager
Applications screen is displayed.
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Installing IC Business Manager Applications for CIC 2018
R1

Please wait while the Sefup Wizard installs IC Business Manager Applications for
CiC 2018 A1

Status:
|

8. Setup Wizard installs IC Business Manager Applications. When the installation is complete the Completed the IC Business
Manager Applications Setup Wizard screen is displayed.

9. Click Finish to exit the Setup Wizard.

Completed the IC Business Manager
Applications Setup Wizard for CIC 2018
R1

Click the Finish button to et the Setup Wizard.




Starting IC Business Manager

During IC Business Manager installation, a shortcut was installed on the desktop

Double-click the shortcut to start IC Business Manager, or click Start, point to All Programs, and then click PureConnect. In the
PureConnect folder, click IC Business Manager.

When prompted, log on to IC Business Manager using your CIC server credentials. IC Business Manager opens.
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To open Interaction Recorder, click the Interaction Recorder tab in the Workspaces menu.

":..'I Husiness =anager - Inkeraction Becorder

Fie Edt Wiew Workspaces Took Window  Help
fhin O R R
iﬂhwm _

Srarchea =
=] Putk: Beardhes
1 Semthl
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& Smarchion Soomcand
1] Private Searches
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For information on working with the Interaction Recorder, see Using Interaction Recorder Client.
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Installing Interaction Screen Recorder

Interaction Screen Recorder, an Interaction Recorder feature, adds the screen recording capability to Customer Interaction Center
(CIC). There are two processes that make Interaction Recorder Screen Recorder work: Interaction Recorder Server process and the
Interaction Screen Recorder Capture Client workstation service.

Interaction Recorder Server

Interaction Recorder Server is installed as part of the CIC server installation process. The Interaction Recorder Server controls the
capture clients and synchronizes screen recordings with agent audio recordings during playback.

Interaction Screen Recorder Capture Client

The Interaction Screen Recorder Capture Client, which is installed on the agent workstation, records agent’s screens. Screen
recordings can be associated with phone call and web chat interactions. Screen Recorder captures the full-screen desktop on the
Interaction Screen Recorder Capture Client machine. The Capture Client service is installed on all Interaction Screen Recorder
Capture Client machines, and is responsible for recording the screen and compressing the recording.

Planning Interaction Screen Recorder Capture Client Installation

The Interaction Screen Recorder Capture Client is installed on client workstations using the IC User Applications Workstation
install from the PureConnect Customer Interaction Center (CIC) .iso file.
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QoS feature requirement

In CIC 4.0, a new QoS driver was developed to more closely integrate with Customer Interaction Center. Depending on your
installation, a QoS selection screen might appear prompting you to choose the QoS driver installation, recommending that the
PureConnect QoS driver be installed.

QoS Requiremeant
Flease select a QoS opbon belove,

Select a Qo5 option from the two choices below,

A feature chosen for the instalation requires Qo5. We recommend selecting
“Interactve Inteligence QoS driver™ to instal the driver induded wath this
mstalation padkage.

If specificaly instructed by your administrator, you may select "Other”
indicating another fiorm of QoS & aready installed on this computer,

(®) Interactive Inteligence Qo5 driver (Recommended)
) Othes

In the QoS Requirement screen, select PureConnect QoS driver to add the PureConnect certificate to the Trusted Publishers
list and install the PureConnect QoS driver.

For more information about the PureConnect QoS driver, see the PureConnect Knowledge Base (KB) article, Modify properties for
the ININ QoS driver installation, at:

https://genesyspartner.force.com/customercare/pkb_Home?id=kA50B0000008R5H

Licenses

Interaction Screen Recorder Client requires the following feature license.

License License Name Description
Feature

Screen I3_LICENSE_SCREEN_RECORDER_SESSION | Interaction Screen Recorder Session
Recorder

Session Port based license, required to record agent desktop screen activity.

Interaction Screen Recorder also requires Interaction Recorder server
product and must be added to an Interaction Recorder Add-on license.

This is the Interaction Recorder Screen Recorder license for Server and
Capture Clients.

A Screen Recorder Port License is needed for every screen that needs
to be recorded simultaneously. In other words, if you need to record 20
screens at the same time, 20 port licenses are required.

You can view the license on your system in Interaction Administrator by clicking the File menu, and then click License
Management. Confirm that you have the necessary Interaction Screen Recorder license on the Features page.
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Install Interaction Screen Recorder Capture Client

After the CIC installation, Interaction Screen Recorder Capture Client is installed on client workstations using the PureConnect
Customer Interaction Center (CIC) .iso file, ICUser Applications Workstation install.

The IC User Applications Workstation install can be run on client workstations using IC User Applications (64-bit) Setup Wizard, or
the install can be run from a command line.

IC User Applications (64-bit) Setup Wizard installation

After the CIC installation, run the IC User Applications install on client workstations that require screen recording capability.

1. If you have not done so already:
a. Download the CIC 2018 R2, or later, . i so file from the Product Downloads page at

https://help.genesys.com/pureconnect/secure/Downloads.aspx

b. Copy the . iso file to a file server (non-CIC server) with a high-bandwidth connection to the workstation(s) on which you
will be running the CIC 2018 R2 or later installs.
c. Mount the . iso file and share the contents to make them accessible to the workstation(s) on which you will be running
the CIC 2018 R2 or later installs.
2. Navigate to the \Installs\ServerComponents directory on the file server.
3. Copy the IC User Applications .msi file, for example, ICUserApps 64bit 2018 R2.msi, to the workstation on which you
plan to run this install and double-click to launch it.
4. The IC Business Manager Application Setup wizard starts.

ﬂ IC User Applications (E4-bit) for CIC 2018 R2 Setup -_ 4

Welcome to the IC User Applications
(64-bit) Setup Wizard for CIC 2018 R2

Please wait while the Setup Wizard prepares 1o guide you
throwgh the installation.

Computing space requirements

S GENESYS

i e

5. Onthe Welcome screen, click Next. As Setup wizard guides you through the installation, the Custom Setup screen is
displayed.
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ﬂ IC User Applications (&4-bit) for CIC 2018 R2 Setup -

Custom Setup
Select the way you want features to be installed.

Click the icons in the tres below to changs the way features wil be instaled.
H-- Interaction Desking Features Select Interaction Desktop
b and addtanal dient
| (= ¥ =| Additional Features features.
Y %_»| Outiook Dial
- = | Interaction Fax
i = = | Interaction Voicemail Flayer
¥ = || SIP Soft Phane This fuabh.:dr;':n.rﬁnl:;l; :
nr—m G your WE.
3 | Interaction Screen Recorder Capture Clent of 2 subfeat h L
¥ ~| Interaction SIF Bridge The subfealures require
575MB on your hard drive.
Location: C:¥Program Files (x36)\Interactive Inteligence’, Browse. ..
Reset ] [ ] [

6. Onthe Custom Setup screen, select the way you want features to be installed. Click the Interaction Screen Recorder
Capture Client icon.

’Emuhppim“lﬁl-bﬂ]!w(lcalllﬂzm - x
Custom Setup
Select B way you want features to be nstalled.

Chck the icons in the tree below to change the way features will be instaled.
b= Sedect Interaction Deskiop
= | Interaction Desktop nd sdditional chent
=) -] Addtonal Featres features.
X_=| Outiook Dusing
= | Invteraction Fax
= | Interaction Vosommal Player
- i - hard drive uﬁ:
o your L
Interaction Screen Recorder Capture Clent of 2 mbfest ecied
=] Interaction SIP Bridge The subfeatires
S79MB on your hard drive
Location: C:'\Program Fies (x86)interactive Inteligence), Browse
Reset Disk Usage Back [ _Net | | Camcel

The installation options are displayed.

* - | 51P Soft Phone |

b ] L SCTOn '__l_l =en F (= W | _|I_:' :_1'_I'_IJIr_' l: el |_

0 Will be instaled on local hard diee
=20 Entire feature will be installad on local hard drive

g0 Featuwe wil be installed when required

3 Entire fesbure will be unavalable

Note:

When you click Next, the QoS Requirement screen might be displayed, recommending you select the PureConnect QoS
driver. See "QoS feature requirement" for more information.

7. Select Entire feature will be installed on local hard drive, and click Next.
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The IC Server Name screen is displayed.

ﬂ IC User Applications (E4-bit) for CIC 2018 B2 Setup -_ 4

IC Server Hame
Please enter the name of the IC Server to which a connection is desired.

IC Server Name:

o e

8. OnthelIC Server Name screen, type the name of the IC Server in the IC Server Name box, and click Next.
The HTTP Connection Configuration screen is displayed.

ﬂ IC User Applications (£4-bit) for CIC 2018 B2 Setup -_ 4

HTTP Connection Configuration

Configure opfional Interaction Screen Recorder Capture Client HTTP
oannection

Specify the HTTP connacton, altermate sarver (pptonal) and Interaction Centar
username (optional). Whitespace is not permitted.
[ configure an HTTP connection

HTTP Connection LIRL:

Alternate Server:

IC Username:

= o

9. To specify the options for the HTTP connection, select the Configure an HTTP connection check box. The HTTP
connection options are available. Do not use spaces when entering options.
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ﬂ IC User Applications (E4-bit) for CIC 2018 B2 Setup -

HTTP Connection Configuration

Configure optional Interaction Sareen Recorder Capture Chent HTTP
conneckion

Specify the HTTP connection, alternate server (pptonal) and Interaction Center
usermame (optional). Whitespace is not permitted.
[+] configure an HTTP conmection

HTTP Connection URL:
I

Alternate Server:

IC Lisername:

o e

o HTTP Connection URL - Specify the HTTP connection URL in the form https://SERVER: PORT
o Alternate Server - You can optionally specify the name of the alternate CIC server

o IC Username - You can optionally specify an IC username for the agent requiring screen recording.
Click Next. The Ready to install IC User Applications screen is displayed.

ﬂ IC User Applications (E4-bit) for CIC 2018 B2 Setup -_ 4

Ready to install IC User Applications (64-bit) for CIC 2018
R2

Click Instal to begin the instalation, Click Back to review or change any of your
instalation setfings. Cick Cancel to ext the wizard.

=

10. Onthe Ready to install IC User Applications screen, click Install.
The Installing IC User Applications screen is displayed.
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Installing IC User Applications (64-bit) for CIC 2018 R1

Please wait while the Setup Wizard instalis IC User Applications (54-bit) for CIC
MIBRL

Status:
I

11. Setup Wizard installs IC User Applications, including the Interaction Screen Recorder Capture Client. When the installation is
complete the Completed the IC User Applications Setup Wizard screen is displayed.

# 1% User Applications (&4-bit) for LIL 2018 B Setup )

Completed the IC User Applications
(64-bit) Setup Wizard for CIC 2018 R2

Chek the Finish button to exit the Setup Wigard,

S GENESYS

12. Click Finish to exit the Setup Wizard.
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IC User Applications (64-bit) command-line installation

You can use the command-line option when you are only installing the Interaction Screen Recorder Capture Client, and no other
features. This command-line option does not have a user interface for choosing other features or options.

After the CIC installation, use the Windows Command Prompt to install the Interaction Screen Recorder Capture Client on client
workstations that require screen recording capability.

1. If you have not done so already:

a. Download the CIC 2018 R2, or later, .iso file from the Product Downloads page at
https://help.genesys.com/pureconnect/secure/Downloads.aspx

b. Copy the .iso file to a file server (non-IC server) with a high-bandwidth connection to the workstation(s) on which you will
be running the CIC 2018 R2 or later installs.

¢. Mount the .iso file and share the contents to make them accessible to the workstation(s) on which you will be running the
CIC 2018 R2 or later installs.
2. Navigate to the \Installs\ServerComponents directory on the file server.
3. Copy the IC User Applications .msi file, for example, ICUserApps_64bit_2018_R2.msi, to the workstation on which you plan
to run this install.

4. From a Windows Command prompt, type:
Msiexec /i <path to MSI> INSTALL SRCC_FOR ICONNECT=1 /qn
The install completes, with no user interface. The configuration options for Interaction Recorder Capture Client are contained

in the config.xml file. For an example of config.xml file, see Appendix l:Interaction Screen Recorder Capture Client config.xml
file.

Silent Login for Capture Client

In order for an agent not to be prompted to sign in to Capture Client, a configurable silent option is available that will attempt to
silently log in to the Capture Client service with any cached CIC credentials that are available for the specified user.If your IC Server
configuration supports Single Sign-on (SS0), using the silent login will also attempt to provide SSO authentication to the IC Server,
if the user has previously supplied SSO credentials when logging into the Capture Client or another SSO-aware CIC client
application.

To enable the silent option, add the line <parameter name="silent" /> to the screen capture client config.xml file.

The silent option can also be enabled by modifying the command-line parameters from the shortcut that the screen capture client
executable runs from, by specifying the "-silent" option.

For information on how to automatically log in to Screen Recorder Capture Client using Single Sign On (SSO) credentials, see
Appendix G: Setup Automatic Login with SSO in Screen Recorder.
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Using Policy Editor

About Interaction Recorder Policy Editor

Policy Editor is a single, simple, user interface for creating Interaction Recorder policies that manage recordings. Policy settings for
recordings include: What are the interactions to be recorded; Where recordings are stored and archived, and how long they are
retained; and Who can access, play, score, export, and archive recordings.
Use Policy Editor to create:

e Initiation policies for determining What interactions are recorded

e Retention policies for deciding Where recordings are stored and archived, and how long they are retained

e Security policies for managing Who can access, play, score, export, and archive recordings

About the Policy Editor User Interface

Interaction Recorder Policy Editor provides a simple, straightforward, user interface to configure and update Interaction Recorder
Policies. The interface includes menus, pages, toolbars, and panes for that make it easy for you to navigate when creating Policies.

E Ink eraction Recorder Policy Editor

Fie ‘iew lielp

Intiation | Retertion | Security |

e | Mew Policy... ChengePolcy = [y Copy... 3 Delete 4 Cptiars
| Record ol cals &
¥ Initiation policy

Record fisé shit cally [ 1 : " |

Policy description (chck on underired value to odt):
This policy applies to the Tollowing entities: Moy
Phadministrator  [Fiemove]
if the following event(s) oocur{s):
Inbnred el
Cajthoiing ol
Intercom cal
and the intersction meets the lollowing restrictions:
(i resstrichions)
perform the following acthonds):
récord the interaction
asgn questionnars o Emzlehf.‘
2ot bags bo Mew Product

Creerview. ., Apply

| | ErRCR)




Start Policy Editor

1. From Interaction Administrator under Interaction Recorder, click Policy Editor.
2. Inthe Policy Editor pane, double-click Configuration.

& Interaction Administrator - [CosbomerSie] =1 I

| Fibe Edit Wiew Coniel Window  Help =181 =]
y [ &= " In
4 wddress Tepes o | | Pobey Editer
i Address Sublypes Confguration E%
» Tracker Attribute Types
il Tracker Addrass Types
i Ttes
& Read-only Data Sources
= B Inberackion Recorder

E [ Inberaction Optimizer

# Mg Configueation =
d i l_-_qu |

3. TheInteraction Recorder Policy Editor dialog is displayed.

ﬁ.lt.

.ﬁ Interscbion Hecorder Policy | ditor

Fis Wiam Heip
Tristion | Reterstion | Securty |
eI Mew Py, Change Pobey = = options
Polcy |japplerd in tha orer shown] o
Podey desorption [tk on underiined wshes tn st
I [ Medifed
-duﬁ | 4

4. Click the Initiation, Retention, or Security tab to display the page.
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Creating an Initiation Policy

Create an Initiation Policy to tell Interaction Recorder What interactions to record. Initiation policies are created in Interaction
Administrator under Interaction Recorder on the Policy Editor Configuration dialog, on the Initiation page.
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Create a New Initiation Policy

du' Mew Palicy...

To create a new Initiation Policy, on the Initiation page toolbar, click New Policy
The Edit Initiation Policy dialog is displayed, beginning with Step 1.

Edit Initiation Policy =] E3 I

Mame
[New Paicy

Step 1: Applies bo the lalowing enliliss
Search for ertbies:

Legend

| & Agent

8 wWorkgoup
B R

& Station

# Line

e |

[ Appkes to all entities

Policy descriphion [chek on undesined valus bo editp
This policy does not apply bo angone:
It the: Following event|s) occudsk
|4y nbarachon)

ard thie interaction meets the Following re stnchon::
[ nesiriclices)

Ho aclions have been delned

Cancel |  <cac | New> |  Firished

Step1: Applies to the following entities

Use this page of the Edit Initiation Policy dialog to apply the policy to entities. You can assign any of the following entities: Agent,
Workgroup, Role, Station, or Line.

Applying Policies to Entities

You can apply this policy to all entities or you can select specific entities to apply the policy to.

Apply policy to all entities

To apply this policy to all entities:
1. Inthe Name field, type a descriptive name for the policy.
2. Inthe Step 1: Applies to the following entities box, the Filter legend lists the entity types and their icons. To apply this
policy to all entities, select the Applies to all entities check box.

In the Policy description pane, the entity description, This policy applies to everyone is displayed.
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Apply policy to specific entities

To apply this policy to specific entities:
1. Inthe Name field, type a descriptive name for the policy.
2. Be sure the Applies to all entities check box is clear.

3. Inthe Step 1: Applies to the following entities box, the Filter legend lists the entity types and their icons: Agent,
Workgroup, Role, Station, and Line. To reduce the number of entities returned in the search results, clear the check boxes
for the entities you do not want to include in the search. For example, if you know the entity you are searching is a Role, clear
the other check boxes.

4. To apply this policy to specific entities, click in the Search for entities field.

5. Inthe Search for entities field, begin typing an entity name, for example the name of an Agent, Workgroup, Role, Station,
or Line. Entity names that match are displayed in a pop-up window. Note that the entity type icon is displayed next to the entity
name.

6. Inthe pop-up window, click the entity to apply this policy to. The entity is displayed in the entity list box.

Inthe Policy description pane, the entity is added below the This policy applies to the following entities descriptor.
7. Continue adding entities using the Search for entities field.

Removing Entities from a Policy

To remove an entity from this policy, from the entity list box, select an entity and click Remove. The entity is removed from the list
box and also removed from the policy descriptor This policy applies to the following entities in the Policy description
pane.

Completing applying entities

The Policy description pane is updated as Initiation Policy settings are added and updated.

When the Policy description for applying Initiation Policies to entities is complete, click Next. The Edit Initiation Policy
dialog, Step 2: Restrict to these events is displayed.

Policy descriphion fchick snundedined vabuetoed®h 0000
Thiz policy doesz not apply Lo argone:
11 the following evenl|s] occu(s}
[Ery irtesaction)
and thi inter action meels the lollowing estncione
[ festiictaors]
Ho actions have been defined
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Step 2: Restrict to these events

Use this page of the Edit Initiation Policy dialog to select the type of interactions to be recorded. Interactions for the following
events are recorded by default: Inbound call connected, Outbound call connected, Intercom call connected, Inbound chat connected,
Intercom chat connected, and Inbound email. Use Step 2 to restrict the recording of the interactions for these events.

Recording Any Interaction

To record any interaction, be sure (Any interaction) is displayed in the Policy description pane, below the If the following
events occur. For Any interaction to be recorded, all check boxes for the events in Step 2 must be clear.

Restricting Recording to Specific Events

You can restrict recording to certain interactions by selecting specific events in the Step2:Restrict to these events box. To
restrict the recording to specific events:

1. Inthe Step 2: Restrict to these events box, select the events check boxes for the type of interaction you want to record.
For example, if you select Inbound call connected, all inbound call interactions will be recorded. You can select one or more
events for the types of interactions you want to record.

In the Policy description pane, the interactions to record are added below the If the following events occur descriptor.

2. Continue selecting events for which you want to record interactions.
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Completing Interactions to be Recorded

When you have completed configuring the settings for interactions to be recorded, verify that the interactions you want to record
are listed in the Policy description pane under the If the following events occur descriptor. Depending on your selections, the
following events are displayed:

e Inbound call

Outbound call

Intercom call

Inbound chat

Intercom chat

Inbound email

Outbound email

Inbound social conversation
Inbound social direct message

After you have verified your selections, click Next. The Edit Initiation Policy dialog, Step3: Select criteria is displayed.

[ cattribusbe has the vales cvahes

[ thee listed < attibutess ae rot oot

[ irteeaction: between <ol nes and cand Hmes

] matehes the follavang «day(s] of the week>

[ mace vt of recordings ae bess than <rumber per <pesiods

[] randomly select a peicentage of nteractions lo record

[ interactions in the sehected hours

[ call ongin maiches the following <regionalization locationfz]

[ socisl media ype <anys plathom <anys charnel name <ame page <amys

Policy description fclick an undedined value to edi):

]
and the interaction meels the lollowing restocions:
[ restiictiong]
Ho actions have been defined
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Step 3: Select criteria

Use this page of the Edit Initiation Policy dialog to select criteria to restrict which interactions are recorded. The criteria that can
be selected to restrict the recording of interactions are:

<attribute> contains the value <value>

the listed <attributes> are not set

interactions between <start time> and <end time>

matches the following <day(s) of the week>

max number of recordings are less than <number> per <period>

randomly select <percent> of interactions per <period> per <user/system>, limiting to <max> interactions
interactions in the selected hours

call origin matches the following <regionalization location(s)>

social media type <any> platform <any> channel nhame <any> page <any>

Note: When creating an Initiation policy for Social Media events, if there is a discrepancy between the event and the Social Media
criterion, an error confirmation message is displayed when you click Apply to create the policy.

Use this step to select criteria to restrict the recording of interactions. When selecting criteria and configuring variables for
Initiation policies, refer to the table Initiation Policy Criteria Descriptions.

Note:
You are not required to select criteria in Step 3. If no restrictions for recording interactions are required, do not select any
check boxes.

Selecting Criteria for Restricting Recordings

To select criteria that restricts the recording of interactions:

1.

3.

In the Step 3: Select criteria box, select the check box for the criteria to use to determine when an interaction is recorded.

In the Policy description pane, the criteria is added below the and the interaction meets the following restrictions
descriptor.

In the Policy description pane, configure the criteria by clicking the variable. When you click a variable, a pop-up window is
displayed to enter a value for the variable.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
Continue selecting criteria check boxes and configuring them in the Policy description pane.
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Completing Criteria Selection

When you have completed configuring the recording criteria settings, verify that the criteria you want for recording interactions are
listed in the Policy description pane under the and the interaction meets the following restrictions descriptor. Also be
sure that the value for each criterion is configured.

After you have verified your selections, click Next. The Edit Initiation Policy dialog, Step4: Select actions is displayed.

s Edit Initiation Pobcy X
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Step 4: Select Actions

Use this page of the Edit Initiation Policy dialog to apply Actions to interactions. Actions define how a Policy executes. If an
action is not defined for an initiation Policy, a warning message is displayed when you are creating the Policy. If no actions are
defined for a Policy, an ERROR message is displayed in the Policy Editor status bar.

The actions that can be selected to apply to interactions are:
e record agent side only

record the remote side only

record the interaction

record the screen with <seconds> lag time

record the chat transcript

encrypt the recording

send emails to <email list>

listen for keywords spoken by agent: <keywords>

listen for keywords spoken by customer: <keywords>

assign questionnaire to <questionnaire list>

set attribute on the recording

store interaction attribute to the recording

set tags to <tags>

abandon recording

stop processing more policies

Selecting Actions for Interactions

Select actions to apply to interactions in the Step 4: Select actions box.
To select actions to apply to interactions:
1. Inthe Step 4: Select actions box, select the check box for the action to apply to an interaction.

In the Policy description pane, the action is added below the perform the following actions descriptor.

2. If a selected action requires configuring, a variable is displayed in the Policy description pane. To configure the value, click
the variable and a pop-up window is displayed.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
3. Continue selecting action check boxes and configuring them in the Policy description pane.

When selecting criteria and configuring variables for Initiation policies, refer to the table Initiation Policy Criteria Descriptions.

Completing Action Selection

When you have completed configuring the action settings, verify that the actions you want for interactions are listed in the Policy
description pane under the perform the following actions descriptor. Also be sure that the value for each criterion is
configured.

After you have verified your selections, click Finished. The New Policy name is displayed in italic and selected in the Policy pane,
and the complete description is displayed in the Policy description pane.

Overview

Click Overview to analyze the currently active Initiation policies to be sure your Initiation policies are recording and evaluating the
policy entities: Users, Stations, Roles, Workgroups, and Lines. Running Overview also ensures all the users specified in your
Initiation policies are licensed for Interaction Recorder access. And the Overview process warns you if your Initiation policies
contain Abandon Recording or Stop Processing actions. When running this process, the Initiation Policy Overview dialog
displays status information in Overview Progress, and presents the analysis results in the Licensing Overview and the
Recorded Overview tabs. For more information, see Initiation Policy Overview.

Saving a Policy

When you have completed creating a new Initiation Policy, and there are no errors, click Apply to save the Policy. When you click
Apply, the Policies are saved and the italic is removed from the name in the Policy list.
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Initiation Policy Criteria Descriptions

When selecting criteria and configuring variables for Initiation policies, refer to the following tables for descriptions of criteria and

variable values.

Initiation Policy Step 3 Criteria Descriptions

The following table describes the details for configuring variables when setting criteria values in the Policy description pane.
Variables are configured in a pop-up window when you click the variable below the and the interaction meets the following
restrictions descriptor. The following criteria appear in the Policy description pane when the criterion is selected.

Criteria for Step 3: Select criteria
Criterion Description
<attribute> contains | Attribute | Configure the attribute variable to select which interactions are recorded. In the Edit Attribute

the value <value>

pop-up window, use the drop-down list to select a custom attribute to configure for this
criterion.

Value In the Edit Value pop-up window, enter a value for the attribute selected for this criterion.

The special characters comma (,) and equal sign (=) can be used when entering the value.

To add additional attributes and values for this criterion, click [Add]. To remove an attribute and value for
this criterion, click [Remove].

the following
attributes are not set
<Attribs>

Attribs | Configure the Attribs variable to select which interactions are recorded when a custom
attribute is not set. In the Attributes Editor pop-up window, use the Enter an attribute drop-
down list to select a custom attribute, and then click Add. The attribute is added to the
attribute list. To remove an attribute from the list, select the attribute in the list and click

Remove.

interactions between
12:00 AM and 12:00
AM

Configure the time variables to set the start and stop times for the recording of interactions.

12:00 In the Time Editor pop-up window, in the Time box, use the up and down arrows to set the
AM hours and minutes to start recording.
12:00 In the Time Editor pop-up window, in the Time box, use the up and down arrows to set the
AM hours and minutes to stop recording.

matches 0 days(s) in
the week

Configure the days variable to select which days of the week interactions are recorded. In the Select days
of week pop-up window, select the check boxes next to the days of the week to record interactions.

max number of
recordings is less
than <count> per
Hour per system

Use this criterion to restrict the number of interactions recorded during a period of time by system or
agent.

count In the Edit Count pop-up window, type a number for the maximum number of interactions to be
recorded for this policy.

Hour In the Select Period pop-up window, in the Select the period box, choose the time period to
record interactions for the count specified in this criterion. The available time periods are:
Hour, Day, Week, Month, or Year.

system | Use the system toggle variable to switch between recording interactions by system or agent.

randomly select 100%
of interactions per
hour per system,
limiting to 1
interactions

Use this criterion to randomly select a number of interactions to record during a period of time by system
or agent.

100% In the Edit Percent pop-up window, type a number for the percent of random interactions

to be recorded for this policy.




hour In the Select Period pop-up window, in the Select the period box, choose the time period to
record interactions for the count specified in this criterion. The available time periods are:
Hour, Day, Week, Month, or Year.

system | Use the system toggle variable to switch between recording interactions by system or agent.

1 (edit In the Edit Max pop-up window, type a number for the total number of expected interactions for

max) the time period set for this criterion.

matches 0 hour(s) in
a day

Use this criterion to configure the exact hours to record interactions in a day.

In the Select hours pop-up window, select the specific hours in a day to record interactions.

call origin matches
regionalization

Configure the locations variable to select which locations are recorded. In the Locations dialog, in the
Available Locations box, select the locations, and click Add. The locations are displayed in the Selected

platform <any>
channel name <any>
page <any>

locations: Locations box.

<locations>

social media Select the value for Social Media: type, platform, channel name, or page.
type <any>

For social media type, the values are: Any, Conversation, or Direct Message.
For Social Media platform, the values are: Any, Facebook, or Twitter.

For social media channel name, specify the social media channel configuration value or leave the field
empty for any channel configuration.

For social media page, specify the social media page configuration value or leave the field empty for any
page configuration.

Note: The social media page value is only available for Facebook, and it is limited to the standard 75
characters.

If Twitter platform is selected, the page value is Not Available

For more information, see the Social Media Technical Reference in the PureConnect Documentation
Library.

(no restrictions)

This is the default setting for Step 3. If no restrictions for recording interactions are required, and you
have not selected any check boxes, no restrictions is displayed under the descriptor for this step.

Initiation Policy Step 4 Action Descriptions

The following table describes the details for configuring variables when setting action values in the Policy description pane.
Variables are configured in a pop-up window when you click the variable below the perform the following actions descriptor.
The following actions appear in the Policy description pane when the action is selected.

Actions for Step 4: Select actions

Action

Description

record agent
side only

When this action is selected, only the agent's side of the interaction is recorded.

record remote

When this action is selected, only the remote side of the interaction is recorded.

side only

record the This action records both sides of the interaction.

interaction

record the When this action is selected, the agent's screen is recorded.

agent's screen L . . S . - . .
with the The default Iz_ag timeis set.ln Interaction Recorder Screen Recording in Interaction Administrator. Use this action
Default lag to set a lag time by recording.

time To set a lag time, click Default. On the Edit Lag Time dialog, clear the Use Default check box. Enter a Lag time

value in the Lag time is field.
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record the
chat transcript

Select this action to create a chat transcript recording.

To create a chat transcript recording:
- First add a Web Services parameter in Interaction Administrator
- Next, add a New Initiation Policy to record chat interactions

For more information on adding the Web Transcripts parameter, see the /nteraction Web Tools Technical

Reference section "Enable Chat Transcripts."

encrypt the
recording

When this action is selected the recording is encrypted.

Notelf a call is being recorded using Proactive Recording with no encryption, the call cannot be encrypted using
an Initiation Policy. When an Initiation Policy tries to encrypt a Proactive Recording, a warning is registered in the
system event log. For additional information, see Enabling Recording Encryption.

send emails to

This action sends a notification to an email list that an interaction was recorded.

pLULIR On the Edit EMail List pop-up window, click To or CC to create an email distribution list for this action. Click
Reply to specify an email address to reply to.
Note If the Initiation Policy is set to send an email, but no recording is made for the interaction, an email is sent
with a recording ID of "No Recording Produced.”

listen for During a call, this action listens for keywords that are spoken by an agent. Configure this action to specify which

keywords keyword sets to use for the policy.

spoken by

agent:<none>

When you click the variable none, the Agent Analyzer Keyword Sets dialog is displayed. From the list of Available
Keyword Sets, add keyword sets to the Selected Keyword Sets list for this action. The Agent Analyzer Keyword
Sets for this action are only selecting keyword sets for the Agent.

Information about cumulative Keyword sets, keyword sets that include both Agent and Customer keywords, are
displayed in the bottom pane of the dialog. This information includes: Language, Agent Keywords, Customer
Keywords, Total Keyword Count, and Exceeds Keyword Count Limit. The default Total keyword counts for a
policy is limited to 50 keywords per language. The total keyword count for a Language is the combination of the
keyword counts from all of the Keyword Sets selected in this Agent action plus the keyword counts from the
Customer action, if included in the policy.

For information on creating Keyword Sets, see the Interaction Analyzer Technical Reference in the PureConnect
Documentation Library.

For additional information, see Important Notes for Keyword Spotting following this table.

listen for
keywords
spoken by
customer:
<none>

During a call, this action listens for keywords that are spoken by a customer. Configure this action to specify
which keyword sets to use for the policy.

When you click the variable none, the Agent Analyzer Keyword Sets dialog is displayed. From the list of Available
Keyword Sets, add keyword sets to the Selected Keyword Sets list for this action. The Customer Analyzer
Keyword Sets for this action are only selecting keyword sets for the Customer.

Information about cumulative Keyword sets, keyword sets that include both Agent and Customer keywords, are
displayed in the bottom pane of the dialog. This information includes: Language, Agent Keywords, Customer
Keywords, Total Keyword Count, and Exceeds Keyword Count Limit. The default Total keyword counts for a
policy is limited to 50 keywords per language. The total keyword count for a Language is the combination of the
keyword counts from all of the Keyword Sets selected in this Customer action plus the keyword counts from the
Agent action, if included in the policy.

For information on creating Keyword Sets, see the Interaction Analyzer Technical Reference in the PureConnect
Documentation Library.

For additional information, see Important Notes for Keyword Spotting following this table.
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assign
questionnaire
to
<questionnaire
list>

This action assigns an active questionnaire to the questionnaire list associated with a recording. In the Assign
Questionnaire dialog, select the questionnaire from the questionnaire list.

To select this questionnaire for calibration, select the Mark for calibration check box.

To require the scored user's signature for the completed questionnaire, select the Require agent signoff check
box.

Next, to assign the questionnaire to a scoring user, in the Select scoring user box, in the Search for entities field,
begin typing the name of an entity: Agent, Workgroup, or Role. Entity names that match are displayed in a pop-up
window. Note that the entity type icon is displayed next to the entity name. A Filter legend lists the entity types
and their icons. To reduce the number of entities returned in the search results, clear the check boxes for the
entities you do not want to include in the search. In the pop-up window, click the entity to apply this
questionnaire to. The entity is displayed in the entity list box. Continue adding entities using the Search for
entities field. These entities will be selected by round-robin. To remove an entity from the list, select an entity
and click Remove.

set attribute
<attribute> on

Configure this action to set a custom attribute for a recording.

the recording | attribute | In the Edit Attribute pop-up window, type or select a name for the custom attribute.
to <value>
value In the Edit Value pop-up window, enter a value for the attribute selected for this action.
The special characters comma (,) and equal sign (=) can be used when entering the value.
store Configure this action to assign a custom attribute to the recording. In the Edit Attribute pop-up window, type or
interaction select a name for the custom attribute to be stored with the recording.
attribute

<attribute> to
the recording

set tags to Use this action to create tags for an interaction recording. In the Tags Editor pop-up window, type or select a tag

<Tags> name and click Add. All the tags created in the Tags Editor list are displayed in the Policy description pane.

abandon Select the abandon recording action to specify that certain users, workgroups, or roles should not be recorded. If

recording an interaction matches multiple policies, and one of the policies has the abandon recording action, the
interaction will not be recorded.

stop Add this action to a Policy to stop processing policies that follow it. The order of a policy is set in the Policy

processing pane, using the up and down arrows.

more policies
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Important Notes for Keyword Spotting

¢ Initiation policies that include Analyzer Keyword Sets are combined when a call is received. For example, if Policy A has a
keyword set Polite Phrases for the Agent and Policy B has a keyword set Rude Phrases for the Agent and both polices apply to
a call, Agents on that call will be spotted with the keyword sets Polite Phrases and Rude Phrases. If the combination of
Keyword Sets from multiple Initiation policies causes the keyword count to exceed the configured maximum keywords per
language, an error is logged and no keyword spotting occurs. The default Analyzer Maximum Keyword Count server parameter
default value is 50. The value for this server parameter can be changed in Interaction Administrator.

e If a keyword count configuration on a call exceeds the maximum allowed, an error is logged in one or two places: an error is
logged in the recorder servertrace logs for every call whose configuration exceeds the maximum keyword count, and a
Windows Event Log error is logged once an hour. For example, if during the course of 8 hours there were 100 calls per hour that
had configurations that exceeded the maximum keyword count, then at the end of those 8 hours there would be 800 errors in
the recorder servertrace logs and 8 errors logged in the Windows Event Log.

e When a policy turns keyword spotting on for a call, it remains on for the duration of the recording, even if a call is transferred.
Policies can be configured to turn off keyword spotting by using the default keyword set selection <none>. If the Policy action
value is set to <none> for either the Agent or the Customer andno other policy that applies to the call contains Keyword Sets
for the Agent or Customer, then the <none> selection forces keyword spotting off, and no keywords are added to the combined
Initiation Policies. To turn keyword spotting off when a call is transferred to a specific agent, station, role, or workgroup, set the
Policy action to <none>.

e Intercom call keyword spotting behaves differently than keyword spotting for inbound and outbound calls. Intercom calls
consist of two internal users: the user /nitiating the call and the user receiving the call. CIC does not support applying both
users’ keyword spotting policies for intercom calls. For intercom calls, CIC applies the receiving user's keyword spotting
policies. As a result, only the keyword sets that were configured by the receiving user’s policy actions listen for keywords
spoken by agent and listen for keywords spoken by customer are used to listen for keywords spoken during intercom
calls. When the receiving user's keyword spotting actions are applied, the receiving user is spotted for agent keywords, and the
initiating user is spotted for customer keywords.

o For details on identifying recordings for evaluation based on Spotted Keywords and Phrases, see Appendix F: Identify
Recordings by Spotted Keywords and Phrases for Evaluation.

58



Initiation Policy Overview

Use Overview to analyze the currently active Initiation policies to be sure your Initiation policies are recording and evaluating the
policy entities: Users, Stations, Roles, Workgroups, and Lines. Running Overview also ensures all the users specified in your
Initiation policies are licensed for Interaction Recorder access. And the Overview process warns you if your Initiation policies
contain Abandon Recording or Stop Processing actions. When running this process, the Initiation Policy Overview dialog
displays status information in Overview Progress, and presents the analysis results in the Licensing Overview and the
Recorded Overview tabs.

After you have created your Initiation Policies, clicking Overview displays the Initiation Policy Overview dialog.
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Overview Progress

The Overview Progress box is at the top of the dialog and displays each step in the policy analysis along with any warnings.
Warnings are displayed if any entities are not licensed or not recorded. Warnings are also displayed if your Initiation policies
contain Abandon Recording or Stop Processing actions. A warning also appears if Policy Editor is run against an older server,
stating that the licensing information is unavailable. When no warnings occur, the Overview Progress box is collapsed.
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Licensing Overview

The Licensing Overview tab lists every user and station by type on the server, in the Entities Licensed for Interaction Recorder
Access box or Entities Not Licensed for Interaction Recorder Access box.
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If any entities are not licensed, the Entities Not Licensed for Interaction Recorder Access box is open and the Entities
Licensed for interaction Recorder Access box is collapsed. Otherwise, the Entities Licensed for interaction Recorder
Access box is open and the Entities Not Licensed for Interaction Recorder Access box is collapsed.
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Recorded Overview

The Recorded Overview tab lists all Users, Stations, Roles, Workgroups, and Lines, by type on the server, in the Entities
Recorded/Evaluated by Initiation Policies box or Entities Not Recorded/Evaluated by Initiation Policies box.
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If any entities are not licensed, the Entities Not Recorded/Evaluated by Initiation Policies box is open and the Entities
Recorded/Evaluated by Initiation Policies box is collapsed. Otherwise, the Entities Recorded/Evaluated by Initiation
Policies box is open and the Entities Not Recorded/Evaluated by Initiation Policies box is collapsed.

Note

No criteria is analyzed when determining which entities will be recorded. All entities that are specified in an Initiation Policy
containing a record action are added to the Entities Recorded/Evaluated by Initiation Policies box. Recording actions
that are supported include: record interaction, record agent side only, and record chat transcript.
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Creating a Retention Policy

Create Retention Policies to configure where recordings are stored, when they should be archived, and how long they are retained.
After Retention Policies evaluate a recording, in order for the recording to be re-evaluated by the Retention Policies, be sure to
create a Retention Policy with the re-evaluation action. This action allows the recording to be re-evaluated by Retention Policies.

Retention policies are created in Interaction Administrator under Interaction Recorder on the Policy Editor Configuration dialog, on
the Retention page.

File View Help
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Palicy description (clck an underined value to edit):

Default Storage Location Policy

If you used IC Setup Assistant to configure the Default Storage Location, the directory you specified is configured in the Default
Storage Location policy. To change the default storage for compressed and processed recordings, edit the value for store media

at in the Policy description pane.
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Create a New Retention Policy

To create a new Retention Policy, on the Retention page toolbar, click New Policy
The Edit Retention Policy dialog is displayed, beginning with Step 1.
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Step 1: Select criteria

Use this page of the Edit Retention Policy dialog to select retention criteria for a recorded interaction. The criteria that can be
selected to retain a recorded interaction are:

Note
If no criteria are selected, the policy applies to all recordings.

<attribute> contains the value <value>

the listed <attributes> are not set

recordings between <start date> and <end date>
recording length is <more/less> than <duration>

agent matches the following <agents>

media location matches the following <media locations>
matches the following <workgroup>

media type is <Type>

Tracker participant is <participant>

tag matches the following <tags>

the listed <tags> are not set

matches the following <wrapup code>

recordings that are <more/less> than <period> old
recording is <older/newer> than <duration> <period> old
recording has been archived:<true/false>

is a snippet recording: <true/false>

social media type <any> platform <any> channel nhame <any> page <any>

Selecting Criteria for Retaining Recordings

Select the retention criteria for recordings in the Step 1: Select criteria box.

To select retention criteria for interaction recordings:

1.
2.

4.

In the Name field, type a descriptive name for the policy.
In the Step 1: Select criteria box, select the check box for the criteria to use for retention settings for recorded interactions.

In the Policy description pane, the criteria is added below the if the interaction meets the following criteria descriptor.

In the Policy description pane, configure the criteria by clicking the variable. When you click a variable, a pop-up window is
displayed to enter a value for the variable.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
Continue selecting criteria check boxes and configuring them in the Policy description pane.

When selecting criteria and configuring variables for Retention policies, refer to the Retention Policy Criteria Descriptions.




Completing Criteria Selection

When you have completed configuring the retention criteria settings, verify that the criteria you want for retaining recording
interactions are listed in the Policy description pane under the if the interaction meets the following criteria descriptor.
Also be sure that the value for each criterion is configured.

After you have verified your selections, click Next. The Edit Retention Policy dialog, Step2: Select actions is displayed.
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Step 2: Select actions

Use this page of the Edit Retention Policy dialog to apply retention Actions to recordings. Actions define how a Policy
executes. If an action is not defined for a retention Policy, a warning message is displayed when you are creating the Policy. If no
actions are defined for a Policy, an ERROR message is displayed in the Policy Editor status bar.

The retention actions that can be selected to apply to recordings are:
e assign questionnaire to <questionnaire list>

clear the attribute on the recording

set attribute on the recording

remove tags

set tags to <tags>

store media at <media location>

re-evaluate retention policies in <time period>

purge the recording or media only

archive recordings to <location> for <volume_prefix> with chunks of <size>

stop processing more policies
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Selecting Actions for Recordings

Select retention actions to apply to recordings in the Step 2: Select actions box.

To select actions to apply to recordings:
1. Inthe Step 2: Select actions box, select the check box for the retention action to apply to a recording.

In the Policy description pane, the action is added below the perform the following actions descriptor.

2. If a selected action requires configuring, a variable is displayed in the Policy description pane. To configure the value, click
the variable and a pop-up window is displayed.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
3. Continue selecting action check boxes and configuring them in the Policy description pane.

When selecting criteria and configuring variables for Retention policies, refer to the Retention Policy Criteria Descriptions.

Completing Action Selection

When you have completed configuring the action settings, verify that the retention actions you want for recordings are listed in the
Policy description pane under the perform the following actions descriptor. Also be sure that the value for each criterion is
configured.

After you have verified your selections, click Finished. The New Policy name is displayed and selected in the Policy pane, and the
complete description is displayed in the Policy description pane.

Saving a Policy

When you have completed creating a new Retention Policy, and there are no errors, click Apply to save the Policy. When you click
Apply, the Policies are saved and the italic is removed from the name in the Policy list.

Retention Policy Criteria Descriptions

When selecting criteria and configuring variables for Retention policies, refer to the following tables for descriptions of criteria and
variable values.

Retention Policy Step 1 Criteria Descriptions

The following table describes the details for configuring variables when setting retention criteria values in the Policy description
pane. Variables are configured in a pop-up window when you click the variable below the if the interaction meets the following
criteria descriptor. The following criteria appear in the Policy description pane when the criterion is selected.

Criteria for Step 1: Select Criteria

Criterion Description

<attribute> | Attribute | Configure the attribute variable to select which recordings apply to this retention policy. In the Edit

contains the Attribute pop-up window, use the drop-down list to select a custom attribute to configure for this
value, criterion.
<value>

Value In the Edit Value pop-up window, enter a value for the attribute selected for this criterion.

The special characters comma () and equal sign (=) can be used when entering the value.

To add additional attributes and values for this criterion, click [Add]. To remove an attribute and value for this
criterion, click [Remove].

the following | Attribs | Configure the Attribs variable to select which recordings apply to this policy when a custom attribute is

attributes not set. In the Attributes Editor pop-up window, use the Enter an attribute drop-down list to select a
are not set custom attribute, and then click Add. The attribute is added to the attribute list. To remove an attribute
<Attribs> from the list, select the attribute in the list and click Remove.
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recordings Configure the variables for this criterion to select which recordings, within a date range, apply to this retention
between policy.
<start date>
and <end start In the Date Editor pop-up window, select a start date from the drop-down calendar.
date> date
end date | In the Date Editor pop-up window, select an end date from the drop-down calendar.
recording Configure this variable to apply this retention policy to recordings with a specific length.
length is . . ) ) . . . .
Iesg than 0 In the Compare Recording Length pop-up window, configure the first part of this setting. In the Recording length is
seconds drop-down list, select either less than or greater than.
To configure the next setting for this criterion, in the seconds box, type the number of seconds or use the up and
down arrows to select a number.
agent Configure this variable to select which agents to apply this retention policy to. In the Select Agents pop-up window,

matches one
of the

begin typing an agent name in the Search for agents box. Agent names that match are displayed in a pop-up
window. When you select an agent in the pop-up, it is added to the agent list.

following

[Modify]

media Configure this variable to apply this retention policy to recordings that are located in a specific folder. In the Select

location Folder pop-up window, select a folder from the drop-down list. You can also browse for a folder using the ellipsis

matches the | button.

following

<media

locations>

matches Configure the <workgroup> variable to select which workgroups to apply this retention policy to. In the Select

following Workgroups pop-up window, begin typing a workgroup name in the Search for workgroups box. Workgroup names

<workgroup> | that match are displayed in a pop-up window. When you select a workgroup in the pop-up, it is added to the
workgroup list.

media type | Configure this variable to apply this retention policy to recordings with specific media types. In the Select Media

is <media type pop-up window, select the media type. Multiple media types can be selected. The available media types are:

type> Call, Chat, Chat Transcript, Email, Screen, Social Conversation, and Social Direct Message.

matches one
of the
following
Tracker
participants
[Modify]

Configure this variable to select which Tracker participants to apply this retention policy to. In the Select Remote
Parties pop-up window. A Filter legend lists the remote party types and their icons. To reduce the number of
entities returned in the search results, clear the check boxes for the entities you do not want to include in the
search. Begin typing a name in the Search for remote parties box. Names that match are displayed in a pop-up
window. Note that the remote party type icon is displayed next to the remote party name. When you select a
remote party in the pop-up, it is added to the remote parties list.

tag matches

Configure the <Tags> variable to select Tags, which are associated with recordings that you want to apply this

the following | retention policy to. In the Tags Editor pop-up window, in the Enter a tag box, type or select a tag name, and click

<Tags> Add to include the name in the Tags Editor list. All the tags created in the Tags Editor list are displayed in the
Policy description pane.

the following | Configure this variable to apply this retention policy to recordings that do not have these tags associated with

tags are not | them. In the Tags Editor pop-up window, in the Enter a tag box, type or select a tag name, and click Add to include

set <Tags> | the name in the Tags Editor list. All the tags created in the Tags Editor list are displayed in the Policy description

pane.

wrapup code

Configure the variable for this criterion to select which wrap-up codes apply to

::soz\;v::pup this retention policy.

In the Select Wrapup Codes pop-up window, select the wrap-up codes to apply to this retention policy.
recordings Configure the variable for this criterion to select which recordings, within a date range, apply to this retention
that are policy.
older than . . s . . . .
today To configure the first field in the Select Date Range pop-up window, in the drop-down list, select either older than

or within.

To configure the second field in the Select Date Range pop-up window, in the drop-down list, select the period of
time. The available options are: today, this week, this month, this quarter, this year.
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recording is | Configure the variables for this criterion to select which recordings are within or older than the specified period of
older than 0 | time. In the Compare Recording Age first drop-down list, select older than or within. In the next box, type a number
day old for the period of time. In the last drop-down list, select the period of time. The options are: Hour, Day, Week,
Month, or Year.
recording Configure the variable for this criterion to select which recordings have or have not been archived. Click the
has been variable and toggle to true or false.
archived:
false
is a snippet | Configure the variable for this criterion to apply this retention policy for snippet recordings.
;erzrdmg: To apply the policy to snippet recordings, click the variable and toggle to true.
social media | Select the value for Social Media: type, platform, channel name, or page.
B:gff;rarzp For social media type, the values are: Any, Conversation, or Direct Message.
<any> For Social Media platform, the values are: Any, Facebook, or Twitter.
channel
name <any> For social media channel name, specify the social media channel configuration value or leave the field empty for
page <any> | any channel configuration.
For social media page, specify the social media page configuration value or leave the field empty for any page
configuration.
Note: The social media page value is only available for Facebook, and it is limited to the standard 75 characters.
If Twitter platform is selected, the page value is Not Available.
For more information, see the Social Media Technical Reference in the PureConnect Documentation Library.

Retention Policy Step 2 Action Descriptions

The following table describes the details for configuring variables when setting retention action values in the Policy description

pane. Variables

are configured in a pop-up window when you click the variable below the perform the following actions

descriptor. The following actions appear in the Policy description pane when the action is selected.

Action for Ste

p 2: Select actions

Action

Description

assign
questionnaire
to
<questionnaire
list>

This action assigns an active questionnaire to the questionnaire list associated with a recording. In the Assign
Questionnaire dialog, select the questionnaire from the questionnaire list.

To select this questionnaire for calibration, select the Mark for calibration check box.

To require the scored user's signature for the completed questionnaire, select the Require agent signoff check
box.

Next, to assign the questionnaire to a scoring user, in the Select scoring user box, in the Search for entities field,
begin typing the name of an entity: Agent, Workgroup, or Role. Entity names that match are displayed in a pop-up
window. Note that the entity type icon is displayed next to the entity name. A Filter legend lists the entity types
and their icons. To reduce the number of entities returned in the search results, clear the check boxes for the
entities you do not want to include in the search. In the pop-up window, click the entity to apply this
questionnaire to. The entity is displayed in the entity list box. Continue adding entities using the Search for
entities field. These entities will be selected by round-robin. To remove an entity from the list, select an entity
and click Remove.

NoteWhen assigning a Role, the maximum number of Roles that can be configured for a Retention policy is 300.

clear attribute
<attribute> on
the recording

Configure this action to remove a custom attribute from recordings. In the Edit Attribute type or select a name of
the custom attribute to be removed from recordings. To add anadditional criterion to clear an attribute from a
recording, click [Add]. To remove the criteria list, click [Remove].
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set attribute
<attribute> on

Configure this action to set a custom attribute for a recording.

the recording | attribute | In the Edit Attribute pop-up window, type or select a name for the custom attribute.
to <value>
value In the Edit Value pop-up window, enter a value for the attribute selected for this action.
The special characters comma (,) and equal sign (=) can be used when entering the value.
remove the Use this action to remove tags from an interaction recording. In the Tags Editor pop-up window, type or select a

following tags
<tags>

name for the tag to be removed, and click Add. The name of the tag to be removed from recordings is added to
the list. This is a list of tags that will be removed from recordings for this policy.

set tags to
<Tags>

Use this action to create tags for an interaction recording. In the Tags Editor pop-up window, type or select a tag
name and click Add. All the tags created in the Tags Editor list are displayed in the Policy description pane.

store media at
<media
location>

Configure this variable to store a recording in a specific folder, or to select an Amazon S3 location to store your
recording. In order to view a screen recording in the playback window, the action Store Media at executes before
the action Archive Recording to when both actions are in the same Retention Policy.

Note All Amazon S3 communication uses HTTPS or HTTP protocol, which is configured in Interaction
Administrator, in the Interaction Recorder Configuration dialog on the Cloud Services Configuration page using
the Enable HTTPS exchanges check box. By default, HTTPS is selected. Also note, the S3 Bucket name cannot
contain periods as Amazon's SSL wildcard certificate only matches buckets that do not contain periods.

Select a Folder

To select a specific folder to store the recording, click the media location variable, and in the Select Folder pop-
up window select a folder from the drop-down list. You can also browse for a folder using the ellipsis button.

Notes

- We highly recommend that the stored recordings media location be a valid UNC path. This is necessary
because there might be multiple CIC servers and Interaction Recorder servers requesting recording files from
one another. To set the <media location> variable to a valid UNC path, on the Select Folder pop-up window, type
a UNC path.

- If a Retention policy includes both the "store media at" action and the "purge the media only" action, the "store
media at" action is not executed.

Amazon S3 location

To store a recording using Amazon Simple Storage Service (Amazon S3), select the check box Amazon S3
location.

Next, select a Bucket from the drop-down list and in the Subfolder field type a name for the subfolder where the
recordings will be stored.

Configure Amazon S3 Bucket

- Configure in Interaction Administrator
Amazon S3 location Buckets are configured in Interaction Administrator and are available in the Bucket list. For
more information see_Cloud Services Configuration.

- Configure in Policy Editor
You can also configure a new Amazon S3 Bucket in Policy Editor from the Bucket drop-down list. To do this:

—Select <Configure> and on the S3 Bucket Configuration dialog, add the Amazon Account ID and Secret Key
information for the new Bucket.

-In the Region Endpoint list, select the region where recordings are stored or accessed.

—If the Region Endpoint is not in the list, you can select Specify Custom S3 Endpoint and click Configure. In the
Specify Custom Endpoint dialog, enter the endpoint information. When adding a custom region and endpoint, the
display name must match the region name defined for the given endpoint. Endpoints are defined in Amazon S3.

The endpoint information helps reduce data latency when you access or store recordings with the Amazon S3
service.

Click Test to validate the proper access level for the specified account credentials.

For information on Amazon Simple Storage Service, see Amazon Web Services at http://aws.amazon.com/s3.
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re-evaluate Configure this variable to set the time period for a recording to be re-evaluated. Recordings can be re-evaluated
retention based on the last time a recording was evaluated by a policy, or based on the recording date.
olicies in . . . . . . . .
pNever In the Edit Re-Evaluation Period dialog box, select the time period from the drop-down list. The available re-
evaluation time periods are: Never or Duration.
The default time period is Never, which means the recording will never be re-evaluated by the policy. You can
modify the retention expiration date manually in Interaction Recorder Client, in the Search Results View. For
more information, see Modify Retention Expiration.
When you select Duration, values are displayed. You can set the re-evaluation duration by Minutes, Hours, Days,
Weeks, Months, Quarters, or Years, to re-evaluate the recordings based on the last time a recording was
evaluated by a policy.
Note: A month is defined as 31 days, a quarter is defined as 93 days, and one year is defined as 365 days.
To re-evaluate the recordings based on the recording date, select the Re-evaluate recordings based on the
recording date check box. The Duration value is added to the recording date. For example, if you select 2 Days,
the recordings will be re-evaluated two days after the recording was created.
Edit Re-Evaluation Periad Y
Sadact the panad
Duration -
2 + |Dmm bt
A Re-evalsate rcordings based on the recording dabe
Cancel
Note: If the server parameter, IR Use Recording Date for Expired Calculations, has been set True in
Interaction Administrator, the Re-evaluate recordings based on the recording date check box is not available. For
more information on this server parameter, see Appendix C: Interaction Recorder Server Parameters.
You can view the retention expiration date of a recording in the Media Details pane in Interaction Recorder Client
in IC Business Manager.
Media Details
Recording Date: /472018 3:3%:58 AM
Expiration Date: 7/6/2018 5:35:58 AM
ML .
(I Interaction 1D Key: 100110554450180704
Archived: Yes
Recording Length: 00:00:37
P -= Hina Type: " tey-hased
After Retention Policies evaluate a recording, in order for the recording to be re-evaluated by the Retention
Policies, be sure to create a Retention Policy with the re-evaluation action. This action allows the recording to be
re-evaluated by Retention Policies.
Note: When a recording matches multiple Retention Policies, the policy with the shortest re-evaluation time
interval is used to re-evaluate the recording. For example if a recording matches three retention policies, one
with a 3-day re-evaluation interval, another with a 30-day re-evaluation interval, and another policy matches with a
1-year re-evaluation interval, the recording will be re-evaluated in 3 days.
purge the Configure this variable to purge a recording and media for a recording, or to only purge the media for a recording.

recording and
media

Media refers to the actual audio or video recording, and recording and media refers to the audio or video
recording and the database records. If you purge the media only, the database records remain for reporting
purposes.

To purge the audio or video and the database records, click the variable and toggle to recording and media.

To purge only the audio or video recording, click the variable and toggle to media only.
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archive
recording to
<media
location> for
<volume
prefix> with
chunks of 0
MB

Configure these variables to archive recordings to a specific volume folder, or to select an Amazon S3 location
to archive a recording. In order to view a screen recording in the playback window, the action Store Media at
executes before the action Archive Recording to when both actions are in the same Retention Policy.

Note: For information on automatically archiving recordings using Interaction Recorder Policy Editor, see
"Appendix D: Archive Recordings" in the Interaction Recorder Technical Reference in your PureConnect
Documentation Library.

Note: All Amazon S3 communication uses HTTPS or HTTP protocol, which is configured in Interaction
Administrator, in the Interaction Recorder Configuration dialog on the Cloud Services Configuration page using
the Enable HTTPS exchanges check box. By default, HTTPS is selected.

Select a Folder

To select a specific folder to archive a recording, click the media location variable and in the Archive storage
location pop-up window, specify a valid non-local shared UNC path.

Click the volume prefix variable, and in the Archive volume prefix pop-up window, specify a prefix string for the
archive volume name.

Click the 0 MB variable, and in the Edit Storage size pop-up window, type the maximum storage size for each
archive volume folder.Click the MB box to toggle between MB and GB.

Note: When entering the storage size for an archive volume folderin an Archive action, the Edit Storage size
dialog shows a red error rectangle around the storage size field and the OK button is not available, if the field is
empty or 0 is specified. The Edit Storage Size dialog shows a yellow warning rectangle around the storage size
field when the storage size is determined to be risky and outside of the normal storage range. A tooltip is
displayed explaining the error or warning.

Amazon S3 location

To archive a recording using amazon Simple Storage Service (Amazon S3), click the media location variable, and
in the Archive storage location pop-up window select the check box Amazon S3 location.

Next, select a Bucket from the drop-down list and in the Subfolder field type a name for the subfolder where the
recordings will be archived.

Click the volume prefix variable, and in the Archive volume prefix pop-up window, specify a prefix string for the
archive volume name.

Click the 0 MB variable, and in the Edit Storage size pop-up window, type the maximum storage size for each
archive volume folder.Click the MB box to toggle between MB and GB.

Configure Amazon S3 Bucket

- Configure in Interaction Administrator

Amazon S3 location Buckets are configured in Interaction Administrator and are available in the Bucket list. For
more information see Cloud Services Configuration.

- Configure in Policy Editor

You can also configure a new Amazon S3 Bucket in Policy Editor from the Bucket drop-down list. To do this:

—Select <Configure> and on the S3 Bucket Configuration dialog, add the Amazon Account ID and Secret Key
information for the new Bucket.

—In the Region Endpoint list, select the region where recordings are stored or accessed.

—If the Region Endpoint is not in the list, you can select Specify Custom S3 Endpoint and click Configure. In the
Specify Custom Endpoint dialog, enter the endpoint information. When adding a custom region and endpoint, the
display name must match the region name defined for the given endpoint. Endpoints are defined in Amazon S3.

The endpoint information helps reduce data latency when you access or store recordings with the Amazon S3
service.

Click Test to validate the proper access level for the specified account credentials.

For information on Amazon Simple Storage Service, see Amazon Web Services at http://aws.amazon.com/s3.

stop
processing
more policies

Add this action to a Policy to stop processing policies that follow it. The order of a policy is set in the Policy
pane, using the up and down arrows.
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Note

For more information on the archive process, see Appendix D: Archive Recordings and Appendix E: Archive Log Resource

Templates.

Creating a Security Policy

A Security Policy tells Interaction Recorder Who can access, play, score, export, and archive recordings. Create a Security Policy to
specify which actions specific users are allowed to perform on selected recordings. Security policies apply to Agents and Roles.
Security policies are created in Interaction Administrator under Interaction Recorder on the Policy Editor Configuration dialog, on

the Security page.

File View Help

Initiation | Retention | Security (re-eval complete) |

Policy (applied in the crder shown)
] Administrators

&) New Policy..  Change Policy = [ Copy.. 32 Delete | & | 3 &b Re-eval

Options
Actions

BEQ2E0

Palicy description (click an underined value to adit):

This applies to the following entities: [Modity]

Administrator  [Femove]
this applies to all recordings

one has the following per missions:
£an add boakrmarks for the recording
can delete recording:
an email recordings
a0 export/archive recarding
30 modify attibubes
&30 modify tags
Can play recarding
AN retrieve recordings
£an score recordings
LA0 wiew attributes
80 wAew the audit trail of the recording
CAN view participant contact infarmation
CAN yiew sconecands
AN view tags
can view scorecard signature cormments
£an delete score cards
L3O 535190 guestionnaires
&30 modify recording retention period

Secunty re-eval completed at: 1/3/2019 12:20:42 PM

Administrators Security Policy

An Administrators security policy is provided, giving all Security permissions to users who are assigned the Administrator Role.
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Create a New Security Policy

du' Mew Palicy...

To create a new Security Policy, on the Security page toolbar, click New Policy
The Edit Security Policy dialog is displayed, beginning with Step 1.

Edit Security Policy -mm
Mame
[Wews Palicy
Step 1: Applies to the followang enlifies
Search for antities: Leagend
| & Agent
B Raole

™ Apphes o ol enties

Policy desciption [click an undeiined value to edi]
This policy does ol apply Lo anpone:
this apphies to all recondng:

HNo permizsions have been delned

Concel | Bk | Mews | Finished |

Step 1: Applies to the following entities

Use this page of the Edit Security Policy dialog to apply the policy to entities. You can assign the following entities:
e Agent

e Role

Applying Policies to Entities

You can apply this policy to all available entities oryou can select specific entities to apply the policy to.

Apply policy to all entities

To apply this policy to all entities:
1. Inthe Name field, type a descriptive name for the policy.

2. Inthe Step 1: Applies to the following entities box, the Filter legend lists the entity types and their icons. To apply this
policy to all entities, select the Applies to all entities check box.

In the Policy description pane, the entity description, This policy applies to everyone is displayed.
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Apply policy to specific entities

To apply this policy to specific entities:
1. Inthe Name field, type a descriptive name for the policy.
2. Be sure the Applies to all entities check box is clear.

3. Inthe Step 1: Applies to the following entities box, the Filter legend lists the entity types and their icons. To reduce the
number of entities returned in the search results, clear the check boxes for the entities you do not want to include in the
search. For example, if you know the entity you are searching is a Role, clear the other check boxes.

4. To apply this policy to specific entities, click in the Search for entities field.

5. Inthe Search for entities field, begin typing an entity name, for example the name of an Agent or Role. Entity names that
match are displayed in a pop-up window. Note that the entity type icon is displayed next to the entity name.

6. Inthe pop-up window, click the entity to apply this policy to. The entity is displayed in the entity list box.

In the Policy description pane, the entity is added below the This policy applies to the following entities descriptor.
7. Continue adding entities using the Search for entities field.

Removing Entities from a Policy

To remove an entity from this policy, from the entity list box, select an entity and click Remove. The entity is removed from the list
box and also removed from the policy descriptor This policy applies to the following entities in the Policy description
pane.
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Completing applying entities

The Policy description pane is updated as Security Policy settings are added and updated.

When the Policy description for applying Security Policies to entities is complete, click Next. The Edit Security Policy dialog,
Step 2: Select criteria is displayed.

Step 2 Selact critena
[] <attributes haz the vabie cvsies

[ thee st < sitrbaess sie rot cat

[ recoodings betwesn <start dabes and <end date)

[ sgert matches the [ollowrg < agerts>

[ media ocation maiches the following <media kcations)
[ musbebees th lollovwarg <wotkgioups

[ media type is <Type:

[ Trscker paticpant it <paicpant

[ tag maiches the folowing <lags

[ the st <hages e riot st

[ matches the folowirg <wrap-up codes

[ recoedings thal se crmeee/esss Fhan <penods old

[ vecoeding is coldes/neveess than cdurations <periods old

] thms s s agen's iacording
[ is & snippst recosding: <tnseale:
[ socasl enedia lyps <arme plaifoim <amo charmsl name <ams page <A

'lli.t du-unnlq:pblnm
ithiz applies to all recordngs
Mo permiztions have been defned
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Step 2: Select criteria

Use this page of the Edit Security Policy dialog to select criteria for applying this security policy to specific recordings.

The criteria that can be selected to apply this policy to recordings are:

<attribute> contains the value <value>

the listed <attributes> are not set

recordings between <start date> and <end date>

agent matches the following <agents>

media location matches the following <media locations>
matches the following <workgroup>

media type is <Type>

Tracker participant is <participant>

tag matches the following <tags>

the listed <tags> are not set

matches the following <wrapup code>

recordings that are <more/less> than <period> old
recording is <older/newer> than <duration> <period> old
this is the agent’s recording

is a snippet recording:<true/false>

social media type <any> platform <any> channel name <any> page <any>

Note
If no criteria are selected, the policy applies to all recordings.

Selecting Criteria for Recordings

Select the criteria for recordings, for this security policy, in the Step 2: Select criteria box.

To select criteria for interaction recordings:

1.

3.

In the Step 2: Select criteria box, select the check box for the criteria to use for applying security settings to recorded
interactions.

In the Policy description pane, the criteria is added below the if the interaction meets the following criteria descriptor.

In the Policy description pane, configure the criteria by clicking the variable. When you click a variable, a pop-up window is
displayed to enter a value for the variable.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
Continue selecting criteria check boxes and configuring them in the Policy description pane.

When selecting criteria and configuring variables for Security policies, refer to the Security Policy Criteria Descriptions.
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Completing Criteria Selection

When you have completed configuring the criteria settings, verify that the criteria you want for applying security settings to recorded
interactions are listed in the Policy description pane under the if the interaction meets the following criteria descriptor.
Also be sure that the value for each criterion is configured.

After you have verified your selections, click Next. The Edit Security Policy dialog, Step3: Select actions is displayed.

[T wiew the sudt bl of the recording
[7] wiew paiticipant contact nfoimation
[] vieww seotecads

[ v gz
[ view seotecmd sgnalue comments
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Step 3: Select actions

Use this page of the Edit Security Policy dialog to select Actions for user security permissions for this policy. Actions define
how a Policy executes. If an action is not defined for a security Policy, a warning message is displayed when you are creating the
Policy. If no actions are defined for a Policy, an ERROR message is displayed in the Policy Editor status bar.

Available actions for this Security Policy are:
e add bookmarks

delete recording

email recording

export/archive the recording

modify attributes

modify the tags

play the recording

retrieve the recording

score the recording

view attributes

view the audit trail of the recording

view participant contact information

view scorecards

view tags

view scorecard signature comments

delete scorecards

assign questionnaires

modify recording retention period

stop processing more policies

Selecting Actions for a Security Policy

Select actions for security permissions to apply to recordings in the Step 2: Select actions box.
To select actions to apply to recordings:
1. Inthe Step 3: Select actions box, select the check box for the actions for the security permissions to apply to a recording.

In the Policy description pane, the action is added below the one has the following permissions descriptor.

2. If a selected action requires configuring, a variable is displayed in the Policy description pane. To configure the value, click
the variable and a pop-up window is displayed.

Note When configuring a variable, to view a table with descriptions for the Criteria values, press F1 to display the Help.
3. Continue selecting action check boxes and configuring them in the Policy description pane.

When selecting criteria and configuring variables for Security policies, refer to the Security Policy Criteria Descriptions.

Completing Action Selection

When you have completed configuring the action settings, verify that the actions for security permissions you want for recordings
are listed in the Policy description pane under the one has the following permissions descriptor. Also be sure that the value
for each criterion is configured.

After you have verified your selections, click Finished. The New Policy name is displayed and selected in the Policy pane, and the
complete description is displayed in the Policy description pane.

Saving a Policy

When you have completed creating a new Security Policy, and there are no errors, click Apply to save the Policy. When you click
Apply, the Policies are saved and the italic is removed from the name in the Policy list. The changes take effect immediately when
the Security Policy is applied.
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Security Policy Criteria Descriptions

When selecting criteria and configuring variables for Security policies, refer to the following tables for descriptions of criteria and

variable values.

Security Policy Step 2 Criteria Descriptions

The following table describes the details for configuring variables when setting criteria values in the Policy description pane.
Variables are configured in a pop-up window when you click the variable below the if the interaction meets the following
criteria descriptor. The following criteria appear in the Policy description pane when the criterion is selected.

Criteria for Step 2: Select Criteria

Criterion

Description

<attribute>
contains the
value, <value>

Attribute | Configure the attribute variable to select which recordings apply to this security policy. In the Edit
Attribute pop-up window, use the drop-down list to select a custom attribute to configure for this

criterion.

Value In the Edit Value pop-up window, enter a value for the attribute selected for this criterion.

The special characters comma (,) and equal sign (=) can be used when entering the value.

To add additional attributes and values for this criterion, click [Add]. To remove an attribute and value for this
criterion, click [Removel].

between <start
date> and <end
date>

the following Attribs | Configure the Attribs variable to select which recordings apply to this policy when a custom attribute
attributes are is not set. In the Attributes Editor pop-up window, use the Enter an attribute drop-down list to select a
not set custom attribute, and then click Add. The attribute is added to the attribute list. To remove an
<Attribs> attribute from the list, select the attribute in the list and click Remove.

recordings Configure the variables for this criterion to select which recordings, within a date range, apply to this security

policy.

start In the Date Editor pop-up window, select a start date from the drop-down calendar.
date
end date | In the Date Editor pop-up window, select an end date from the drop-down calendar.

agent matches
one of the
following
[Modify]

Configure this variable to select which agents' recordings to apply this security policy to.

In the Select Entities pop-up window, begin typing an agent name in the Search for agents box. Agent names
that match are displayed in a pop-up window. When you select an agent in the pop-up, it is added to the agent
list.

media location
matches the

Configure this variable to apply this security policy to recordings that are located in a specific folder. In the
Select Folder pop-up window, select a folder from the drop-down list. You can also browse for a folder using the

<media type>

following ellipsis button.

<media

locations>

matches Configure the <workgroup> variable to select which workgroups' recordings to apply this security policy to. In

following the Select Entities pop-up window, begin typing a workgroup name in the Search for workgroups box.

<workgroup> Workgroup names that match are displayed in a pop-up window. When you select a workgroup in the pop-up, it
is added to the workgroup list.

media type is Configure this variable to apply this security policy to recordings with specific media types. In the Select Media

type pop-up window, select the media type. Multiple media types can be selected. The available media types
are: Call, Chat, Chat Transcript, Email, Screen, Social Conversation, and Social Direct Message.
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matches one of
the following
Tracker
participants
[Modify]

Configure this variable to select which Tracker participants' recordings to apply this security policy to. In the
Select Entities pop-up window. A Filter legend lists the remote party types and their icons. To reduce the
number of entities returned in the search results, clear the check boxes for the entities you do not want to
include in the search.

Begin typing a name in the Search for remote parties box. Names that match are displayed in a pop-up window.
Note that the remote party type icon is displayed next to the remote party name. When you select a remote
party in the pop-up, it is added to the remote parties list.

tag matches Tags Configure the <Tags> variable to select Tags, which are associated with recordings, that you want to

the following apply this security policy to. In the Tags Editor pop-up window, in the Enter a tag box, type or select a

<Tags> tag name, and click Add to include the name in the Tags Editor list. All the tags created in the Tags
Editor list are displayed in the Policy description pane.

the following Tags Configure this variable to apply this security policy to recordings that do not have these tags

tags are not set
<Tags>

associated with them. In the Tags Editor pop-up window, in the Enter a tag box, type or select a tag
name, and click Add to include the name in the Tags Editor list. All the tags created in the Tags
Editor list are displayed in the Policy description pane.

recordings that
are older than
today

Configure the variable for this criterion to select which recordings, within a date range, apply to this security
policy.

older To configure the first part of this setting, in the Select Date Range pop-up window, in the drop-down
than list, select either older than or within.
today To configure the second part of this setting, in the drop-down list select period of time. The available

options are: today, this week, this month, this quarter, this year.

wrapup code is

Configure the variable for this criterion to select which wrap-up codes apply to this security policy.

:g(;zzgp In the Select Wrapup Codes pop-up window, select the wrap-up codes to apply to this security policy.
Recording is Configure the variables for this criterion to select which recordings are within or older than the specified period

older than 0 day
old

of time. In the Compare Recording Age first drop-down list, select older than or within. In the next box, type a
number for the period of time. In the last drop-down list, select the period of time. The options are: Hour, Day,
Week, Month, or Year.

this is the Select this check box if you want to control which actions an agent can perform on his or her own recordings.
agent’s

recording

is a snippet Configure the variable for this criterion to apply this security policy for snippet recordings.

recording: false

To apply the policy to snippet recordings, click the variable and toggle to true.

social media
type <any>
platform <any>
channel name
<any>

page <any>

Select the value for Social Media: type, platform, channel name, or page.
For social media type, the values are: Any, Conversation, or Direct Message.
For Social Media platform, the values are: Any, Facebook, or Twitter.

For social media channel name, specify the social media channel configuration value or leave the field empty
for any channel configuration.

For social media page, specify the social media page configuration value or leave the field empty for any page
configuration.

Note: The social media page value is only available for Facebook, and it is limited to the standard 75
characters.

If Twitter platform is selected, the page value is Not Available.

For more information, see the Social Media Technical Reference in the PureConnect Documentation Library.
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Security Policy Step 3 Action Descriptions

The following table describes the details for configuring variables when setting action values in the Policy description pane.
Variables are configured in a pop-up window when you click the variable below the one has the following permissions
descriptor. The following actions appear in the Policy description pane when the action is selected.

Action for Step 3: Select actions

Action

Description

can add
bookmarks for
the recording

Configure this action to allow specific users to add bookmarks to a recording.

Use the can toggle variable to allow or deny users permission to add bookmarks to a recording by selecting can
or can NOT.

can delete Configure this action to allow specific users to delete recordings.
recordings . L . .
9 Use the can toggle variable to allow or deny users permission to delete recordings by selecting can or can NOT.
can email Configure this action to allow specific users to email recordings.
recordings . . . . .
9 Use the can toggle variable to allow or deny users permission to email recordings by selecting can or can NOT.
can Configure this action to allow specific users to export or archive a recording.
export/archive . - . . .
. Use the can toggle variable to allow or deny users permission to export or archive a recording by selecting can
recording
or can NOT.
can modify Configure this action to allow specific users to modify attributes of a recording.
attributes . . . . . .
Use the can toggle variable to allow or deny users permission to modify attributes of a recording by selecting
can or can NOT.
can modify Configure this action to allow specific users to modify tags of a recording.
tags . . . . .
9 Use the can toggle variable to allow or deny users permission to modify tags of a recording by selecting can or
can NOT.
can play Configure this action to allow specific users to play a recording.
recording

Use the can toggle variable to allow or deny users permission to play a recording by selecting can or can NOT.

can retrieve

Configure this action to allow specific users to retrieve recordings.

the recording

recordings . - . . .
9 Use the can toggle variable to allow or deny users permission to retrieve recordings by selecting can or can
NOT.
can score Configure this action to allow specific users to score recordings.
recordings . . . .
9 Use the can toggle variable to allow or deny users permission to score recordings by selecting can or can NOT.
can view Configure this action to allow specific users to view attributes of a recording.
attributes . - . . . .
Use the can toggle variable to allow or deny users permission to view attributes of a recording by selecting can
or can NOT.
can view the Configure this action to allow specific users to view the audit trail of a recording.
audit trail of

Use the can toggle variable to allow or deny users permission to view the audit trail of a recording by selecting
can or can NOT.

can view Configure this action to allow specific users to view participant contact information for a recording.
articipant . - . - . .

Eontacec Use the can toggle variable to allow or deny users permission to view participant contact information for a

information recording by selecting can or can NOT.

can view Configure this action to allow specific users to view scorecards for a recording.

scorecards

Use the can toggle variable to allow or deny users permission to view scorecards for a recording by selecting
can or can NOT.
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can view tags

Configure this action to allow specific users to view tags of a recording.

Use the can toggle variable to allow or deny users permission to view tags of a recording by selecting can or can
NOT.

questionnaires

can view Configure this action to allow specific users to view scorecard signature comments.
scorecard . . . .
signature Use the can toggle variable to allow or deny users permission to view scorecard signature comments by
e selecting can or can NOT.
can delete Configure this action to allow specific users to delete scorecards.
scorecards . L .
Use the can toggle variable to allow or deny users permission to delete scorecards by selecting can or can NOT.
can assign Configure this action to allow specific users to assign questionnaires.

Use the can toggle variable to allow or deny users permission to assign questionnaires by selecting can or can
NOT.

more policies

can modify Configure this action to allow specific users to modify recording retention periods.

recordin . L . . . . .
retentior? Use the can toggle variable to allow or deny users permission to modify recording retention periods by selecting
period can or can NOT.

stop Add this action to a Policy to stop processing policies that follow it. The order of a policy is set in the Policy
processing pane, using the up and down arrows.

A Security Policy with the stop processing more policies action only takes effect when both the User entities
and Recording Criteria match the recording being evaluated. If either the User entity or the recording criteria in
the Security policy with the Stop processing more policies action does not match the recording being evaluated,
the evaluation of the current recording does not stop, and policy evaluation continues through the remainder of
the policies, until stopped.

Policy Editor Toolbar

Use the toolbar to Change a policy, Copy a policy, Delete a policy, change the order to apply policies, Re-evaluate policies, and
Options to export and import policies and view the audit history.
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Change Policy

Use the Change Policy menu to make updates to a Policy or quickly add Actions to a Policy. To display the Change Policy dialog,
in the Policy Pane select a Policy and on the Policy Editor toolbar, click Change Policy.

oo | Mawi Policy... | Change Policy = 5 Copy... 44 Delete

| Policy (applied in Edit Palic
o New Poliy Rename Polcy

Daeactivate Folicy

§& Record b
'1.,_ Encrypt
& pbandon
Ernail
[ Questionnaire

v s

@ Stop Processing Palicies

The commands on the Change Policy menu allow you to:
e Edit a Policy

Rename a Policy

Deactivate a Policy

Show Policy errors

Add an Action to a Policy

The Actions on the Change Policy menu allow you to add the following Actions to a Policy, based on the Policy Type you are
configuring:
e Record
Encrypt
Abandon
Email
Questionnaire
Tags
Location
Retention
Delete
Score
Play
Retrieve
Stop Processing Policies

Edit a Policy

To edit a Policy:
1. Select the Policy in the Policy pane, and click Change Policy. The Change Policy menu is displayed.
2. On the Change Policy menu click Edit Policy. The Edit Policy dialog is displayed.
3. Use the Edit Policy dialog to make your changes.

You can also double-click a Policy in the Policy pane to display the Edit Policy dialog.
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Rename a Policy

To rename a Policy:
1. Select the Policy in the Policy pane, and click Change Policy. The Change Policy menu is displayed.
2. On the Change Policy menu click Rename Policy. The Rename Policy dialog is displayed.
3. Inthe name field, type your new name, and click OK.

Deactivate/Activate a Policy

To Deactivate a Policy:
1. Select the Policy in the Policy pane, and click Change Policy. The Change Policy menu is displayed.
2. On the Change Policy menu click Deactivate Policy. In the Policy pane, the check box for the Policy is cleared.

You can also deactivate a Policy by clicking the selected check box in the Policy pane. The check is cleared and the Policy is
deactivated.

To Activate a Policy:
1. Select the Policy in the Policy pane, and click Change Policy. The Change Policy menu is displayed.

2. On the Change Policy menu click Activate Policy. In the Policy pane, the check box for the Policy is selected.

You can also activate a Policy by selecting the Policy check box in the Policy pane.
Show Errors

When there are errors in a Policy, to display the errors:
1. Select the Policy in the Policy pane, and click Change Policy. The Change Policy menu is displayed.
2. On the Change Policy menu click Show Errors. A window is displayed listing the Type of error and an explanation of the error.

You can also display the errors for a Policy by right-clicking the Policy and on the shortcut menu click Show Errors.
Adding Actions to a Policy

To quickly add Actions to an existing Policy:
1. Select the Policy in the Policy pane and click Change Policy. The Change Policy menu is displayed.
2. On the Change Policy menu, select an Action to apply to the Policy.

When you have completed updating a Policy, and there are no errors, click Apply to save the Policy. When you click Apply, the
Policies are saved and the italic is removed from the name in the Policy list. When updating Security Policies, the changes take
effect immediately when the Security Policy is applied.




Copy

If you want to duplicate an existing policy, click Copy. The Copy Policy dialog is displayed. Type a name for the new Policy and
click OK. You might want to create a copy of a Policy as a base to modify and test a new policy. When duplicating a policy, note
that the Actions that are configured for the policy are displayed by their icons under Actions in the Policy pane. Action icons can
assist you in quickly seeing what actions are configured for each policy. Here's an example of where the policy Action icons are
located in the Policy pane.

i Interaction Recorder Policy Editor

Delete

To delete a policy, select it in the Policy pane, and click Delete.

Order

You can change the order policies are applied. Policies are executed in the order they are listed in the Policy pane. To change the
order in which policies are applied, in the Policy pane select a Policy. Use the Up and Down arrows to move the policy to another
position in the list, changing the execution order of the Policy.

Re-evaluate

Policies are re-evaluated from top to bottom when an interaction is completed and de-allocates, or when the recording retention
expires. When you make a change to a Retention Policy or Security Policy you can immediately re-evaluate the policy by clicking
Re-eval on the toolbar. For the Re-eval button to be available, all policies need to be saved. On the Re-evaluate retention policies
dialog, select which recordings to apply retention policies, or security policies, to.

When policies are in the process of being re-evaluated, a progress indicator is displayed at the bottom of the Policy Editor window.

41000 out of 1000000 recordings have been processed

[
|

While the progress indicator is displayed, the Re-eval button is replaced with a Cancel button.

. @ Zancel

To stop the re-evaluation process, click Cancel.
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Options

Click Options to:
e Import policies from or Export policies to an external XML file
e View Audit History

Options ||
ImportfExpork
Wigws Audit History
[ 4 =
1

Notes:

e If animport is successful, but an element is missing, such as an action, criterion, entity, or event, you will not be allowed to save
the policy. A dialog appears providing options that need to be fixed before the policy can be saved.

o If an import fails, a dialog appears and you are not allowed to continue. Information about the failure is available in the logs.
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Interaction Recorder Snippet Recording

About Snippet Recordings

Snippet recordings are recordings of calls and chat interactions, created by users and agents in Interaction Desktop and Interaction
Connect, and by supervisors in Interaction Supervisor. Using the Snip button, users, with the appropriate security rights, manually
initiate and stop Snippet recordings. Unlike ad-hoc recordings that are not managed by Interaction Recorder, using the Snippet
recording feature allows contact centers to record a specific segment of a conversation. For example, the Snippet recording feature
can be used for various legal purposes, or initiate a recording after obtaining the caller’'s verbal agreement.

Snippet recordings are configured and managed by Interaction Recorder and stored in the CIC database. Snip creates SASF (Secure
Authenticated Stream Format) files. Snippet recordings store not only the interaction recording but also participant and event data,
the same as Interaction Recorder policy-based recordings. And snippet recordings can be encrypted, to ensure recordings are
secure.

Interaction Recorder Policy Editor Retention policies determine where snippet recordings are stored in CIC and how long they are
retained. Policy Editor Security policies determine who has access to view snippet recordings in IC Business Manager. When
creating policies, you can also set tags, attributes, and Interaction Quality Manager Questionnaire scorecards for snippet
recordings. For more details on creating Policies for Snippet Recordings, see About Interaction Recorder Policy Editor.

Snippet Recordings can also be initiated, stopped, and managed using an IceLib API. Refer to the /ntroduction to IceLib Technical
Reference for more information.

Requirements for Snippet Recordings

There are licensing and configuration requirements for Interaction Recorder Snippet Recordings. These requirements are configured
in Interaction Administrator.

Licensing for Snippet Recordings
Interaction Recorder Access license for Snippet Recordings

Interaction Recorder Snippet Recordings require the Interaction Recorder Access license for each User or Station to be
recorded.

The Recorder Access license is required to start and stop Snippet Recordings in Interaction Desktop and Interaction Connect.
The Recorder Access license also allows start and stop of Snippet Recordings from IceLib and ICWS APIs.

The Recorder Access license allows a supervisor to create Snippet recordings from the Agent or Workgroup Queue in the Queues
Supervisor views in IC Business Manager. For additional information on Interaction Supervisor licensing requirements for Agents
and Workgroup Queues view, see the Interaction Supervisor Help.

Interaction Recorder Client Access license for Snippet Recordings

The Interaction Recorder Client Access license is required for users to view and playback snippet recordings in Interaction
Recorder client in IC Business Manager.

The Interaction Recorder Client Access license is required to view and modify tag and attribute policy security rights per recording
using an IceLib API.

Configuration for Snippet Recordings

Configure the following settings for Interaction Recorder Snippet Recordings in Interaction Administrator.
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Configuring Interaction Recorder for Snippet Recordings

To allow Snippet Recordings to be generated on the CIC server, in the Interaction Recorder Configuration dialog on the Recording
Generation tab, select Enable Snippet Recordings. If this check box is not selected, Snippet Recordings are not generated.

To encrypt Snippet Recordings, be sure you have selected Enable Snippet Recordings, and select the Encrypt Snippet Recordings
check box.

For additional information on configuring Interaction Recorder Snippet Recordings, see the Interaction Administrator Help.
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Assigning Snippet permissions for users

To allow the Snip button to be added to the Interaction Desktop toolbar:

1.

2.
3.
4

Open the Configuration dialog for a user or station.
Click the Security tab, and then click Security Rights.

In the Search box, type Snip.

Under Interaction Command Rights (Restricts when commands are visible in the Client), select the Has Right
check box for Snip.

To allow a user to access the Snip command in Interaction Desktop My Interactions, under My Interaction Rights, select
the Has Right check box for Snip Interactions.

Liser [ onhigur abion

Configuration | Licersing | Personalnfo | Workgroups | Roles | Password Poldes | D
Chonk Configration | Phonetic Spelings | Opions  Securty | Custom Attributes

Security Rights

Category: Iﬂ:PJI;- ﬂ Seanch: [Sl'id Claar

™ shiow onby salacted items and groups

Name [ Has Rught__tnherked From |
Interaction Command Rights - (Restricts which commands are visible in the Client)

Ship [+]
™y Interaction Rights

Srip Interactions [+]

Ao Erreed Aecess Detiais, I
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Configuring Interaction Desktop for Snippet Recordings

Customize Toolbar @Jg

Available toolbar buttons: Selected toolbar buttons:
Separator =58 Whisper =
I .ﬂpmp:rtits Separator
| Interaction Visuslizer r 1 . Recard
:0  Add »
|Addall 3 B Secure Pause | Move up
& Remove Separator =10 1%
T — Privat
| €€ Remowve all ° _—
— Separator =
E.é; Assistance
ﬁSNurt Input =
Text options: | Show text labels 'l
Reset Close

To configure Interaction Desktop for Snippet Recordings, including adding the Snip button to toolbars, see the Interaction Desktop
(client) Help.

Configuring Interaction Supervisor for Snippet Recordings
To configure Interaction Supervisor for snippet recordings, including Monitor Snip rights, see the Interaction Supervisor Help.
Configuring Email Snippet Recordings

Snippet Recordings of email interactions in Interaction Desktop and Interaction Connect are available only if your CIC administrator
separately enables this feature. For information on enabling Email Snippet Recordings, see Appendix H:Snippet Recordings of Email
Interactions.

Create a Snippet Recording

Interaction Recorder Snippet Recordings are created using Interaction Desktop, Interaction Connect, and Interaction Supervisor.
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Creating a Snippet Recording in Interaction Desktop and Interaction Connect

In Interaction Desktop and Interaction Connect, use the Snip button to make recordings of all or selected parts of a call or chat
interaction.

My Inberactions -ﬁr Coll Hetory [l Py Work Thams i workgroopl

CQuewe | Mame | Mumber | Dwaton | sate | Detais | anteraction td | &ssoca... | Recs |

sip: Do prjr D:bkdd Conne... 1ffrwopnr
G Unfriowsn sip: Lhwoprjr [:0EA2 Recor.. 1224384

g 8 ogm O tO~Be o f O

Fickup  Hold Sad Arbriteste  Trarefer Park Vocemsl Disconnect & Securs Passa | Private | Asselance

:

If you try to create both an ad-hoc recording and a snippet recording of the same call or chat interaction, the snippet recording takes
precedence.

For more information about creating Snippet Recordings and the differences between Snippet and Ad hoc recordings, see the
Interaction Desktop Help.

Creating a Snippet Recording in Interaction Supervisor

In IC Business Manager Interaction Supervisor, supervisors with the appropriate licenses and rights can create Snippet Recordings
from the Supervisor Queues and Agent or Workgroup Queue views. When you select an interaction, use the Snip button to create a
Snippet recording.

sate -]

Conneched

To:Unknown 00:00:19

P4

4 . o

=+ +0e @ N =

Pickup Disconnect Transfer | Join Listen Coach Record Pause Snip | Private B

The Snippet recording is displayed on the queue of the Supervisor User that created the Snippet.

For more information about creating Snippet Recordings in Supervisor, see the Interaction Supervisor Help.

Creating an email Snippet Recording

Email Snippet recordings are available as a feature toggle with a server parameter setting. It is important to be aware that an email
snippet is the full email, not just a portion of the email. For this reason it is of most value only to customers who choose not to
make policy-based recordings of emails or to those who are not recording 100% of email interactions. Partial email recording is not
supported due to the fact that the behavior of a recorded email interaction is different than that of call and chat snippets. For
information on creating an email Snippet Recording, see Appendix H:Snippet Recordings of Email Interactions.
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Viewing Snippet Recordings

Snippet Recordings are viewed in Interaction Recorder in IC Business Manager. A new search attribute Recording Type, for Policy-
based recordings and Snippet Recordings allows you to search for Snippet Recordings.

Recording Type

Equal to shippet Recordin

Palicy-based
Snippet Recarding

Snippet Recordings in Search Results

When a search is run, the type of recording, Snippet % or Policy-based , is displayed in the Recording Type column in the
Search Results view.

,:) Fublic Searches ‘Seu‘dll

Search Results (9 recordings)
E Media Type Recording Type Recording ID DatefTime | Recording Length
- & -
= € 6ba3d2014-9124- .., 1/15/2016 10:33.. 00:00:21
El 69a34914-94623-,,, L715/2016 10:33.. 00:00:39
g’ Q“ 93322914-pcdf-... 171572016 10:18.. 00:00:50
(f‘ 93322914-990e-,,, 171572016 10:18.. O0:00:52
nad & B Bca22914-fdd-.., 1/15/2016 10:16... 00:00:04

Click on the Recording Type column header to sort recording search results by Recording Type, Snippet and Policy-based.

l) Public Searches 45ean:h1

Search Results {9 recordings)

|3E| Media Type IRe:nrdingType‘ Recording ID |Dat¢ﬂir‘ne Recording Length |

Gba32914-9124-., 1/715/2016 10:33,, 00:00:21

| «

@3 'k 93a22914-ecdf-... 1/1572016 10:13.. 00:00:50
nad & (F BB182914-a0ba-... 1/13/2016 4:08:. 00:00:14
ad @o dca22914-fodd-... 171572016 10:1%.. 00:00:04
[l (5“ =] dlba2d14-1574... 1/12/2016 11:31.. 00:00:11

To review the details of a Snippet Recording, select the recording and the information for the recording is displayed in the Media
Details and Details panes.

92



Search Results (14 recordings)

[E MediaType | RecordingType | Recording I Date/Tiene ¥ Expiration Date Recording Le | Direction =
& - &l Bl - - &
i 4F727615-1Tbk-.. 1/3/2019 400:08PM  4/3/2019 5:0008PM  00:00:2 nbound

¥ WT2TE15:-b5-... 17372 SEPM 47372019 56 P4 05 C ™,

& 30727615-Ges0-.. 1/3/2019 3:5T:55PM  4/3/2019 4:5T:55PM  00:00:12 =
al | »
Miedia Detadts I
60 Recording Date  1/3/2019 357:56 PM Recording ID: 30T27615-b5ef-d0a6-8110- 58 1bed 10001 —

Expiration Date: 473/2019 £:57:56 PM Initiation Poficy:
Interaction 1D Key:  100185172130190103 Direction: Qutbound -

Archived: N Encrypted: 1]

Recoeding Length:  D(:00:05 € cnppet Intistan user] user]

Recording Type:  Srippet Recording Call Type: Btemal
Dietails i "."-
Participant Data | Attributes | Audi Trail | Scoring | Tags | Events |

= Segment 01 Attribute name  Value
:1 user] (Interact W

Interactign Addr.. S100017

Saart Tarme 17372019 3:5T:55 FM
Intersctian 1D Key  100185172130150003
Eole Initiabor

Disconnect Type  Local Disconnect
Dusplay Marme wser] userl (Interactive Intelligence)

The Media Details pane displays the Snippet Initiator attribute value, indicating the user who initiated the Snippet Recording.

Media Details LIV
? Recording Date 1/3/2018 3:57:56 PM Recording ID: 30T27615-bSef-d0at-8110-e381bad 10001

Expiration Date: 4/3/2019 45T:56 PM Initiation Palicy:
Interaction ID Key: 100185172130190103 Direction: Outbound

Archived: Mo Encrypted: Mo

Recording Length: 00:00:05 € Snippet Initiator: user] userl

Recording Type: Snippet Recording Call Type: External
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Playback a Snippet Recording

To playback the Snippet Recording, in the Recording search results grid, double-click on a snippet recording. The Snippet Recording
opens in the playback dialog and the recording plays.

Audiec  Media

0:00:02

P oW ¢ il 5 BB

173729 3:57:56 PM Recording ID: 30727615~ b5ef-d0ab-8110-:
47372019 £:57:56 PM Initiation Palicy:

Interaction IDKey:  100185172130190103 Direstion: Outbound

Archived: No Encrypted: Mo

Recording Length:  O0:00:05 € snippet Initiator: user] user]

Recording Type  Snippet Recording Call Type:




Related Recordings

When you are listening to a Snippet Recording, if there is a related Policy-based recording for this interaction, a related recording
control is available.

00002

Detsitse. ... Show Policy-based Recardings |

e

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

@? Recording Date: 1/3/2019 3:57:56 PM Recording ID: 30727615-bSef-d0ab-8110-4
Expiration Date: 4737219 45756 PM Initiation Policy:
Interaction ID Key:  100185172130190103 Direction: Outbound
Archived: Encrypted: Mo
Riecording Length: &, snippet Initiator:
Recording Type: Call Type:

To display a list of Policy-based recordings related to the Snippet Recording, click the Policy control. To open a related recording,
select a recording from the list.

For additional information on viewing and playing recordings, see Recording Search.
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Using Interaction Recorder Client
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About Interaction Recorder

Interaction Recorder Built-In Workspace is used to search and play back media recordings such as phone calls, web chats,
emails, social media interactions, and screen recordings. Interaction Quality Manager Built-In Workspace is used to create
questionnaires.

‘ Interaction Recorder

@ Interaction Quality Manager

Inkeraction Process Autormation Monibor

Interaction Recorder is also used to Score recordings and search and view scorecards. The Interaction Quality Manager license is
required to score recorded interactions for quality evaluation. Live call recordings, in progress, can also be monitored using
Interaction Recorder.

Audio recordings can be played back through your computer speakers, headset, or telephone handset.

Using Interaction Recorder for IC Business Manager, you can open multiple recordings and switch between those recordings while
reviewing them.

Interaction Recorder has an intuitive user interface to help you build effective searches to display stored recordings, playback those
recordings, and search and view scorecards. You can also use Interaction Quality Manager to create questionnaires for scoring and
quality assessment of a recording.

Use Interaction Recorder Client for IC Business Manager to:
e Build searches to retrieve recordings

Build searches to retrieve scorecards

View recording details

Playback recordings

Monitor live call recordings in progress

Create questionnaires for assessing a recording

Score recordings

Send a recording in an email

Export recordings

Archive recordings
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Interaction Quality Manager View

¥3 Create New View E

Group by: IEal‘e-;r.\rias TI \iews: IE 'l Searcn &>
A views
3 Agents and Workgroups nuwﬁ;:q_im
e Infara ¥ Manager
] Historical Reparts Interaction Quality view to score recordings based on a specific datejtime
Wi Interaction Feedback Status range, the scoring user or a list of scoring users that have been
- associsted with the questionnaire scorecards and the status of those
i lrl:aracl:.inn Quaslity Manager ccorecards,
. Interaction Tracker
W Syystem Stakis
[ Workforce Management

Interaction Quality Manager Recordings to Score New View is used to retrieve recordings with associated Questionnaire
Scorecards that need to be scored. The view also displays the scorecard status.
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About the Interaction Recorder Client User Interface

Interaction Recorder and Interaction Quality Manager Workspaces use the IC Business Manager user interface, which makes it
easier to navigate your options when creating searches, viewing stored recordings and scorecards, and creating questionnaires.

The interface includes menus, toolbars, navigation panes, and workspaces.

The Interaction Recorder navigation pane provides easy access to create recording searches and scorecard searches, using the
Searches navigation pane. The Recordings navigation pane displays recordings that are open in the workspace.

".'5 IC Business Manager - Interaction Recorder

File Edit View ‘Workspaces Tools Window  Help
Mnew + | % 23 (3 X

Mavigation Pane - 1 X

b

Searches

=3 Public Searches

-l Search 1

: - B Search For Scarecard
- Private Searches

&l E & @ SIS0
&
LN
2
-
a

Recordings =

The Interaction Quality Manager navigation pane provides easy access to create questionnaires.

¥4 IC Business Manager - Interaction Quality Manager
Filx Edk View ‘Workspaces Tools Help

[Eynes ~ | ¥ S5 @8 X ;3 Defete | [ Publsh Questionnaie 5] Preview Questionnaire bl Save Quastionnaire
§ Nawigation Pane -« 0 %
Titeraction Qualily Manager f
E -] Questionnaies
3
4
I';;
=y
nul
iy

Create a Search

Use Searches in the Navigation pane to quickly build Public and Private searches for retrieving recorded interactions and viewing
scorecards.
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Recording Search

Recording searches are easily created in the workspace by selecting search attributes that are grouped into six main categories:
Interaction Analyzer, Interactions, Media Specific, Questionnaires, Survey, and Advanced. Note: Additional licensing is required for
Interaction Analyzer, Questionnaires, and Survey recording searches.

After you create a recording search, simply run the search and the results are displayed in a list of recorded interactions in the
Searches View in the workspace.

Recording searches are created to retrieve recorded interactions. In the Navigation pane, you can create Public and Private
Searches. Searches are then easily built in the workspace using the SearchBuilder control and selecting search attributes. Search
Attributes are grouped into six main categories:
e Interaction Analyzer
Interactions
Media Specific
Questionnaires
Survey
Advanced

After adding an attribute to your search, use the SearchBuilder control to configure simple and rich attributes in the workspace.
Public Searches for Recordings

Public searches can be seen and managed by all users on a server that have been assigned an Interaction Recorder Client Access
license in Interaction Administrator.

Creating a Public Search for Recordings

Public Searches that a user creates, for public sharing, are stored in Public Searches. Folders can be created to store searches or
searches can be stored directly in the Public Searches folder.

Creating a folder to contain your recording search

To create a folder to contain your search:
1. Inthe Searches pane, select Public Searches.

Mavigation Pane

Searches

E Public Searches
[#-[] Private Searches

2. Right-click, and on the shortcut menu, point to New, and click Folder. A New Folder is selected under Public Searches.
3. Right-click the new folder and click Rename.
4. Type a name for the folder and click Enter.

Creating a search

To create a search to be stored in a folder:

1. Select the folder, right-click, and on the submenu point to New and click Recording Search. The Create Recording Search
dialog is displayed in the workspace.

Note To create a search directly in the Public Searches folder, right-click on the Public Searches folder and follow the same
steps.

2. To name your search, in the Title box type a name for your search.
3. Inthe Max results box, type the number for the maximum number of results to display. The default is 100.
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Adding Attributes to a Recording Search

Use the SearchBuilder control to select attributes to add to your search. Simple and rich attributes can be added. Sub-instances can
be added to a simple attribute, and rich attributes contain multiple sub-fields. First, add an attribute to your search.
To add an attribute to your search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

For detailed information on attributes, see Recording Search Attributes.

Configuring a simple attribute

A simple attribute contains an operator and a field value that can be a string, list, or numeric type value. To configure a simple
attribute:

1. Select the operator.
2. Configure the values for the attribute.

Working with attributes

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes to logically OR
them together. To do this, right-click in the workspace, and click UNION Operator.

||
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

x
Use the Delete button to remove an attribute from the search. Delete is also available from the right-click shortcut menu.

Adding sub-instances to a simple attribute

When a simple attribute has been added to the workspace, the Add More button |E‘is displayed in the upper right corner of the
attribute control. To add an additional sub-instance of the attribute:

1. First, in the SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the

attribute control to indicate it is the active attribute, and the Add More ~ button is displayed.

2. Click Add More ™~ ". The attribute sub-instance is nested within the parent control, with an additional operator and field value
control.

Note

After you have added the number of sub-instances allowed by the attribute, the |E‘is no longer displayed as an option. For
example, Direction has four available attributes: Inbound , Intercom, Outbound, and Unknown. After three sub-instances have
been added to the original attribute, the Add More icon is no longer displayed.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

1. Inthe search builder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ is displayed
next to the sub-instance.

2. Click Delete More . The sub-instance is removed from the attribute.

Configuring a rich attribute

Rich attributes contain multiple sub-fields. Sub-fields are logically OR'd together within the search. To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

b | 4 |
3. Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search.

When all attributes have been configured for your search, click Create Search. The search is executed, the name of the search is
displayed under the folder in the Navigation Pane, and the search results are displayed in the workspace. For more details, see Run
and View a Search.

Private Searches for Recordings

Private searches can be built, viewed, configured, and run only by the owner of the search.

Creating a Private Search for Recordings

Folders can be created to store searches or searches can be stored directly in the Private Searches folder.

Creating a folder to contain your recording search

To create a folder to contain your search:
1. Inthe Searches pane, select Private Searches.

Mavigation Pane
Searches

[+]-[ ] Public Searches
|-:| Private Searches

2. Right-click, and on the shortcut menu, point to New, and click Folder. A New Folder is selected under Private Searches.
3. Right-click the new folder and click Rename.
4. Type a name for the folder and click Enter.

Creating a search

To create a search to be stored in a folder:

1. Select the folder, right-click, and on the submenu point to New and click Recording Search. The Create Recording Search
dialog is displayed in the workspace.

Note To create a search directly in the Private Searches folder, right-click on the Private Searches folder and follow the
same steps.

2. To name your search, in the Title box type a name for your search.
3. Inthe Max results box, type the number for the maximum number of results to display. The default is 100.

102



Adding Attributes to a Recording Search

Use the SearchBuilder control to select attributes to add to your search. Simple and rich attributes can be added. Sub-instances can
be added to a simple attribute, and rich attributes contain multiple sub-fields. First, add an attribute to your search.
To add an attribute to your search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

For detailed information on attributes, see Recording Search Attributes.

Configuring a simple attribute

A simple attribute contains an operator and a field value that can be a string, list, or numeric type value. To configure a simple
attribute:

1. Select the operator.
2. Configure the values for the attribute.

Working with attributes

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes. To do this, right-
click in the workspace, and click UNION Operator.

- | A |
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

x
Use the Delete button to remove an attribute from the search. Delete is also available from the right-click shortcut menu.

Adding sub-instances to a simple attribute

When a simple attribute has been added to the workspace, the Add More button IEIIis displayed in the upper right corner of the
attribute control. To add an additional sub-instance of the attribute:

1. First, in the SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the

attribute control to indicate it is the active attribute, and the Add More ~ button is displayed.

2. Click Add More ™~ ". The attribute sub-instance is nested within the parent control, with an additional operator and field value
control.

Note

After you have added the number of sub-instances allowed by the attribute, the IEIIis no longer displayed as an option. For
example, Direction has four available attributes: Inbound , Intercom, Outbound, and Unknown. After three sub-instances have
been added to the original attribute, the Add More icon is no longer displayed.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

1. Inthe SearchBuilder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ " is displayed
next to the sub-instance.

2. Click Delete More . The sub-instance is removed from the attribute.

Configuring a rich attribute

Rich attributes contain multiple sub-fields. Sub-fields are logically OR'd together within the search. To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

b | 4 |
3. Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search.

When all attributes have been configured for your search, click Create Search. The search is executed, the name of the search is
displayed under the folder in the Navigation Pane, and the search results are displayed in the workspace. For more details, see Run
and View a Search.

Add Attributes to a Recording Search

After you have created a Public or Private search, use the SearchBuilder control, displayed in the workspace, to add and configure
attributes in your search.

Adding Attributes to a Recording Search

To display SearchBuilder in the workspace, select a search in the Searches pane. The search is displayed in the workspace, and the
SearchBuilder is displayed with the New Attribute drop-down list.

Private Search Author

Title: ISearch 1

Mew Attribute *[%

When you click New Attribute, the following types of recording attributes are displayed:
Interaction Analyzer

Interactions

Media Specific

Questionnaires

Survey

Advanced

To select an attribute, point to the type of attribute you want to add to your search, and the available attributes are displayed in a
submenu. Simple and rich attributes can be added to your search. Sub-instances can be added to a simple attribute, and rich
attributes contain multiple sub-fields.

For detailed information on attributes, see Recording Search Attributes.
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Adding Attributes to a Search

Use the SearchBuilder control to select attributes to add to your search. To add an attribute to a search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

An attribute might be a simple attribute or a rich attribute. A simple attribute contains an operator and a field value that can be a
string, list, or numeric type value. A rich attribute contains multiple sub-fields.

To configure a simple attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Select the operator for the attribute
3. Configure the values for the attribute

To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes. To do this, right-
click in the workspace, and click UNION Operator.

Arranging attributes within a search attribute

b | 4 |
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

Deleting an attribute from the search

x
Use the Delete button J10 remove an attribute from the search. Delete is also available from the right-click shortcut menu.

Adding sub-instances to a simple attribute

When a simple attribute has been added to the workspace, the Add More button |Ehis displayed in the upper right corner of the
attribute control. To add an additional sub-instance of the attribute:

1. First, in the SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the

2
attribute control to indicate it is the active attribute, and the Add More ~ button is displayed.

2. Click Add More ™ . The attribute sub-instance is nested within the parent control, with an additional operator and field value
control.

Note

After you have added the number of sub-instances allowed by the attribute, the |Ehis no longer displayed as an option. For
example, Direction has four available attributes: Inbound, Intercom, Outbound, and Unknown. After three sub-instances
have been added to the original attribute, the Add More icon is no longer displayed.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

3. Inthe SearchBuilder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ is displayed
next to the sub-instance.

Click Delete More . The sub-instance is removed from the attribute.
Recording Search Attributes

The information in the following table describes the available Recording Search attributes that are used to create recording
searches for recorded interactions. These attributes are available in the search builder control when a recording search is displayed
in the workspace.

The Recording Search Attributes are defined by the following types:
e Interaction Analyzer
e Interactions

Media Specific

Questionnaires

Survey

Advanced

The Agent Keyword Score attribute searches for
recordings that contain Interaction Analyzer
Keywords that have a matching Negative Score,
Positive Score, or Total score based on the
selection in the first drop-down list box.

Available operators for Agent Keyword Score
include Equal to, Not equal to, Greater than, Greater
than or equal to, Less than, Less than or equal to, Is
empty, or Is not empty.

Interaction Analyzer Agent Keyword Score

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.

The Customer Keyword Score attribute searches
for recordings that contain Interaction Analyzer
Keywords that have a matching Negative Score,
Positive Score, or Total score based on the
selection in the first drop-down list box.

Available operators for Customer Keyword Score
include Equal to, Not equal to, Greater than, Greater
than or equal to, Less than, Less than or equal to, Is
empty, or Is not empty.

Customer Keyword Score

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.
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Total Keyword Score

The Total Keyword Score attribute searches for
recordings that contain Interaction Analyzer
Keywords that have a matching Negative Score,
Positive Score, or Total score based on the
selection in the first drop-down list box.

Available operators for Total Keyword Score
include Equal to, Not equal to, Greater than, Greater
than or equal to, Less than, Less than or equal to, Is
empty, or Is not empty.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.

Interaction Was Analyzed

The Interaction Was Analyzed attribute searches for
recordings that were analyzed for keywords or
recordings that were not analyzed for keywords.

This attribute is configured to search recordings by
the audio channel, for either Agent channel,
Customer channel, or both channels.

Select Yes to search for recordings that were
analyzed for keywords. Select No to search for
recordings that were not analyzed for keywords.

To configure the search to select recordings by
eitherthe Agent audio channel or by the Customer
audio channel, select the Specify channel analyzed
check box, and in the drop-down list select either
Agent or Customer.

To configure the search to select recordings by
boththe Agent and Customer audio channels, clear
the Specify channel analyzed check box. For
example: selecting Yes and clearing the Specify
channel analyzed check box returns recordings that
have been analyzed for keywords by the Agent or
Customer. Or, for example, if you want to search for
recordings that were not analyzed for any agents,
select No and select the Specify channel analyzed
check box, and select the Agent channel.

Keyword

The Keyword attribute searches for recordings that
contain Interaction Analyzer keywords.

Available operators for Keyword include: Equal to,
Not equal to, Contains, Does not contain, Is empty,
and Is not empty.

You can use the drop-down list to select a Keyword
or you can begin typing a keyword to display
available keywords to choose from.

Keyword is a simple attribute that can contain sub-
instances.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.

107




Keyword Set Category

The Keyword Set Category attribute searches for
recordings that contain keywords based on the
Keyword Set Category.

Available operators for Keyword Set Category
include: Available operators for Keyword include:
Equal to, Not equal to, Contains, Does not contain,
Is empty, and Is not empty.

You can use the drop-down list to select a Category
or you can begin typing a Category to display
available categories to choose from.

Keyword Set Category is a simple attribute that can
contain sub-instances.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.

Keyword Score

The Keyword score attribute searches for
recordings that contain Interaction Analyzer
Keywords and have a matching Customer/Agent
Positive or Negative score based on the selected
operator.

Available operators for Keyword Score include
Equal to, Greater than, Greater than or equal to,
Less than, Less than or equal to, or Not equal to.

Keyword Score is a simple attribute that can
contain sub-instances.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library

Keyword Set Name

The Keyword Set Name attribute searches for
recordings that contain keywords based on the
Keyword Set Name.

Available operators for Keyword Set Category
include: Available operators for Keyword include:
Equal to, Not equal to, Contains, and Does not
contain.

You can use the drop-down list to select a Name or
you can begin typing a Name to display available
names to choose from.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.

Spotted Keyword Confidence

The Spotted Keyword Confidence attribute
searches for recordings based on the Confidence
Threshold percentage defined for a Keyword.

Available operators for Spotted Keyword
Confidence are: Greater than, Greater than or equal
to, Less than, and Less than or equal to.

For information on Interaction Analyzer Keywords,
see the Interaction Analyzer Technical Reference in
the PureConnect Documentation Library.
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Interactions

Account Code

Use an Account Code, which is an identifying
numeric code, assigned to an account name, that
has been associated with an outgoing or incoming
interaction, as an argument for your search.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

Type a numerical value for the argument in the
value field. Note that Account Codes are treated as
strings. so leading zeros in an account code
number must be included in the value entered.

Account Code is a simple attribute that can contain
sub-instances.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
are not associated with Tracker Segments.

Assigned Workgroup

Use a Workgroup in your search, which is a defined
logical group of Users related by function,
department, project, or other organization and used
for ACD call processing queues.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

In the value field, type a Workgroup name or select
an available Workgroup from the drop-down list.
The list of available workgroups is filtered by the
workgroup access rights the user has when logging
on to IC Business Manager. Note, you can also type
an obsolete workgroup name in this field.

Assigned Workgroup is a simple attribute that can
contain sub-instances.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
are not routed through workgroup queues.

Date/Time

Date/Time is a rich attribute that contains multiple sub-
fields. You can select: Specify a date/time range, Specify
a date period, or Specify shift date/time period.
Operands are displayed depending on your selection.
For Specify a date/time range, specify a date argument
using the drop-down box and selecting a date from the
calendar. Type or select a time to specify a time
argument.

For Specify a date period, specify a date in which the
interactions occurred to be included in the search:
Today, Last week, Last month, Last N hours, or Last N
days.

For Specify shift date/time period, specify a shift date
range and time of day range. For example, a shift
date/time might be Monday through Friday, 8:00 a.m.
to 5:00 p.m.

This attribute uses the Windows time zone set for the
Windows User on the Interaction Recorder Client
machine.
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Has Related Recordings

Select this attribute to search for recordings that
have related recordings or do not have related
recordings.

Select Yes to return recordings in the search
results that have a related recording. Related
recordings apply to all media types, such as screen
recordings and replies to e-mails.

Select No to return recordings in the search results
that do not have any related recordings.

Holds

Search Attributes for Interactions > Holds

There are three Holds Search Attributes: Number of
Holds, Hold Time, and Total Hold Time.

Number of Holds

Select this attribute to search for recordings by
specifying the number of holds in a recording. Select an
operator and enter the number of Holds in the field. A
valid value for the number of Holds is 0 or a positive
integer.

Note: When the Number of Holds operator is
configured as Equals to and the valueis set to 0, only
recordings that do nothave Holds are retrieved.
Available operators are: Equal to, Greater than, Greater
than or equal to, Less than, and Less than or equal to.
TheLess than and Less than or equal to operators
includerecordings that have no Hold events. To specify
the Hold type, select the Specify hold type check box
and select Hold or Transfer or Park.

Hold Time

Select this attribute to search for recordings by
specifying an individual Hold time in a recording. Select
an operator and enter a time in hh:mm:ss in the field.
Available operators are: Equal to, Greater than, Greater
than or equal to, Less than, and Less than or equal to.
To specify the Hold type, select the Specify hold type
check box and select Hold or Transfer or Park.
Notes for Hold Time attribute:

e The less than and Less than or equal to
operators only retrieve recordings for which
there is at least one Hold event.

e When the Hold Time operator is configured
as Equals to and the value is set to 0, only
recordings that have at least one zero-
second hold are retrieved.

Total Hold Time

Select this attribute to search for recordings by
specifying the sum of all hold times for a recording.
Available operators are: Equal to, Greater than, Greater
than or equal to, Less than, and Less than or equal to.
To specify the Hold type, select the Specify hold type
check box and select Hold or Transfer or Park.
Notes for Total Hold Time attribute:

e The less than and Less than or equal to
operators only retrieve recordings for which
there is at least one Hold event.

e When the Total Hold Time operator is
configured as Equals to and the value is set
to 0, recordings that have no holds as well
as recordings that have at least one zero-
second hold are retrieved.

Hold Type Events

You can specify a Hold type to associate with a Holds
search attribute. Holds event types are: Hold,
Transfer, and Park.

AHold event type indicates the Hold button was used
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to place a recording participant on hold; the Hold event
duration indicates the amount of time the participant
was on hold.

ATransfer event type indicates a recording participant
was transferred to another entity during the recording;
the Transfer event duration indicates the amount of
time the participant was on hold while the interaction
was being transferred.

APark event type indicates the Park on Queue button
was used to park a recording participant on a queue.
The Park event duration indicates the amount of time
the participant was on hold before the parked call was
picked up from the queue.

Note A Park Hold type search can only be run
against a CIC Server running CIC 2018 R1, or
later.

Initiation Policy

Select this attribute to search for recordings based
on an Initiation Policy. Select an operator, and enter
the Initiation Policy name in the field.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

You can use the drop-down list to select an
Initiation Policy or you can begin typing a name to
display available Initiation Policies to choose from.

The Initiation Policy attribute can include sub-
instances.

Interaction Address

Select this attribute to search for recordings based
on the Interaction Address.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
do not have interaction addresses.

Direction

Select this attribute to search for recordings based
on the Interaction Direction (Inbound, Intercom,
Outbound, or Unknown).

Note: The owner of an intercom recording is the
person who is receiving the call.

The Direction attribute can include sub-instances.
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Interaction ID

The Interaction ID uniquely identifies an interaction
in a CIC system. An Interaction ID is assigned every
time an interaction takes place. An Interaction ID
identifies the interaction that got recorded.

Interaction IDs are useful in finding recordings
when you use the Contains operator along with the
Call Id, from the Interaction Desktop.

Use the Interaction ID as a simple attribute for your
search.

Type a numerical value for the argument in the
value field.

The Interaction ID attribute can include sub-
instances.

The speed of the search and the number of
recordings returned in your search results is based
on the characters entered in the Interaction ID value
field. For example:

- If you enter 18 characters, the search results will
include the recording that has the Interaction ID
that matches the value entered.

- If you enter 10 characters, the search results will
contain a list of recordings that have Interaction
IDs that start with these 10 characters.

- If you enter any other number of characters, for
example 1 through 9 characters or 11 through 17
characters, the search results will contain a list of
recordings that contain the value entered anywhere
in the Interaction ID.

Media Type

Select this attribute to search for recordings based
on the interaction media type. Available Media
types include: Call, Chat, Chat Transcript, E-mail,
Screen, Social Conversation, and Social Direct
Message.

Participant Information

Add this attribute to your search to include
recordings based on identifiers of a party that are
included in the recording. All the fields specified are
OR'd together for the search.

The sub-fields for this rich attribute include
information sub-fields for participant values,
including: Last Name, First Name, Phone Number,
Email Address, a Participant Type drop-down list
that includes predefined types. Note, if you want all
recordings where a specific participant has a
Participant Type (or has any other Participant
Information fields other than first and last names),
use the Participant Name search criteria in addition
to Participant Information criteria.

Also included is a Station Name sub-field that
includes: an operator drop-down list that displays
the operators Contains, Does not contain, Equal to,
and Not equal to; and a Station Name field drop-
down list that displays a list of current station
names to choose from. Note, you can also type an
obsolete station name in this field.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
do not have participants or station names.
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Participant Name

Add this attribute to your search to include
recordings based on the participant's name. The
first and last name are AND'ed together for the
search.

Available operators include: Equal to, Not equal to,
Contains, or Does not contain.

In the First Name field, type the first name of the
participant.

In the Last Name field, type the last name of the
participant.

Recording File Size

Select this attribute to specify a recording file size
to be considered in the search.

Available operators include: Equal to, Greater than,
Greater than or equal to, Less than, Less than or
equal to, or Not equal to.

Type a numerical value for the argument in the
value field.

Recording Length

Select this attribute to specify a recording length to
be considered in the search.

Available operators include: Equal to, Greater than,
Greater than or equal to, Less than, Less than or
equal to, or Not equal to.

Enter a time value for the recording length in the
value field.

Site ID

Include this attribute in your search for interactions
to be retrieved based on Site ID.

Available operators include: Equal to, Greater than,
Greater than or equal to, Less than, Less than or
equal to, or Not equal to.

Type a numerical value for the argument in the
value field.

This simple attribute can contain sub-instances.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
are not associated with Site IDs.

Wrap-up Code

Include this attribute in your search for interactions
to be retrieved based on Wrap-up Codes.

Available operands include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

Type a value for the argument in the value field.
This simple attribute can contain sub-instances.

Note: Screen Recordings are not returned on
searches using this attribute, as screen recordings
do not have wrap-up codes.
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User Name

Include this attribute in your search for interactions
to be retrieved based on User Name.

This is a simple attribute with two operators to
choose from, Equal to and Not equal to.

The value field is a drop-down list of User Names.
You can use the drop-down list to select a User
Name or you can begin typing a name to display
available User Names to choose from.

If duplicate Display Names are detected for the
User Name, the IC User name value is appended to
the Display Name. For example:

John Smith (JSmith)
John Smith (JASmith)

If further duplicates are detected when there are
users with the same Display Name and IC User
name, a counter is appended to the end of the
Display Name. For example:

John Smith (JSmith)
John Smith (JASmith)
John Smith (JASmith) (1)

This attribute can include sub-instances.

Media Specific >
Calls

Call Type

Use this attribute to select recordings based on
Call Type. The available Call Types are: Conference,
External, Intercom, or Unknown.

Note: The owner of an intercom recording is the
person who is receiving the call.

Participant Phone Number

Use this attribute to select recordings based on the
participant phone number.

Type the phone number for the argument in the
value field.

The available operators are: Equal to, Not equal to,
Contains, or Does not contain.

This attribute can include sub-instances.

Media Specific > E-
mails

CcC
Importance

Subject

Available e-mail attributes to consider in a search
are:

E-mail cc, to include a recipient's name who was
copied on the e-mail. Operators include Contains,

Does not contain, Equal to, Is empty, Is not empty,
or Not equal to;

E-mail Importance, options include High, Low,
Normal, or Unknown; and

E-mail Subject, operators include Contains, Does
not contain, Equal to, Is empty, Is not empty, or Not
equal to.
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Media Specific > Social
Conversation

Platform
Channel

Page

Social Conversation attributes are:

Social Conversation Platform
Use this attribute to select a social media platform
from the list, such as Facebook or Twitter.

Social Conversation Channel
Use this attribute to enter a channel name, which
has been predefined by your administrator.

Social Conversation Page
Use this attribute to enter a corporate Facebook
page name. Twitter does not use Pages.

Media Specific > Social
Direct Message

Platform
Channel

Page

Social Direct Message attributes are:

Social Direct Message Platform
Use this attribute to select a social media platform
from the list, such as Facebook or Twitter.

Social Direct Message Channel
Use this attribute to enter a channel name, which
has been predefined by your administrator.

Social Direct Message Page
Use this attribute to enter a corporate Facebook
page name. Twitter does not use Pages.

Questionnaires

Number of Finished
Questionnaires

This simple attribute allows you to search by the
number of finished questionnaires that have been
scored against a recording.

The following operators are available to choose
from: Equal to, Greater than, Greater than or equal
to, Less than, Less than or equal to, Not equal to.

Type a numerical value for the argument in the
value field.

This attribute can include sub-instances.

Number of Incomplete Scores

This simple attribute allows you to search by the
number of incomplete scorecards associated with
a recording.

The following operators are available to choose
from: Equal to, Greater than, Greater than or equal
to, Less than, Less than or equal to, Not equal to.

Type a numerical value for the argument in the
value field.

This attribute can include sub-instances.

Questionnaire Name

This simple attribute allows you to search by the
name of a questionnaire associated with a
recording.

There are two operators to choose from, Equal to
and Not equal to.

The value field is a drop-down list of available
guestionnaire names.

This attribute can include sub-instances.
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Ranking

This is arich attribute. Use it to search by Rank
Group and Rank Name. The options are available
from drop-down lists.

The Rank Name operators are: Contains, Does not
contain, Equal to, Is empty, Is not empty, and Not
equal to.

After you have selected the Rank Group that you
want to search for, the associated ranking is
displayed in the Rank Name field. Select the Rank
Name for your search.

Scorecard Has Signature
Comments

Select this attribute to search for Scorecards based
on Signature Comments.

Select Yes to return scorecards in the search
results that have signature comments.

Select No to return scorecards in the search results
that do not have any signature comments.

Scorecard Signature Status

Select this attribute to search for Scorecards based
on the status of the signature.

Select No signature required to return scorecards
in the search that do not require a signature.

Select Awaiting signature/Signature required to
return scorecards in the search that require a
signature but have not been signed.

Select Signed to return scorecards in the search
that have been signed.

Scored User

This attribute searches for users who have had
questionnaires scored against their recordings.

This is a simple attribute with two operators to
choose from, Equal to and Not equal to.

The value field is a drop-down list of user
displaynames, if available, otherwise a UserlD
appears if a displayname is not available.

This attribute can include sub-instances.

Scoring User

This attribute searches for users who have scored
recordings.

This is a simple attribute with two operators to
choose from, Equal to and Not equal to.

The value field is a drop-down list of user IDs.

This attribute can include sub-instances.

Scoring Status

Use this attribute to search for recordings by their
scoring status.

The options are Assigned, Finished, or Saved.

This attribute can include sub-instances.
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Survey

Survey Ranking

This rich attribute allows you to search for a survey
by Rank Group. The options are available from drop-
down lists.

After you have selected the Rank Group that you
want to search for, the associated ranking is
displayed in the Rank Name field. Select the Rank
Name for your search.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

Survey Scored User

This attribute allows you to search for a user that
has been scored in a survey.

This is a simple attribute with two operators to
choose from, Equal to and Not equal to. The drop-
down list allows you to select a user name for your
search.

This attribute can include sub-instances.

Survey Name

This attribute allows you to search for a survey by
Survey Name.

This is a simple attribute with two operators to
choose from, Equal to and Not equal to. The drop-
down list allows you to select a survey name for
your search.

This attribute can include sub-instances.

Survey State

This simple attribute allows you to search for
surveys by Survey State.

The operators are Equal to and Not equal to. The
drop-down field list includes the following states of
a survey to choose from: Abandoned, Caller
disconnected, Complete, Error, Insufficient
resources, Not answered, and Opt out.

This attribute can include sub-instances.

Advanced

Recording Attribute

Use this rich attribute to search for recordings by a
custom Recording Attribute.

Select the name of the attribute from the drop-down
list.

Choose from the operators Contains, Does not
contain, Equal to, Is empty, Is not empty, and Not
equal to, and type the value in the field.

If you leave the operator and value blank, all
recordings that have this attribute will be returned
regardless of the attribute's value.

Custom Attributes Not Equal to and Does Not
Contain searches find a//recordings that do not
have the attribute equal to the value.
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Recording File Name

This is a simple attribute that allows you to search
for a recording by Recording File Name.

Choose from the operators Contains, Does not
contain, Equal to, Is empty, Is not empty, and Not
equal to. Type the file name in the field.

This attribute can include sub-instances.

Recording ID

A Recording ID is a unique identifier for each
recorded interaction. Recording IDs are only used
by Interaction Recorder and are only visible when
browsing recordings or in search results.

This is a simple attribute that allows you to search
for a recording by Recording ID.

Choose from the operators Contains, Does not
contain, Equal to, Is empty, Is not empty, and Not
equal to. Type the Recording ID in the field.

This attribute can include sub-instances.

Recording is in Progress

Select this attribute to search for recordings that
are in progress or recordings that are not in
progress.

Select Yes to return recordings in the search
results that are in progress.

Select No to return recordings in the search results
that are not in progress.

Recording is Encumbered

Select this attribute to search for recordings that
are encumbered. Recordings are encumbered if the
user or station was not properly licensed for
Interaction Recorder when the recording was made.

Select Yes to return recordings in the search
results that are encumbered. When the search
results are displayed, the user or station that is
not properly licensed is displayed in the Local
Party Name column.

Select No to return recordings in the search results
that are not encumbered.

Recording Tag

Select this attribute to search for recordings based
on a Recording Tag. Select an operator, and enter
the Recording Tag name in the field. You can use
the drop-down list to select a Recording Tag, or you
can begin typing a name to display available
Recording Tags to choose from.

Available operators include: Contains, Does not
contain, Equal to, Is empty, Is not empty, or Not
equal to.

Recording Type

Select this attribute to retrieve recordings based on
the recording type. Select Policy-based for
recordings that were created by an Initiation Policy,
or select Snippet Recording for recordings that
were created using the Snip recording option.
Select an operator from the drop-down list.
Available operators are Equals to and Not equal to.
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The Survey ID is a unique internal identifier for
Interaction Feedback surveys. It is a 32 character
hexadecimal number that is randomly generated
when a survey is created. It is only viewable by
administrators who have access to the database.

Survey ID This is a simple attribute that allows you to search
for a recording by Survey ID.

Choose from the operators Contains, Does not
contain, Equal to, Is empty, Is not empty, and Not
equal to. Type the Survey ID in the field.

This attribute can include sub-instances.

Select this attribute to search for recordings that
have or have not been archived.

Select Yes to return recordings in the search

LS BEE L results that have been archived.

Select No to return recordings in the search results
that have not been archived.

Scorecard Search

Scorecard searches are created in the workspace by selecting search attributes that are grouped into four main categories:
Scorecard, Scores, Scored Participant, and Scoring Individual.

After you create a scorecard search, simply run the search. The search results are displayed in a graph or a grid in the Search
Results view in the workspace. Scorecard search results are displayed initially in a pie chart.

In the Navigation pane, you can create Public and Private Searches. Scorecard searches are easily built in the workspace using the
SearchBuilder control and selecting search attributes. Scorecard Search Attributes are grouped into four main categories:

e Scorecard

e Scores

e Scored Participant

e Scoring Individual

After adding an attribute to your search, use the SearchBuilder control to configure simple and rich attributes in the workspace.
Public Searches for Scorecards

Public searches can be seen and managed by all users on a server that have been assigned an Interaction Recorder Client Access
license in Interaction Administrator.

Creating a Public Search for Scorecards

Public Searches that a user creates, for public sharing, are stored in Public Searches. Folders can be created to store searches or
searches can be stored directly in the Public Searches folder.
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Creating a folder to contain your scorecard search

To create a folder to contain your search:
1. Inthe Searches pane, select Public Searches.

Mavigation Pane
Searches

SR EmEr blic Searches
-] Private Searches

2. Right-click, and on the shortcut menu, point to New, and click Folder. A New Folder is selected under Public Searches.
3. Right-click the new folder and click Rename.
4. Type a name for the folder and click Enter.

Creating a search

To create a search to be stored in a folder:

1. Select the folder, right-click, and on the submenu point to New and click Scorecard Search. The Create Scorecard Search
dialog is displayed in the workspace.

NoteTo create a search directly in the Public Searches folder, right-click on the Public Searches folder and follow the same
steps.

2. To name your search, in the Title box type a name for your search.
3. Inthe Max results box, type the number for the maximum number of results to display. The default is 100.

Adding Attributes to a Scorecard Search

Use the SearchBuilder control to select attributes to add to your search. Simple and rich attributes can be added. Sub-instances can
be added to a simple attribute, and rich attributes contain multiple sub-fields. First, add an attribute to your search.
To add an attribute to your search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

For detailed information on attributes, see Scorecard Search Attributes.

Configuring a simple attribute

A simple attribute contains an operator and a field value that can be a string, list, or numeric type value. To configure a simple
attribute:

1. Select the operator.
2. Configure the values for the attribute.

Working with attributes

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes to logically OR
them together. To do this, right-click in the workspace, and click UNION Operator.

b | 4 |
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

x
Use the Delete button J10 remove an attribute from the search. Delete is also available from the right-click shortcut menu.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

1. Inthe search builder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ is displayed
next to the sub-instance.

2. Click Delete More . The sub-instance is removed from the attribute.

Configuring a rich attribute

Rich attributes contain multiple sub-fields. Sub-fields are logically OR'd together within the search. To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

b | 4 |
3. Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search.

When all attributes have been configured for your search, click Create Search. The search is executed, the name of the search is
displayed under the folder in the Navigation Pane, and the search results are displayed in the workspace. For more details, see Run
and View a Search.

Private Searches for Scorecards

Private searches can be built, viewed, configured, and run only by the owner of the search.
Creating a Private Search for Scorecards

Creating a folder to contain your scorecard search

To create a folder to contain your search:
1. Inthe Searches pane, select Private Searches.

Mavigation Pane

Searches

[+ Public Searches
EI B Frivate Searches

2. Right-click, and on the shortcut menu, point to New, and click Folder. A New Folder is selected under Private Searches.
3. Right-click the new folder and click Rename.
4. Type a name for the folder and click Enter.

Creating a search

To create a search to be stored in a folder:

1. Select the folder, right-click, and on the submenu point to New and click Scorecard Search. The Create Scorecard Search
dialog is displayed in the workspace.

NoteTo create a search directly in the Private Searches folder, right-click on the Private Searches folder and follow the same
steps.

2. To name your search, in the Title box type a name for your search.
3. Inthe Max results box, type the number for the maximum number of results to display. The default is 100.
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Adding Attributes to a Scorecard Search

Use the SearchBuilder control to select attributes to add to your search. Simple and rich attributes can be added. Sub-instances can
be added to a simple attribute, and rich attributes contain multiple sub-fields. First, add an attribute to your search.
To add an attribute to your search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

For detailed information on attributes, see Scorecard Search Attributes.

Configuring a simple attribute

A simple attribute contains an operator and a field value that can be a string, list, or numeric type value. To configure a simple
attribute:

1. Select the operator.
2. Configure the values for the attribute.

Working with attributes

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes. To do this, right-
click in the workspace, and click UNION Operator.

- | A |
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

x
Use the Delete button to remove an attribute from the search. Delete is also available from the right-click shortcut menu.

Adding sub-instances to a simple attribute

When a simple attribute has been added to the workspace, the Add More button |E‘is displayed in the upper right corner of the
attribute control. To add an additional sub-instance of the attribute:

1. First, in the SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the

attribute control to indicate it is the active attribute, and the Add More ~ button is displayed.

2. Click Add More~ . The attribute sub-instance is nested within the parent control, with an additional operator and field value
control.

Note

After you have added the number of sub-instances allowed by the attribute, the |E‘is no longer displayed as an option. For
example, Scoring Status has three available attributes, Assigned, Scoring incomplete, and Finished. After two sub-instances
have been added to the original attribute, the Add More icon is no longer displayed.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

1. Inthe SearchBuilder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ " is displayed
next to the sub-instance.

2. Click Delete More . The sub-instance is removed from the attribute.

Configuring a rich attribute

Rich attributes contain multiple sub-fields. Sub-fields are logically OR'd together within the search. To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

b | 4 |
3. Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search.

When all attributes have been configured for your search, click Create Search. The search is executed, the name of the search is
displayed under the folder in the Navigation Pane, and the search results are displayed in the workspace. For more details, see Run
and View a Search.

Add Attributes to a Scorecard Search

After you have created a Public or Private search, use the SearchBuilder control, displayed in the workspace, to add and configure
attributes in your search.

Adding Attributes to a Scorecard Search

To display SearchBuilder in the workspace, select a search in the Searches pane. The search is displayed in the workspace, and the
SearchBuilder is displayed with the New Attribute drop-down list.

Private Search Author

Title: ISearch 1

Mew Attribute *[%

When you click New Attribute, the following types of scorecard attributes are displayed:
Scorecard

Scores

Scored Participant

Scoring Individual

To select an attribute, point to the type of attribute you want to add to your search, and the available attributes are displayed in a
submenu. Simple and rich attributes can be added to your search. Sub-instances can be added to a simple attribute, and rich
attributes contain multiple sub-fields.

For detailed information on attributes, see Scorecard Search Attributes.
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Adding Attributes to a Search

Use the SearchBuilder control to select attributes to add to your search. To add an attribute to a search:

1. Inthe New Attribute drop-down list, point to the type of attribute you want to include. A submenu is displayed with a list of
available attributes for the type you have selected.

2. Inthe submenu, click the attribute. The attribute control is added to the workspace.

An attribute might be a simple attribute or a rich attribute. A simple attribute contains an operator and a field value that can be a
string, list, or numeric type value. A rich attribute contains multiple sub-fields.

To configure a simple attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Select the operator for the attribute
3. Configure the values for the attribute

To configure a rich attribute:

1. Inthe SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the
attribute control to indicate it is the active attribute.

2. Depending on the type of rich attribute you selected, configure the operator values.

Attributes within the search are logically AND'd together. You can add in a UNION operator in-between attributes. To do this, right-
click in the workspace, and click UNION Operator.

Arranging attributes within a search attribute

b | 4 |
Use the Up and Down buttons o prioritize the order in which the attributes and unions should be considered when
running the search. These controls are also available on the right-click shortcut menu.

Deleting an attribute from the search

x
Use the Delete button J10 remove an attribute from the search. Delete is also available from the right-click shortcut menu.

Adding sub-instances to a simple attribute

When a simple attribute has been added to the workspace, the Add More button |Ehis displayed in the upper right corner of the
attribute control. To add an additional sub-instance of the attribute:

1. First, in the SearchBuilder control on the workspace, select the attribute. A highlighted selection rectangle appears around the

attribute control to indicate it is the active attribute, and the Add More ~  button is displayed.

2. Click Add More ™~ . The attribute sub-instance is nested within the parent control, with an additional operator and field value
control.

Note

After you have added the number of sub-instances allowed by the attribute, the |Ehis no longer displayed as an option. For
example, Direction has four available attributes: Inbound, Intercom, Outbound, and Unknown. After three sub-instances
have been added to the original attribute, the Add More icon is no longer displayed.
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Deleting sub-instances from a simple attribute

When more than one sub-instance is included in a simple attribute, the Delete More button " is available to the right of the active
sub-instance, allowing you to delete the sub-instance. To do this:

1. Inthe SearchBuilder control on the workspace, in the attribute, select the sub-instance. The Delete More button ™ " is displayed

next to the sub-instance.

2. Click Delete More

. The sub-instance is removed from the attribute.

Scorecard Search Attributes

The information in the following table describes the available Scorecard Search attributes that are used to create scorecard
searches. These attributes are available in the search builder control when a scorecard search is displayed in the workspace.

The Scorecard Search Attributes are defined by the following types:
e Scorecard

Scores

]
e Scored Participant
e Scoring Individual

Attribute | Attribute Description

Type

Scorecard | Marked for Select this attribute to search for scorecards that have been marked for calibration.
Calibration

Select Yes to return scorecards in the search results that have been marked for calibration.
Select No to return scorecards in the search results that have not been marked for calibration.
The Marked for Calibration attribute can include a sub-instance.

Note

Calibration provides confidence that monitored interactions will be scored consistently among
Quality Assurance team members. Calibrating scoring ensures fairness to agents whose recorded
interactions are being evaluated.

When a questionnaire is marked for Calibration, the score is excluded from other scored interactions
and does not count toward the agent's performance results. Questionnaires marked for Calibration
are also excluded from the overall group performance results.

When creating a Scorecard Search in IC Business Manager, you can search for Scorecards Marked
for Calibration, to include them in your search results.

Calibration reports, in Interaction Reporter, are based on the results of completed evaluations
marked for Calibration.

Questionnaire

Include this attribute in your search for scorecards to be retrieved based on Questionnaire names.
This is a simple attribute with two operators to choose from, Equal to and Not equal to.

The value field is a drop-down list of Questionnaire names. Use the drop-down list to select a
Questionnaire name.

This attribute can include sub-instances.

Recording ID

A Recording ID is a unique identifier for each recorded interaction. Recording IDs are only used by
Interaction Recorder and are only visible when browsing recordings or in search results.

This is a simple attribute that allows you to search for a Scorecard by Recording ID.

Choose from the operators Equal to, Not equal to, Contains, Does not contain, Is empty, and Is not
empty.

This attribute can include sub-instances.
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Scorecard
Rank

Include this attribute in your search for scorecards to be retrieved based on Scorecard rank.

Choose from the operators Equal to, Not equal to, Contains, Does not contain, Is empty, and Is not
empty.

The value field is a drop-down list of Scorecard ranks. Use the drop-down list to select a Scorecard
rank.

If you want to search for a rank string that is not yet available in the list, manually enter a scorecard
rank in the value field.

This attribute can include sub-instances.

Scoring
Date/Time

Scoring Date/Time is a rich attribute that contains multiple sub-fields. You can select: Specify a
date/time range, Specify a date period, or Specify shift date/time period. Operands are displayed
depending on your selection.

For Specify a date/time range, specify a date argument using the drop-down box and selecting a date
from the calendar. Type or select a time to specify a time argument.

For Specify a date period, specify a date in which the interactions occurred to be included in the
search: Today, Last week, Last month, Last N hours, or Last N days.

For Specify shift date/time period, specify a shift date range and time of day range. For example, a
shift date/time might be Monday through Friday, 8:00 a.m. to 5:00 p.m.

This attribute uses the Windows time zone set for the Windows User on the Interaction Recorder
Client machine.

Note: The Scoring Date/Time attribute retrieves scorecards based on the last scoring date/time
stamp. This stamp is the last time a scorecard was changed and saved to the database.

Scoring
Status

Select this attribute to search for Scorecards based on the scoring status Assigned, Scoring
incomplete, or Finished.

The Scoring Status attribute can include sub-instances.

Has
Signature
Comments

Select this attribute to search for Scorecards based on Signature Comments.
Select Yes to return scorecards in the search results that have signature comments.

Select No to return scorecards in the search results that do not have any signature comments.

Signature
Status

Select this attribute to search for Scorecards based on the status of the signature.
Select No signature required to return scorecards in the search that do not require a signature.

Select Awaiting signature/Signature required to return scorecards in the search that require a
signature but have not been signed.

Select Signed to return scorecards in the search that have been signed.

Scores

Critical Score

The Critical Score attribute searches for scorecards by Critical Score percentage.

Available operators for Critical Score (percentage) include Equal to, Not equal to, Greater than,
Greater than or equal to, Less than, and Less than or equal to.

In the value field, enter a percentage from 0.00 to 100.00.

Critical Score is a simple attribute that can contain sub-instances.

Non-critical
Score

The Non-critical Score attribute searches for scorecards by Non-critical Score percentage.

Available operators for Non-critical Score (percentage) include Equal to, Not equal to, Greater than,
Greater than or equal to, Less than, and Less than or equal to.

In the value field, enter a percentage from 0.00 to 100.00.

Non-critical Score is a simple attribute that can contain sub-instances.
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Total Score

The Total Score attribute searches for scorecards by Total Score percentage.

Available operators for Total Score (percentage) include Equal to, Not equal to, Greater than, Greater
than or equal to, Less than, and Less than or equal to.

In the value field, enter a percentage from 0.00 to 100.00.

Total Score is a simple attribute that can contain sub-instances.

Scored
Participant

Role

Use a Role in your Scored Role search to return scorecards for scored participants who are assigned
to this Role.

In the value field, select a Role from the drop-down list to include in your search.
Scored Role is a simple attribute that can contain sub-instances.

Note: The Scored Role attribute is based on the current configuration of an IC user’s Role. The
Scored Role attribute is not a historical lookup of a scored participant’s role at the time the
scorecard was scored. For example, if a user was in the Agent role at the time a scorecard was
scored and is now in the Supervisor role, a search of scorecards using the Scored Role attribute set
to Agent would not return any of this user’s scorecards. You could only search for scorecards where
this user was scored in the current Role, Supervisor.

User

Select a User for your Scored User search to return scorecards for specific Scored Participants.
Available operators include: Equal to, Not equal to, Is empty, and Is not empty.
In the value field, select a User from the drop-down list to include in your search.

If duplicate Display Names are detected for the User Name, the IC User name value is appended to
the Display Name. For example:

John Smith (JSmith)

John Smith (JASmith)

If further duplicates are detected when there are users with the same Display Name and IC User
name, a counter is appended to the end of the Display Name. For example:

John Smith (JSmith)
John Smith (JASmith)
John Smith (JASmith) (1)

Scored User is a simple attribute that can contain sub-instances.

Workgroup

Use a Workgroup in your search, which is a defined logical group of Users related by function,
department, project, or other organization and used for ACD call processing queues.

In the value field, select an available Scored Workgroup from the drop-down list to include in your
search.

The list of available workgroups is filtered by the workgroup access rights the user has when logging
on to IC Business Manager.

Note: The Scored Workgroup attribute is based on the current configuration of an IC user’s
Workgroup. The Scored Workgroup attribute is not a historical lookup of a scored participant’s
workgroup at the time the scorecard was scored. For example, if a user was in the Support
workgroup at the time a scorecard was scored and is now in the Sales workgroup, a search of
scorecards using the Scored Workgroup attribute set to Support would not return any of this user’s
scorecards. You could only search for scorecards where this user was scored in the current
Workgroup,Sales.

Scoring
Individual

Role

Use a Role in your Scoring Role search to return scorecards for scoring individuals who are assigned
to this Role.

In the value field, select a Role from the drop-down list to include in your search.
Scoring Role is a simple attribute that can contain sub-instances.

Note: The Scoring Role attribute is based on the current configuration of an IC user’s Role. The
Scoring Role attribute is not a historical lookup of a scoring participant’s role at the time the
scorecard was scored. For example, if a user was in the Agent role at the time a scorecard was
scored and is now in the Supervisor role, a search of scorecards using the Scoring Role attribute set
to Agent would not return any of this user’s scorecards. You could only search for scorecards where
this user was scoring in the current Role, Supervisor.
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User

Select a User for your Scoring User search to return scorecards for specific Scoring Users.
Available operators include: Equal to, Not equal to, Is empty, and Is not empty.
In the value field, select a User from the drop-down list to include in your search.

If duplicate Display Names are detected for the User Name, the IC User name value is appended to
the Display Name. For example:

John Smith (JSmith)

John Smith (JASmith)

If further duplicates are detected when there are users with the same Display Name and IC User
name, a counter is appended to the end of the Display Name. For example:

John Smith (JSmith)
John Smith (JASmith)
John Smith (JASmith) (1)

Scoring User is a simple attribute that can contain sub-instances.

Workgroup

Use a Workgroup in your search, which is a defined logical group of Users related by function,
department, project, or other organization and used for ACD call processing queues.

In the value field, select an available Scoring Workgroup from the drop-down list to include in your
search.

The list of available workgroups is filtered by the workgroup access rights the user has when logging
on to IC Business Manager.

Note: The Scoring Workgroup attribute is based on the current configuration of an IC user's
Workgroup. The Scoring Workgroup attribute is not a historical lookup of a scoring participant’s
workgroup at the time the scorecard was scored. For example, if a user was in the Support
workgroup at the time a scorecard was scored and is now in the Sales workgroup, a search of
scorecards using the Scoring Workgroup attribute set to Support would not return any of this user's
scorecards. You could only search for scorecards where this user was scoring in the current
Workgroup, Sales.

Run and View a Search

There are two types of searches: Recording Searches and Scorecard Searches.
e Recording searches display a list of recorded interactions for the configured search.
e Scorecard searches display search results in a graph or a grid in the Search Results.

Search results are displayed in a tabbed view in the workspace.
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Run a Recording Search

When the recording Search Results are displayed in the workspace, specific details of recorded interactions can be reviewed in this
view.
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Run a recording search from the Navigation Pane. To run a recording search:
1. From the Navigation Pane, in the Searches pane, select a recording search.

[FINew ~ | ¥ 23 3 X Configure

E i MNavigation Pane
ﬁ_ | Searches #
& | =] Pubdic Searches
@ | El-] Private Searches
— o Scorecard Search 1
L [ Scorecard Search 2
L|j", [ Scorecard Search 3
—_— | Scorecard Search 4
al ‘&
[f | Recerdings %
e
Bl 7 Open Recordings

2. The search is automatically executed and the results are displayed in the workspace.

Note Here are other ways to run a search:
e From the Searches pane, select a search, and in the workspace click Run Search
e Select the search in the Searches pane, and on the menu bar click the Search Title Active View menu, and then click Run
Search
e From the Searches pane, select a search, and click Run Search on the toolbar
e Select a search in the Searches pane, right-click, and on the shortcut menu, click Run
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Save a Recording Search

Public and Private searches are automatically saved when they are run. If an invalid attribute field value is detected when running
your search, an error message is displayed. Attribute data values are verified before a Search is run, and must contain valid data in
order for the search to be saved.

When configuring a search in the SearchBuilder control, a search can be saved before running it by clicking Save Search. Using the
Save Search button allows you to verify and save search attributes while building a search, before running it.

Edit a Recording Search

Edit a search to modify existing attributes or configure new search attributes. Here are different ways you can edit the search
configuration:

e From the Searches pane, right-click on the search name, and on the shortcut menu click Configure. The properties of the
search are displayed in the SearchBuilder control. For more information, see Adding Attributes to a Recording Search.

o From the Searches pane, click the search name. The search is run and the results are displayed in the Workspace. On the
Workspace, click Configure. The SearchBuilder control is displayed.

e You can also edit a search by selecting the search name in the Searches pane and clicking Configure Search on the toolbar.

Important Note

If you migrated Interaction Recorder from 3.0 to 2015 R1 or later, issues might have occurred with Searches during the
migration process. As a result, a Migration Notes control might be displayed in a Search Configuration view. For more
information, see Appendix B: Search Configuration Migration Notes Control.
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View Recording Search Results

Based on the attributes of the recording search, when a search is run, the results are displayed in the Search Results view in the
workspace. A list of recorded interactions is displayed at the top of the workspace in a grid, which gives details of the interaction.

Use the Search Results view to review the details of an interaction and to playback a recording. Information on recordings is
displayed in the Media Details and Details dockable panes, which are initially displayed at the middle and bottom of the

workspace.

Search Results (14 recordings)
{E MediaType  Recording Type | Recording ID Dates Tiene ¥ Expiration Date Recording Le | Direction =
E - EI_ H,_ - - h
EJ AfF2T615-1Tode... 17372019 4:00:08PM 45372019 5:00.08 M D0:00:21
b : SPM | 47372 T:56PM | D00O0:05
.3’"' WT2Te15-Bead-. 1372019 3575500 4372000 S:5T55PM  00:00:12 -
il | ¥
Media Dretadls G
60 Recording Date: 1/3/2019 3:57:56 PM Recording ID: 30727615-b5ef-d0a6-8110-¢58 1bed 10001 —
Expiration Duke &/3/2019 45756 PM Initistion Poficy:
Interaction ID Key:  10018S172130190103 Dirextion: Outbound N
Archived: Ne Encryphed: Mo
Recording Lengthe  DO:00:05 € Snippet Intistor: user] userl
Recoeding Type: Snippet Recording Call Type: Eternal
Details i r.i'--
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= Segment 01 Amtribute mame  Value
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Disconnect Type  Local Disconnect
Display Marme wser] userl (Interpctive Intelligence)

131



Work with Recording Search Results

When a recording search is run, the results are displayed in the Search Results view in the workspace. A list of recorded
interactions is displayed in a grid, which gives details of the recording. Use the Search Results view to review the details of an
interaction, playback a recording, delete a recording, export a recording, modify a recording expiration date, or archive a recording.
The Search results view contains the Recordings grid, the Media Details pane, and the Details pane.
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Recordings grid

The results of a recording search are displayed in the grid at the top of the workspace. The grid displays a list of recordings, by

Date/Time that are found for the search, in descending order (newest to oldest).

Search Results (14 recordings)

£ MediaType  Reccrding Type  Recording ID Date/Time Expiration Date Recording Le | Direction 50g
™t ATATE15-1Tod-.. 17372019 4:00:08 PM 4732019 5:00:08 PM  00:00:21 inbound
g T, J072T615-b5-.. 17372010 3:57:56PM  4/3/2019 4:5T:56PM  00:00:05 Outbeund
f F0727615-Bead-.. 17372019 3:5T:55PM /372019 :5T:05 PM 00i0e1 2 Cutbound
& 23727615119 17372019 3:57:00PM 47372019 4:57:00PM  00:00:52 CQutbound
=] 1] 11727615-1dda. 17372010 3:55:43PM 47372010 4:5543PM  00:00:19
g L‘:| 0e7T27615-d3d0... 1/3/2019 3:55:30PM | 4732019 4:55:30PM  00:00:39 Outbeund

' 1] QS7ET015-200c-., | 1/3/2019 3:34:48 PM | 47372019 4:34:48 PM
e 01727615-28T-. 1/3/2019 3:54:34 PM  4/3/2010 4:34:24PM  00:00:24 CQutbound
[E f47T17615-0d426-.. 1/3/2010 3:53:35PM  4/3/2019 4:53:35PM _ 00:00:25 Qutbeund
Notes

- To paste recording information into another application, use Ctrl+C in the recordings grid to Copy an entire row, or multiple
rows, to the clipboard.

- When there is more than one scorecard associated with a recording, the Scoring Status column displays the scorecard at
the highest level of completion. For example, if a recording has two scorecards and one of the scorecards is Completed and
the other is Saved, the Scoring Status column displays Completed and the Scoring User column displays the user name for the
owner of the Completed scorecard. If there is more than one scorecard at the highest level of completion, the Scoring User
column displays the user who is alphabetically first by last name.

- The Scoring User column displays the names of the users that scored the individual recordings displayed in the Search
Results grid. If the user, viewing the Search Results, has the Can Score Recordings Security Policy rights for a recording, the
Scoring User name is displayed in the Scoring User column. If the user does not have the Can Score Recordings policy rights
for the recording, the recording is not displayed in the search results.

- If arecording is in progress, the value in the Recording Length field is blank in the search results grid.
- If a call recording is in progress when the recording is opened, the Playback window is replaced with the message This

recording is currently in progress and cannot be retrieved at this time. You can monitor a recording in process. For
more information, see Monitor a Live Call.
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Selecting Fields for the grid

To change the Fields for the columns that are displayed in the grid, click the Field Chooser
Show/Hide Columns dialog is displayed.

on the upper left of the grid. The

In the Show/Hide Columns dialog select the Fields to display in the grid.

Recording Length

Agent Keywaord Score

Agent Megative Score
Agent Positive Score

Customer Keyword Score
Customer Negative Score
Customer Positive Score
Date/Time

Direction

Expiration Date

Initiation Palicy

Initiator Interaction Address
Interaction Address
Interaction (D Key

Local Party Name

Media Type

Queue

Recording ID

Recording Type

Related Recordings
Scoring Status

Scoring User

Social Channel

Social Page

Social Platform

Total Keyword Score
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Sorting columns in the grid

To sort a grid column in ascending or descending order, click the Field name.
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Refining search results

To further refine the search results, use the Filter Criteria selection fields lE'lgbelow each Field. To create a field filter for the search
results displayed in the grid, select the field below the Field name. The field search filter is displayed. To select an operand for the

search, click E“ In the drop-down list, select the search criteria. Depending on the field and your selections, an additional dialog

might be displayed. The search results are displayed according to your search filter. To clear the filter criteria, in the field click

To clear allfilter criteria, click “lat the left on the Filter Criteria selection fields grid row.
Recording Details

When you select a recording in the Search results list, detailed information on a recording is displayed in Media Details and
Details panes. These panes are displayed at the bottom of the workspace and can be moved and docked to another location on
your screen.

Open a Recording

To Open a Recording, double-click a recording in the Search Results grid. You can also right-click on a recording, and on the
shortcut menu click Open Recording. The recording opens in the playback dialog, and the recording is listed in the Open
Recordings folder in the Navigation Pane.

Media Details pane

When you select an interaction in the search results grid, details of the interaction are displayed in the Media Details pane. The
details include: Recording Date, Recording ID, Expiration Date, Initiation Policy, Interaction ID Key, Direction, Archived indicator,
Encrypted indicator, Recording Length, Recording Type, and other specific details depending on the type of interaction, call, email,
chat, or social media recording. The Media Details pane also includes an Assign Calibration button to mark a recording for
calibration.

[Media Details vy
Recording Date: 11/26/2018 %:52:34 AM Recording ID: 33b46a15-bedd-d0dd-82d6-c20e8ebbl
Expiration Date: (no expiration] Initiation Paolicy: Mew Policy
%E Interaction ID Key: ~ 300116860250181126 Direction: Intercom
Archived: Mo Encrypted: Mo
Recording Length: 00=00:15
Recording Type: Policy-based Call Type: Intercom

To undock the Media Details pane from the workspace, double-click the title bar. The Media Details pane moves from the
workspace. To move the Media Details pane to another place on your screen, click the title bar and drag the window.

To dock the Media Details back in the workspace, right-click, and on the shortcut menu, click Floating to clear the check box.

To hide the Media Details pane in the workspace, right-click on the title bar, and in the shortcut menu click Auto Hide. A tabbed
page is displayed at the bottom of the workspace. Click the tab to display the Media Details view.
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Details pane

The Details pane displays additional interaction details for the selected interaction. The Details pane includes the following tabbed
pages:
e Participant Data
Attributes
Audit Trail
Scoring
Tags
Events

For complete descriptions of the Details pane tabbed pages, see Details Pane.

If Interaction Analyzer Keywords are associated with an interaction, a Keywords tab is also displayed.

Participert Data  Attributes Audit Trall Scoring Tegs  Ewents

= Segrment O Attribute name | Value
Rtk e -

adrren admen

Interaction Addr.. «13177
Ditpley Name Rizk

=0 Initistor
SR T 122017 B4 T:58 AM
Wrap-up Code

Interaction 1D Key 1001460004301 7 1207
Digennect Type  Remote Disconnest

To undock the Details pane from the workspace, double-click the title bar. The Details pane moves from the workspace. To move
the Details pane to another place on your screen, click the title bar and drag the window.

To dock the Details back in the workspace, right-click, and on the shortcut menu, click Floating to clear the check box.

To hide the Details pane in the workspace, right-click on the title bar, and on the shortcut menuy, click Auto Hide. A tabbed page is
displayed at the bottom of the workspace. Click the tab to display the Details view.

Scoring page

Use the Scoring page in the Details pane to access a Questionnaire and Score a recording. Questionnaires that have previously
been assigned to a recording are displayed on the Scoring page. Additional Questionnaires can be assigned to the recording on the
Scoring page. Only questionnaires that have been published are available for scoring.

User Scorecard Access

Non-admin users only see Questionnaire scorecards that they have scored. To allow users to see all scorecards for a recording, the
CIC Administrator can create a Security Policy so a user can view scorecards. This Security Policy can be applied to Agents or
Roles. Questionnaire Directory Admin Access and other security rights will still apply. For non-admin users, in order to finish a
scorecard that has already been scored by another user, the user must first save the scorecard to take ownership and then the user
can finish the scorecard.
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Assigning a Questionnaire

To assign a questionnaire, click Assign Questionnaire, and select a questionnaire from the Select Questionnaire dialog.

Participant Data | Attributes | Audt Trail Scoring | Tags | Events |
Score

Questannaire S«rnrmg Date/Time Status r 'Sl:nring Lser Scored User

nnaire Folder '|.-"'-E|"|'|r Performance B4 12:29:07 P gred adrmin adrin

1| |

Note To assign a questionnaire to a recording you must have the Can Assign Questionnaires security right, assigned in Policy
Editor.

When you click Assign Questionnaire the Select Questionnaire dialog is displayed.

u Select Questionnaire

= j Questionnaires
= FD Questionnzire Folder 1

m Mew Queitionnaire 1

Cuestionnaire folder nates:
[ Mark scorecard for calibration Scoring uien I 3
™ Require scared agent signature
Assign Cancel |
&

To assign a user to score the recording, select the Scoring user from the drop-down list. To select the completed scorecard for
calibration purposes, select the Mark scorecard for calibration check box. To require an agent signature on the completed
scorecard, select the Require scored agent signature check box.

To score arecording, on the Scoring page, click Score. The Questionnaire to score the recording is displayed and the media player
is launched displaying details of the recording.
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Tags page

The Tags page displays Tags for a recording that were created in Policy Editor and assigned to a recording.

Tags can be added and edited in the Playback window Details pane on the Tags page. If the Details pane is not showing, in the
Playback window right-click, and on the shortcut menu point to Show and click Details.

tail =] 2] =]

Participant Data | Attributes | Auct Tril| Scaing Tags | Everns |

Good Agent Greeting
Agent closed 33l

Mlodify Tag: I

To add and edit Tags, click Modify Tags to open the Playback window. The Playback window is displayed.

Note

Adding or removing a Tag in Interaction Recorder client in IC Business Manager creates an audit entry for the recording. The
audit trail entry for the change contains comments that describe the change. These comments can be viewed on Audit Trail
page in the Details pane.
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Events page

The Events page displays the Hold Event information. This tab is displayed for each recording if the user has sufficient security and
access rights to be able to retrieve or playback the recording.

Medis Details | Participant Data | Attributes | Audit Trail | Scoring | Tags  [Events |

Number of holds: 2 Recording started:  9/473014 1:31:13 P
Type Duration Hold Date/Time  * | Start Offset | End Off et
Z —_ = = —_ =

0472014 1:31:34 P 00020 00:00: 36

Transfer  00:01:50 95472004 1:32:10 PR 00:00:5T 00:02:47

| | Total Duration: 00:02:06 | |

Madin Detad | Participant Dutn | Attritn | Ausit Trad | Scoving | Tags  Evanti |

Parmbar of halde 1 Ragording started:  &/14AD01T 23152 B8

Tipa | vration Highd Date/Tima Start (et [ End Offpct

I

| [Tatal Durstses 10.00:04 | ]

By default, the rows on the Events page are sorted in ascending order by the Start/Date/Time value. The columns displayed on the
Events page are:
e TypeThis value indicates the type of Hold event that occurred within the recording. Valid Hold display values are:Hold,
Transfer, and Park.
o DurationThis value indicates the length of the Hold, rounded to the nearest second. The summary row for this column displays
the total duration of the Holds (summed before any rounding) for this recording, and is rounded to the nearest second.
e Hold Date/TimeThis value displays when the Hold began in local Date/Time. The summary row for this column displays the
total number of Holds that occurred for this recording.
o Start OffsetThis value displays when the Hold began as an offset from the beginning of the recording, rounded to the nearest
second.
e End OffsetThis value displays when the Hold ended as an offset from the beginning of the recording, rounded to the nearest
second.

l Note: If the duration for a Hold event is less than .5 seconds and greater than zero (0) seconds, the Event Duration states less l
than 1 second.
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Media Details Pane

The Media Details pane is displayed in the Search results view in the workspace.
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When an interaction is selected, details of the recorded interaction are displayed in the Media Details pane. The details include:
Recording Date
Recording ID
Expiration Date
Initiation Policy
Interaction ID Key
Direction

Archived indicator
Encrypted indicator
Recording Length
Recording Type
Snippet Initiator
Media Type details

Assign Calibration Scorecards

The Media Details pane also includes an Assign Calibration button to assign calibration scorecards to a recording.

B . B LIt B
To assign calibration scorecards for a recording, click the Assign Calibration button . The Assign Calibration Scorecards

dialog is displayed.

140



Specify users to be assigned a calibration scorecard

-]

Seaich By Raoles..

fudd

Use the Assign Calibration Scorecards dialog to assign a questionnaire to the recording and to specify the scoring users to be
assigned the calibration scorecard.

To assign a questionnaire to be used for calibration:
1. Select a questionnaire from a Questionnaires folder.
2. From the drop-down list specify the scoring users to be assigned the calibration scorecard.

You can also specify users by Roles. To do this:
a. Click Search By Roles. The Search by Roles dialog is displayed.

ul search By Roles

HEREVE

i -
el

Cancel

|

Awzilable Roles:

Fole Members:

Adrmimstrator
Agent
Billable-Tirme User
Business User
Dperator

Rigkits Rale

Rolel

Foled

Superasar

Add ta Calibration

Doaone

T
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b. Select a Role to display its members.
c. Select users from the Role Members.
d. Click Add to Calibration to include the names in the calibrate recording user list in the Assign Calibration Scorecards
dialog.
e. When you have finished adding Role Members, click Done.
3. When you have finished specifying users to be assigned the calibration scorecard, click Assign.

Moving the Media Details pane

You can undock the Media Details pane from the workspace and move it to another location on your screen. To undock the Media
Details pane, double-click the title bar. The Media Details pane moves from the workspace. To move the Media Details pane to
another place on your screen, click the title bar and drag the window.

To dock the Media Details pane back in the workspace, double-click the title bar. The Media Details pane docks back in the
workspace.

Hiding the Media Details pane

There are two ways to Hide the Media Details pane, Hide and Auto Hide. When you Hide the Media Details pane, it does not appear
in the workspace. When you Auto Hide the Media Details pane, a tabbed page is displayed at the bottom of the workspace. Auto
Hide allows you to display a pop-up pane, leaving more workspace for the Search results view.

To Hide the Media Details pane, right-click on the title bar, and on the shortcut menu, click Hide. To display the Media Details pane
again, right-click in the workspace and on the shortcut menu point to Show and click Media Details. The Media Details pane is
displayed in the workspace.

To Auto Hide the Media Details pane, right-click on the title bar, and on the shortcut menu, click Auto Hide. A tabbed page is
displayed at the bottom of the workspace. To display the Media Details pane again, click the tab, and the Media Details pane pops
up in the workspace. To turn Auto Hide off, when the pane is displayed, right-click the title bar and click Auto Hide. The Media
Details pane is displayed in the workspace.

Details Pane

The Details pane is displayed in the Search Results View in the workspace.
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Participans 0t | Atributes | Ausit Tradl | Scosing | Tags | Events |
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Intereetion ID ey 100185171 530150103

Donpdary Mo calbpes_uier galliope_user (ntersztve Inselbgence]

Rl Initunbes
Depzonnect Type  Local Discoarset

When an interaction is selected, additional interaction details are displayed in the Details pane. The Details pane includes the

following tabbed pages:
e Participant Data

Attributes
Audit Trail
Scoring
Tags
Events

Note:

If Interaction Analyzer Keywords are associated with an interaction, a Keywords tabbed page is also displayed.

Participant Dats | Attributes | Audi Trail| Scoing | Tags | Events |

EE

E S grat 01
wpard uard
44

Aiptribarte name Yalus

Inkeraction Addr.. (1000
Dizplay Mame userd userd
Felated Recordi,. Yes

Rale Tnitistor
it Time EAIDT R3ZAT Ak
Wrapeup Code

Interaction ID Key  300122FI0040170804
Disconmect Type  Local Disconnect
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Participant Data page

The Participant Data page displays information on the parties of the selected interaction. The page displays Attributes and Values
for the interaction participants.

Attributes page

The Attributes page displays the defined custom attributes that apply to this interaction.

The Attribute value field supports displaying multiple lines with the value text string. You can modify the value for the custom
attribute. Only the Value can be modified; you cannot change the Attribute name on this page. The special characters comma (,) and
equal sign (=) can be used when modifying the value. When modifying the Value, press Enter to add a new line to the attribute value
string.

To end the edit mode and save the changes, click the pencil icon in the row selector.

Media Details | Participant Data  Attributes |ﬁu.||:litTraiI| Scoring | Tags | Events |

Attribute name | Value

Value| =

Specify a new attribute or select an existing attribute:
| j eriter attribute value) Add Save Changes |

NoteAdding or removing a Custom Attribute in Interaction Recorder client in ICBusiness Manager creates an audit entry for the
recording. The audit trail entry for the change contains comments that describe the change.

Audit Trail page

The Audit Trail page displays information on audit events. The information includes: Date/Time, Audit Event, User, and Comments
on the event. Use the shortcut menu from the Audit Trail page to refresh the audit trail data.

Scoring page

The Scoring page is used to access a Questionnaire and Score a recording. Questionnaires that have previously been assigned to a
recording are displayed on the Scoring page. Additional Questionnaires can be assigned to the recording on this page. Only
questionnaires that have been published are available for scoring.

Notes

- Non-admin users only see Questionnaire scorecards that they have scored. To allow users to see all scorecards for a
recording, the CIC Administrator can create a Security Policy so a user can view scorecards. This Security Policy can be
applied to Agents or Roles. Questionnaire Directory Admin Access and other security rights will still apply. For non-admin
users, in order to finish a scorecard that has already been scored by another user, the user must first save the scorecard to take
ownership and then the user can finish the scorecard.

- The Scoring User column displays the names of the users that scored the recording selected in the Search Results grid. If the
user, viewing the Search results, has the Can Score Recordings Security Policy rights for the selected recording, the Scoring
User name is displayed in the Scoring User column. If the user does not have the Can Score Recordings policy rights for the
recording, the recording is not displayed in the search results.

To assign a questionnaire, click Assign Questionnaire, and select a questionnaire from the Select Questionnaire dialog.
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1 TH H ﬂ

Participant Data | Attributes | Audit Trail Seoring | Tags | Events |
Score

Questionnaire Sconing Date/Time Status " | Scoring User Scored User

adrin admin

1| |

Note

To assign a questionnaire to a recording you must have the Can Assign Questionnaires security right, assigned in Policy
Editor.

When you click Assign Questionnaire the Select Questionnaire dialog is displayed.

E Sedect Duestionnaire

=& Questionnaires
=1 FD Questionnzire Falder 1
l] Agent Peformace

l] Nu.r Cuestionnaire 1

Questionnaire Falder nates:

A
Lo
[ Mark scorecard for calibration Scoring uien I 3
™ Require scared agent signature
Assign Cancel |
Vi

To assign a user to score the recording, select the Scoring user from the drop-down list. To select the completed scorecard for
calibration purposes, select the Mark scorecard for calibration check box. To require an agent signature on the completed
scorecard, select the Require scored agent signature check box.

To score a recording, on the Scoring page, click Score. The Questionnaire to score the recording is displayed and the media player
is launched displaying details of the recording.

You can also right-click on a Questionnaire, and on the shortcut menu, click Score.

The Questionnaire to score the recording is displayed and the media player is launched displaying details of the recording.
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Audio  Media

0:00:02

P oW ¢ il 5 BB

1/3/2019 3:57:56 PM Recording ID: 30727615-b5ef-d0a6-8110-+
4/3/2019 &57:56 PM Initiation Pelicy:

Interaction IDKey:  100185172130190103 Direction: Outbound

Archived: Mo Encrypted: Mo

Recording Length:  O0:00:05 € snippet Initiator:

“H‘H'ﬁﬂﬂ Twé Snippet Recording Call Type:

Playback forms vary according to the Media Type.

A Quality Scorecard Report can be generated from the Scoring page in the Details pane. To generate a report, on the Scoring page
select a Questionnaire. Right-click, and on the shortcut menu, click Run Report. For more information on Quality Scorecard

Reports, see Quality Scorecard Report.
Tags page

The Tags page displays Tags for a recording that were created in Policy Editor and assigned to a recording.

Tags can be added and edited in the Playback window Details pane on the Tags page. If the Details pane is not showing, in the
Playback window right-click, and on the shortcut menu point to Show and click Details.

etai =] 8] x]

Participans Data | Attributes | Audt Trail | Scadng Tags | Evens |

Good Agert Greeting
Agent closed sale

Modify Tag: I

To add and edit Tags, click Modify Tags to open the Playback window. The Playback window is displayed.

Note

Adding or removing a Tag in Interaction Recorder client in IC Business Manager creates an audit entry for the recording. The
audit trail entry for the change contains comments that describe the change. These comments can be viewed on Audit Trail
page in the Details pane.
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Keywords page

Keywords and phrases spotted by Interaction Analyzer are stored along with recordings, allowing for rapid searching of recordings
for playback. Policy Editor Initiation Policies determine which call interactions are analyzed for keywords and phrases.

If Interaction Analyzer Keywords are associated with an interaction, a Keywords page is available.

Medin Dietadls | Pasticipant Dats | Artributes | Audit Trail | Scoring | Tags
. Cuitomer Score [

]
e 7 P Loiiona — e T —— e |
[T Cat 358 TCEER A Cuslome: TRER X dihvehlghpmahnl

Keyward: novermiber Keywaord Frequency: 1

Oty | Cotogory | 5ot Home [scoe [ channat | Spomed Confiderce [ Unerance |
LD CatiaeE TCaeea 5 Cutiomes %621 % nowvehmbe |
j _Ktymﬁtpttlinﬁnm Kt_'_.mmfuwtnqn 1_.
Difent i |tm |$de |s¢m IM ]ﬁpnmcm |uwm 1
[ ongz [ TCH068 3 Ao M4y pahblihkeyshahng |
j- Keyword: sacrifice | il!.qw,:rdl'rﬂ!u:ncy.l.
.DHmt i [Ed.w [SHNM I'Smm Il'.hlmd |Spulbdl:n|idu'r.n ||J|ﬁﬂ'l"i:ﬂ' 1
!IIIII:I!H [ TC e ] Agert Sary toakishiag:

The Analyzer results information displayed on the Keywords page includes:
o Customer Scores

Agent Scores

Total Keyword Score

Keyword name

Offset (time point in call of Keyword hit)

Category

Set Name

Keyword Score

Channel (Agent or Customer)

Spotted confidence

Utterance

Note

The Spotted Confidence value displayed is rounded to 2 decimal places. The tooltip for Spotted Confidence displays the value
up to 4 decimal places.

For information on setting the score of a keyword or phrase, see the Interaction Analyzer Technical Reference in the PureConnect
Documentation Library.
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Events page

The Events page displays the Hold Event information. This tab is displayed for each recording if the user has sufficient security and
access rights to be able to retrieve or playback the recording.

Medis Details | Participant Data | Attributes | Audit Trail | Scoring | Tags  {Events |
Number of holds: 2 Recording started:  9/473014 1:31:13 P
Type Duration Hold Date/Time Start Offset | End Offset
Z = = ] - -

07472014 1:31:34 PM

Transfer  00:01:50 95472004 1:32:10 PM

00:00:57

00:02:47

| [Toral Duration: 00:02:06 |

Wladin Datads | Participant Duata | Attribate | Besdit Trad | Scaring | Tags

Parnbar of holde 1 Racordrsg rtartec: & LATI0NT 2:31:52 PMA

| [aarstion Hipled Dwke/ Tirmes

Ty
¥

| [Tatal Durstses 10.00:04 |

Pt Dfnet [ Ened Ot

Fenti |

By default, the rows on the Events page are sorted in ascending order by the Start/Date/Time value. The columns displayed on the

Events page are:

e Type This value indicates the type of Hold event that occurred within the recording. Valid Hold display values are:Hold,

Transfer, and Park.

Duration This value indicates the length of the Hold, rounded to the nearest second. The summary row for this column

displays the total duration of the Holds (summed before any rounding) for this recording, and is rounded to the nearest second.

Hold Date/Time This value displays when the Hold began in local Date/Time. The summary row for this column displays the

total number of Holds that occurred for this recording.

second.

second.

Note

Start Offset This value displays when the Hold began as an offset from the beginning of the recording, rounded to the nearest

End Offset This value displays when the Hold ended as an offset from the beginning of the recording, rounded to the nearest

If the duration for a Hold event is less than .5 seconds and greater than zero (0) seconds, the Event Duration states less than 1

second.

Moving the Details pane

You can undock the Details pane from the workspace and move it to another location on your screen. To undock the Details pane,
double-click the title bar. The Details pane moves from the workspace. To move the Details pane to another place on your screen,

click the title bar and drag the window.

To dock the Details pane back in the workspace, double-click the title bar. The Details pane docks back in the workspace.
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Hiding the Details pane

There are two ways to Hide the Details pane, Hide and Auto Hide. When you Hide the Details pane, it does not appear in the
workspace. When you Auto Hide the Details pane, a tabbed page is displayed at the bottom of the workspace. Auto Hide allows you
to display a pop-up pane, leaving more workspace for the Search Results View.

To Hide the Details pane, right-click on the title bar, and on the shortcut menu, click Hide. To display the Details pane again, right-
click in the workspace and on the shortcut menu point to Show and click Details. The Details pane is displayed in the workspace.

To Auto Hide the Details pane, right-click on the title bar, and on the shortcut menu, click Auto Hide. A tabbed page is displayed at
the bottom of the workspace. To display the Details pane again, click the tab, and the Details pane pops up in the workspace. To
turn Auto Hide off, when the pane is displayed, right-click the title bar and click Auto Hide. The Details pane is displayed in the
workspace.

Recordings

Recordings are displayed in the Search Results view in the workspace. Recordings that are opened from the Search Results view
are listed in the Open Recordings folder in the Recordings navigation pane. From the Search results view, you can Open and
Playback a recording, Score, Email, Export, Archive, Modify Retention Expiration date, and Delete recordings. You can also monitor
live call recordings that are in progress.

When the Details pane is displayed with the Search Results view in the workspace, you can view Participant Data, view and modify
recording Attributes, view an Audit Trail, Score a recording, and view and modify Tags.
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Playback a Recording

To Playback a recorded interaction, from the Search results view in the workspace, in the list of recorded interactions, double-click
on an interaction.

Search Results (14 recordings)

£ MediaType  Reccrding Type  Recording ID Date/Time ¥ Expiration Date Recording Le | Direction 50g

E = ™| & = - Bl
L 4f72T615-1Ted-... 1/3/2019 4:00:08 PM 47372019 5:00:08 PM | 00:00:21 inbound
g T, J072T615-b5-.. 17372010 3:57:56PM  4/3/2019 4:5T:56PM  00:00:05 Outbeund
3" @- F0727615-Bead-.. 17372019 3:5T:55PM /372019 :5T:05 PM 00i0e1 2 Cutbound
' 23727615119 17372019 3:57:00PM 47372019 4:57:00PM  00:00:52 Qutbgund
=] 11727615-1ada. 17372010 3:55:43PM  473/2010 4:55:43 PM | 00:00:19
q @ 0e7T27615-d3d0... 1/3/2019 3:55:30PM | 4732019 4:55:30PM  00:00:39 Outbeund

[ IH 05727671 5=-200c-... 17372019 3:54:48 PM | 4732019 4:533:48 PM | D0:00:11 Intercom
e 01727615-28T-. 1/3/2019 3:54:34 PM  4/3/2010 4:34:24PM  00:00:24 CQutbound
+1i 1] f47T17615-0d426-.. 1/3/2010 3:53:35PM  4/3/2019 4:53:35PM _ 00:00:25 Qutbeund

A Playback window, showing the interaction, is displayed.

Audiec  Media

0:00:02

P oW ¢ il 5 BB

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

@" Recording Date: 1/3/2019 3:57:56 PM Recording ID: 30727615-bSef-d0a6-8110-+
Expiration Date: 47372019 £:57:56 PM Initiation Palicy:

‘E Interaction IDKey:  100185172130190103 Direction: Outbound
Archived: No Encrypted: Mo
Recording Length:  O0:00:05 € snippet Initiator: user] user]

Recarding Type: Snippet Recording Call Type:

Playback forms vary according to the Media Type.

Note: If there is an associated recording with the interaction, the Related Recording Icon =
display a list of related recordings.

is displayed. Click this icon to
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Playback a Call

To playback a recorded Call, from the Search results view, in the list of recorded interactions, double-click on a Call.

The Audio Playback window is displayed, and the recording begins to play.

Audie  Media

00002

P B wrd ¢ il 5 BB

173729 3:57:56 PM Recording I0: J0T2TE1 5=b5ef -dlab=-8110-«
433019 4:5T:56 PM Initiation Policy:

Interaction D Key: 100185172130150103 Direction: Outbound

Archived: He Encrypted: Mo

Recording Length: 000005 &, snippet Initiator:

Recording Type: Snippet Recording Call Type:

The waveform varies according to Mono or Dual-channel recordings.

Opus Dual-channel recordings

For Opus dual-channel recordings, the audio recording playback wave form displays the dual-channel audio as separate channels.

£* call, admin admin recorded on 10/18/2016 11:50:25 &M

dudio  Media

00002 0:00:18

> O Wo> @ ] A I8

Left channel audio data is displayed in the top waveform, and Right channel audio data is displayed in the bottom waveform. The
initiator of the call will always be on one of the channels, with all other participants on the audio call on the other channel. And the
direction of the call will also determine which channel the participants and the initiator will be recorded on.

Important notes
e Support for the playback and management of Opus recordings within the CIC Interaction Desktop, Interaction Web Portal, and IC
Business Manager applications requires CIC 2017 R2, or later. Opus recordings can be generated within CIC and Interaction
Recorder starting with Media Servers at version CIC 2017 R1, or later.
e Support for Opus recordings within Interaction Recorder and CIC requires version 2017 R2 or later client and server-side
components. Earlier versions of the Interaction Recorder Remote Content Servers also do not support Opus recordings and will
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result in errors when archiving or exporting Opus recordings. Opus recordings can be generated within CIC and Interaction
Recorder starting with 2017 R1 or later Media Servers.

For dual-channel recordings, a right-click shortcut menu allows you to switch between dual-channel and mono waveform data during
playback.

Dual-channel Waveform to Mono

_JLIH b |
A

dd

Dual-channel Waveform to Mono

P oo —= A& 8

Mono waveform to Dual-channel

Add

I Meno Waveform to Dual-channel 1|

0:00:00 0:00:12

D @ wrd ¢ —= AW

Note

Enabling the Opus (Mono) and Opus (Dual-channel) compression formats requires additional resources on the Media Servers.
See the /nteraction Media Server Technical Reference and the Interaction Media Server Sizing Calculator for details, specifically
when using Dual-channel, as it requires 1 additional point on the Media Servers.

Enabling the Opus (Dual-channel) compression format requires additional disk space storage. See Disk Space Requirements
for Compression Factors and Disk Space Requirements when generating Opus (Mono) and Opus (dual-channel) recordings.

Event Indicators

The playback feature automatically inserts annotations for events on the playback timeline. The timeline includes events that
occurred during the call: placing the caller on Hold; transferring a call with Transfer, and transferring a call with Park.

A Hold event is indicated by a yellow triangle, a Transfer event is indicated by a purple triangle, and a Park event is indicated by a
blue arrow. Text describing the event is displayed as the recording reaches the event indicator during playback.
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4™ Call, admin admin recorded on 8/8/2018 12:05:40 PM = O B

Audic  Media

Q00T

Hald for 5§ sec

i:" Call, admin adoin recorded on 7,/7,7200 7 2:21:50 P+

Audo Media

| iy

| 0:00:07 0026 Cor o 17 coc |

Do ww o s B

Media Details | Participant Data | Attributes | Audit Trail | Scaring | Tags  Events |

Murnber of holds: 2 Recording started: TATA0LT 2:20:50 P
Type | Duration | Hold Date/Time - |‘Start Offsst | End OFfsst
i = = = = =

Park 00:00:11 12017 22230 P 00:00:40 00:00:51

Total Duration: 00:00:28
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£" Call, admin admin recorded on 8/4/2017 10:21:18 AM

Trarafer for | gec

D B W e ] 5 B
Detais -

Media Detaids | Paticipant Data | Atributes | Audit Trad | Sconng | Tags | Events

Recording Date 1/3/2019 257:56 PM Recording I0: 30T27615-b5ef-d0ub-8110-
: _ Espiration Date &/L2019 &£57:56 PM Indutien Pobey:
%E Interaction ID Key: 100185172130190103 Direction: Cratbound

Archeved: Mo Encrypted: e

Recording Length:  0CH00:05 € cnippet intutor user] user)

Recording Type: Srappet Recording Call Type: Exterrsl

Secure Recording Pause

When an agent has initiated a Secure Recording Pause during a recorded interaction, the recording is paused for a configured period
of time. As a result, the final recording contains a beep to indicate a secure segment was executed. The secure segment is omitted
and compressed from the recording. During playback the listener hears the beep and the pause is indicated by a lock icon on the
timeline in the playback window.

:00:04 0:00:21

hm:u'e Pause For 20 sec J

M @ «Wpp @ ]l & ¥ o)
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Interaction Analyzer Keywords

If a call contains Interaction Analyzer Keywords, they are listed on the Keywords page in the Details pane, and the keywords are
indicated by an icon on the timeline in the playback window.

Custormer score Agent Score

Total Positive Megative Total Fositive Megative

&7 Call, - recorded on 5/13,/2012 12:16:10 AM

Audia  Medis
B E A 4% 4 4 g e B &
0:00:00 0:00:51

A tooltip with the spotted keyword pops up as the recording plays.

Keyword icons that point to the right are for the agent, and the icons that point to the left are for the customer. Here is a description
of the Keyword Icons.

Keyword Icon|Description

Ll,-.. The indicated keyword has a zero score for the agent

The indicated keyword has a negative score for the agent

The indicated keyword has a positive score for the agent

The indicated keyword has a zero score for the customer

The indicated keyword has a negative score for the customer

S | A |V | W

t] The indicated keyword has a positive score for the customer

For more information on setting Interaction Analyzer Keywords scores, see the /nteraction Analyzer Technical Reference in the
PureConnect Documentation Library.

Note
If a call recording is in progress when the recording is opened, the Playback window is replaced with the message This

recording is currently in progress and cannot be retrieved at this time. You can monitor a recording in process. For
more information, see Monitor a Live Call.
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Menu Bar

The menu bar allows you to control settings for Audio and view Media information properties.

£" Call, - recorded on 5,/13,/2012 12:16:10 AM
P E 3 4% 4 & gg 3 3
0:00:00 0:00:51
P 3N ] A
Audio

Use the Audio menu to select the audio device for the playback. The options are Primary Sound Driver, Remote Audio, or
Telephone Handset. A list of available Playback Devices from Windows Sound is also displayed between the Primary Sound Drive
and the Telephone Handset options.

&7 Call, aderin adenin recorded an 4472019 24723 PM

Rerngte Audic
Telephone Hpndset
Make Selected Audio Device the Default

P B wrp ¢ el 4 B

Media Details  Pasticipant Dats  Attributes  Audit Trail  Scoring  Tags

The default audio device is displayed in the Audio menu in a bold font. The active (currently selected) Audio device menu item is
selected (checked). You can also make the selected Audio device the default on this menu. Audio timing indicators display the
current position in the recording and the total time of the recording. Note, when using the handset for playback, the WAV form is not
displayed.
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Playback through Primary Sound Driver

Here are the playback controls that allow you to adjust the audio playback using your primary sound driver.

Playback Control Function

Play or pause the recording

>

Stop the recording

Reverse or fast forward the recording

Volume slider for audio playback

Speed slider for audio playback

The available speed settings are: 0.5x, [.0x, 1.1x, 1.2x, 1.3x, 1.4x, 1.5x, 2.0x, and
4.0x.

Playback Through Telephone Handset

If you are playing back a recording through a telephone handset, use the telephone keypad to control the playback.

To control the playback:

Press | To

1 Slow down the recording

2 Speed up the recording

4 Decrease the volume

5 Increase the volume

7 Rewind ten seconds and continue playback

8 Fast forward ten seconds and continue playback
Note

When playing back a recording through the telephone handset, the audio disconnects when the recording has finished playing or
when the stop button is pressed.

l Also, when using the handset for playback, the WAV form is not displayed.
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Media

Use the Media menu to view Media Information properties, including Length, Audio format, and compression type. To view this
information, click Media, and then click About. For example, the Media Information for a Dual-channel Opus recording is:

¥ Media Information

M Leongth: 0:00:18
Iﬁ Audio: 768 kbps, Dual-thannel Opus

[ ox ]

And the Media Information for a Mono Opus recording is:

¥ Media Information

@ length: 0:00:15
ﬂ Audio: 384 kbps, Mono Cpus

[ ox ]

Waveform

The Waveform displays a graphic representation of the sound in the recording. The Waveform area includes a recording timeline
that includes a position indicator and time, and the length of the recording. Bookmarks are displayed on the playback timeline.

Note

When using the handset for playback, the WAV form is not displayed.
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Bookmarks

Bookmarks can be added to Audio recordings, in the Audio Playback window, to identify places in the recording that you can easily
return to. You can add a Bookmark while the audio is playing, or you can pause the audio to add a Bookmark. Bookmarks are
identified by a custom label you create. You can also indicate a Start and End time for your Bookmark.

To add a Bookmark, while the audio recording is playing, click the Bookmark control . You can also pause the recording while
adding a Bookmark. In the Add Bookmark dialog, type the label information, and click OK. The Bookmark is inserted at the point

where you clicked the Bookmark control. To Bookmark a span of Time in a recording, use the Start Time and End Time fields.

To Edit or Delete a Bookmark, right-click a Bookmark and on the shortcut menu select Edit or Delete.
Note

When using the handset for playback, the WAV form is not displayed. Entering and viewing bookmarks requires the use of computer
speakers, rather than a handset.

Bookmark Audit Trail entries

When Bookmarks are added, edited, and deleted, the related modified recording audit trail entry contains formatted comments. The
comments include Bookmark text and Start and End times. Bookmarks can be up to 1024 characters, but the Bookmark comment
text displays the first 512 characters, followed by an ellipsis.
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Audio Playback Details pane

The Details pane is included in the Audio Playback window for your reference. You can use the Scoring page to add a Questionnaire
or to Score this recording. You can use the Tags page to Add or Edit tags for a recording.

Audie  Media

00002

P B wrd ¢ il 5 BB

Media Detsils | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

Recording Date: 1/3/2019 3:57:56 PM Recording ID: 3072761 5-b5ef-d0ab=8110-4
Expiration Date: A73/3NG 45756 PM Initiation Policy:

Interaction ID Key: 100183172130190103 Durection: Outbound

Archived: He Encrypted: Mo

Recording Length: 000005 &, snippet Initiator: user] user]

Rﬁmﬁng Tj'p;: Snippet Recording Call Type:

Monitor a Live Call

A live call that is in the process of being recorded can be monitored. As the call is being recorded, you can Join the call, Listen to
the call, or Coach the agent during the call.

Assigning Security Rights

To monitor a live call, the monitoring user must have the Security Rights to Coach, Join, or Listen to a call. In the Security Rights
Category: User under Interaction Command Rights, select Coach, Join, or Listen.

The monitoring user also needs Access Rights to View, Modify, and Monitor the call initiator's queues, such as Station Queues,
User Queues, or Workgroup Queues, assigned under Access Control Category: Queues.

Note For Intercom calls, the monitoring user needs Access Rights for the initiator's queue andthe respondent’s queue to monitor a
live intercom call.
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Monitoring a Live Call

To monitor a live call recording in progress, follow these steps.
1. Run arecording search with search attributes that match the on-going call.
2. In the search results view double-click the call recording in progress. The recording playback window opens.

£ Call, mictborn_ wter? - redorded an 775/ 2013 50212 P™

Thas reconding is currenty n progress

:‘@J €

Listen Coach

Medka Details | Participant Data | Attributes | Audit Trad | Sconng | Tags | Events

Recording Date 17372019 257:56 PM Recording ID: 3072761 5-bSef-d0ab-8110-
Expwaticn Date 4372019 &57:56 PM Initiation Policy:
%} Interaction I0 Key: 100185172130180103 Direction: Outbound
Archrved: No Encrypted: Ne
Recording Length:  00:00:05 € snippet Initiator: user! user]
Reccrding Type Sneppet Recording Call Type: External

3. The dialog displays a live monitoring button bar that includes Join, Listen, and Coach options. To monitor the live call, click a
button.

Live Monitoring Options

The following is a description of the live monitoring button bar options. The buttons are not available if the monitoring user does
not have Security Rights to join, listen, or coach an interaction, or does not have Access Rights for any of the call initiator's queues.

Live Monitoring Options

Option | Description

Join Click this button to join the call in progress.

Listen | Click this button to listen to the call in progress.

Coach | Click this button to listen to the call and speak only to the agent on the call.

The live monitoring buttons are not available while processing a click for any of the buttons on the bar and also not available if the
monitoring user does not have a station or is already a participant on the call.

Note

Live Monitoring is not available for conference calls. When a conference call is in progress, the Join, Listen, and Coach options
are not available. A message is displayed indicating the call is part of a conference and still in progress, and the recording is
not available.
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Playback a Chat

To display a recorded Chat, from the Search results view, in the list of recorded interactions, double-click on a Chat .

The Chat Playback window is displayed. The interaction Details pages are displayed at the bottom of this window for your
reference. You can use the Scoring page to add a Questionnaire or to Score this recording.

IC [Thu 1/3/2019 3:55:38 PM]:
« Welcome to IC!
IC [Thu 1/3/2019 3:55:38 PM]:
« Interaction transferred to user1.
IC [Thu 1/3/2019 3:55:38 PM]:
« Alerting: user1
IC [Thu 1/3/2019 3:55:43 PM]:
« user1 has joined the conversation.
IC [Thu 1/3/2019 3:55:38 PM]:
« Welcome toIC!
IC [Thu 1/3/2019 3:55:38 PM]:
« Interaction transferred to user1.
IC [Thu 1/3/2019 3:55:38 PM]:
« Alerting: user1i
IC [Thu 1/3/2019 3:55:43 PM]
« user1 has joined the conversation.
user1 [Thu 1/3/2019 3.55:48 PM]
+« Woohoo!
user1 [Thu 1/3/2019 3:55:53 PM].
« yep it works

¢

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

1/3/2019 3:55:43 PM Recording ID:
47372019 4:55:43 PM Initiation Policy:

Interaction |D Key: 100185270230190103 Direction:
Archived: No Encrypted:
Recording Length: 00:00:19

Recording Type: Policy-based

Playback an Email

=

To display a recorded Email, from the Search results view, in the list of recorded interactions, double-click on an Email
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The Email Playback window is displayed. The interaction Details pages are displayed at the bottom of this window for your
reference. You can use the Scoring page to add a Questionnaire or to Score this recording.

From: Customer Sent:  Thursday, January 3, 2019 3:53:59 PM
Ta: serd

Ca

Bee

Subject:  RE: Some Sort of Business Thing

Sounds perfect.

Original Message-----
From: userl [mailto:userl@  lab.com]
Sent: Thursday, January 3, 2019 3:50:40 PM
To: calliope_user
Subject: Some Sort of Business Thing

Hello,
I'm sending a business email to setup some sort of business meeting.

Nice business.
- userl

Q

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

EI Recording Date: 1/3/2019 3:53:35 PM Recording 1D:
Expiration Date: 4/3/2019 4:53:35 PM Initiation Policy:

AL eactionDKey:  100185270530190103 Direction:
LIrA &

Archived: No Encrypted:
Recording Length: 00:00:25
Recording Type: Policy-based

If an email has attachments that you want to save, right-click and select Save As or Save All. To do this, the user must have the
export/archive the recording security right assigned in interaction Recorder Policy Editor, in Interaction Administrator.
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Note

EThe Related Recordings list for an email displays all related recordings including screen recordings associated with the
interaction. The list also displays the original email and all replies and forwards. The email you are viewing is grayed in the list,
so you can tell where you are in the email thread.

Playback a Social Media Conversation

The Social Conversation playback window is displayed. The interaction Details pages are displayed at the bottom of the window for
your reference. You can use the Scoring page to add a Questionnaire or to Score the recording.

To display a recorded social media conversation, in the list of recorded interactions, double-click on a Social Conversation

W Social Corversation, recorded on /1772018 1:20:09 PM = O 4
T TW. WFO and WEM Electronics

W, WFO and WEM Electronics
T v

May 1T, 2018 1:19 PM

Welcome to the playback demo!
| Dev PureConnect Wio May 17, 2018 1:21 P e
I"ve been walting for this all my life
TW. WFO and WEM Electronics May -
Hello World!
| Details = |
Medes Detailt  Pacticipant Dats  Attributes Audit Trad Scoring Tags  Events
Q Recording Date: 1/3/2019 253:35PM Recording ID: F4T1761 5=0426-d051-2110- 58 1bed 10001
Expiration Date 47372019 £53:35 PM Inttiation Policy: Mew Palicy
RAC] Intersction 1D Key: 1001852 70530190103 Direction: Qutbound
L& Archived: Mo Encrypted: Mo
Recording Lengthc 00:00:25
Recording Type Policy-based
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Playback a Social Direct Message

&

The Social Direct Message playback window is displayed. The interaction Details pages are displayed at the bottom of the window
for your reference. You can use the Scoring page to add a Questionnaire or to Score the recording.

To display a recorded social direct message, in the list of recorded interactions, double-click on a Social Direct Message

[

Bl snhGenesys

Rt

[undelined) Aug 24, 2018 1237 AM

[undefined) Aug 24, 2018 1:38 AM

&ind

[undetined) Aug 24, 2018 1:39 AM

Lrye

{umdefined] Aug 24, 2018 1:39 AN

Mew Test

(undefined) Aug 24, 2018 2-53 AM

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

[@ Recording Dabe: /W20 k5035 PM Recording D BT 5 el DE-o051 - 87 10- w58 bed 10007 5
Expiration Date: AW &S5035 P Inistien Pelicy: Mew Pelicy

Inberacton 1D Key: 1001 R et Derectiom Crutbound
Anhrmd Mg Emerypted: Mo
Recoeding Length. 00028
Recording Typs  Policy-based
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Playback a Screen Recording

To only display a Screen Recording, from the Search results view, double-click a Screen Recording . The Screen Recording

Playback window is displayed.
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|I . i ) T
fim Eif weee wohapates Optiore Tash Beder wrcoes rein
|Gy £200 06 W) Avalaide . Ye Workgroupe .

o™y e s (‘E Ll Hstiry = My wiork Rewi

Ve

Ewrord Frivets

© @ O %O~ 8 ©

Lowet Blw=a First B=a [EL T Dagparteninré

At LR H iR

it lnrer 1]

witi ]l wigdll mu

w1l winnll M

warld sansll i

auarlh el L] =

a | L

Wzdn Detult | Rahopaet Dot | Smebute | udd el | Soosing | Tags | Buesis |
Fes ordansy Dt 1A L5235 P Recording D% HATTTE 1 §-pdE-A051-E1 0-w031 bed 1 D31 i
Daperation Dt LWENILSEYS P Intetan Felscy. Mew Pelicy
E’ Inderaction D Keyy  MOOREEXEAMISIIN Drective: Chbosend
Aschiont Hg Erérypplid: He
Recerdng Lengthe 000025
Recondanyg Type iPelcy-bazed
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Playback a screen recording associated with a call

To playback a screen recording associated with a call, from the call playback window, click the Related Recording Icon @to
display the related recordings. Select a related screen recording to begin playback. The screen recording playback window with
audio is displayed.

£ Call, Jone Doet: recordied om 37062016 11:07:47 &

Bl Tnteraction Deskiop - Operator Comsole
Fila Ecit Vs ‘eiokspacss Oplors Took Tracer tkindow Halp 1
LDy 2200054 ) Availsbia - - warkgrougs + -
My Interactins F Cal Hstory | My Wrk Reve
a7 ez I Murmber I Curation | Stabe I Detals Inberaction [d | Assock.
E Tia: Uk ncea 1ip: Lo prr EQRDE Corme Mraropnr
hd
4 ] ¥
0:00: 05 LaL%

oW ¢ ]l A o o (o] @

Media Detaits |h|tn:|pl-'rt Data | Attributes | dudit Trail | Scosing | Tegs | Events |

? Brnidng Date V201 3335 P Rpaideng I FETTT S- e 001-30 00 38 kel | D) |
Epratons Date L0014 &53:35 P Intation Bokcy: Heew Poboy
E% isteractwn i Key: 1S Tirkdl 038 Darectiare Cratbround
diheed B Ercryphed: L
Paconding Length e ke
Fecording Type: Prdry-Based
Call Line: sip Call Type: External

The audio controls for the recording are available. The Audio and Screen Recording stay in sync when played. If you are playing the
audio through a station handset or headset and use the screen playback controls, such as forward or back, audio and video will go
out of sync. To avoid audio and video going out of sync, use your computer speakers for audio playback.

The interaction Details pages are displayed at the bottom of this window for your reference. You can use the Scoring page to add a
Questionnaire or to Score this recording.

Note

If a Screen Recording is selected for playback before the Store at Location has been completed, a message is displayed that
the recording media is unavailable and to retry opening the recording again.

Secure Screen Recording Pause

When an agent has initiated a Secure Recording Pause during a recorded interaction, the screen recording is paused for a configured
period of time. As a result, the final recording contains a beep to indicate a secure segment was executed. The secure segment is
omitted and compressed from the recording. During playback the listener hears the beep and the pause is indicated by a lock icon
on the timeline in the playback window.

Note
In addition there is a public API to pause and resume screen recording, providing the ability to control the screen recording with

a 3rd party desktop application when entering credit card data. Refer to the Introduction o /ceLib Technical Reference for more
information.
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Export a Screen Recording

Screen recordings can be exported from the screen recording playback window. The recording is exported to a Windows Media
Video (WMV) format file for playback.

You must choose Windows Server (Server with Desktop Experience) when you install Windows Server 2016 or Windows
server 2019. You cannot install Server with Desktop Experience after installation.

Windows Server 2016 and 2019 requirements for The Desktop Experience feature

For IC Business Manager, there are specific requirements for The Desktop Experience feature on Windows Server 2016 and
Windows Server 2019. The Desktop Experience feature on Windows Server 2016 and Windows Server 2019 is optionally installed
during Windows Installation using the Setup wizard. You must choose Windows Server (Server with Desktop Experience)
when you install Windows Server 2016 and Windows Server 2019.

If the Desktop Experience Feature is not enabled, screen recordings are not available for export, and the Export screen recording
@

Exporting a screen recording

icon is unavailable

Follow these steps to export a screen recording.

L=

1. From the screen recording playback window, click the Export screen recording icon . The Select a folder for exported

recordings dialog is displayed.
2. Select a folder for the exported screen recording, and click OK.
3. The Exporting the Screen capture progress indicator is displayed.
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Open Recordings

When you Playback a recorded interaction, and the recording is open in the workspace, it is listed in the Open Recordings folder in
the Recordings navigation pane. Use the Open Recordings list to navigate to a recording.
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You can playback and review multiple recording Media Types at the same time. For example, you can listen to an audio recording
while viewing a screen recording of the interaction.

Score a Recording
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Accessing the Scoring page

Access the Scoring page from the Search Results view in the workspace.
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Use the Scoring page in the Details pane to access a Questionnaire and Score a recording.

Questionnaires that have previously been assigned to a recording are displayed on the Scoring page. Additional Questionnaires can
be assigned to the recording on the Scoring page. Only Questionnaires that have been published are available for scoring.

Notes

- Non-admin users only see Questionnaire scorecards that they have scored. To allow users to see all scorecards for a
recording, the CIC Administrator can create a Security Policy so a user can view scorecards. This Security Policy can be
applied to Agents or Roles. Questionnaire Directory Admin Access and other security rights will still apply. For non-admin
users, in order to finish a scorecard that has already been scored by another user, the user must first save the scorecard to take
ownership and then the user can finish the scorecard.

- When a scoring user does not have the can view participant contact information security right for a recording, for
security purposes the scored agent’s name is not displayed, and the name is replaced with asterisks.Also, in a recording that
has multiple participants, the Select Participant dialog displays participants by number when the scoring user does not have the
can view participant contact information security right.
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Assigning a Questionnaire

To assign a Questionnaire to an interaction, click Assign Questionnaire, and select a Questionnaire from the Select
Questionnaire dialog.

w| A &

Participare D | Astribartes | Audit Tral Scoring | Tags |
Azpign Queitionnare, .. | Senre I
rae shigremine Scanng DetefTime Shatua Searrg Uaer Scom

4] | 2l

Note To assign a questionnaire to a recording you must have the Can Assign Questionnaires security right, assigned in Policy
Editor.

When you click Assign Questionnaire the Select Questionnaire dialog is displayed.

B select Questionnaire

=& Questionnaires
=1 FD Questionnzire Falder 1

l] Mews Questionnaire 1

Questionnaire Falder nates:

5]
Lo
[ Mark scorecard for calibration Scoring uien I 3
I Require scared agent signature
Assign Cancel |
¥

To assign a user to score the recording, select the Scoring user from the drop-down list. To select the completed scorecard for
calibration purposes, select the Mark scorecard for calibration check box. To require an agent signature on the completed
scorecard, select the Require scored agent signature check box.

Scoring a recording

To score a recording, on the Scoring page, click Score. The Scorecard is displayed.
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B coPe Questionnaire - Call, - (i3) recorded on 7/6/2011 1:02:39 PM HIFTE

Passed | Faled Calibration Oy

=40 Growp 1 (Score 0,00 % ) ——
[E] 1. Quesstion Inbege Growp 1 I

[®f 2 Cuesstion - Free Teod [na sooie

[# 3. Dussstion ez / No 1. Quesstion Integes [ |
[%] 4. Question - True £ Falze
[%f 5. Question - Multipks Choica 2. Qusastion - Fres Test (no scars]

© 3. Queshon Taz / No  Yaz Mo

" 4. Duestion - True f Fales I
" 5. Question - Mulbiple Choice I "‘l

| | 3]

Total Score: 0,00 % “answer requirned Farraty I Save Cloze I

For detailed Scorecard information, from the Scorecard press F1 and the Scoring Dialog Help topic is displayed.

The media player, depending on the type of interaction, is launched displaying details of the recording. Here is an example of an
Audio Playback. Details of the interaction are displayed in the Playback window.

Audio  Media

0:00:02

P oW ¢ il 5 BB

Media Details | Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |

Recording Date: 173729 3:5.1:56 PM Recording I0: 07761 3-boef-dlab-8110-
Expiration Date: A47372NT &£5T:56 PM Initiation Pelicy:

Interaction D Key: 100185172130N90M03 Direction: Outbound

Archived: Mo Encrypted: Mo

Recording Length:  O0:00:05 € snippet Initiator:

Recarding Type: Snippet Recording Call Type:

To save a scored interaction to be emailed or to finish scoring later, click Save.

When you have completed scoring the interaction, click Finish. If the Scorecard has been failed, the Finish button is labeled Finish
(Failed).
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Finish a Scorecard

Finishing a scorecard makes it available for reporting. When the Finish Scorecard message is displayed, you can require the
scored agent to sign the scorecard.

Finish Scorecard E

Finishing this scorecard will make it available for reporting. Ary future changes
o the scorecard could affect historical reporting,

I™ Require scored agent signature for this scorecard.

Do you want to finish the scorecard?

Yes Mo

Note

Scored agents must have the Can View Scorecards security right, assigned in Policy Editor for the scored recording, in order
to sign the scorecard and enter comments.

Scorecard Signature

Selecting the Require scored agent signature for this scorecard check box allows an agent to sign-off on a scorecard and
enter comments. When a Finished Scorecard has been selected for sign-off, only the Scored User (agent) and the Current User with
the Override Finished Scorecards Security Right are allowed to modify the sign-off state and specify sign-off comments.

Notes
-Scored agents are always allowed to view signature comments.

- Non-scored users must have the can view scorecard signature comments security right, assigned in Policy Editor for the
scored recording, in order to see the signature comments after the scorecard has been signed.

When an agent is viewing a scorecard that requires a signature, the Sign Scorecard button is available at the bottom of the
scorecard.
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Clicking Sign Scorecard displays the Scorecard Signature dialog where comments can be made and the scorecard signed.

E Scorecard Signature !E E

Scaored Agent: IAdminishatnrAdminiitratur

Clicking "Sign Scorecard” indicates that I have received and reviewsed this quality evaluation;
it does not indicate my agreement or approval of this quality evaluation or its scores,

Tunderstand I may enter signature comments below in response to this quality evaluation,

Sighature Comments:
4/3/2013 10:41:05 AM |

-

Sigh scorecard Cancel |

R

Finished Scorecard Group Icons

When you have finished the scorecard, different icons will be displayed for the group node in the scorecard navigation tree based on

whether the group is complete or not.

Group is complete, that is, all required questions have been answered or marked as Not Applicable (N/A).

0

e ——Group is not complete.
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Signed Scorecards

After scorecards have been signed, signature comments can be viewed. Signed comments can be viewed by users who have the
can view scorecard signature comments security right, assigned in Policy Editor for the scored recording.

A signed scorecard displays the View Signature button. When you click View Signature, the Scorecard Signature window
displays the Scorecard Signature Comments.

B Scorecard Signature - [O] x| I

Srored Agent:

Scorecard Signature Comments:

4372013 10:41:05 AM These ry comments for signing the scorecard, _*J

Clase

Modify Signed Scorecards

Users who have the Override Finished Scorecards Security Right are allowed to modify the sign-off state and specify sign-off
comments. Click Additional Comments to make comments.

B override Scorecard Signature M=l E3 I

Sgored Agent: |Administrah:r Adrministrator

Scorecard Signature Comments! Additional Cornments..

4372013 10:41:05 AM These rry cominents for signing the scorecard, _*J

Save Signature Close
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Remove Scorecard Signature

Users who have the Override Finished Scorecards Security Right are also allowed to remove the scorecard signature. Click
Remove Signature to remove the signature from a scorecard. The agent will no longer be required to sign the scorecard.

B scorecand

Passed |  Faied ¥, Seprecaid it sheady finithed FunRepott |  CalbestionOny |

= 7 Group 1 [Seore: 8162 XB) -
Group 1 |
* L Question 1 IEI—

TotalScore:  B182% B ‘answer required

Femove Signature Ermised I EiE I Hlose I

Modify Finished Scorecards

Users with the Override Finished Scorecards security right can modify the answers on finished scorecards and re-save the
finished scorecards in the database. Users are assigned the Recorder Policy Override Finished Scorecards Security Right in
Interaction Administrator. Users without this security right can only view finished scorecards.

For information on searching for and modifying finished scorecards, see To run a scorecard search:
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Recording Search Results Shortcut Menu

When a recording is selected in the Search Results grid, you can right-click on the recording to display a shortcut menu.

= as 4 £l B A8 S

o Search 1 -3
Configure... Run Search
Search Results (4 recordings)
& Media Type Recording Type Reccrding ID Date/Time ¥ Expiration Date Recording Length Direction
E - [l &l = -
@ [E:] dOcdbal5-61a0-.. 11/26/2018 542.. 00:00:05
3] dicchal5-badl-.. 1172672018 5:23... 00:00:05
[ ] P “ & - 117262018 10H)... 00:00:08
@ B 11/26/2018 952... 00:00:15
Show 3
1| Archive...
[ladia Details Sudit Trail vﬁﬁ
Delete Recording
a Record | ’ Recording ID: f2b46a15-Balle-d0b1-82d6-c20eBe660001
ED E.'Apil-lﬂ| Modify Retention Expiration... _II Initiation Policy: Mew Policy
™ Interac Scoring Direction:
i : Archiw Send as Email... Encrypted: Mo

From the shortcut menu, you can:
e Open a Recording
Show or hide the details panes
Archive a Recording
View the Audit Trail
Delete a Recording
Export a Recording or Results Rows
Modify Retention Expiration
Score a Recording
Email a Recording
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Open a Recording

Use the Open Recording command on the shortcut menu to open a recording in the playback dialog.

ol Search 1
Search Results (14 recordings)
&£ MediaType  Recording Type  Recording ID Date/Tirne ¥ | Expiration Date Recd
- & & -
@" & 30T27615-b5d-.. /372019 3:57:56PM 47372019 4:57:56PM  0D0:0{
& 30727615-8eal-... 1/3/2019 3:5T:55PM  4/3/2019 4:57:55PM  00:04
& ] 23727615-f1ed-.. 1/3/2019 3:5T:00PM  4/3/2019 4:57:00PM 000
b o =T e Snoosanaseaanas 47372019 4:55:43PM | 00:0(
& 4/3/2019 4:55:30 PM
= Show
& 4/3/2019 4:54:48 PM
@ Archive... 473/2010 4:54:34 PM  00:04
= B Audit Trail 4/3/2019 4:53:35PM  00:0(
=4 || Delete Recording 4/3/2019 4:52:06 P 00:04
dl Export 3
Media Details Meodify Retention Expiration...
Recording Date: 13200  Sconing 11727615-1dda-d0f]
Expiration Dates 4/3/20 Send a5 Email... 1 New Policy
Interaction ID Key:  100185270830190103 Direction:
Archived: Mo Encrypted: Mo
Recording Length:  00:00:19
Recording Type: Palicy-based
Details
Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |
= Segment 01 | Attribute name  Value
rallinns yecar ~allinn

When a recording is open, it is listed in the Open Recordings folder in the Navigation Pane.
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Show or hide the details panes

Use the Show command on the shortcut menu to display the Details pane and Media Details pane in the Workspace, or hide the
panes.

ol Search 1
Search Results (14 recordings)
B Media Type Recording Type Recording ID Diate/Time V| Expiration Date Recording Le  Direction
@ - & A - -
g T J0TET615-b5-. 1372070 3:5T:56PM 4737201945756 P 00:00:05 Cutbound
ﬁa 30727615-Bad-... 17372079 3:57:55PM 47372019 4:57:55PM 000002 Cutbound
f‘f" @ 23727615-Me8-... 17320019 3:5T:00PM 47372019 4:5T:00PM  00:00:52 Cutbound
» ] SRS LSRRI, 4:5543PM  00:00:19
& @B . Open Recoeding... PAL_4Q0019.455300M 04 Cutbound
@ m | Shew %L[ | Detaits Ctile Shift=D Farer s
® | Awchive.. 2] Media Detaits _ CtrteShift M e
L b Boudit Trail M 47372019.4:53:35 P 00:00:25 Cutbound
| |
| =t 1] Dielete Recordeng IFH 47372019 4:52:06 P 00:02:01 Inbeund
1
Expont L
[Media Detils Modify Retention Expingtion... |
E Recording Dute: i3 Searing o 11727615~ 1dda-d0iE-5110- €35 bed 10001
aration Dstes T Send as Emal... | Hml'nliqr
Interaction ID Key: 1001 85270820190103 Direction:
Archived: Mo Encrypted: o
Recording Length: Q000G
Recording Type Pelicy-based
Dietails
Participant Dats | Attributes | Audit Trail | Scoring | Tags | Events |
| = Segment 1 | Attribute name Walue

Archive a Recording

You can archive a recording from the Search Results View.

Note: To archive recordings in IC Business Manager, a user must have permission for the Security Policy can
export/archive recordings.

To archive a recording, select one or more recordings to be archived. Right-click the recording, and on the shortcut menu click
Archive.
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o Search 1
Search Results (14 recordings)
[ MediaType | Recording Type  Recoeding ID Date Time Expiration Date Recording Le | Dinection
& - % ] - -
& L I07T2TE15-b5e-.. 1/3/2019 35756 M 4732019 45T56PM  00:00:05 Outbound
e 1] B0T2T615-Bealk... 1/3/2019 157:55PM 4732019 45T:55PM  00:00:12 Cutbound
& 15] 2IT2TE15-Fel-... 1/3/20719 25700 PN 47372019 4:537-00PM  00:00:52 Qutbeund
b = I e 47372019 4:55:43 PM | D0:0NETS
& Open Rucording.- BM 4/3/20194:55:30PM 000039  Outbound
® Guan P o{Pw 4732019 4:504EPM  00:00:11 Interden
@ Archive... N M 4/3/2019 4:54:34 M 00:00:24 Outbeund
= it Trail = PM  4/3/2019 4:53:35PM  O0:0K:25 Cutbound
= M Deiete Recarding M 4/3/2019 4:52:06PM  00:02:01 inbound
| | Expaort [
[Media Details Modify Retention Expiraticn...
Q Recording Diute: 1,J| Scaring I T1T27615- 13 da-d002-5110- 58 bed 10001
o et 4l Send as Email... | New Policy
DB| Interaction ID Key: 100ME52T0830190103 Direction:
Archived: Mo Encrypted: Mo
Recording Length: DO:00:12
Recording Type Policy-based
Deetails
Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |
| = Segmient 01 Attribute name Value
calenes syraer ool e

On the Archive Recording dialog, select a location to archive the recording from a retention policy or enter an archive storage
location.

Archirve Recording E

Frorm retention inl'i

Archive storage location:
| |

Wolume prefic Mazimurn velume size:

I{de‘fauhvaluu :J I 1] B

Owerall progress: %G

fechive I Cancel |

e From retention policy
Use this drop-down list to select a Retention Policy. This list includes the 10 most recently created policies with the Archive
action. The policies are listed in order, with the most recent policy displayed first.

When you select a retention policy, the fields Archive storage location, Volume prefix, and Maximum volume size are
populated from the retention policy. These fields can be modified for your archive.

e Archive storage location
All storage locations from Archive Retention Policies are listed in the drop-down list. You can select a storage location from
the list or type a valid non-local shared UNC path for the storage location. In the Volume prefix field, you can: accept the
default value for a prefix, or select a prefix from the drop-down list, or type a new volume prefix. In the Maximum volume size
field, type the maximum storage size for each archive volume folder, and then click the MB box to toggle between MB and GB.

Note: When you select a Social Media recording to archive, the Social Media recording files are archived in a Zip format that

contains the necessary files to view the recording. The playback website is also included in the Zip file.

180



When you have configured the Archive Recording dialog, click Archive. The Overall progress indicator displays the percentage of
the archive process that has been completed.

l Note: For more information on archiving recordings, see Appendix D: Archive Recordings. '

View the Audit Trail

Use the Audit Trail command on the shortcut menu to display information on audit events, including: Date/Time, Audit Event, User,
and Comments on the event. Use the Search Results View to display the Audit Trail for a recording.

) Search 1
Search Results (14 recordings)
(F MediaType  Recording Type | Recording ID Date/Time ¥ Expiration Date Reconding Le | Direction
74 - B Bl - -
&L L JOT2T615-b5e. 1732019 JETS6PM 47372019 4:5T:56 PM 00:00:05 Cutbeund
& 30TET615-Bend-... 1/3720719 3575500 /372019 45755 P 00:00:12 Outbaund
i 23727615-Me. 1/3/2019 3:5T:00PM /3720019 4:5T:00 P 00:00:52 Cuthaund
& e , [M 4/3/20194:55:30PM  00:00:39 Cutbound
i M 432019 45448 PM  00:00:11 Intercam
& Rachive... M 4372019 454340 00:00:24 Cutbound
1] | Audit Trail % M 42019453356 00:00:25 Cutbound
. M| Dielete Recording M 47372015 &:52:06 P 00:02:01 Inbound
1] \  Epen .
[Media Details Modify Retention Expirstion...
Recording Date: 3 ::""‘5‘ : * 11727615 1dda-d0fE-8110-e58 1bed 10001
d i Ernail...
Expirateon Date: A cers T licy: Mew Policy
| %E Intersction ID Key:  1001852T0830190103 Direction:
Archived: Mo Erecrypted: No
Recording Length: 000015
_ Recording Type: Policy-based
[Desails
|| Participant Data | Attributes | Audit Trail | Scoring | Tags | Events |
Dvbe/Tirre T Audit Event Audited Name Comments
L ¥ 17472079 7:21:43 AM Play reconding

The Audit Trail page is displayed in the Details pane. Use the shortcut menu from the Audit Trail page to refresh the audit trail data.

| Falﬁcipanl‘DahI Attribubes  Audit Trail IScun'ng I Tags I
Date/Time ¥ Audit Bvent

u 12,30,/2013 2:10:51 PM :|1."" wwding

12/30/2013 2:10:51 PMA Play recording

Audited Harne Carmrments

G Refresh Audt Tral F5
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Delete a Recording

Use the Search Results View to delete a recording. When a search is run, a list of recorded interactions is displayed in a grid in the

Search Results View in the workspace.

To delete a recording:

1. From the Search Results View, select a recorded interaction in the Recordings grid.

) Search 1

immmm&w

[ MediaType  Fecoeding Type  Recording ID Dptes Tarne

| - [

07 2T615-b5-.. 17372019 3:57:56 PM
I072T615-Beal-... 1732019 1:57:55 PM
23727615-Fled-—. 17372019 3:57:00 PM

a G
ol (I

Expiration Date

A

473720019 45756 PM
47372019 4:57:55 PM
73720019 £ 5700 PM

Recording Le

00:00:05
00:00:12
00:00:52
00:00:19

00:00:39
o0:00:11
00:00:24
00:00:25
00:02:01

Direction

Chutbound
Cuthound
Chutbound

Outbound
Intercom
Dutbound
Outbound
Ireand

11727615~ 1dda-d0d8-5110-881 bed 10001

[ e e 4.-3..'3-:-:9 4:55:43 PM
& & o , | 4372019 4:5530PM
&F 1] | 4/3/2019 4:54:48 M
& 1] Archhe. | 4372019 4:54:34 PM
! B | ATl ) 472/201945335PM
Y [|2] Drelete Recording [; | 47372019 4:52:08 PM
A l Export ]
[Media Detailz Madify Retention Expirstion...
|
Recording Dute: |13.r?1 Sconing
Send a5 Ernail i
Expiration Date: 3 v v v vw B PR Hew Palicy
| .
EB Intersction ID Key: 1001852 T0830190103 Direction:
Archived: Mo Encrypted: Ba
Recording Length: 00019
Recording Type: Palicy-based

[Details

paticpant Dot | Aot | Audt T [ Scorng [ Togs [ Event |

| = seqrment ;1

AnbUE Aame Valie

2. Right-click, and on the shortcut menu, click Delete Recording.

Or

After selecting the recorded interaction in the Recordings grid, press the Delete key.

3. A message is displayed, requesting your confirmation to delete the recording.

\?r) fre wou sure you wank to delete the selectked recording?

Yes Mo |

Delete Recording E I

To delete the recording, click Yes.

Note: If there is a Screen Recording related to the recording you are deleting, you will be prompted to delete the related Screen

l Recording.
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Export a Recording

You can Export a single recording or you can export multiple recordings. The following information is for exporting a single

recording.

l Note: To export recordings in ICBusiness Manager, a user must have permission for the Security Policy can export/archive

recordings.

Export a Single Recording

To export a single recording:

1. From the Search Results View, select the recording to be exported.

Note Screen recordings are exported during Screen Recording Playback. If a screen recording is included in a recording

selection, the Export menu item is not available.
2. Right-click the recording, and on the shortcut menu point to Export.

ol Search 1
Search Results (14 recordings)
BE Media Type Recording Type Recording ID DateiTime ¥ Expiration Date Recording Le  Direction
i - Bl B - -
& L7} HTITEI5-b5E.. 1/3/2019 J5T56PM 47372019 4:5T:56PM  00:00:05 Cutbound
& B 30T27615-Beal-— 1/3/2019 35755 P 4/3/2019 4:5T:55PM  00:00:12 Chutbound
& B 2ITITEIS-Fled.. W/F/2019 I5TNOPM  4/3/2019 4:5T:00PM  00:00:52 Qutbound
' - I Open Rncordir-g... g 4/3/2019 4:55:43 PM | DO:00:19
& E , | 43/20194:35:30PM  00:0039 Quitbaund
& E | 4/2/2019 45448 FM  00:00:11 Intercom
i (1] Michive— | 4/2/2019 4:5434PM  00:00:24 Cutbaund
= (1] A Trad | 4/3/2019 4:53:35PM  00:00:25 Outbound
I Delehe Recoming | 43/2019452:06PM_ 000201 Inbound
d Export k| Recording
[Mecks Detadk: Miadidy Retentica E-;u'-n-%-... Results Rows  #
Q Recording Dates 1 Scarieg | 11727615~ 1dda-dOFS-8110- 98 1bed 10001
S Send as Email.., |
Exparaticn Date: v e iy Mew Podicy
%E Interaction IDKey:  100185270830190103 Direction:
Archaved: Mo Encryptad: Mo
Recording Lengthe 00013
Recording Type: Palicy-based
Particpanit Date | Attributes | Audit Trail | Scoring | Tags | Events |
= Segment 01 Arribute name  Value

3. On the submenu, click Recording.
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4. Onthe Export Recording As dialog, select the folder to export the recording to. You can also rename the file in the File name

Show

Archive...
Audit Trail
Delete Recerding

Open Recording...

| Export

|

Scaring

Send as Email...

Medify Retention Expiration...

Recording

Results Rows 3

¥

|

field.

% [ o Local Disk (D) » 3 » IC » Server

Organize » New folder

3 Favorites -
B Desktop
B Downloads
3. Recent places

1M This PC
e Deshaop
I Documents
8 Downloads
B Music
£ Pictures

w 1:,] ["‘ie.al.;l; S-E"'"..tl.

Date moddied
122072008 11T AM
1732009 11:21 AM
A28 10:271 AM
1737219 252 PM
AR08 11:22 AM
17372019 11:24 AM
1272072018 1:13 AM
17372018 11:51 AM
1FAR209 11:22 AM

1272072015 1: 28 AM

Fule Tolder
File folder
Fol Taldes
File folder
File Foldes
File folder
Fule Foldes
File folder
File folder
File folder

B Videos

190103t

File parme: | [0 103
Sarve a5 fype | Recording Exports (*ta)

= Hide Folders

Notes

e When Social Media recordings are exported from Interaction Recorder in IC Business Manager, the files are exported in Zip
format and contains the necessary files to view the recording. The playback website is included in the Zip file.

e When Opus recordings are exported from Interaction Recorder in IC Business Manager, the extracted Opus audio data is
extracted into an Opus, ogg-based audio file with the .opus file extension.
During export, the number of channels are maintained so that Opus Mono recordings are exported with 1 channel audio data,
and Opus Dual-channel recordings are exported with 2 channel audio data.

e When p-law, True Speech, and GSM 6.1 recording compression formats are exported from within the Recorder module in IC
Business Manager, the audio data is exported as a WAV file.
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2 e - | ate modied Type

o Lbrares
3 Documants Mo iteives matich i sssrch.
o' Music
ey Fictures
. Widens

1M Compuber
& Local Dk (<)
o Local D (D)
G Liowgs (L)

i Metwork

=] 4] |
File name: [ IF_3001 HZHE9501 30612 wav
Save a8 type: [Pecordng Exports (*,war)

Lled |

= Hida F“'"'I Save I Cancel |

When you click Save, the recording is saved to the selected folder.
Export Multiple Recordings

Export multiple recordings using the Export dialog. Follow these steps to export multiple recordings to a folder.

Note

To export recordings in ICBusiness Manager, a user must have permission for the Security Policy can export/archive
recordings.

To export multiple recordings from the Search Results View:
1. Select the recordings to be exported.

Note Screen recordings are exported during Screen Recording Playback. If a screen recording is included in a recording
selection, the Export menu item is not available.

2. Right-click on the selection, and on the shortcut menu point to Export.

ol Search 1

Search Results (14 recordings)

(F MediaType | Reconding Type | Recording ID Date/Time © | Expiration Date Recording be  Direction
& - 1) Bl - -
,f" L 30T27615-b5e-... 1/3/2019 3:57-56PM  A/3/20104:5T:56 P 00:00:05 Cutbound
! [ - ! 5T 13 :5T: 00: n
30727615-Beal-. 1/3/2019 2:5T:55PM 473720019 &:5T:55 P 00:00:12 Cutbound

23T27615-Fled-... 1 432019 4:5T-00 M 00:00:52 Outbound

727615~ 1dda_
Open Recording— 4/3/2019 45530 PM | 00:00:3 Chutbound

E E E

» e ]
& ® Sheow FoM 4372019 45448 PN 00:00:11 Irtercom
& 15} Anchive M 432019 45424 00:00:24 Outbound
5 1] Delete Recordings M 473/2009 25335 PM 00:00:25 Cutheund
T ! 1= B e %__ il 000201 Inbound
z : Modify Retention Exparation... Results Rows  »
et Send a5 Emil..

3. On the submenu, click Recording.
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Open Recording...

Show 3

Archive..,
Audit Trail
Delete Recording

Export g m Recording
Maedify Retention Expiration... Results Rows = »

Scoring [ |

Send as Email...

% Export Recordings Mi=] E3

Export Location:

|::'r-1--F'-;LLrJ Wt xpart Browss, ., |

(% se default folder stnacture (= Jse defauk fie naming

(" Export Files inka one direchory " Custom fils names:

™ Cushom Folder structure: I ol

| oy M S| %en
Show recording properties supported incustom file or Folder names w

Exampls: | C:\MyRecordingExport), 201 306,201 0007 IR Call_Z001 4937650120809 may

@ Export Close

4. Use the Export Recordings dialog to specify the folder and the file names when exporting multiple recordings.

Note: When Social Media recordings are exported from Interaction Recorder in IC Business Manager, the files are exported in
Zip format and contains the necessary files to view the recording. The playback website is included in the Zip file.
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For Do this:
Specify | First, use Browse to specify an Export Location for the root folder.
Elﬁd . Next, select a button to specify one relative location for the exported recordings. The choices are:
Structure | ® Use default folder structure
e Export files into one directory
e Custom folder structure
Use Select Use default folder structure to export the selected recordings to the specified Export Location. The
default recordings are saved in a directory structure in the form YYYYMM/DDHH/MM, where:
folder e YYYYMM is the year and month of the recording
structure | o pPDHH is the day and hour of the recording
MM is the minute of the recording
Export Select Export files into one directory to export the selected recordings to the root folder.
files into
one
directory
Custom | Select Custom folder structure to export the selected recordings to directories defined by a directory
folder template. The directory template is created using the properties of the exported recordings.
structure After you select Custom folder structure, use the default template displayed in the Custom folder structure
field, or use the Custom folder structure field to specify a new folder template. Use the Show recording
properties supported in custom file or folder names drop-down list to display a description of the Key and
Value properties.
The Example field displays an example of the folder structure that is created using the template in the
Custom folder structure field.
Specify | After the relative location for the exported recordings is selected and configured, specify how the recordings
the file | files are named. The choices are:
names e Use default file naming
e Custom file names
Use Select Use default file naming to name the recording files by using the default naming convention.
;i”e:ault The recordings are named in the form IR[type of interaction]_[interaction ID].wav.
naming | For example, IRCall_300144281850130611.wav.
Custom | Select Custom file names to name the recording files using a file name template. After you select Custom
file file names, use the default template displayed in the Custom file names field or use the Custom file names
names field to specify a new file name template. Use the Show recording properties supported in custom file or
folder names drop-down list to display a description of the Key and Value properties.
The Example field displays an example of the file name that is created using the template in the Custom file
name field.

Export Recordings

When the Export Recordings dialog is complete, click Export to export recordings to the specified directory.
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Export Results Rows

Export the contents of search results into a CSV, Excel, or PDF file. Export All search results rows, or Selected Rows.

Follow these steps to export All rows from the search results grid:
1. Right-click on any search results row and on the shortcut menu point to Export.
2. On the submenu, point to Results Rows, and then point to All.

: e . | —
Open Recording... ]
Shiow [
Archive...
Audit Trail
Delete Recording
Export L | Recording !

- ¥

Modify Retention Expiration... | Results Rows  » All . » sy
Scaring - - - Selected Rols  » Excel
Send as Email... = PDF

3. Select the file type for the exported file.
4. On the Save As dialog, select the folder to export the Results Rows to, and type a File name.

Follow these steps to export Selected Rows from the search results grid:
1. Select the search results rows to be exported.
2. Right-click on the selected rows, and on the shortcut menu point to Export.
3. On the submenu, point to Results Rows, and then point to Selected Rows.

: e N S—
Open Recording...

Shiow 3

Archive...
Audit Trail
Deelete Recording k — ST
Export ¥ | Recording
Madify Retention Expiration... | Results Rows ~ » All b
Scoring - — Selected Rows I:&}‘ | sy
Send as Email...

PDF

————

4. Select the file type for the exported file.
5. On the Save As dialog, select the folder to export the Selected Rows to, and type a File name.

Modify Retention Expiration

Retention Expiration is the date a recording is re-evaluated, based on retention policies for where the recording is stored, when it
should be archived, and how long it is retained. Users with the Security policy right, Modify Retention Expiration Period, can modify
the retention expiration period to set the date and time for a recording to be re-evaluated in the Interaction Recorder Client, from the
recording search results view.
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o Search 1 =

| Configure.. | RunSearch
Search Results (4 recordings)
EE MediaType | Recording Type Recording 1D Date/Time ¥ Expiration Date Recording Length Direction
& = &l & = =
3} B dOcdbal5-61a0-... 11/26/2018542... 00:00:05
B 1] dlccBal5-bas0-.. 11/26/20185:23.. 00:00:05
3 B2 at % o LI T i 0:08
@ P Racaiiog.. 11/26/2018952... 00:00:15
Show k
| Archive...
Media Details Sl v
Delete Recording
ﬁ Recod . Recording ID: £2b46515-Ba0e-d0b1-82d6-c20e8e6b0001
|DE; Interac Scofing Direction:
= Archiw Send as Email... Encrypted: MNo

Right-click the recording, and on the shortcut menu click Modify Retention Expiration. The Modify Retention Expiration dialog
box is displayed.

When the retention expiration is being modified for a single recording, the current expiration date of the recording is displayed.

Expiration Date (current): | 11/27/2018 10:35:33 PM

If the retention expiration is being modified for multiple recordings, the current expiration date is not displayed.

Modify Retention Expiration =,
Specify new expiration pericd:

@ Mow

() Select Date and Time

11/28/2018 [~ | 110:48:58 AM =

. 0K || Cancel

A new expiration period can be set using the Now button or the Select Date and Time button. Now sets the expiration to the
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current date and time of the user's system. Using Select Date and Time, you can specify a future date and time to set as the new
retention expiration date of the selected recordings. The expiration date cannot be a value in the past.

The Expiration Date value is updated for the recordings in the Media Details pane and the Recording Search Results grid
column after the modified expiration date is set in the database.
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Scoring a Recording

You can score a recording from the Search Results View. Select a recording to be scored. Right-click the recording, and on the
shortcut menu click Scoring.

ol Search 1
Search Results (14 recordings)
[E MediaType  Recording Type Recording ID DatesTime V| Expiration Date Recording Le | Direction
i} - Il "N - -
F, b, 1737 S-TH 734 -1 H o] e g
0TATEVS-b5e.. 1732015 2ET:060M  473/2019 4575600 00:00:05 Ol
P, = . e LT 2734 - 00:1 L e
30727615-8m0-... 17372015 35T:55PM /372019 45T:55PM  00:00:12 Outbou
= d a .. VFEF o TS LT bl i L) i ]
2ITATEVS-Mee. 1732015 25TO0PM 47272019 45700 P8 00:00:32 Qutbou
¥ ] : 11727615-1dd... | 173/ 43 7372019 55:43PM | 00:00:19
s 1] Open Recording... PM 4/2/2019 4:55:30PM  00:00:28 Outbound
g = Show b PM 473/2019 4:5448PM  00:00:11 Intercom
& ® Arciive PM 4/3/2019 4:54:34PM  00:00:24 Cutbound
= 1] Audit Trail PM 4/3/2019 4:53:35PM  00:00:25 Cuthound
| ® Dielete Recording PM 473/2019 4:52:06 P 00:02:01 Inbound
L]
Expait *
[Media Details 3 ; i
Modify Retention Expiration...
Recording Date: Wi Seerng [% i 11727615~ 1dds-a08-5110-2381bed 10001
_ [Expiration Dste: & Send a5 Email.. foficy; Mew Policy
EE Interaction IDKey:  100125270830150803 Directior:
Archived: Ha Enorypted: P
Recording Length: O0e0G: 1%
Fecording Type: Pelicy-baied
[Cetaits
Pasticipant Dats | Attributes | Audit Trai | Seoring | Tags | Events |
| B Sﬂmﬂ.ﬂ‘l:ll ; Attribute name Valuz

The recording is displayed in the Details pane on the Scoring page. You can add a questionnaire or score the recording in the
Details pane.

Pasticipant Data | Aesribute: | uditTrsil Scoring | Tags |
e Qs stipringine.,, I Grore |

Quettanaie St Scanng Lser Sooeed Lty

Email a Recording

You can send a recording in an email message. From the Search Results View, select the recording to be sent in an email. Right-
click the recording, and on the shortcut menu click Send as Email.
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ol Search 1
Search Results (14 recordings)
(E Media T Recording Type Recording 1D Dates Tame: ¥ Expiration Date Recording Le | Direction
i ype ng ng 3
7 - i & - -
& L] 307T2TE15-b5e.. 17372019 3:5T:56PM 473720019 45T 56 P 00:00:05 Cutbaund
& S0T2TE15-Benl.. 1F3A2019 B5TESPM 47372019 5755 PW 00:00:12 Cutbaund
& ZIT2TE15-M1e0-... 1/3/2019 35T00PM 47372019 45700 P 00:00:52 Outbound
C C] 7 PSSP 711 4/3/2019 45543 P11 030019
@ - ) = SEM 47372010 4:55:30 PM  00:00:30 Outbound
@ | [ P OEPM 4732019 45448PM  00:00:11 Intercam
& ® | Arche. LPM 47372019 454:30PM  00:00:24 Outbound
= B | AudeTna SPM 4/3/20194:53:35PM  00:00:25 Cutbound
= B |  DeleteRecording SPM 4/3/2019 4:52:06PM  00:02:01 Inbound
4l Expoet B
|Mecis Detals IMedify Retention Expiration...
ﬁ Recording Date: 1 Scoring JI: 11727615~ 1dda- OFS-8110-58 1bed 10001
Send as Email... |
Expiration Dste: Pl el Ly Balicy: New Policy
%E Intesaction IDKey:  100185270830190103 Derectien:
T Auchived Mo Encrypted: S
Recording Length: 000019
Recording Type: Paolicy-based
Detaals
Particapant Data | Antributes | Audit Trail | Scoring | Tags | Events |
| B 5"3"“'.'“':'1 . | Attrbute name | Value

Note: You cannot email a Screen Recording. If a Screen Recording is selected in the Search Results View, when you right-click,
the shortcut menu does not have the Send as Email command.

On the Send Recording Email dialog, click To and in the Search For box type an email address, and click Add. Add additional
recipients, and when finished, click OK.

Note: You can configure the Reply To email address that Interaction Recorder Server uses when sending a recording from an
Interaction Recorder Client. You can use the system email address or the email address of user logged in to Recorder client.
For more information, see Interaction Recorder Configuration.

Zubject: Il[rlttnl:ﬁun Beconder| You have received 1 recording _1]_'.'

G 37 Call, wserd userd devts ractas btellegence) mcorded on /2472003 20553 PRl

The folliowirg recordings are included within the erail: ;I

Call, userl user] dnteracteee Intellegence] recorded on 473472013 245:23 PR

Direction: Chithand

Duration: 00-a0:01

Initiztion Palicy: Testing

It ra chiogen I ELLFRRRET SRR B

Cup=ies;

Recornding 10: a1 112 -dfne-dibe-961c-1cSel e 150001

Click Send to send your recording.
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l Note: When sending an Opus recording in an email, the recording is sent as an .opus file attachment.

Note: The Send as Email feature for Social Media recordings might fail due to the size limit of the attachment that your
email server can handle. If this occurs, the recipient of the email might not receive an error notification, but the sender of the
email will receive a failed message stating the size constraint.

Run a Scorecard Search

Run a Scorecard search to display search results in a graph or a grid in the Search Results view. Scorecard search results are
displayed initially in a pie chart drill-down graph.

|1scorecard Search 1 [} Scorecard Search2 | [ Scorecard Search 3 v X
Wiew search results by: | ill | B2 | Configure... | Fun Search
Search Results (24 scorecards] Group results by ISl:l:uring Status (default) j
Firnzhed

! 9583%

Azzigned é
4 17%

Or, scorecard search results can be displayed in a grid.
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| AScorecard Seandh 1

‘Wima march remahts by !I[_I Corfsgure. . | Run Gearch
Search Besulis [24 somecands]
_‘ﬁl Zcanng DebeTime © | Quesannyre Drectun | Qug s nnmre | Feanng et | Ecanng Uher | Scaresd User |Tnhl Scare | Scarecard B
A Al 1Y) [N [ [ - LY
L3
WY &1517 P., Quality Bourence Quesdsannyue Folder O TeatQH A Finithed Admirertrabor A, Admirertrsbor A, BTS00 % ;]
| 1w wine P iy Brpurno: Quesannaue Folder 08 TestN 2 Finiithed Adrminairaior A, Admingtetor A, D3N F
al LLLT01T 43531 Po. Quality Bsjumence Quedinniue Folder  Of TestQN 2 Finihed userl usesl Admindirater & AT % o
o LLALR03T &25:06 Po. Qualiy Baursnce Questanneuns Folder 368 TeatQH L Finohed Adminmtrebor A.. Adminotrsbor A, 331331 % F
| ARV L0EE., et ok Tert QW S Finithed uzerl userl Admirertraoor &, TLH % |4
| LBIWIIL! 2., Tedt Fokder Test QW4 Finitthed userl userl Sdrminedirator & WAL &
- 107500 125:43.. Tt Fakder Tt QORI Finiihed wanrl useel wanrl usl B35 M B
- 10T 1830, TertFalder Tart QM4 Finithed Adrrirertrabor A, yperl ups] FLAD % ;]
| 102 A I0dnd., Test Folder Teat ORI Finihed user]l usesl userl sl B8 M B
al 10337000 1A3:d5.. Tet Fakder Tedt QR3 Finihed userl ugesl uaeil ] Al % &
&l | R . Tt Falder Tat ORI Finnhed uzerl uperd Admirerirabor A BE3S N B
RETHLT N Test Folder Test (GH Finithed Acdrminetrabor &, Sdminctebor &, B % 5}
| 118002 . Tt Falkder Tet QN3 Firitihigd A trated A, AdRInGRNoE AL LGN o
al 10/ 1T3il . Twit Foldar Tarit QKE Finithed Adrmincitraber A Admincireter A B5385 K B
] 104137 . Tet Folder Tet GHY Finithed Admirartrabor A, Admirertrsbor A, W01 % &
RELGE o Teat Fokisr Tt QN Finitthgd At A, USETL UREl B B
al 10/ 107 . Teit Folder Teit QM Finithed Aedrrsi nuciraber AL, user]l usee] fo B
B

o L0 10 . Teat Folder Taat QM Finohed Adminmtrebor A, Adminotrsbor A, BE3E X

Specific details of scorecards can be reviewed in this view.
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To run a scorecard search:

1. From the Navigation Pane, in the Searches pane, select a scorecard search.
[INew » & 3 & X : Configure
MNavigation Pane » 0 x

Searches E-

-7 Public Searches
=" Private Searches
i |";.’

8

E‘ Scorecard Searchd
) | Soorecard Search
=3 | Scorecard Search 3
F2H | Scorecard Search 4
e el search 1
@

|| Recordings

-}

: Opan Recordings

2. The search is automatically executed and the results are displayed in the workspace.

% IC Business Manager - Interaction Recorder

File Edt View Workspaces Tools Scorecard SearchS Window Help

[(new = & S5 [ X Configure Search  Run Sesrch X Delete Search

Z | Mavigation Pane - 0 x /' Scorecard Search 5 e
E — "
5155 Pubk Searches View search results by lil B | Configure... I Fun Search I
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NoteHere are other ways to run a search:
e From the Searches pane, select a search, and in the workspace click Run Search
e Select the search in the Searches pane, and on the menu bar click the Search Title Active View menu, and then click Run
Search
e From the Searches pane, select a search, and click Run Search on the toolbar
e Select a search in the Searches pane, right-click, and on the shortcut menu, click Run
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Save a Scorecard Search

Public and Private searches are automatically saved when they are run. If an invalid attribute field value is detected when running
your search, an error message is displayed. Attribute data values are verified before a Search is run, and must contain valid data in
order for the search to be saved.

When configuring a search in the SearchBuilder control, a search can be saved before running it by clicking Save Search. Using the
Save Search button allows you to verify and save search attributes while building a search, before running it.

Edit a Scorecard Search

Edit a search to modify existing attributes or configure new search attributes. Here are different ways you can edit the search
configuration:

e From the Searches pane, right-click on the search name, and on the shortcut menu click Configure. The properties of the
search are displayed in the SearchBuilder control. For more information, see Adding Attributes to a Scorecard Search.

e From the Searches pane, click the search name. The search is run and the results are displayed in the Workspace. On the
Workspace, click Configure. The SearchBuilder control is displayed.

e You can also edit a search by selecting the search name in the Searches pane and clicking Configure Search on the toolbar.

View Scorecard Search Results

Based on the attributes of the scorecard search, when a search is run the results are displayed in a default pie chart in the Search
Results. You can also view the search results in a grid. Click the View search results by buttons to switch between the grid view
and graph view of your search results.

_ [ Scorecard Search 1
Wiew search results by LI
Search Results (24 scorecards)
n‘*‘.l Seering Date/Time 7| Questionnaire Directory Questionnaire
B (1] | A

122012 3:52:54 F
13/1/2017 &:35:17 P.. Quality Assursnce Questionnsure Folder QA TestQM 4
J 102012 &33:06 P, Qualy Assursnce Questionnaure Folder QA& TestQR 3
J 11/1/2012 £29:31 P, Qualty Assurance Questionnaure Folder Q& TestQOM 2
J 137172012 £:25:06 P... Qualty Assurance Questionnaure Folder 08 TestQMN 1
110/30/2012 11:00:0.. Test Falder Test QM 5

Work with Scorecard Search Results

You can work with Scorecard Search Results in a drill-down graph view or a grid view.

Scorecard Search Results Graph View

Click the View search results by graph button to view all scorecards returned within the search results, displayed in a
graph. Use the Search Results graph view to view and sort scorecard results based on drill-down graph data.
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The initial default graph is a pie chart grouped by Scoring Status. When you pause the mouse on a slice of the pie, the number of
scorecards for that percentage of the search results is displayed. To display the pie chart legend, right-click in the workspace and
on the shortcut menu point to View and select Legend.

Use the Group results by drop-down list to display graphs grouped by:
e Scoring Status

Scored User

Scorecard Rank
Scoring User

Questionnaire

Here is a description of the Group results by options.

Group results
by

Description

Scoring Groups the search results by Scoring Status: Assigned, Scoring incomplete, and Finished. The graph displays the
Status percentage of scorecards in each status.

Scorecard Groups the search results by Scorecard Rank and displays a graph showing the percentage of scorecards for each
Rank Scorecard Rank in the search results.

Scoring User

Groups search results by Scoring User and displays a graph showing the percentage of scorecards for each user
that scored interactions in the search results.

Scored User

Groups search results by Scored User and displays a graph showing the percentage of scorecards for each user
that was scored in the search results.

Questionnaire

Groups search results by Questionnaire and displays a graph showing the percentage of scorecards for each
questionnaire in the search results.

Drill Down Graphs

Double-clicking on a slice of the pie chart displays a bar graph for selected scorecards from the search results, sorted by
questionnaire name.
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Note

When drilling down in the pie chart, if there is only one questionnaire associated with the selected recordings in the slice of pie,
a bar graph will not be displayed, and a data grid containing the selected scorecards is displayed instead.

When you pause the mouse on a questionnaire bar in the graph, the number of scorecards for that questionnaire in the search
results is displayed.
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Double-clicking on a questionnaire bar in the graph displays a data grid that includes the information for the scorecards that used
that specific questionnaire.
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For information on using the data grid, see Scorecard Search Results Grid View.
Show All link

From the bar graph view, to return to a pie chart view, click Show All in the graph title bar. For example, in a bar graph for
Scorecard Rank Results, click Show all Ranks to return to the pie chart.

Soorecard Seardh 5 Scorecard Search L
| Wiew search results by: | il | = | [——) Configure.. I Run Search

I ¥
Scorecard Rank Results - B Scorecards ﬁ@nﬂwnﬁ* Show all pnk; %up results bne |Qu=fwnnlirlr

g

View All

From the bar graph view, to display all the scorecard information for the scorecard represented in the graph, in the Group Results
by drop-down list, click View All. The scorecard information is displayed in a data grid.

w B

| Scorecard Seach 3 | Soonecard Search 1
Wiew search results by IEI 0 I Canfigure... I Run Search |
Seorecard Rank Resulls - B Scorecards [5 Questionnaires) Show sllranks Group results by | Questionaame j

1iski0 nnaine
>

Scorecard Search Results Grid View

=)

Click the View search results by grid button o view all scorecards returned within the search results in a grid in the
workspace. Use the Search Results grid view to review the details of a scorecard listed in the grid, open a recording for playback,
open a scorecard, or run the Quality Scorecard report.

200



Viewing Scorecard Details

The results of a scorecard search are displayed a grid in the workspace. The grid displays a list of scorecards, by Scoring
Date/Time that are found for the search, in descending order (newest to oldest). The Scoring Date/Time field includes the date the
scorecard was assigned to a recording or dates associated with a scorecard that is in progress or finished.

| I Scorecard Seanch 1 =
View search results bye | b B | Configure.., I Fuan Zearch
Search Resits (24 soonecands)
#E| Seoring Dete/Time | Duiestiorinaire Derectary Quesbannain Seanng ety seoring Uiar | Seared User | Tkl Secre
1A B % i &) i -
11272012 %:52:54 P.. Quality &ssurance Questionnaure Folder (0 TestQ 4 Finished Adrniristrator A, wser] wserl 1500 %%
L2018 43517 P Quality Assurance Questionnaure Folder (A TaatQl 4 Finiskied Admimistrator A, Administratos & 37.50%
LLFL2012 43306 P Quality &ssurance Quertionnzure Folder O TestQM 3 Finished Administrator A, Adminiztrator & 1333 %
L2012 #29:31 P Quality Assurance Quimtonnaure Folder OB TastQN 2 Finishied igerl uagrl Agdrpinistratos O, 80,67 %
AN F 42506 P Oualiby &ssumance Queshonnaore Folder 58 Test 1 Finished Bdmiristrabar & Bdrrinistratos & 1133 %
Note

The Scoring User column displays the names of the users that scored the individual recordings displayed in the Search Results
grid. If the user, viewing the Search Results, has the Can Score Recordings Security Policy rights for a recording, the Scoring
User name is displayed in the Scoring User column. If the user does not have the Can Score Recordings policy rights for the
recording, the scorecard is not displayed in the search results.

To paste recording information into another application, use Ctrl+C in the grid to Copy an entire row, or multiple rows, to the
clipboard.
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Selecting Fields for the Scorecard grid

To change the Fields that are displayed in the grid, click the Field Chooser
Columns dialog is displayed.

on the upper left of the grid. The Show/Hide

In the Show/Hide Columns dialog, select the Fields to display in the grid.

Show,/Hide Columins

V¥ Assion Duestionnaire Policy
¥  Ciitical Score
? b arked for Calibration
V¥  Monecitical Score
? Pazzed/Failed
W Questionnaire
¥  Questionnaire Directony
¥  Recording Date/ Time
¥  Fecording ID
[T Scorecard D
¥  Scorecard Rank
T Scored User
¥  Scorng DatedTime
? Scornng Status
? Scoring User
? Signature Comments
? Signature Status
? Total Score

Sorting columns in the grid

To sort a grid column in ascending or descending order, click the Field name.

Refining search results

To further refine the search results, use the Filter Criteria selection fields @"Ebelow each Field. To create a field filter for the search
results displayed in the grid, select the field below the Field name. The field search filter is displayed. To select an operand for the

search, click @" In the drop-down list, select the search criteria. Depending on the field and your selections, an additional dialog

might be displayed. The search results are displayed according to your search filter. To clear the filter criteria, in the field click

e
]

7]
To clear allfilter criteria, click at the left on the Filter Criteria selection fields grid row.
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Scorecard Search Results Shortcut Menu

When a scorecard is selected in the Search Results grid, you can right-click on the scorecard to display a shortcut menu.
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From the shortcut menu, you can:
e Open a recording
Open a recording and a scorecard
Open a scorecard
Delete a Scorecard
Run a report
Export Results Rows

Open a Recording

To open a recording associated with a scorecard, in the grid right-click on the scorecard and on the shortcut menu, click Open
Recording. A media player displays the recording.

Open a Recording and a Scorecard

To open a scorecard and its associated recording, in the grid select the scorecard. Right-click on the scorecard, and on the shortcut
menu click Open Recording and Scorecard. The scorecard is displayed and the media player displays the recording.

Open a Scorecard

To open a scorecard from the grid, double-click the scorecard in the list. The scorecard is displayed. You can also open the
scorecard from the shortcut menu.

Note

When multiple internal participants are associated with a scorecard's recordings, the Select Agent dialog is displayed.

Delete a Scorecard

To delete a scorecard from the grid, select the scorecard. Right-click on the scorecard, and on the shortcut menu click Delete
Scorecard.

Quality Scorecard Report

A Quality Scorecard Report includes the information contained in the current scorecard, displayed in a report format. Quality
Scorecard reports can be generated from the scorecard results grid, from a scorecard, and can also be generated from the
recording search results in the Details pane.
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Run a Quality Scorecard Report

You can generate a report on a Finished Scorecard. To generate a report with the details for a scorecard, in the grid right-click on
the scorecard and on the shortcut menu, click Run Report. The Quality Scorecard report is displayed in the workspace, and it
includes all the details of the scorecard.

%“ Quality Scorecard
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Inferaction 10 Kay: VRO TERADEEN TOR23
Inatiatiom Polcyw Hiw Py
Hecording Lengtc DOHGA 84
Dhrectian:
Scorecard Dutails
Marked for Calibawtion Purposes Seonecad Stabe: Finkirad
Scosecard Dade: BRAEOHT E46:53 AM Sconecard Soone: bS] ici
Scored Usen donaisla_eser donsids e
EBconng User: donaislla_wser donsids 1=
IntroiGresang Group Scover  TA51% (L)
Qudatione Andwen Blarked Nid: Seone: Max Score: i Seorne:
* 1. Did wpend greebed e Cusiomer? T 1400 10,00 1.00
" 2. Didageriwas polite to Cusiome? Yes A e 1.00 0 o
* 3, How did e agent gound in This agent loves hishe ob (1l E] .00 1.00
s peaking with the nenme ?
* N ST neguined
AREINT 24T AM Emnmﬂm Cuality Scorecand Pege 1 ofi

You can also generate a report from the current scorecard. When the scorecard is displayed, click Run Report.

Bl Questionnaire One - Call, recorded on 11,21 /2012 4:42:37 PH =] E3 I
Passed |  Faled | 1, Scorecard is aheady fnished. FunRepct | CalbrabonOnly |
= Group 1 [Score: 0,00 % F)

* 1 Question 1 |4
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Quality Scorecard Report Toolbar

The Quality Scorecard report includes a Report Viewer toolbar with features to assist you while viewing the report.

[y |g=print... | B | #b

= | Backward Forward | &%= .,E?

Here are the descriptions for the report toolbar buttons.

Toolbar Button

Description

&

Display the Table of Contents

= Print...

Print the displayed report

Copy the report to the Clipboard

Use the Find button to search for text in a report

Display a Single Page View of the report
= Display multiple pages of your report
Ju]u]
= Scroll through your report one page at a time
Zoom Out to see more of a report or Zoom In to get a close-up view of the report page. Type a
e o I'I 00 j percentage for the Zoom Value, or choose a setting from the drop-down list.

View pages of your report with the Previous Page and Next Page buttons, or enter a specific
page number in the Page Index field

'5?;' Backward

';?;' Fonsard

Move Backward and Forward through the history of viewed report pages

{r

Annotate your report by adding text and graphics

<

Use Refresh to reload the report
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Export Results Rows

Export the contents of search results into a CSV, Excel, or PDF file. Export All search results rows, or Selected Rows.

Follow these steps to export All rows from the search results grid:
1. Right-click on any search results row and on the shortcut menu point to Export Results Rows.
2. On the submenu, point to All.

Cpen Recaording
Cpen Recording and Scorecard

Open Scorecard

Delete Scarecard

Run Report

Export Fesults Rows Al il
Selected Rows Excel
POF

3. Select the file type for the exported file.
4. On the Save As dialog, select the folder to export the Results Rows to, and type a File name.

Follow these steps to export Selected Rows from the search results grid:
1. Select the search results rows to be exported.
2. Right-click on the selected rows, and on the shortcut menu point to Export Results Rows.
3. On the submeny, point to Selected Rows.

Open Recording
Open Recording and Scorecard

Open Scorecard

Delete Scarecard

Run Report
Export Results Rows J all ]
Selected Rows 3 S
; Excel
POF

4. Select the file type for the exported file.
5. On the Save As dialog, select the folder to export the Selected Rows to, and type a File name.
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Edit a Search

To edit an existing search, in Searches pane, right-click on a search and in the shortcut menu, click Configure. When you
completed your changes, click Save Search.

You can also edit an existing search when the Search Results are displayed in the workspace by clicking the Configure button.

Important Note

If you migrated Interaction Recorder from 3.0 to 2015 R1 or later, issues might have occurred with Searches during the
migration process. As a result, a Migration Notes control might be displayed in a Search Configuration view. For more
information, see Appendix B: Search Configuration Migration Notes Control.

Questionnaires

Questionnaires are used to score recorded interactions. Use Questionnaires to measure script adherence, compliance, and
customer satisfaction. Questionnaires are integrated with scoring and simplify the quality assessment process, by easily adding a
Questionnaire to the recording's Scoring page.

Use the Interaction Quality Manager workspace to create and publish Questionnaires.

#34 IC Business Manager - Interaction Quality Manager
File Edk View ‘Workspaces Tools Help

! Ew - lﬁ ERY ‘3 x ¥ Dedets ' Fublish Questionnains JPIF"F'..' Cssstionngire H Sawe Questionnars

Nawvigation Pane

Irteracltion Qualily Manager -
-7 Questionnaires

qlgl saoRdspom

Sl=le i
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About the Interaction Quality Manager Navigation Pane

Use the Interaction Quality Manager pane to create and organize your Questionnaires. Questionnaires are created in folders, and
Questions are organized within Groups.

Mavigation Pane

Interaction Quality Manager s

Elﬁ CJuestionnaires
Elﬁ Agent Question

= [ Agent Greeting Soript
EI@ aroup A
[ Question 1

@ =lE| E) & [ @\ satedso

- Agent Questionnaire
=-[F Faler Agent Questionnaire
El@ Agent Quesfions
[l Question 1
----- £ Test Questionnaires

e Questionnaires Folder Use the Questionnaires folder to create Questionnaire subfolders. To create a Questionnaire folder,
select the Questionnaires folder, right-click, point to New, and click Folder. On the New Questionnaire Folder dialog, type a
name for the folder.

When you select the Questionnaires folder, the Questionnaires List View-a list of all Questionnaires—is displayed in the
workspace.

e Questionnaire Folder Use the Questionnaire folder to create new Questionnaires. To create a questionnaire in the folder,
right-click, point to New, and click Questionnaire. A New Questionnaire — is created under the Questionnaire folder, and it

includes a Group@and a Question

e Questionnaire When a Questionnaire is created, it is displayed in the Questionnaire View in the workspace. Use the
Questionnaire View to configure the settings for your questionnaire.

Descriptive Groups, which are created to organize Questions, can be added from the Questionnaire View. To create a Group
from the Questionnaires pane, right-click on a Questionnaire, and click New Group.

Also, Questionnaires can be published from the Questionnaire View.

e Group When a Group is created, it is displayed in the Group View in the workspace. You configure Group settings in this view.
Use a descriptive name for the Group, which will contain a set of logically related questions.

To create a question in a Group, right-click on a Group, and click New Question.
e Question When a Question is created, it is displayed in the Question View in the workspace. Configure the Question settings in
the Question View. You can also add a new question from the Question View.

Note

For Security Access:

To create new Questionnaire folders, or delete existing Questionnaire Folders, a User must have the Application Security Right
for Recorder Policy Create/Delete Questionnaire Directories and Modify Rankings assigned in Interaction Administrator on the

Security page.

For a User to View or Modify Questionnaires, a User must have Access rights for the Recorder Questionnaires folders, assigned
in Interaction Administrator on the Security page.
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Creating a Questionnaire

Use the Interaction Quality Manager navigation pane to create Questionnaires for scoring recorded interactions. Questionnaires
can be created to measure script adherence, compliance, and customer satisfaction. Questionnaires are integrated with scoring and
simplify the quality assessment process, by easily adding a Questionnaire to a recording's Scoring page.

Note

For Security Access:

To create new Questionnaire folders, or delete existing Questionnaire Folders, a User must have the Application Security Rights
for Recorder Policy Create/Delete Questionnaire Directories and Modify Rankings assigned in Interaction Administrator on the
Security Page.

For a User to View or Modify Questionnaires, a User must have Access Rights for the Recorder Questionnaires folder,
assigned in Interaction Administrator on the Security page.

Create a Questionnaire folder

When you create a questionnaire, first create a folder to hold your questionnaires. Here's how to create a folder to hold a
Questionnaire:

1. Inthe Interaction Quality Manager pane, select the Questionnaires folder.
2. Right-click the Questionnaires folder, point to New, and click Folder. The New Questionnaire Folder dialog is displayed.

3. Type a descriptive name for the folder that will contain the questionnaire. In the Description box, you can type a description.
This description is displayed in the tooltip for the folder.

When you have completed the dialog, click OK.

The new Questionnaire folder is created under Questionnaires.

Use the Questionnaire Directory view to add or change the description for a folder. To change the description, select the
Questionnaire folder. The Questionnaire Directory view is displayed. Update the description in the Description box.

Create a Questionnaire

To create a questionnaire, right-click the questionnaire folder, point to New, and click Questionnaire. The new questionnaire is

&2

displayed in the Questionnaire View in the workspace. A New Questionnaire ~— and a Group ~ and a Question ~— are automatically

created in the Questionnaire folder.
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Configure Questionnaire settings
Configure the settings for the New Questionnaire.

1. Select the = New Questionnaire in the Questionnaire folder. The current settings are displayed in the Questionnaire View in
the workspace.

2. Inthe Name box type a descriptive name for your questionnaire. When you move to the next field, the Questionnaire name is
updated in the Questionnaires pane.

3. You can make comments in the Notes box.

4. Inthe Ranking drop-down list, select a Ranking system. You can also create a new ranking system at this time by clicking
Create new ranking.

5. To hide scores for incomplete questionnaires while they are being scored, select the Hide scores when questionnaire
scorecard is incomplete. Choose this option so scorers cannot see the current ranking and scores for incomplete
questionnaires while they are being scored. After the questionnaire scorecard is complete, the scores panel is displayed for
the questionnaire.

6. If you want to hide the Pass/Fail buttons on the questionnaire scorecard, select the Hide Pass/Fail options on the
questionnaire scorecard check box.

Minimum score and Maximum score for the Questionnaire are displayed.

Note

You can Add a new group to the questionnaire from this view by clicking Add new group.

Configure Questionnaire Group settings

When you have completed configuring the settings for the questionnaire, set the values for the @ Group.

1. Select the Group in the Questionnaires pane under the questionnaire. The current settings are displayed in the Group View in
the workspace.

2. Inthe Name box, type a descriptive name for the questionnaire Group. When you move to the next field, the group name is
updated in the Questionnaire pane.

3. If you want to mark this group optional, allowing questions to be marked Not Applicable, select the Allow group to be
Optional check box.

Minimum score and Maximum score, and Total Score Contribution for all Questions in the Group are displayed.

Note

You can Add a new question to the questionnaire from this view by clicking Add new question.
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Configure Question settings
Next, to configure the settings for a question:

1. Select the Question in the Group. The current settings are displayed in the Question View in the workspace.

2. Inthe Question box, type the name for the question. When you move to the next field, the question name is updated in the
Questionnaire pane.

3. Inthe Help Text box, add any additional text that will help the scorer grade the question.

4. Inthe Data type drop-down list, select a question type. Depending on the question type you selected, other fields are
presented for configuration. The available question types are: Free text (non-scoring), Integer, Multiple Choice, Numeric,
True/False, and Yes/No.

5. Assign a value to the question in the Weight box.
To allow comments to be added when scoring a Questionnaire, select the Allow comments check box.

7. To classify a Question, use the Importance drop-down box. Questions can be classified as:
- Required, if the Question must be answered
- Optional, if an answer is not required
- Critical, when the question represents agent behavior that is a key requirement to successfully handling the interaction.
Critical questions require a Yes/No or True/False answer type. Score value for Critical questions can be weighted and/or
have a low value for a No or False response in order to result in a failing score. Additionally the scorer can choose to use the
manual Fail button when the response to a Critical question is No or False.

8. To allow the Scorer to mark a Question not applicable, select the Allow Not Applicable (N/A) Answer check box. Selecting
this box adds N/A to the list of choices for a response when Scoring a Questionnaire.

o

Minimum score and Maximum score, and Total Score Contribution for the Question are displayed.
Preview Questionnaire

You can preview a Questionnaire while you are creating it and after it has been published, using the Preview Questionnaire

[F El Prewview Questionnaire

toolbar button . When the Questionnaire View or the Question View is displayed in the workspace, click
Preview Questionnaire to display the Questionnaire Scorecard.

Save Questionnaire

H Save Questionnaire

While you are creating a Questionnaire, you can save it using the Save Questionnaire toolbar button .
Saving the Questionnaire allows you to edit and make changes to the questions before publishing. When your Questionnaire is
saved, the name is no longer in italic.

Organize Groups and Questions

You can change the order of question groups in a questionnaire and you can also change the order of the questions within a group.

L Move Down

Use the Move Down/ Move Up toggle button on the toolbar to order groups and questions in your
questionnaire.

Publishing a Questionnaire

Published questionnaires are activated and available for scoring. When a Questionnaire is published, it cannot be modified or
unpublished. A published questionnaire can be deactivated if you do not want it available for scoring purposes. For more
information, see Deactivate or Activate a Questionnaire.
There are two ways to publish a questionnaire from the Questionnaire View:

o Clicking Publish Questionnaire

B Publish Questionnaire

e Using the Publish Questionnaire toolbar button
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Publish a Questionnaire

In the Questionnaires Navigation pane, unpublished Questionnaires are indicated by the unpublished questionnaire icon

To publish a questionnaire:

1. From the Questionnaires Navigation pane, select the questionnaire to be published. The Questionnaire View is displayed in the
workspace.

2. On the upper-right corner of the workspace, click Publish Questionnaire. Or, click the Publish Questionnaire button on the
toolbar.

A message is displayed to remind you that when a Questionnaire is published, it cannot be modified or unpublished.

3. Click OK. The questionnaire is now displayed in the Questionnaire pane with a published questionnaire icon . Also, the
group and question icons are updated to published icons.

Notes

Published Questionnaires can be duplicated and renamed, allowing you to create a new questionnaire with the same properties
as the published questionnaire. The new, duplicated, questionnaire is unpublished and can be modified.

To delete a Published Questionnaire, the user needs to have write access to the questionnaire directory.

Deactivate or Activate a Questionnaire

Published Questionnaires are activated and available for scoring. if you do not want a questionnaire available for scoring purposes,
a published questionnaire can be deactivated. Questionnaire and scorecard data are still available for historical reporting for
deactivated questionnaires.

Following these steps to Deactivate a questionnaire.
1. Inthe Interaction Quality Manager navigation pane, right-click on the questionnaire to be deactivated. A shortcut menu is
displayed.
2. On the shortcut menu, click Deactivate.

Deactivating a published questionnaire allows existing scorecard data, associated with the questionnaire, to be available for
historical reporting purposes. Deactivated questionnaires are no longer available in IC Business Manager Interaction Recorder or
for Interaction Recorder policies, for creating and assigning scorecards. If you want to add additional scorecards to a deactivated
questionnaire, you can Activate the questionnaire again.

Follow these steps to Activate a questionnaire.
1. Inthe Interaction Quality Manager navigation pane, right-click on the questionnaire to be activated. A shortcut menu is
displayed.
2. On the shortcut menu, click Activate.

To Deactivate and Activate Questionnaires, you must have Modify Access Control rights for Recorder Questionnaires, assigned in
Interaction Administrator.

Tools Menu

Interaction Recorder and Interaction Quality Manager have a Tools menu on the menu bar. The Interaction Recorder Tools menu has
the Manage Interaction Recorder Settings command. The Interaction Quality Manager Tools menu has the Manage
Questionnaire Rankings command.
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Manage Interaction Recorder Settings

Use Manage Interaction Recorder Settings to control the playback of Recorded Calls and to configure the Master Key Password.

To control the playback of Recorded Calls:

1. From the Tools menu, click Manage Interaction Recorder Settings. The Manage Interaction Recorder Settings dialog is
displayed.

Manage Interaction Recorder Settings ] |

—Recaorded Calls

W Automatically begin playback of recorded calls

v Play recorded calls using the handset

— Master Key Passward

Recorder is not wsing a rmaster key file,

Change passward.., Sctivate password.,,

0] Cancel

2. To have a recording playback immediately when the Detailed Results window is opened in the Search Results view, select the
check box Automatically begin playback of recorded calls.

3. By default, Audio recordings are played back through your computer speakers. To playback recordings through your telephone
handset, select the check box Play recorded calls using the handset.

To configure the Master Key Password:

Use the Master Key Password box to password protect the Master Key File and securely encrypt master key data. To create,
change, or deactivate a Master Key Password, the user must be assigned the Security Right Master Key Password Administrator. To
configure the Master Key Password, from the Tools menu, click Manage Interaction Recorder Settings. The Manage
Interaction Recorder Settings dialog is displayed.

To create a new Master Key Password or to change the current password, click Change password.

When you create a new Master key password or change the password, the password is Activated, and the Deactivate password
button is displayed. To deactivate the password, click Deactive password. To activate the password, click Activate Password,
and on the Activate Password dialog, type the password and click Activate.

l Important Note: PureConnect Customer Care cannot recover encrypted recordings if a Master Key Password is lost. '

Manage Questionnaire Rankings

Questionnaire Rankings are scaled scores used to rate or grade Questionnaires. When a Questionnaire is completed, the final score
is compared to the value defined in the Questionnaire's ranking.

Defining a Rank Group

Define ranking scales on the Questionnaires Rank Groups dialog.

To access the Questionnaires Rank Groups dialog, from the Tools menu click Manage Questionnaire Rankings. The
Questionnaires Rank Groups dialog is displayed.
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To define a new ranking scale for a Questionnaire, first create a new Rank Group.
1. On the toolbar click New Group. The New Rank Group is displayed under Rank Groups at the end of the list.
2. In the Rank Groups list, right-click New Rank Group and click Rename to name the new Rank Group.

3. Type the new name for this rank group, and press Enter. The new name is displayed in the Group Name box in the Rank
Groups view. The Rank Group Name is limited to 40 characters.

Defining the ranking scale

To define the ranking scale for a Rank Group, select the Rank Group, and edit its properties in the right pane.
1. To add a Rank, click Add.
2. New Rank is added to the Rank list and is selected. Type a name for the ranking.
3. Use the Ranks percentage slider to select a percentage for the Top Percent column.

Define as many ranks as you choose to use in your ranking scale. Assign a top percent for each Rank in the Top Percent
column, setting the highest percentage for the Rank in this column. For example, if A = 90-100 percent, the highest percentage,
100, is set in the Top Percent column. Therefore, if B = 80-89 percent, 89 is set in the Top Percent column for B. Next, C = 70-79
percent, and 79 is set in the Top Percent column for C. Rank D = 60-69 percent, and 69 is set in the Top Percent column for D.
And the F Rank includes 0-59 percent when 59 is set as the Top Percent column for the Rank. The lowest Rank includes all
scores below 59, including zero.

4. Click Save, and then click Close to exit the Questionnaires Rank Group dialog.

Assigning a Ranking to a Questionnaire

To assign a ranking to a Questionnaire, under Questionnaires select a Questionnaire to view it in the workspace.

Note

To assign or modify a ranking, a User must have the Application Security Rights for Recorder Policy Create/Delete
Questionnaire Directories and Modify Rankings assigned in Interaction Administrator on the Security page.

In the Ranking drop-down list, select a Rank Group to assign to the Questionnaire.
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Interaction Quality Manager View

Interaction Quality Manager view, in IC Business Manager, is used to retrieve recordings with associated Questionnaire Scorecards
that need to be scored. The view also displays the scorecard status. Questionnaires can be automatically assigned to recordings by
creating policies in Interaction Recorder Policy Editor.

Recordings with scorecards are retrieved based on:
e Date and Time

e Scorecard Status
e Scoring User

The Interaction Quality Manager intuitive user interface guides you to:
e Retrieve recordings to score
e Preview scorecards associated with recordings
e Playback and score recordings

Recordings to Score

To get started, from IC Business Manager, create a New view for an Interaction Quality Manager Recordings to Score view. To
create this view, follow these steps.
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1. From the IC Business Manager toolbar, click New. The Create New View dialog is displayed.
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2. Inthe Group by box, select Products or select Categories. Interaction Quality Manager is displayed as an option in the
left pane.

3. Inthe left pane, select Interaction Quality Manager. Recordings to Score view is displayed in the right pane of the Create
New View dialog.

4. Inthe right pane, select Recordings to Score and click OK. The Recordings to Score View Attributes search dialog is
displayed.
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The available attributes are:

Date and Time

Select Recording Date/Time to retrieve recordings based on the date and time of the recording, or select Scoring
Date/Time to retrieve recordings based on the date and time the recording was last scored, and configure the attribute.
Scorecard Status

The Scorecard Status attribute searches for recordings based on their scorecard status. To narrow your search, select a
scorecard status check box. The available scorecard statuses are: Assigned, Scoring incomplete, and Finished.

You can select more than one status in a search. If no Scorecard Status check boxes are selected, recordings for all scoring
statuses are included in the search results.

Scoring User

The Scoring User attribute searches for users who have scored recordings. In the Scoring User field, begin typing a user name
to display available User Names to choose from. Multiple user names can be specified to create a list of scoring users.
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Displaying Search Results
Use these settings for displaying your search results.

Display scorecard preview with results

Select the Display scorecard preview with results check box to show or hide the scorecard preview control when a
recording is selected in theRecordings to Score view.

Maximum results

Specify the number of results to be returned with the search in the Maximum results box. Valid values are between 1 and
10000.

Complete the Recordings to Score View Attributes dialog, and click Create. The Recordings to Score view tab is displayed
in the workspace.
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Search Attributes

The following table contains the Recordings to Score search attribute descriptions.

Attribute | Description
Date/Time | Date/Time is a rich attribute that contains multiple sub-fields. First, in the Date/Time box: select Recording
Date/Time to retrieve recordings based on the date and time of the recording; or select Scoring Date/Time to retrieve
recordings based on the date and time the recording was last scored.
You can select: Specify a date/time range, Specify a date period, or Specify shift date/time period. Operands are
displayed depending on your selection.
For Specify a date/time range, select an operator from the drop-down list. The available operators are: Equal, Before,
After, or Between. Next, specify a date argument using the drop-down box and selecting a date from the calendar.
Type or select a time to specify a time argument.
For Specify a date period, specify a date in which the interactions occurred to be included in the search. Available
options are: Today, Last week, Last month, Last N hours, or Last N days.
For Specify shift date/time period, specify a shift date range and time of day range. For example, a shift date/time
might be Monday through Friday, 8:00 a.m. to 5:00 p.m.
The date/time attribute uses the Windows time zone set for the Windows User on the Interaction Recorder Client
machine.
Scorecard | This attribute searches for recordings based on their scorecard status. The search options are Assigned, Scoring
Status incomplete, or Finished.
To narrow your search, select a scorecard status check box. You can select more than one status in a search. If no
Scorecard Status check boxes are selected, recordings for all scoring statuses are included in the search results.
Scoring This attribute searches for users who have scored recordings.
User . . . . " .
In the Scoring User field, begin typing a user name to display available User Names to choose from.
Multiple user names can be specified to create a list of scoring users.

Recordings to Score View

The Interaction Quality Manager Recordings to score view displays the results of the search in a grid and includes the details of a
selected recording. The number of returned recordings to be scored from the search is indicated in the header of the view.
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Show Search Details

Search attributes are collapsed when the view is displayed. To display the search attributes and run the search again, click the
Show Search Details expand button.

To paste recording information into another application, use Ctrl+C in the grid to Copy an entire row, or multiple rows, to the
clipboard.

Select Fields for the grid

The columns, or Fields, are displayed in the grid in the following order:
e Scoring Date/Time

Scoring Status

Questionnaire Directory

Questionnaire

Recording Date/Time

Recording ID

Scoring User

Scored User

Total Score

Scorecard Rank

Marked for Calibration

Assign Questionnaire Policy

To change the Fields that are displayed in the grid, click the Field Chooser
Columns dialog select the fields to display in the grid.

on the upper left of the grid. In the Show/Hide
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Sorting Columns in the grid
To sort a grid column in ascending or descending order, click the Field name.

Refining search results

To further refine the search results, use the Filter Criteria selection fields lE'libelow each Field name. To create a field filter for the

search results displayed in the grid, select the field below the Field name. To select an operand for the search, click El and then
click the arrow to select the search criteria from the list. Depending on the field and your selections, an additional dialog might be
displayed. The search results are displayed according to your search filter. To clear the search filter criteria, click clear filter criteria

B ) ) . ) N i ) ) .
: for the field. To clear all filters, click clear all filter criteria . on the left of the filter fields grid row.
Recording Details

When you select a recording in the Search results list, detailed information about a recording and a scorecard preview is displayed
below the grid.
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Score Recording

After you have selected a recording in the Search results list, if you have the CanScoreRecording security right assigned in Policy
Editor associated with the recording, the Score Recording button is displayed.

To score a recording, click Score Recording. The Scorecard assigned to the recording is displayed. The title of the Questionnaire
is displayed in the dialog title bar.
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To score a recording:
1. Use the left pane to display Scorecard questions. Expand a Question Group. The questions are displayed in the right pane.
2. In the right pane, answer the questions.
e Required questions are indicated by an asterisk (*).
e [f Help Text is available for a question, it is displayed below the question.

e [f acomment can be added to a question while scoring, it is indicated by the Add Comments — button.

e As multiple Comment forms can be open at the same time, the title of the Comment form also displays the Question text,
to help you identify which Comment form is associated with each question.

e When Comment forms are displayed, you can continue scoring the recording.

e If you press Save or Finished on the Scorecard when a Comment form is opened, a warning message is displayed
prompting you to Return to scoring or Continue saving. Selecting Return to scoring terminates the Save operation
and returns to the scoring process. Selecting Continue saving continues with the Save operation and closes and saves
changes made in the open Comment forms.

3. Click Passed or Failed, and then click Finish.
Passed
Click this toggle button to indicate this Scorecard has passed.
Failed

Click this toggle button to indicate this Scorecard has failed. When the Failed button is selected a warning is displayed at the top of
the dialog indicating the Scorecard has been failed, and the Finish button is labeled Finish (Failed).

Calibration Only

Click this button to mark the Scorecard for calibration use only.

Note

Calibration provides confidence that monitored interactions will be scored consistently among Quality Assurance team
members. Calibrating scoring ensures fairness to agents whose recorded interactions are being evaluated.

When a questionnaire is marked for Calibration, the score is excluded from other scored interactions and does not count toward
the agent's performance results. Questionnaires marked for Calibration are also excluded from the overall group performance
results.

Questionnaires marked for calibration are included in search results. To exclude questionnaires marked for calibration in search
results, select No when configuring the Marked for Calibration search attribute.
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When creating a Scorecard Search in IC Business Manager, you can search for Scorecards Marked for Calibration, to include them
in your search results.

Calibration reports, in Interaction Reporter, are based on the results of completed evaluations marked for Calibration.
Scoring Results

The Score percentage and Rank are displayed by Group in the left pane next to the Question Group.

Total Score and Rank

The averaged percentage and rank for scored Question groups is displayed next to the Total Score.

Non-critical Score

If applicable for the Questionnaire, the averaged percentage for the Non-critical questions is displayed in Non-critical Score.
Critical Accuracy

If applicable for the Questionnaire, the averaged percentage for the critical questions is displayed in Critical Accuracy. The
correct number of responses for the total number of critical questions is also indicated.

Save

To save a scored interaction to be emailed or to finish scoring later, click Save.

Finish

When you have completed scoring the interaction, click Finish. If the Scorecard has been failed, the Finish button is labeled Finish
(Failed). The scored results are now available for reporting.

Open a Recording

To open a recording associated with the Scorecard click the Recording title link.
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Recording Shortcut menu
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Use the recording shortcut menu to open a recording and scorecard. To display the shortcut menu, right-click on a recording. You
can also delete a scorecard from a recording from the shortcut menu.

Run Search

In addition to re-running a search from the Search Details, you can re-run a search with the Run Search toolbar button.
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Interaction Recorder and Interaction Quality Manager
Reports

Interaction Recorder and Interaction Quality Manager reporting is available in Interaction Reporter in IC Business Manager.

The available reports include:

e Calibration Details
Calibration Question Group Details
Calibration Recording Summary
Quality Scoring Details
Deleted Recording Audit by Date
Deleted Recording Audit by User
Recorder Questionnaire Detail
Recorder Scoring Summary
Recorder User Scoring Summary

For detailed information on configuring and running these reports, see the Interaction Reporter Help.

Note

You can also run a Quality Scorecard Report from Scorecard Search Results.
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Appendix A: Recording Encryption

Recording Encryption securely stores and plays back recordings created with Interaction Recorder. This feature allows you to
protect sensitive customer data, such as credit card information, and it meets the Payment Card Industry (PCI) standards for
security. Interaction Recorder encrypts the following media files:

e Calls

Chats

Emails

Screen recordings
Social conversations

Interaction Recorder has a built-in Master Key file that allows Interaction Recorder to encrypt recordings when a Master Key file is
not configured. The built-in Master Key file is not as secure as a custom generated Master Key file.

Recording Keys and Master Keys

Interaction Recorder uses strong encryption key cryptography to encrypt media files and recording keys. Recording keys are used to
encrypt and decrypt recorded media files. For additional security, each recording key is encrypted by a Master Key.

Recording Keys

Recording keys are generated when the media file is created, and stored in the header of each media file. The recording key
encrypts and decrypts the recorded media stored in the file.

Master Keys

A Master Key securely protects recording keys. Generating a new custom Master Key on a regular schedule helps to keep your
information secure if a Master Key is lost or compromised.

Important note

If a Master Key file is lost, you will not be able to retrieve your recordings associated with that key. Master Keys are stored in
the Master Key file and the Master Key file is encrypted using the Master Key Password.

Encryption Key security

To secure sensitive cardholder data, Interaction Recorder uses strong encryption key cryptography, the Advanced Encryption
Standard (AES) encryption algorithm with a random 256-bit key, to encrypt both the media file and the Recording Key. Generated
Recording Keys are used to encrypt and decrypt recorded media files, and are stored with each media file.

A Master Key securely protects recording keys. By default, the Master Keys are stored in the Master Key file in plain text. To secure
the Master Keys, encrypt the Master Key File by creating a Master Key Password. Security of encrypted recordings is dependent on
the administrator to safely secure the storage of the Master Key file and to restrict access to the file's location. If the contents of
the Master Key file are lost, it is impossible to recover the recordings that are associated with those Master Keys.

Recording keys are encrypted with the most recent Master Key. If a Master Key is compromised, there is a security exposure to the
recordings associated with that key. Therefore, it is recommended that Master Keys be automatically generated on a regular
schedule. This procedure minimizes the potential loss by limiting the number of recordings associated with each Master Key.

After generating a new Master Key, enable Recording Encryption when you create your Initiation Policy in Interaction Recorder
Policy Editor. For more information, see Using Policy Editor.

Generating a Custom Master Key

Generate a new Master Key on the Key Generation page in the Interaction Recorder configuration dialog. To display this
page:
1.From the Interaction Administrator tree view, select the Interaction Recorder container.
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2.In the right pane, double-click Configuration. The Interaction Recorder Configuration dialog is displayed.

Imteraction Recorder Conliguration

(o ] e | oo |

3.Click the Key Generation tab; the following page is displayed:
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Use the Key Generation page to set up the Master Key file.

Setting up the Master Key File

The first step in generating a Master Key is to specify the location of the Master Key file. By default, the Master Keys are stored in
the Master Key file in plain text. To secure the Master Keys, encrypt the Master Key File by creating a Master Key Password. For
security purposes, make sure the location of the Master Key file has restricted access.

Key Generation Configuration
First, under Key generation configuration specify a location and file name for the file, in the Master Key File box. For security
purposes, be sure the location of this file has restricted access.

The Master Key file must be accessible to the IC Server, which is where the IRServer process is running. Here are some examples of
choosing a location for your key file:

Single IC server, local path:

Create a directory called \I3\IC\Server\RecordingKey (for example) and store your key file there. Set the directory to be
accessible ONLY by the IC service account (YOURDOMAIN\icadmin as an example).

Switchover IC Pair, local path:

Create a directory called \I3\IC\Server\RecordingKey (for example) and store your key file there. Set the directory to be
accessible ONLY by the IC service account (YOURDOMAIN\icadmin as an example). Set this directory to be mirrored by
switchover by including it in the CustomMirrorDir server parameter. Verify it is being mirrored as well.

Switchover IC Pair, network path:

Create a directory on an external highly available file server and share it. Store your key file there. Make sure the share and
the directory/file are set to be accessible ONLY by the IC service account (YOURDOMAIN\icadmin as an example).

You can manually generate a new Master Key or schedule a new key to be generated automatically on a weekly basis.

Manual Key Generation

To manually generate a new Master Key, click Generate new key. When you click OK or Apply for the first time, an initial Master
Key is created and appended to the Master Key file. You can also use this button to manually create a new key and append it to the
Master Key file.
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Master Key Password

Use the Master Key Password box to password protect the Master Key File and securely encrypt master key data. To create,
change, or deactivate a Master Key Password, the user must be assigned the Security Right Master Key Password
Administrator.

Haster Kery F
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Important Note
PureConnect Customer Care cannot recover encrypted recordings if a Master Key Password is lost.

Change Password
Click Change password to create a new Master key password or to change the current password.
Deactivate/Activate Password

When you create a new Master key password or change the password, the password is Activated, and the Deactivate password
button is displayed. To deactivate the password, click Deactive password.

To activate the deactivated password, click Activate Password, and on the Activate Password dialog, type the current password
and click Activate.
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Recurring key generation

To automatically generate a new Master Key, under Recurring Key Generation, select the Generate new key recurrently check
box. Enter the weekly recurrence, day, and time to schedule an automatic key generation. Click OK.

Backing up the Master Key file

When you generate a new Master Key, back up the Master Key file. Every time a new Master Key is generated it is appended to the
Master Key file. It is critical that you back up your key file every time you generate a new Master Key. For example, if you configure
recurring key generation every week on Friday at 5 p.m., a procedure should be scheduled to immediately back up the updated
Master Key file.

Important note
If the Master Key file is ever lost, all encrypted recordings are effectively lost as they will no longer be able to be decrypted.

Make sure your key file is backed up and make sure you practice the recovery method to know that it works. Ensure that the
extra rights restrictions recommended for protecting this file don't interfere with your backup process.

The Master Key file is automatically backed up to the Certificates directory whenever a new Master Key or key file is generated.
This back-up process makes it less likely that Master Keys will be lost due to deleting Master Key files, as a backup of every Master
Key file will always be available.

Enabling Recording Encryption

Recording encryption is enabled when you create an Initiation Policy in Interaction Recorder Policy Editor. To enable recording
encryption:
1. From the Interaction Administrator tree view, in the Interaction Recorder container, select Policy Editor.
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2. In the right pane, double-click Configuration. Interaction Recorder Policy Editor starts.
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3. Encryption is enabled when creating an Initiation Policy, in Step 4: Select actions.
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Note

When Use Proactive Recording is selected in Interaction Administrator Line Configuration, the Encrypt Recordings setting
overrides the Interaction Recorder Policy Editor Initiation Policy action, Encrypt the Recording.

For example, if an Interaction Recorder Initiation Policy is not configured to Encrypt the Recording and the Interaction
Administrator Line Configuration is set to Use Proactive Recording and Encrypt Recordings is selected, the line
configuration setting overrides the Interaction Recorder Initiation Policy setting and the recording /s encrypted.

Conversely, if an Interaction Recorder Initiation Policy /s configured to Encrypt the Recording and the Interaction
Administrator Line Configuration is set to Use Proactive Recording but Encrypt Recordings is not selected, the line
configuration setting overrides the Interaction Recorder Initiation Policy setting and the recording is not encrypted.

A conflicting record call request logs a Configuration Error warning message in the Application log.

For more information on creating policies, see Using Policy Editor.
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Interaction Recorder Technical Reference

Appendix B: Search Configuration Migration Notes
Control

If issues occurred with Interaction Recorder Searches during the 3.0 to 2015 R1 or later Migration process, a Migration Notes
control is displayed in a Search Configuration view, when running a search.

NADR Vo - i"lul:m Aushor. unerd | RumSemch |
Searches ®
& 7] Public Sesrches Tihe  Test Search Mo resuts 100

) Test Search .
i [ Private Searches | N et > *[BE]

1] New Folder

#) Seawch - updated -
Recordings * W Medu Type

¥ Cal [¥] Chat [ Emal 7] Screen
Questinnaire: #
& £ Questionnaires % Call Direction r
@ £ Test Folder

7 Test Folder Name ® kbound ) Intercom ) Outbound ) Unknown

L

During the 3.0 to 2015 R1 or later Migration process, changes made to the search and attributes, contained within the search, are
displayed when you expand the Migration Notes control.

— Ml [ — | Runsewch |
Seawches a
£ 7 Publc Sesrches Tate  Test Search Muax resulte 100

2 Test Seorch
(-2 Private Searches New [strinte * +[e][x]

B """"""2 - Migration Notes

Changei made to the iearch and sttrbutes contamed within the iearch dunng the megiation prociis are noted below. R A recommand 1O fenew

Recordings A thi attribute data bifore nunnng the ieaich 1o indure the comect rewulls will be eturned by the search.

* Attnbate reramed - Call Duection attribute wai renamed te Drectson durng the migratson prodeii

Quesionasees & * Attnbute deleted - Call Line attnibute 1 no longes iupported and was removed from the wearch.
T Queitionnanes * Artnbete deleted - Fax Number attnbsite s no longer supported and was remeved from the iearch.
@ ) Test Folder " Attrbute deleted - Fix Transmession Rate attribute o no konger supported and wai remcrved from the search,
1) Text Folder Name * Attribude deleted - Fax Line attribute is no longer supported and wis remeved from the search.

* Artnbete deleted - Fax Duration attribute n no longer supported and was remaved Trom the search
(addtioral megratson nsue were detected and rescived with the aftnbutes contaned withn the ongnal search)

B Media Type
W) Call [ Chat [ Email [ Screen

¥ Call Direction 5
@ lnbound ) Itercom () Outbound ) Unknown

The Migration Notes control is displayed only if there were modifications to the search attributes during the migration process.

= A b m an 4l R A5,

For the correct results to be returned when running a search, we recommend you review your migrated searches before running a
search.

Note

If any modifications are made to a search that is displaying the Migration Notes control, and the search is saved in 2015 R1 or
later, the Migration Notes are discarded for that search and are no longer displayed.

233



For more information on the Migration process, see the Interaction Migrator Technical Reference.

Copyright and trademark
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Appendix C: Interaction Recorder Server Parameters

Tracker Joins

Server Description

Parameter

Recording This is a packaged Server Parameter, pre-configured, which specifies the directory on the IC Server used to

Path store uncompressed manually recorded calls. The path is specified during the IC Server installation.
Interaction Recorder uses its own setting to specify the Default Storage Location.
If you used IC Setup Assistant during, CIC Sever installation, to configure the Interaction Recorder Compressed
Files Location, the directory you specified is used to create the Default Storage Location Retention Policy.
The Default Storage Location Retention Policy for compressed and processed recordings can be modified
using Interaction Recorder Policy Editor.

Disable Setting this parameter to True stops the Interaction Recorder Server from processing expired recordings.

Expired

Recordings Note If you need to start processing expired recordings again, delete the server parameter andrestart the

Processing Interaction Recorder Server. Alternatively, if you do not want to restart the Interaction Recorder Server, you can
set the server parameter to False and Apply the change. The server parameter can then be deleted, if you
choose.

IR Search This optional server parameter controls how an Interaction Recorder search with multiple Participant

Unique Information attributes searches for participant information.

When this server parameter is set to the value of 1, searches with multiple Participant Information attributes
ANDed together will find recordings where one participant on the recording has one value and a different
participant on the recording has another value.

The default behavior, without this server parameter, searches that have multiple Participant Information
attributes ANDed together will only find recordings where the same participant has all the specified values.

Notes
e The additional flexibility offered by this server parameter comes with a significant time cost, and the
additional expressiveness might not be worth the cost in query run time.
e The behavior that this server parameter sets for Participant Information was the legacy behavior prior to
4.0 SU2. If you have searches that rely on multiple Participant Information attributes matching different
participants for a recording, configure this server parameter to preserve that legacy behavior.
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IR Use
Recording
Date For
Expired
Calculations

Setting this optional server parameter to True causes retention policies to be re-evaluated based on the
recording date at the system level. And when this server parameter is set, you do not have to modify the Policy
Editor Retention policy action, re-evaluate retention policies in <time period> for every Retention policy.

) Interaction Administrator - (CustomerSite]

| File Edit View Conted Help
s DO BPE
& B Collective ~ [ Porameter ame Velue
L3 Home Site EnsbleSupenvisoryRecordandMonitor 3
Peer Sites. External Priority Voicemail No.
5 W) OF-SATISHOWFO - 2019 R1 Generate Company Directory Gramenars. True
: t:::sﬁﬂlup! Hander Path CABC\ServesHandlers
I3tables Path CABRIC\Server13Tables,
& @ Maraged P Phonss leonPath Interactive Intelligence
9 Rugioraion Greups Ignoe Disl Sting Leading Pl Sign False
1. SP Bidges Ignare Dial String Leading Slash True
& Audio Sources IntialMirroeDi
B Server Parametens Interaction Linit (Chats) 4000
5 Structured Pacametess Intesnal Call Classificaticns Intercom,internal
@ (@ Regionalzation Rt Use Recording Date For Expired Calculations True
& Licenses Allocation MaSimulaneausi3STSConnectionsPerAddress 5

When this server parameter is set, the Policy Editor Retention policy configuration setting Re-evaluate
recordings based on the recording date check box is not available, as the IR Use Recording Date For
Expired Calculations server parameter is active.

When this server parameter is set to False, or deleted, the check box is enabled again. And when the server
parameter is turned off, the re-evaluation action will be based on the recording date only for those policies
which had the check box selected by the user before turning on the server parameter.
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Appendix D: Archive Recordings

Archive recordings to manage recorded interactions such as calls, chats, emails, and social media interactions. When you archive,
the original recordings are copied in a playable format to an archive volume folder. The archive volume folder contains the archived
recordings and an index that contains the archived recordings information in HTML format. Your existing recording information is
maintained in the database and your recording data is kept in the file. Recordings are flagged in the database as being archived.

There are two ways to archive recordings: you can automatically archive recordings by creating an Interaction Recorder Policy
Editor Retention Policy, and you can manually archive recordings from Interaction Recorder client in the search results grid.

For more information about archiving recordings, see the PureConnect Knowledge Base (KB) article, Archiving in Interaction
Recorder, at: https://genesyspartner.force.com/customercare/pkb_Home?id=kA50B0000008R6j

Notes

To ensure that the path refers to the same location for all servers involved in the archiving operation, target your archiving to a
non-local shared UNC path, in the form \\host\share\...

At each specific Archive storage location, the archiving file structure is based on the Volume prefix. Many independent
archives can co-exist in the same Archive storage location as long as their Volume prefixes differ.
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Automatically Archiving Recordings

You can automatically archive recordings using Interaction Recorder Policy Editor. Create a Retention Policy to automatically
archive recordings. Before creating a Retention Policy, you'll need to determine where and when to store your archived recordings.

Note

As Retention Policies are evaluated on events only, it is important to ensure that your archiving Retention Policy is re-evaluated
on time by setting the appropriate re-evaluate action in a previous Retention Policy.

Follow these steps to create a Retention Policy to archive a recording.

First, start Interaction Recorder Policy Editor:

1. From Interaction Administrator under Interaction Recorder, click Policy Editor. Policy Editor Configuration is displayed
in the right pane.

2. Inthe Policy Editor pane, double-click Configuration. Interaction Recorder Policy Editor is displayed.
3. Click the Retention tab to display the page.

4. Onthe Retention page toolbar, click New Policy. The Edit Retention Policy dialog is displayed, beginning with Step 1:
Select Criteria.

5. Inthe Name field, type a descriptive name for the Retention Policy to archive recordings.

Next, select the criteria for archiving your recordings.
1. Select the criteria for this Retention Policy to determine which recordings will be archived, for example:
e To select recordings based on age, select recording is <older/newer> than <duration> <period> old.
e To select recordings that have not been previously archived, select recording has been archived: <true/false>

2. Inthe Policy description pane, configure the criteria by clicking the variable. When you click a variable, a pop-up window is
displayed to enter a value for the variable.

3. When you have completed configuring the retention criteria for archiving your recordings, click Next. The Edit Retention
Policy dialog, Step 2: Select actions is displayed.

The next step is to configure the retention Actions for archiving your recordings.

1. Inthe Step2: Select actions box, select the archive recordings to <location> for <volume_prefix> with chunks of
<size> check box. The policy is added to the Policy description pane.

2. Inthe Policy description pane, configure the variables for this action to archive recordings to a specific volume folder. Click
the media location variable, and in the Archive storage location pop-up window, specify a valid non-local shared UNC
path.

3. Click the volume prefix variable, and in the Archive volume prefix pop-up window, specify a prefix string for the archive
volume name.

4. Click the 0 MB variable, and in the Edit Storage size pop-up window, type the maximum storage size for each archive volume
folder.Click the MB box to toggle between MB and GB.

NoteWhen entering the storage size for an archive volume folderin an Archive action, the Edit Storage size dialog shows a red
error rectangle around the storage size field and the OK button is not available, if the field is empty or 0 is specified. The Edit
Storage Size dialog shows a yellow warning rectangle around the storage size field when the storage size is determined to be
risky and outside of the normal storage range. A tooltip is displayed explaining the error or warning.

5. When you have completed configuring the settings for your Retention Policy to archive recordings, click Finished. The New
Policy name is displayed and selected in the Policy pane.

6. Click Apply to save the Policy.

For additional information on creating Retention Policies, see "Creating a Retention Policy".

Manually Archiving Recordings

You can quickly archive recordings in Interaction Recorder client in IC Business Manager. To archive recordings in IC Business
Manager, a user must have permission for the Security Policy can export/archive recordings.

Here are the steps to manually archive a recording in Interaction Recorder.
1. In Interaction Recorder, from the Search Results View, select one or more recordings to be archived.
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2. Right-click the recording, and on the shortcut menu click Archive.

Search Results (24 recordings)

Lra01e 4:51:0...

(= Media Type Recording Type ¥ | Recording ID Date/Time Recording Length
1) - & -
Efb Bcf53114-6453-... 2112016 L:08:.. 00:00:52
| ' dal33l14-abac-... 2/8/2016 1119:. 00:00:52
[ | / E fafe3ll4-5a40-... 27072016 2:59:2... 00:00:52

LI 1 B

P Leillioaz il 272016 11:29... 00:00:52
» & i Show ¥ /2016 10:22... 00:00:08
g Audit Tra 2016 10:49:... 00:00:52
e [ Delete Recording 0/2016 10:26... 00:00:52
e = Export y D/2016 11:46.. 00:00:52
<] | prchive... 1 |
b T
go Recording Date: [ 0w == Eiek. Recording ID: g45431
Interaction 1D Key: 300160710630160209 Initiztion Palicy: Recard
. ﬁgl Archneed: Mo Direction: Inbourn

3. Onthe Archive Recording dialog, select a location to archive the recording from a retention policy or enter an archive storage

location.

[ archive Recording E!

Frarn rekentian pnlii.

Archive storage |location:

| |

Wolume prefic Maximurn volume size:
|<de‘fauhvalue> ﬂ [ I [z
Owerall progress: I8
frchive I Cancel

e From retention policy

When you select a retention policy, the fields Archive storage location, Volume prefix, and Maximum volume size are
populated from the retention policy. These fields can be modified for your archive.

Archive storage location

All storage locations from Archive Retention Policies are listed in the drop-down list. You can select a storage location from
the list or type a valid non-local shared UNC path for the storage location. In the Volume prefix field, you can: accept the
default value for a prefix, or select a prefix from the drop-down list, or type a new volume prefix. In the Maximum volume size
field, type the maximum storage size for each archive volume folder, and then click the MB box to toggle between MB and GB.

Note When you select a Social Media recording to archive, the Social Media recording files are archived in a Zip format that
contains the necessary files to view the recording. The playback website is also included in the Zip file.

4. When you have configured the Archive Recording dialog, click Archive. The Overall progress indicator displays the

percentage of the archive process that has been completed.
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Working with Archived Content

Working with archived content is straightforward and easy, using HTML files to retrieve recordings.

The archive process creates two types of log files in the Archive storage location, the Archiving Volume content file and the
Archiving Volume Content Index file. The Archiving Volume Content Index HTML file is named based on the Volume prefix for the
retention policy. For example, if the volume prefix is PrV, the Archiving Volume Content Index file is named
ArchVolContentindex.PrV.html. Use the Archiving Volume Content Index to access recordings through the Archiving Volume
Content.

Note

The Archive Process generates the Volume Content Index log file and the Volume Content log file, based on a set of resource
templates. These resource templates produce HTML formatted output. The templates can be modified to produce custom logs,
allowing you to save the metadata in a configurable format. For more information, see Appendix E: Archive Log Resource

Templates.

Retrieving Archived Recordings

To retrieve archived recordings, first view the Archiving Volume Content Index to display a list of Volume Content description files.
Next open a Volume Content description file to display a list of archived recordings, and then select a recording to retrieve.
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Viewing the Archiving Volume Content Index

Follow these steps to view the Volume Content list of files in the Archiving Volume Content Index.
1. Navigate to the Archive storage location.

e
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2. Double-click the Archiving Volume Content Index file.
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The Archiving Volume Content Index is displayed.

3 GENESYS

Archiving Volume Content Index:

% Volume Content Valume Size (K)

[1[ArchVolCansenValON00] 26K 2017061 TTOS26054 2017081 TTO0485 1de 1 htmll[256

This mdex was astomatscally generated by Recorder Archoning

£ Do

The Archiving Volume Content Index lists all the Volume Content description files that are in the same path and have the same
Volume Prefix as the Volume Content Index. Each entry contains the Volume Content file name and the size of the Volume’s folder.
The Volume Content file name is a hyperlink to the Volume Content file.
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Displaying a List of Archived Recordings

Display a list of archived recordings in an Archiving Volume Content description file, in order to retrieve a recording. To do this, in
the Volume Content column, click a file name.

The content of the Archive Volume is displayed.
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The Volume Content file contains the list of archived recordings, and each entry can contain information for the following
attributes.
e Recording ID
Media Type
Recording Type
File Path
Recording Date
File Size in bytes
Direction of the call
First Participant
Other Participants
Tags associated with the recording
Custom Attributes and values associated with the recording

Each entry contains a hyperlinked file path to retrieve the recording.
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Retrieving a recording

To retrieve a recording, in the Archiving Volume Content list, in the File Path column, click the file path hyperlink for a
recording. The recording is retrieved, and depending on the media type, the recording is played or displayed.

Note

There is no facility to playback a screen recording from the archived volume.

For example, a Call recording is played.

cording
File Path -

PrvO000 1201 2082809 SWIRCall 10d6ae12-272a-d03e-873a- (201208729

6445 5he TOO0 T wear 095823
PrVO000 17207 & Intesaction Yodoemail Player x| 210829
E73a-64455b¢ File Took Help e
pvo000 120 T 1o |PE aken I 2108729 |
64455beTO0( S— b6 44
D DD — A

P W00 1720 m DoO003 /o012 ‘ Cormectad 2082
64d 5 She 7000 T ||.|: 3924
|1:'1‘~"""""""'-""I"""I"F!""Q-'1"’?I‘-’I"=.'F1~wl Addeas 12-$595.402F |"m'wn:f:r‘?<:-=

Or, an Email recording is displayed.

#=[3_SUBJECT_TEXT##Policy match notification: recording 1d: #213_SUBJECT_TEXT== #=I3_NORECID'_TEXT#==No recording produceds=13_NORECID_TEXT==

2 GENESYS

A policy match has ocewired for the following recordmg:

Recording id: #512_gEciDss
Policy mame: #213_POLICYNAMES#
Policy tvpe: #8813 POLICYTYPESS
Date: #213_DATESS
Time: #413_TIME#S

This email was autornatically generated by Recorder Policy Manager Notification settings can be adjusted using the Recorder Policy Editor

|imteracition d: 830 _INTX D83

E Genazyy
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Appendix E: Archive Log Resource Templates

The Archive Process generates the Volume Content Index log file and the Volume Content log file, based on a set of resource
templates. These resource templates produce HTML formatted output. The templates can be modified to produce custom logs,
allowing you to save the metadata in a configurable format. For example, you can quickly produce text logs or CSV files that can be
loaded into a database.

The following section describes how to modify the resource templates and produce custom archive logs.

Modifying Resource Templates

Follow these guidelines to modify the resource templates for the Volume Content Index log file and the Volume Content log file.

Note

Before modifying resource templates, we strongly recommend making a backup copy of the resource templates recorder-
archive-vol-content-index.xx-XX.dat and recorder-archive-vol-content.xx-XX.dat, where xx-XX represents the language code for
your system. For example, en-US is the language code for US English. The resource template files are located in the
I3\IC\Resources directory.

Template Guidelines

Here are the guidelines for modifying the Volume Content Index log file and the Volume Content log file templates.

o The template file names are recorder-archive-vol-content-index.xx-XX.dat and recorder-archive-vol-content.xx-XX.dat, where
xx-XX represents the language code for your system.

The templates are read from the I3\IC\Resources directory and cached in memory every few minutes.
Each template file must contain a file name surrounded by the delimiter ##FILE_NAME##.

The file name is the name and extension of the log file generated by the template.

Note that the file name and its delimiters are removed from the data when the report is generated.

Volume Content Index log file

Use the template guidelines to customize your archive logs. The following is an example of the Volume Content Index resource
template.
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EFDDCTYPE HTML PUBLIC ~-//W3C//DTD HTML 4.01 Transitional//EN™
'Ett 1/ v w3, org/TR/html4 /loose. dtd">
<html>

<head>
<META http-equiv="Content-Type" content="text/html; charset=utf-8">
<title>Archive volume Content Index</title>

<style type="text/css">
Y

.footer {
font-family: verdama, ‘"Lucida Grande', arial, sans-serif;
font-size: 10px;
color: #333333;
line-height: 1.3;
text-decoration: none;
margin-bottom: 10px;

1
th { text-align: Tleft; font-weight: bold}
</style>

</head>

#EFILE_NAME##ArchvolContentIndex. htm] ##FILE_NAME##
##XFER_FILE##10go. giT##XFER_FILE##

<body>

<p>
<img src="logo.gif"/>
</p>

<p=
Archiving volume Content Index:
</p=>

<p>
<table border=1>
<Ltr>
<the#</tTh>
<th>volume Content</th:
<th=volume Size (K)</th=

</tr>
EH#FILE_LIST####FIRST_START_HERE##
<tr>
<Ld>##SEQUENCE_NUMBER##<,/td>
<td»<a href=##vOLUME_CONTENT_NAME##>##\VOLUME_CONTENT_NAME##</td>
<td>##VOLUME_SIZE##</Td>
</tr>
EFFILE_LIST##
</table>

</p=
«<p>This index was automatically generated by Recorder Archiving.</p>

<p><span style="font-size:9.0pt;font-family:"calibri”,"sans-serif"; "Times New
Roman ; color :#1F497D >

<br>

</spamn=</p>

<br><br>
<div align="center” class="footer">

&copy; Genesys
</divs

</bod
</html>

In the previous example, the following delimiters and placeholders are used:
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Delimiter or Placeholder

Description

##FILE_NAME##

Required delimiter. Used to get the resulting filename.

##XFER_FILE##

Optional delimiter. Used to get the name of the accompanying files. The files can be icons or
other files. These files will be copied to the same path as the resulting file.

#HFILE_LIST##

Required delimiter. Used to present the list of Volume Content filedescriptions. Between these
delimiters, the data will be reused to generate each Volume Content description.

##FIRST_START_HERE##

Optional placeholder.Used to indicate the start of the first line in the resulting list. For
example, if you have:

#H#FILE_LIST## ##FIRST_START_HERE##
##SEQUENCE_NUMBER##
#H#FILE_LIST##

you will get the following output for a list of five elements:

b wON=

##SEQUENCE_NUMBER##

Optional placeholder. Placeholder will be replaced by a consecutive number incrementing at
each row.

##VOLUME_CONTENT_NAME##

Optional placeholder. Placeholder will be replaced by the file name of each Volume Content.
Note that it has been used twice for the hyperlink.

##VOLUME_SIZE##

Optional placeholder. Placeholder will be replaced by each Volume Size.

As shown in the earlier example of the Volume Content Index resource template, you can produce an HTML file. You can also
produce most other types of files or simply text files.

Additional delimiters and placeholders are available to improve the Volume Content Index or to allow the editing of a particular file
format. The following is a list of the additional delimiters and placeholders and their descriptions.

Delimiter or Placeholder

Description

##DISABLE_INDEX_LOG##

Optional delimiter. Used to disable or enable Volume Content Index logging. A delimited value
different to ‘0’ will disable the index logging.

##DEFAULT_VOLUME_PREFIX##

Optional delimiter. Used to set the default volume prefix. This is the default when no specific
volume prefix is requested. If this parameter is not present, "Vol" will be used.

##VOLUME_START_DT##

Optional placeholder. Placeholder will be replaced by the date of the oldest Recording archived
on each volume.

##VOLUME_END_DT##

Optional placeholder. Placeholder will be replaced by the date of the newest Recording
archived on each volume.

#HXLATE_MATRIX##

Optional delimiter. Used to set a translation matrix that will be used to replace each string
found with its placeholder.

This translation matrix is a list of translation units. A string, which can be 1 character, is
replaced by another string, which can be of a different length, or null.

The translation units can be in the form of:

e "abc'="ABC" replaces DataWithabcEmbedded with DataWithABCEmbedded

e ‘'abc'="ABC" to have the possibility to replace the single or double apostrophe

e abc="ABC" is also possible,but no '=' character can be replaced here.

e 0x61bc="ABC" is also possible, and notice that these formats can be at the right of the
equal sign, for example, abc=0x41BC

e abc=ABC,def=DEF shows that you can have more than one definition between a single pair
of delimiters
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Volume Content Log File
The Volume Content log file uses the same template guidelines as the Volume Content Index log file. The Volume Content log file
has additional placeholders, allowing the list to contain most of the attributes related to each recording.

Required localizable terms are part of the Volume Content resource template file. The following is an example of the Volume
Content resource template.
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<'DOCTYPE HTML PUBLIC "f{-xrmru 4,01 Transitional/JEN™
'mt 1/ e W3 0r g/ TR/ w4 loose. dud™ >
<Al

<head=
<META http-equivs"Content-Type™ content="text /html; charsetsutf-8"s
stitlerarchive volume Comtent</Titles

<3tyle Type="rtext/ csi™»

—fmhr verdana, "Lucida Grande’, arial, sans-serif;
font-size: I

color: r!!ii!

Tine-height: 1.3;

TEXT - deCoration: IO

margin-borvom: 10px;

th { text-align: left; font-weight: bold)
< /3yl

« T aud>

SAFILE_MAME_PATTERN##ArchvoiContent ™. heml#eF ILE_NAME _PATTERNS#
SENEER_F Il.lrﬂm. 11!'“:“!_”““

::ccmmm_ru LeeCa ]| #8CAPTION_CALL##
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Most of the delimiters and placeholders defined in the previously displayed Volume Content Index resource template example are

also used in the above Volume Content resource template.

The following table includes additional delimiters and placeholders used in the Volume Content resource template.

Delimiter or Placeholder

Description

##FILE_NAME_PATTERN##

A required parameter to get the pattern for the series of volume
content log files. The required "* will be replaced by the volume prefix
followed by the volume number.

##MAX_RECORDINGS_PER_LOG##

An optional delimiter value to limit the number of recordings per
Volume Content log file.

##DEFINE_ATTRIBUTE##

An optional delimiter Custom Attribute name. For example, '##
<custom attribute name>##' will be available to store that Custom
Attribute value.

##CAPTION_CALL##

An optional delimiter to get the localized "Call" term

##CAPTION_FAX##

An optional delimiter to get the localized "Fax" term

##CAPTION_CHAT##

An optional delimiter to get the localized "Chat" term

##CAPTION_CHATTRANSCRIPT##

An optional delimiter to get the localized "Chat Transcript" term

##CAPTION_EMAIL##

An optional delimiter to get the localized "EMail" term

##CAPTION_SCREEN##

An optional delimiter to get the localized "Screen" term

##CAPTION_INBOUND##

An optional delimiter to get the localized "Inbound" term

##CAPTION_OUTBOUND##

An optional delimiter to get the localized "Outbound" term

##CAPTION_INTERCOM##

An optional delimiter to get the localized "Intercom" term

##CAPTION_UNKNOWN##

An optional delimiter to get the localized "Unknown" term

##CALLER_PHONE_PATTERN##

An optional delimiter to get the localized "Caller[Phone]" edit pattern.
If not present, the pattern will be "##CALLER##[##PHONE##]"

##CAPTION_RECORDING_TYPE_POLICY_RELATED##

An optional delimiter to get the localized "Policy-based" term

##CAPTION_RECORDING_TYPE_SNIPPET_RECORDING##

An optional delimiter to get the localized "Snippet Recording" term

##RECORDING_ID##

An optional placeholder that will be replaced by the Recording ID

#H#MEDIA_TYPE##

An optional placeholder that will be replaced by the localizedMedia
Type

##RECORDING_TYPE##

An optional placeholder that will be replaced by the localized
Recording Type

##TRANSACTION_ID##

An optional placeholder that will be replaced by the TransactionID

##ARCHIVE_PATH##

An optional placeholder that will be replaced by the archive path,
terminated by a '\, suitable to concatenate with ##FILE_PATH## to
get a full absolute file path.

#H#FILE_PATH##

An optional placeholder that will be replaced by the recordingfile path,
relative to the Archive folder. Note that this will be replaced by the
##FILE_PATH_FOR_VOLUME## when this template is used for
Volume Content in Volume folder.

##FILE_PATH_FOR_VOLUME##

An optional placeholder that will be replaced by the recording file
path, relative to the Volume folder
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##RECORDING_DATE##

An optional placeholder that will be replaced by the recording date in
a standard format (not localized)

##RECORDING_DATE_UTC##

An optional placeholder that will be replaced by the UTC recording
date in the format '2013-03-13T00:04:40.000-04:00

##RECORDING_DATE_OFFSET##

An optional placeholder that will be replaced by the signeddate offset
in minutes.

##DURATION_MS##

An optional placeholder that will be replaced by the duration of the
recordingin milliseconds.

##DURATION##

An optional placeholder that will be replaced by the duration of the
recording in seconds.

##TO_CONNECTION##

An optional placeholder that will be replaced by the Interaction
Address

##FROM_CONNECTION##

An optional placeholder that will be replaced by the Initiator
Interaction Address

#HANIH##

An optional placeholder that will be replaced by the ANI
Deprecated

NoteThis delimiter has been deprecated and is no longer supported.
Use the ToConnection delimiter.

#HANI_PLAIN##

An optional placeholder that will be replaced by the ANI, with the '/' or
'+' prefix removed.

Deprecated

NoteThis delimiter has been deprecated and is no longer supported.
Use the ToConnection delimiter.

#HDNIS##

An optional placeholder that will be replaced by the DNIS.
Deprecated

NoteThis delimiter has been deprecated and is no longer supported.
Use the FromConnection delimiter.

##DNIS_PLAIN##

An optional placeholder will be replaced by the DNIS, with the /' or '+'
prefix removed.

Deprecated

NoteThis delimiter has been deprecated and is no longer supported.
Use the FromConnection delimiter.

##FILE_SIZE##

An optional placeholder that will be replaced by the file size in bytes

##DIRECTION##

An optional placeholder that will be replaced by the localized
direction

##LOCAL_PARTICIPANT##

An optional placeholder that will be replaced by the first local
participant.

##LOCAL_GROUP##

An optional placeholder that will be replaced by the local workgroup if
it was involved with the call.

##FIRST_PARTICIPANT##

An optional placeholder that will be replaced by the first (in time)
participant

##OTHER_PARTICIPANTS##

An optional placeholder that will be replaced by the other participants
(in time order), coma separated

H#H#TAGSH#

An optional placeholder that will be replaced by the coma separated
list of tags
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##ATTRIBUTES##

An optional placeholder that will be replaced by the coma separated
list of custom attributes with their value

##CALLER## An optional placeholder that will be replaced by the caller name

##PHONE## An optional placeholder that will be replaced by the phone number

##SOCIAL_PLATFORM## An optional placeholder that will be replaced by the platform for
social recordings

##SOCIAL_CHANNEL## An optional placeholder that will be replaced by the channel name for
social recordings

##SOCIAL_CHANNEL_ID## An optional placeholder that will be replaced by the channel id for
social recordings

##SOCIAL_PAGE## An optional placeholder that will be replaced by the page for social

recordings

##CAPTION_ESCAPE_CHARACTERS##

An optional placeholder that will allow user defined escape sequence,
which will be used to escape special characters, comma () and equal
sign (=), in custom attribute name and value.

By default, this placeholder sill be a backslash (\).
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Appendix F: Identify Recordings by Spotted Keywords and
Phrases for Evaluation

You can identify recordings for evaluation based on Spotted Keywords and Phrases. Creating an Initiation Policy to flag recordings
that contain certain keywords and phrases allows you to use a Retention Policy to automatically assign a Questionnaire for
evaluation.

Follow these steps to identify recordings, based on keywords and phrases for evaluation.

1. Create a Keyword Set in Interaction Administrator. Under Interaction Analyzer, click Keyword Sets. In the right-pane, click
the new button to create a New Item, and specify Name and Category. Add keywords to the Keyword Set.

2. Create an Initiation Policy action to analyze recordings. In Interaction Administrator, under Interaction Recorder, select
Policy Editor. In the right-pane, double-click Configuration. Create an Initiation Policy and apply the Action listen for
keywords spoken by agent or listen for keywords spoken by customer to the interaction. Configure the variable to
reference the Keyword Set created in Step 1.

3. Create a Retention Policy to automatically assign a Questionnaire to the recording, for evaluation.

a. In Policy Editor create a Retention Policy and apply the criteria tag matches the following. Configure the variable to match
the Category specified in Step 1. To do this, in the Tags Editor dialog, add the Category in the Enter a tag field.

b. For this Retention Policy, apply the Action assign questionnaire to and configure the variable to select the Questionnaire to
assign to the recording when a keyword from the Keyword Set is spotted.
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Appendix G: Setup Automatic Login with SSO in Screen
Recorder

This section describes how to automatically log in to Screen Recorder using Single Sign On (SSO) credentials.

Setting up SsoConfig.xml
1. Navigate to the client machine where you want screen recorder to automatically log in.
2. Create a folder in the PureConnect folder in AppData\Roaming named ScreenCaptureClientU.
3. Create another folder in ScreenCaptureClientUnamed Profiles.
a. The full path should now be: C:\Users\ [USER
PROFILE]\AppData\Roaming\PureConnect\ScreenCaptureClientU\Profiles
4. Create a file named SsoConfig.xml
5. Open ssoConfig.xml in atext editor.
a. The SsoConfig.xml needs 3 lines in order to log in using SSO credentials:
i. username=[DOMAIN\USER]
i exmnph:usernamezQFUN\waldronadmin
ii. password=[PASSWORD]
i. example: password=testing
iii. sso identity provider=[SSO IDENTITYPROVIDER GUID]
i. exmnph:sso_identity_provider:flaal2b3—dba2—4cab—b909—202b7afcflfd
a. The SSO identity provider GUID can be found in the DS Server logs
6. Save SsoConfig.xml
a. The final xml file should look something like this:

SsoConfig.xml

username=QFUN\waldronadmin

password=testing

sso_identity provider=flaalZb3-dba2-4cab-b909-2c2b7afcflfd

Setting up config.xml
1. Navigateto C:\Program Files (x86)\PureConnect\ICUserApps
2. Edit or create the file config.xml
3. Enter the following lines into the config.xml file and change [TCSERVER] to the correct IC Server address.

config.xml example:

<srecconfig>

<controlserver>

<parameter name="server" value="[ICSERVER]"/>
</controlserver>

</srecconfig>

4. Save the file.
5. To login using these credentials, kill and restart screenrecorderclient or restart the machine.
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Appendix H: Snippet Recordings of Email Interactions

Email Snippet recordings are available as a feature toggle with a server parameter setting. It is important to be aware that an email
snippet is the full email, not just a portion of the email. For this reason it is of most value only to customers who choose not to
make policy-based recordings of emails or to those who are not recording 100% of email interactions. Partial email recording is not
supported due to the fact that the behavior of a recorded email interaction is different than that of call and chat snippets.

Snippet Recordings of email interactions in Interaction Desktop and Interaction Connect are available only if your CIC administrator
separately enables this feature. Snippet Recordings of email interactions are not available by default.

Enable Email Snippet Recordings

To create email Snippet Recordings, a server parameter must be added to the CIC server, in Interaction Administrator. To create the
new server parameter, follow these steps.

1. InInteraction Administrator, select the Server Parameters container.

2. In the workspace, right-click and select New.

3. In the Entry Name dialog, enter Enable Email Snippet Recordings, and click OK.
4.

In the Parameter Configuration New Parameter dialog, on the Configuration tab, enter a value in the Parameter Value field.
Acceptable values are: yes, true (both case insensitive), or 1. Click OK.

This new server parameter does not require any subsystem to be restarted.

When the Enable Email Snippet Recordings server parameter is enabled, users who are properly configured for Snippet
Recordings will see the Snip capability available in their Email interactions.

Creating an Email Snippet Recording

You can start an Email Snippet recording at any time, in the original email or in the reply or forward email. Use the Snip button to
start and stop email recordings. All of the text in the original email interaction and the reply is included in the Email Snippet
recording.

For information on adding the Snip button to Email windows, see the Interaction Desktop (client) Help.

For additional information on creating Snippet recordings, see Create a Snippet Recording.

Considerations for Email Snippet Recordings

e Email Snippet Recordings can be started at any time for an email interaction. This includes starting in the original email
message or starting in the reply or forwarded email. The Snippet recording needs to be active for the duration of the reply or
forwarded message. Also, the Snippet recording of the original (parent) interaction needs to be active until the parent
interaction is disconnected or transferred.

e When replying or forwarding to a parent email interaction that has a Snippet recording in progress, the snippet needs to
continue recording until the parent interaction is disconnected or the snippet recording will not be created.

e If you start a Snippet recording in an email reply or forwarded email, and the Snippet recording is stopped or disconnected
before the reply is sent or the email is forwarded, the Snippet recording is not saved.

o If you start a Snippet recording on an unsent email reply, a Snippet recording is not created until the email reply is sent.

o All of the text in the original email interaction or the email reply is included in a Snippet recording. Partial recordings are not
supported.

o All of the requirements listed in Requirements for Snippet Recordings apply to Snippet recordings of email interactions.
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Appendix I: Interaction Screen Recorder Capture Client
config.xml file

When the Interaction Screen Recorder Capture Client is installed, the configuration options are included in the config.xml file. The
config.xml file is located at C:\Program Files (x86)\PureConnect\ICUserApps (directory of IC User Apps installation).

When using the command-line option to install the Interaction Screen Recorder Capture Client, after the install is complete, edit the
config.xml file to update your configuration options.

Here is an example of the Interaction Screen Recorder Capture Client config.xml file that has been updated.

<sreccnnfigj
<controlserver>
<1--No walue defaults to nttps://{host}:8019 and enables the web connection. -->
<1——"{host}" is replaced with servers in alternate host list provided by SM —->

<parameter name=“http_connecticn"/}

<!--Supports URL as a value to the HITP Plugin Host where yvou can specify HITF or HITPS.-->
<parameter name="http connection" wvalue="http://{host}:8018"/>

<!—-Support=s host substitution anywhere in the path. Useful for reverse proxies.-->
<parameter name="http connection" wvalue="https://reverse proxy 1l.com/ic/{host}"/>

<!'-—Primary server——->
<parameter name="server" value="serverl"/>

<!1--Backup =server needed for retrieving alternate hosts after a switch.-—->
<parameter name="alt server" value="server2" />

<!--Specify servers.json filename to retrieve list of IC server host names —-->
<parameter name="hostservers URL" value="https://apps.caas.com/customerA/orm/config/myservers. json"/>

<!--No filename specified, capture client will append /servers.Jjson—-—->
<parameter name="hostservers URL" value="https://apps.caas.com/customerd/orm/config"/>

<1--IC User to log into IR Server.-—->
<parameter name="ic mser" value="admin"/»
</controlserver:>
</srecconfigs
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Appendix J: Interaction Recorder Event IDs

The following table lists Interaction Recorder Event IDs that are found in the Application Event log.

Event ID

Message

10000

The Notifier connection to subsystem
XX:IRContentSvc_%RCS%_%ICSERVERY_XXXX(%RCS%, XXX XXX XXX.XXX:
PORT#) has ended.

NOTE: This is a heavily shared port number in relation to Notifier events in the
Windows Event Log. Care will need to be had when implementing this EventID to
ensure that the text of the error is considered when creating alerts on this EventID.

23032

Unable to make a recording for user XXXX at workstation XXXX because the
user/workstation is unlicensed.

23044

Recorder Server has started reapplying the Retention policies for all recordings.
OR
Recorder Server has started reapplying the Security policies for all recordings.

23045

Recorder Server has started reapplying the Retention policies for recordings created
between specific dates.

OR

Recorder Server has started reapplying the Security policies for recordings created
between specific dates.

23046

Recorder Server has completed reapplying the Retention policies.
OR
Recorder Server has completed reapplying the Security policies.

23047

Recorder Server reapply of the Retention policies was cancelled. Number of
Recordings processed = [x] of an expected [v]. Please see the Recorder
Server.ininlog for more details.

OR

Recorder Server reapply of the Security policies was cancelled. Number of
Recordings processed = [x] of an expected [v]. Please see the Recorder
Server.ininlog for more details.
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Appendix K: SIP Proxy Recording Recovery

Use the SIP Proxy Recording Recovery Utility to import the recording files into PureConnect and save them to the recording
database.

Note: The recording files that are generated by SIP server have .wav format and the metadata that is generated by SIP server have
.csv format. Only files with these formats are supported.
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Information Required (Prerequisites)

Before using the tool, administrators need to know the below information.

Public Recorder Key

Interaction Recorder uses a unique public key to encrypt the recording files. The SIP Proxy Recording Recovery Utility reads the
public key from the registry given path HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\Interactive
Intelligence\EIC\Directory Services\Root\Production\Interaction Recorder\Recordings Public Key. Make sure to set this
registry key.

Retention Location

By default, the SIP recordings are saved in the existing policy location. All the recordings processed by the utility will have
SIPRecording tag assigned. In case if you wish to create a new retention policy to save all the SIP recordings in a separate
location by using the SIPRecording tag as a criteria.

Policy description (click an underlined value to edit):
| If the interaction meets the following criteria:
| tag matches the following SIPRecordng

Make sure that the destination location mentioned in the policy has enough free space to accommodate the recordings. The utility
must also have read and write access permission to the path.

Important: Check if the Recording Path server parameter is set or not. If not, then set the parameter before running the utility in
the Interaction Administrator.

Processed Files Location:

InitialMirrorDir

Interaction Limit (Chats) 4000

Internal Call Classifications Intercom, Intemal
MaxSimultaneousi35T5Connections... 53

MirrorExceptions ".ivp
MewVMPollinglnterval 240
OutOfBandReportDataTransfer 0

Play Queue Announcements External
ProcessIVREvents True

Reco Call Type Both

Recording Path DASMC\Recordings),
RecordServer

ReportComponentsinstalled REPORTS;PMQLOGGING
ReportFilePath WS{SERVERNAMENIC_Reports\SQL
Resource Path D:ABVC\Resources

Rx Document Path DA\ Server\13RxDocs

After a .wav file recording is processed, it will be moved to the processed file location so that it is passed as an input to the utility.
It is been done to avoid an issue of reprocessing recordings that has been already processed successfully. It will prevent the
duplicate recordings moving into the database. All the unprocessed files will remain in the same location and will not be moved.

Processed file location can also be a network, or a shared path provided with appropriate read and write permissions.
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Playback from ICBM Client

You can search for the interaction recording files either by using the tag SIPRecording or Initiated Date from the ICBM.

W Configure Recording Search - u x
Tile  [SIPRecordings | Maximum results:
Location: \Pubﬁc Searches I Author: boreas_user
p— oy
New Atrbute ot _*]lx
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Using the Tool

It is recommended to run the tool from the IC server with read and write access for both the original and processed files location.
The utility converts .wav recording files to. sasf recording files and it encrypts if required, it produces a log file in format
SipRecordingProcessor_YYYY_MM_DD_HHMMSS.log. Utility can be used to process single or entire directory of recordings
using the utility commands.

Note: For all the directory or file paths, you must have read and write permissions.

Utility commands:

Single file:

siprecordingprocessorU <wav file to convert> <csv file> <encrytion required: true/false> <processed wav files directory>
Multiple files:

siprecordingprocessorU <wav files directory> <csv files directory> <encrytion required: true/false> <processed wav files directory>

Examples:

Single file:

siprecordingprocessorU.exe D:\testing\sampleRecordings\final.wav D:\testing\samplemetadata\11-09-2021.csv false D:\processed
Multiple files:

siprecordingprocessorU.exe D:\testing\sampleRecordings D:\testing\samplemetadata true D:\processed

Network path:

siprecordingprocessorU.exe \\boreas\sampleRecordings\final.wav \\boreas\samplemetadata\11-09-2021.csv false D:\processed

siprecordingprocessorU.exe \\boreas\sampleRecordings \\boreas\samplemetadata true D:\processed

Utility Output

After the execution of the utility, all the successfully processed files will be moved to the Recording Path on the IC Server and will
be waiting to be picked up by the Rescue Job.

Note: You need to wait for about an hour for the process to finish.

Rescue job picks up the .sasf files and moves them to retention location, it also moves the record to the database.

Log File

A log file will be generated at the location of utility exe in the format of SipRecordingProcessor_YYYY_MM_DD_HHMMSS.log
This log file will contain detailed information about the individual files that have been processed, errors encountered, and so on.

Note: The files that are converted successfully without any issues are moved to the Processed Files Location. So that while you
re-run the utility, already processed recordings will not be re-processed.
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Change Log

The following table summarizes the updates made to the /nteraction Recorder Technical Reference.

Date Changes

13-January-2015 e Updated playback a screen recording for keeping audio and video in sync
e Updated Copyright and Trademarks for 2015
e Add information for questionnaires marked for calibration in search results

19-January-2015 e Noted all Amazon S3 communication uses HTTPS protocol
e Updated Retention Criteria descriptions, Store Media at and Archive Recording to, for viewing a

screen recording
16-March-2015 Added Interaction Quality Manger to title

31-March-2015

Updated "Lag Time"

06-April-2015 Updated for "Event Hold" times
07-April-2015 Updated for new Type column for Events datagrid
08-April-201 e Replaced /nteraction Client with Interaction Desktop for Secure Pause related to Screen Capture.
e Updated "Manage Interaction Recorder Settings" for Ul change for Handset
e Updated for Ul change for Scorecard Search Attribute Signature Status
09-April-201 Additional updates for "Number of Holds", "Hold Time", and "Total Hold Time" search attributes
22-April-2015 Updated configuring question settings
26-May-2015 Added section on Policy Editor toolbar buttons
29-June-2015 e Updated screen capture for Recordings to Score attributes dialog for Scoring User field
e Updated title page for new rebranding
e Updated Keyword scores tab to Keywords tab
07-July-2015 Added new information for Interaction Analyzer recording search attributes
08-July-2015 e Added information for copying recording details and scorecard details from datagrid to clipboard
o Added information for exporting recording search results, including exporting Results Rows to a file
09-July-2015 Added information to Delete a Scorecard from search results shortcut menu
13-July-2015 Removed reference to Historical Reports in IC Business Manager Help
14-July-2015 Updated Abstract on title page for Interaction Quality Manager
02-September-2015 ° ;Ji[;(;ls;ed documented for removing hyperlink to create a questionnaire from assigning a questionnaire
e Updated "Score Recording" for changes in Comment form
03-September-2015 o Added information on new Calibration button in Media Details pane
e Updated graphics for Ul changes
04-September-2015 | Added information for Details pane Keywords page

11-September-20155

Added information on silent login for "Capture Client"

14-September-2015 | Updated sample report for "Run a Quality Scorecard Report"
28-September-2015 | Updated graphics for Calibration button
29-September-2015 e Updated installation screens for Interaction Screen Recorder Capture Client

e Updated installation screens for Interaction Recorder Client
o Added new information to assign calibration scorecards
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01-October-2015

o Added new Recording Search Attribute information for Total Keyword Score.
o Updated information for Spotted Confidence displayed values

02-October-2015 Updated Role limit for Retention policy
05-October-2015 Update to definition of Critical question
30-November-2015 | Ul text formatting change for Policy criteria Recording has been archived

08-December-2015

Added SSO log in credentials to "Appendix G"

10-December-2015 | Updated screen capture for Ul update in "Edit Security Policy"

14-December-2015 | Updated user/station information for encumbered recordings

18-January-2016 Updated for new configuration option for Amazon S3 cloud services using HTTP or HTTPS
24-January-2016 Updated Copyright and Trademark Information

02-March-2016 Minor update to chart for Snippet Recording Type

03-March-2016

e Updates for "Interaction Recorder Snippet Recording” for: Security Policies, Retention Policies, Search
attributes, and Recorder Data Grid

e Updated "Appendix D: Archive Recordings" for new Recording Type column

e Updated "Appendix E: Archive log Resource Templates" with new Resource Template placeholders for
new Recording type

11-March-2016

Added new section for "Interaction Recorder Snippet Recordings”

16-March-2016

Added Appendix for Administrator for new media type for Snippet Recordings

21-March-2016

Updated screen captures for Snippet Recordings

30-March-2016

Updated Appendix for Snippet Recordings

05-April-2016 Additional updates for "Appendix H"

07-April-2016 Added additional information for email Snippet Recordings

12-May-2016 Updated "Initiation Policy Criteria Descriptions" for random selection of calls to interactions
19-May-2016 Added new information for "Initiation Policy Overview"

23-May-2016 Added new information for Recorder Policy Editor Archive Action for storage size error and warning
26-May-2016 Added new information for Amazon S3 region endpoint

12-July-2016 Added information for Recorder Health Check

12-September-2016 | Added information for Enable HTTPS Exchanges

31-October-2016

Added new compression formats, for Opus Mono and Dual-channel, when configuring Interaction
Recorder Configuration dialog

03-November-2016

e Updated for Media Information message boxes for Dual-channel Opus and Mono Opus recordings
e Added information for exporting Opus compression format recordings
e Updated "Email a Recording" for Opus file name extension

08-November-2016

e Added new information for Opus (Dual-channel) recordings when playing back a call
o Added new information for compression factors for Opus

e Included information on Opus recordings not being supported on Interaction Media Servers before 2017
R1.

10-November-2016

Updated disk space requirements and Media Servers for Opus recordings

06-January-2017

Updated "Cloud Services Configuration" for Amazon S3
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14-February-2017

Added information for AWS S3 bucket user permissions

| 16-February-2017
17-February-2017

Added information for recording playback speed contral

Updated for new Bookmark information in the Audit Trail

27-February-2017 Added information regarding Opus recordings and Remote Content Server (RCS) versions
21-April-2017 Updated Doc Library URL
16-June-2017 Added information for Park, Hold Type, when configuring a Search attribute and working with Search
results.
07-July-2017 Updated information for Screen Recording lag time
03-August-2017 Park search attribute update
04-August-2017 Update to Playback timeline for Park events
07-August-2017 Updates for custom attribute value for special characters
08-August-2017 Update for Archive Report Template for caption escape character
10-August-2017 Deprecated Archive Report Template delimiters ANI, ANI_PLAIN, DNIS, and DNIS_PLAIN
18-August-2017 e Updated Archive recording email example
e Updated "Archive Log Resource Templates” and sample for List of Archived Recordings
e Updated IC Business Manager Applications setup
e Updated IC User Applications (64-bit) setup
25-August-2017 e Updated graphics for the Archiving Volume Content Index
o Updated graphic for Quality Scorecard report
05-September-2017 | Additional updates for 2018 R1 rebranding
25-October-2017 Added information for additional operating system requirements for exporting screen recordings

16-November-2017

e Updates for HTTP connection for Screen Recorder Capture Client installation, for 2018 R2 and later

e New information for "IC User Applications (64-bit) Setup Wizard" command-line installation

17-November-2017

Added "Appendix I: Interaction Screen Recorder Capture Client" config.xml file

15-December-2017

Updated graphic to remove Related Recording from Participant Data tab in Detail pane

19-December-2017

New feature to specify a custom Amazon S3 region and endpoint for Policy Editor Retention Policy

31-January-2018

Edits for document format conversion

27-March-2018 Updated placeholders for Volume Content Log File resource template

24-April-2018 Update for exporting a screen recording and Windows 2016 for The Desktop Experience
02-May-2018 Updated "Appendix C" server parameters for Disable Expired Recordings Processing
03-May-2018 Corrected wording for Screen Recorder Session license for one user with multiple screens
10-July-2018 Updated Retention Policy Description

11-July-2018 Updates for Social Media conversations for Initiation Policy

14-July-2018 Updates for Social Media conversations for Retention Policy

14-July-2018 Updates for Social Media conversations for Security Policy

16-July-2018 Update for Enable HTTPS exchanges for S3 Bucket nhame

21-July-2018 Added new information for Social Media Conversations
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24-July-2018 Updated exporting for Social Media recordings to Zip file format
26-July-2018 Updates for Archiving for Social Media
27-July-2018 Added additional information for Social Media recordings to Zip file format

01-August-2018

Added Appendix J: Interaction Recorder Event IDs

01-August-2018

Updated delimiters and placeholders in the Volume Content Resource template for Social Media

09-August-2018 Updated graphic for Hold event indicator

04-September-2018 | Updated Initiation Policy for Social Direct Message

04-September-2018 | Updated Retention Policy for Social Direct Message

05-September-2018 | Updated Security Policy for Social Direct Message

06-September-2018 | Updated recording Search Attributes for Social Direct Message

07-September-2018 | Updates for Ul changes for search attribute Media Specific > Social Conversation for attributes: Social
Conversation Platform, Social Conversation Channel, and Social Conversation Page

09-September-2018 | Added new information for Social Direct Message

02-October-2018 Updated internal links for Cloud Services Configuration

12-October-2018 Updated KB article link for: Modify properties for the ININ QoS driver installation

19-December-2018 | Updates for recording retention based on Recording Date, including updates for: Policy Editor Retention

Policies, Security Policies; Appendix C: Server Parameters; Media Details pane.

20-December-2018

Updated Interaction Recorder Client Search Results Grid for new Expiration Date column, and for modifying
recording Expiration Date in search results.

02-January-2019 Updated Media Details pane information for including Expiration Date field.

04-January-2019 Added new section, Modify Retention Expiration, for modifying the retention expiration period to set the
date and time for a recording to be re-evaluated.

07-January-2019 Added information for optional server parameter for IR Use Recording Date For Expired Calculations
to Appendix C.

09-January-2019 Updated screen captures for Expiration Date field in the Media Details pane.

29-January-2019 Added error confirmation information for Social Media Initiation policy discrepancies between criterion
and events.

29-January-2019 Updated for Send as Email size restriction notification message error

03-April-2019 Updates for WAV form not displayed when using handset for playback.

04-April-2019 Update for Audio Playback Devices.

04-April-2019 New graphic for Audio menu in Playback dialog.

03-May-2019 Added information on importing policies.

06-June-2019 Fixed broken links.

25-July-2019 Updated audio playback devices.

15-October-2019 Updated Appendix D: Archive Recordings- removed reference to screen recordings and added link to KB
article Archiving in Interaction Recorder.

30-October-2019 Added licensing requirements for viewing and modifying tags/attributes using IceLib.
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14-February-2020 Updated description of Secure Recording Pause Duration (seconds) in the Interaction Recorder
Configuration topic.
03-March-2020 Updated requirements to include Windows Server 2019.
30-April-2020 Updated links from my.inin.com to new locations.
03-June-2020 Most, if not all, customers have already migrated from CIC 2.4/3.0 to a later release. Therefore, changed
the following:
e Removed "Migrating from a previous release."
o Renamed "Appendix B: CIC 2.4/3.0 to 2015 R1 or Later Migration" to "Appendix B: Search Configuration
Migration Notes Control."
12-June-2020 Updated Appendix | to include location of config.xml file.
08-July-2020 Updated Email a recording topic to link to Interaction Recorder configuration topic for Reply To email
address configuration.
27th-January-2022 | Added SIP Proxy Recording Recovery Utility information in Appendix K
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